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A
szolgáltatásminôség, illetve az egyes minôségi pa-
raméterek kutatása a hírközlési hálózatok fejlesz-
tésének és üzemeltetésének egyre fontosabbá

váló kérdése, különös tekintettel a minôségi garanciá-
kat alapfilozófiájukat tekintve nem tartalmazó IP alapú
technológiák terjedésére. E számunk fôtémájaként öt
cikk foglalkozik a szolgáltatásminôség különbözô vonat-
kozásaival. 

Nándorfiné Somogyvári Magdolna cikkében az érzé-
kelt szolgáltatásminôség kérdését állítja a középpont-
ba, megvizsgálva a fogalom eredetét és az IPTV terje-
désében játszott szerepét. A szolgáltatók elôszeretet-
tel adnak meg könnyen mérhetô vagy névleges szol-
gáltatásminôségi paramétereket, miközben a felhasz-
nálók számára az érzékelt szolgáltatásminôség jelenti
az „igazi” szolgáltatásminôséget. A hazai és nemzetkö-
zi példák azt mutatják, hogy megtörténtek az elsô lépé-
sek a felhasználói szempontok érvényesítése érdeké-
ben, azonban még további kutatások és fejlesztések
szükségesek ahhoz, hogy kielégítôen lehessen a szol-
gáltatás minôségi paramétereibôl (QoS) az érzékelt szol-
gáltatásminôséget megjósolni.

Vonderviszt Lajos cikke az érzékelt szolgáltatási mi-
nôség (QoSE) és a szolgáltatásminôségi paraméterek
(QoS) közötti összefüggésekre világít rá. Példákon ke-
resztül megmutatja a fogyasztók érdekében tett hazai
és nemzetközi lépéseket, valamint a fejlôdési irányokat.

Gál Zoltán és Balla Tamás az interneten hagyomá-
nyosan mûködô hálózati alkalmazások viselkedését ele-
mezték egyetlen QoS tartományon belül szabályozott
paraméterek függvényében, a legelterjedtebb második
rétegbeli hálózatoki protokoll (ethernet) feletti IP és to-
vábbi protokollok (TCP, UDP) esetében.

Nagy Tibor a szolgáltatások minôségének kérdését
a felhasználó oldali (ADSL) kapcsolat környezetében
vizsgálta, különös tekintettel a hálózati szolgáltatásban
résztvevô eszközök hangolási, beállítási kérdéseire.

Kôrösi Attila és társainak cikke DSL hozzáférési há-
lózatokban alkalmazott csomagütemezôk sorbanállási
modellezésével és analízisével foglalkozik. A QoS biz-
tosítása érdekében különbözô prioritású osztályba so-
rolt csomagok a kiszolgálás során a különbözô osztá-
lyokhoz rendelt pufferekben tárolódnak és többnyire az
osztályok között szigorú prioritásos ütemezést használ-
nak. Egy ilyen szigorú prioritáson alapuló DSL üteme-
zô teljesítmény analízisét végezték el a szerzôk.

Számunk további, beküldött cikkei közül Zahemszky
András és társainak cikke bemutatja, hogy a GMPLS új
útvonalválasztó architektúrájára, a Path Computation
Element-re épülô modell hogyan alkalmazható átjáró
szerverek választására, hogy elkerüljük a szerverek túl-
terhelésébôl adódó hívás blokkolást, és minimalizáljuk a
transzport hálózat összterhelését. A bemutatott algoritmu-
sok figyelembeveszik a szerverek terheltségét, illetve a
hálózati topológiát az átjáróválasztásnál, melyeket a szer-
zôk hálózatszimuláció segítségével hasonlítanak össze.

Tóth Katalin, Schulcz Róbert és Imre Sándor cikke
az RFID környezetben felmerülô többes leolvasási prob-
lémák megoldására rendelkezésre álló ütközésfeloldó
algoritmusok ismerteti, kitérve az olvasók és a transz-
ponderek ütközésére egyaránt. Szimulációs eredmé-
nyeket közöl az ISO 18000-3 Mode 1 ütközésfeloldásra
használt algoritmusára.

Fülöp Péter és Szálka Tamás cikkében különbözô
mobilitási stratégiákat tanulmányoznak a hálózati jelzés-
forgalom, az egyes csomópontokban fellépô feldolgo-
zás és a rádiós interfész költsége alapján. A végsô cél
olyan irányelvek létrehozása, amelyek segítséget nyúj-
tanak újgenerációs, mobil hálózati menedzsmentrend-
szer megtervezéséhez.

Vonderviszt Lajos Szabó Csaba Attila
vendégszerkesztô fôszerkesztô
Nemzeti Hírközlési Hatóság
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Szolgáltatásminôség
vonderviszt.lajos@nhh.hu



1. A QoSE eredete

Az 1. ábrán látható modell az ETSI-tôl származik (ETR
003). A 90-es években hozták létre. A szolgáltatás mi-
nôségét részben a szolgáltató, részben a szolgáltatást
használó részérôl vizsgálja. A felhasználónak vannak
elvárásai egy szolgáltatással kapcsolatban. A szolgál-
tató ezeket is figyelembevéve tervezi meg szolgáltatá-
sát, amit felajánl a felhasználóknak. A szolgáltató által
megvalósított és nyújtott szolgáltatás már különbözik a
tervezettôl. Ezt a kapott szolgáltatást érzékeli és ta-
pasztalja a felhasználó. A szolgáltató által tervezett és
felajánlott szolgáltatás objektív és mért paramétereivel
jellemezhetô. A felhasználó követelményei verbálisan
megfogalmazottak és az érzékelt és megtapasztalt
szolgáltatás minôsége szubjektív paraméterekkel jelle-
mezhetô és szubjektív módszerekkel mérhetô. Ezt a
modellt késôbb az ITU is átvette és következetesen al-
kalmazza (2001 ITU-T Recommendation G.1000).

2007 februárjában az ITU 2-es számú Tanulmányi Bi-
zottsága elfogadta a korábban QoE rövidítéssel és Qua-
lity of Experienced megnevezéssel használt mutatót, me-
lyet fôleg a multimédiás gyakorlatban alkalmaznak és je-
lölését QoSE-re változtatta, ez a rövidítés tehát a QoS
felhasználó által tapasztalt értékét jelenti, amely azono-
san egyenlô a fenti modellben szereplô érzékelt szolgál-
tatásminôséggel és mérési módszereik is azonosak. 

Az ITU által elfogadott definíció a következô: 
QoSE = egy alkalmazásnak vagy szolgáltatás-

nak teljes elfogadottsága, ahogy azt a végfelhasz-
náló szubjektíven érzékeli vagy érzékelte.

Megjegyzések:
1. A QoSE tartalmazza a teljes végpontok közötti

rendszer hatásait (végfelhasználó, végberendezés, há-
lózat, infrastruktúra stb.),

2. A teljes elfogadottságot befolyásolhatják a fel-
használók elvárásai és a körülmények.

Fontos megállapítás, hogy az ETSI/ITU modellnek
a „a felhasználók által érzékelt QoS” eleme azonosan
egyenlô a fent definiált „felhasználó által tapasztalt
QoS”-sel.

2. A QoSE mérhetô jellemzôi

A minôség és így a QoS megítélése, meghatározása
jellege szerint lehet objektív és szubjektív. A minôség
objektív értéke jellemzô paramétereinek fizikai mérése
útján határozható meg. A minôség szubjektív értéke
számszerûsíthetô mutatóinak meghatározásával, fel-
használói vélemények alapján számítható. Röviden csak
objektív és szubjektív szolgáltatásminôségrôl (QoS) szok-
tunk beszélni.

A szubjektív szolgáltatásminôség Lewis és Booms
definíciója szerint annak mértéke, hogy a szolgáltatás
milyen mértékben illeszkedik a felhasználó követelmé-
nyeihez. 

A szubjektív minôség mérhetô jellemzôi egyrészt a
felhasználó QoS követelményei (lásd az 1. ábrát). Ezt
a jellemzôt elvárásnak is szokás nevezni. Az elvárás a
felhasználó elképzelése arról, hogy mit kell, hogy nyújt-
son a szolgáltatás vagy, hogy mit képes nyújtani a szol-
gáltatás.

1. ábra  Az ETSI QoS-modellje
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Ebben a cikkben megvizsgáljuk a QoSE (Quality of Service Experienced = a felhasználó által tapasztalt szolgáltatásminôség)

fogalom eredetét, mérhetô jellemzôit, azok meghatározását egy példa segítségével. Valamint megtaláljuk azokat a tényezôket,

amelyek révén ez a fogalom az érdeklôdés középpontjába került. Szintén példa alapján megmutatjuk, hogy miként tudja ez a

fogalom egy egyre népszerûbbé váló szolgáltatás, az IPTV szolgáltatóinak a versenyelônyért folytatott küzdelmét segíteni.



A szubjektív minôség másik mérhetô jellemzôje a
felhasználó által érzékelt QoS, illetve az ITU-T jelölése-
it használva: QoSE, amit másképpen elégedettségnek
nevezünk. A felhasználó elégedettsége, azaz az általa
érzékelt minôség Parasuraman és Lewis szerint a szol-
gáltatással kapcsolatos elvárások megerôsítése, illetve
meg nem erôsítése, vagy Smith és Houston szerint az
éppen aktuális szolgáltatás teljesítése és a felhaszná-
lók elvárásainak összehasonlításából adódik.

A szolgáltatások szubjektív minôségének leghaté-
konyabb vizsgálati módszerét három amerikai kutató,
Parasuraman, Zeithaml és Berry dolgozta ki. Csoporto-
kat hoztak létre különbözô szolgáltatások igénybeve-
vôibôl, és az így nyert adatok elemzése alapján fogal-
mazták meg az úgynevezett SERVQUAL módszer
lényegét. A SERVQUAL tíz alapvetô dimenziót fogal-
maz meg, amelyek a felhasználó elvárásait fejezik ki.
Ezek az alábbiak: megbízhatóság, reagálási készség,
szakértelem, udvariasság, hitelesség, biztonságérzet, el-
érhetôség, kommunikáció képesség, egyedi probléma-
kezelés, kézzelfoghatóság/dologi tényezôk. Vagyis a
felhasználó elvárásai részben a szolgáltatásra, részben
a szolgáltatóra, vagy annak személyzetére vonatkoznak.

Zeithaml, Parasuraman és Berry ezen tíz dimenzió
alapján az elvárásokat az alábbi 5 paraméterrel jellemzik:

1. Megbízhatóság: magában foglalja a teljesítmény
és igénybevehetôség állandóságát. Azt jelenti, hogy a
szolgáltató tiszteletben tartja ígéreteit, pontos a szám-
lázásban, a kért szolgáltatást idôben teljesíti, 

2. Fogékonyság/érzékenység: azt jelenti, hogy a
szolgáltató akarja és kész arra, hogy biztosítsa a szol-
gáltatást és kellô segítséget nyújtson. Figyel a pontos
idôbeli teljesítésekre, vagyis az ügyletek esetleges idô-
beli csúszását azonnal rendezi, ha szükséges, akkor
az ügyfelet azonnal visszahívja és a megrendeléseket
a lehetô leggyorsabban teljesíti,

3. Biztonságosság: egyrészt azt jelenti, hogy maga
a nyújtott szolgáltatás biztonságos, valamint, hogy a
szolgáltató kialakítja a felhasználó biztonságérzetét az-
által, hogy hozzáértô, udvarias, hiteles, 

4. Empátia: a szolgáltató megérti a felhasználó elvá-
rásait és azokat, valamint a felhasználó egyéni kívánsá-
gait is tiszteletben tartja, jól kommunikál a fel-használó-
val, annak kérdéseit jól és gyorsan megválaszolja, kel-
lôképpen tájékoztatja,

5. Kézzelfoghatóság: azt jelenti, hogy az alkalmazott
berendezések korszerûek, jól menedzselik azokat, ügyel-
nek mind az eszközök, mind a személyzet külsô megje-
lenésére az ügyféllel való találkozáskor, gondoskodnak
mind a szolgáltatás, mind a szolgáltató megfelelô helyen
és idôben és kis várakozással való elérhetôségérôl.

A szerzôk a modell leírásakor a jellemzôk mérésérôl
és a mért eredmények kiértékelésérôl is beszámolnak a
hivatkozott irodalomban [3].

Sok mérés tapasztalataiból (amelyek különbözô szol-
gáltatásokra vonatkoztak és különbözô számú megkér-
dezett válaszait tartalmazták) Parasuraman a fenti öt
paraméter relatív fontosságáról az alábbiakat állapítot-
ta meg:

A válaszadók számára a szolgáltatásminôség fenti
öt mutatójának fontossága az alábbi eloszlást mutatta:

1. Megbízhatóság: 32%
2. Fogékonyság: 22%
3. Biztonságosság: 19%
4. Empátia: 16%
5. Kézzelfoghatóság: 11% 

A fontosság szintén egy lényeges jellemzô a szub-
jektív QoS szempontjából, mert a gyakorlatban az elé-
gedettséget a fontosság függvényében azzal együtt
szokták vizsgálni. A módszerre példát a következô feje-
zetben mutatunk.

3. A QoSE a gyakorlatban

A szolgáltatásminôség felhasználó általi megítélése
egyre inkább érdekli a szolgáltatókat, mert az utóbbi
években számos új szórakoztató célú hírközlési szolgál-
tatás terjedt el a piacon és nagy a küzdelem a felhasz-
nálóért. Ezen szolgáltatások közé tartozik az IPTV is.

Az iSuppli amerikai piacelemzô csoport szerint az
IPTV szolgáltatások elôfizetôinek száma várhatóan 26-
szorosára növekszik 2005-2010 között, és az évtized
végére meghaladhatja a 63 milliót. Ez azt jelenti, hogy
az évi átlagos növekedési ütem több mint 92% a 2005-
ös 2,4 millióról indulva, ahogy azt a 2. ábra mutatja.

2. ábra 
Az IPTV-szolgáltatás elôfizetôszámának elôrejelzése

Az iSuppli az IPTV szolgáltatás fejlôdését három fá-
zisra osztja. A jelenlegi IPTV piac az elsô fázis elején
tart, az alapszolgáltatás telepítése folyik. A második fá-
zis már értéknövelt és interaktív szolgáltatások sorát
adja az alapszolgáltatáshoz. A harmadik fázis erôteljes
fejlôdést hoz majd az integráció és interaktivitás terén.

Kétségtelen, hogy a technológia és a szélessávú
Internet-hozzáféréshez kapcsolódó fejlesztések az el-
következô években drámaian meg fogják változtatni a
TV-nézési szokásokat. A fogyasztók nemcsak azt fog-
ják eldönteni, hogy mikor, mit és hol akarnak megnéz-
ni, de olyan személyreszabott programokat élvezhet-
nek majd, melyek magas szintû interaktivitást kínálnak.

Várhatóan hogyan alakul a világ globális IPTV piaca?
Az IPTV elôfizetôszámok alakulásának elôrejelzé-

sét kontinensenként a 3. ábra mutatja. Az oszlopokban
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alulról felfelé sorrendben a európai, ázsiai, észak-ame-
rikai elôrejelzett adatokat látjuk. A legfelsô réteg a Föld
összes többi területére vonatkozó IPTVelôfizetôszámot
prognosztizálja.

Az IPTV-szolgáltatásból származó bevétel alakulá-
sának elôrejelzését kontinensenként a 4. ábra mutatja.

Az elôfizetôk számát és a bevételeket tekintve a
globális IPTV piacon korábban az európai volt a lege-
rôsebb, most Ázsia mutatja a leggyorsabb növekedést
az összes kontinens közül és ez év végére itt lesz a
legnagyobb az elôfizetôk száma.

Ami az európai helyzetet illeti, várhatóan az IPTV
Franciaországban, Spanyolországban és Olaszország-
ban a fizetôs piac 16-20%-t fogja elérni 2010-re. Ugya-
nerre az idôpontra Angliában ez az érték körülbelül
7,5% lesz.

Magyarországon 2006-ban kezdte meg két hazai
Internet-szolgáltató IP-alapú televíziós szolgáltatások
biztosítását. Az új technológia a tévénézési lehetôsé-
gen túl olyan emelt szintû tartalmi szolgáltatásokat is
nyújt, mint a digitális videotéka, az elektronikus mûsor-
újság, a szünetfunkció, vagy a gyerekzár.

A T-Online tavaly év végén startolt IPTV-szolgáltatá-
sa Budapesten és több vidéki kis- és nagyvárosban

(például Debrecenben, Mosonmagyaróváron, Nyíregy-
házán, Pécsett, Székesfehérváron és Zalaegerszegen)
már összesen közel ezer felhasználóval rendelkezik.
Az újfajta tévézést kínáló T-Home tavasszal további, az
igény szerinti tévézés élményét kínáló kényelmi funk-
ciókkal bôvül. 

A nagy cégek az ITPV szolgálta-
tást általában a triple-pay szolgálta-
tás részeként ajánlják. 

A továbbiakban egy példát köz-
lünk egy feltételezett QoSE felmé-
résrôl és annak kiértékelésébôl le-
vonható következtetésekrôl. Sajnos
e szolgáltatás, mint láttuk, korai fejlô-
dési fázisában van és így nagy meny-
nyiségû adatot feldolgozó tényleges
kutatások még nem állnak rendelke-
zésünkre.

A következôkben bemutatásra ke-
rülô példák közül az elsô olyan eset-
re vonatkozik, amikor a felhasználó-
kat arról faggatjuk, hogy az IPTV
szolgáltatás jellemzôit milyen fontos-
sági sorrendbe állítják és ezekkel a
jellemzôkkel mennyire elégedettek.

A második példában ugyanezeket
a kérdéseket tesszük fel, de a meg-
kérdezettek három különbözô szol-
gáltató ügyfelei.

1. példa
Az IPTV szolgáltatás különbözô

szolgáltatáselemeinek fontossága a
felhasználók véleménye szerint az
1. táblázatban látható.

A táblázat elsô oszlopa a szolgál-
tatáselemeket tartalmazza. A szolgál-
tatáselemek azok a szolgáltatásjel-
lemzôk, amelyek fontosak a felhasz-
náló számára a szolgáltatás haszná-
lata során.

A táblázat adatai a következô kérdésre adott vála-
szok: „Hogyan tudja jellemezni az IPTV szolgáltatás
egyes szolgáltatás elemeinek fontosságát?” Egy-egy
válaszadó az egyes kérdésekre 1 és 5 közötti egész
számot adhat, az alábbi megfeleltetés szerint: 5 = na-
gyon fontos, 4 = fontos, 3 = közepesen fontos, 2 = nem
nagyon fontos, 1 = egyáltalában nem fontos.

Az adott egész pontszámok számtani átlaga van a
második oszlopban. A harmadik oszlopban szereplô top
(%) azt jelenti, hogy a válaszadók hány százaléka tet-
te az illetô szolgáltatás elemet az elsô helyre. 

A felhasználók elégedettsége (QoSE) az IPTV-vel
(az IPTV szolgáltatás különbözô szolgáltatás elemei-
vel) a 2. táblázatban látható.

A táblázat adatai a következô kérdésre adott vála-
szok: „Mennyire elégedett az IPTV szolgáltatással, an-
nak alábbi szolgáltatás elemeivel?” A táblázat adatai
iránymutatóak azon IPTV szolgáltató számára, amely-
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nek ügyfelei körében történt ez a véleménykutatás.
Megmutatja számára, hogy milyen szolgáltatás elemek
területén kell fejlesztenie, javítania.

2. példa
Egy más típusú véleménykutatás más kérdésekre ad

választ. Ugyanezeknek a szolgáltatáselemeknek a vizs-
gálatát elvégezve, három egymással versenyben álló
IPTV szolgáltató esetén a fontosságok és elégedettsé-
gek ismeretében az 5. ábrát kapjuk.

Az itt következô ábrázolási mód, elnevezések és a
mögöttes filozófia a Bell Resarch-tól ered. Az y tenge-
lyen ábrázoljuk a növekvô fontosságot. A maximális fon-
tosság 4,89, a minimális 2,36. Az elégedettséget (Qo-
SE) az x tengelyen találjuk. A maximális elégedettség
4,71, a minimális 3,38. Az így kapott téglalapban ábrá-
zolunk 42 pontot (14 szolgáltatáselemre vonatkozó fon-
tosság és elégedettség, mint koordináták 14 pontot
határoznak meg egy szolgáltató esetén, de három ver-
sengô szolgáltató lévén, 42 pontot kapunk). Az átlagos
fontosság és elégedettség értékénél a tengelyekkel pár-
huzamos egyenesek a téglalapot négy szektorra bont-
ják: a jobb felsô szektorban lévô pontok az alapköve-
telmények teljesülését jelzik, ugyanis itt találhatók azok
a szolgáltatáselemek, amelyeket nagyon fontosnak te-
kintettek az ügyfelek és egyúttal nagyon elégedettek is

voltak velük. A bal felsô doboz jelzi a top-prioritásokat,
mert itt olyan szolgáltatáselemek találhatók, amelyeket
nagyon fontosnak tartottak a felhasználók, de nem vol-
tak velük nagyon elégedettek. A bal alsó téglalap a
másodlagos prioritással bíró szolgáltatáselemeket tar-
talmazza. Az elnevezés onnan ered, hogy ebben a tér-
félben levô pontok alacsony fontosságúak. Végül a
jobb alsó doboz elemeire jellemzô, hogy ezekbe a szol-
gáltatás elemekbe plusz energiákat fektet be a szolgál-
tató, ugyanis bár az ügyfelek nem tekintik nagyon fon-
tosaknak, mégis nagyon elégedettek velük.

Az egyes pontokat a megfelelô szolgáltató megjelö-
lésével paraméterezve, megkönnyítik a potenciális új
ügyfelek számára a szolgáltatóválasztást.

4. Összefoglalás

Az elôzôek is bizonyítják, hogy a QoSE hajtóerô a hír-
közlési szolgáltatások piacán. Meghatározása számos
értékes információt nyújt a szolgáltatónak és döntési
helyzetben segítségül szolgál a felhasználó számára.
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A QoS az Internet technológiák környezetében a
VoIP (Voice over IP) megoldás telefonbeszélgetés költ-
ségcsökkentô hatásának következtében jelent meg és
terjed el egyre inkább. Az Internet- és intranet-alapú új,
sávszélességigényes alkalmazások, valamint az adat-,
hang- és videóforgalom IP-infrastruktúra feletti konver-
genciája ugyancsak a QoS iránti igényeket hangsú-
lyozza. A jelenlegi alkalmazások több mint 95%-a Et-
hernet csomópontokban végzôdik, így a csomagok
ezen átviteltechnikán való homogén továbbítása költ-
ségcsökkentést jelent, mivel nem szükséges protokoll-
konverzió az adatok továbbítása során. A cikkben a
QoS mechanizmus L2 és L3 rétegekben kifejtett hatá-
sát vizsgáljuk meg egyetlen QoS tartományon belül
szabályozott paraméterek segítségével, H.261 és
H.264 videó codec alkalmazása mellett. Konkrét méré-
sek alapján az Interneten hagyományosan mûködô
hálózati alkalmazások viselkedését tanulmányozzuk
néhány QoS paraméter módosítása esetén. Vizsgáljuk
az UDP és a TCP hálózati erôforrás kihasználását és
számszerû mérési módszert javaslunk a videómûsor mi-
nôségének elemzésére, valamint megvizsgáljuk, hogy
IEEE 802.3 környezetben milyen feltételek mellett ké-
pesek a valós idejû és a hagyományos adatátviteli
szolgáltatások együttmûködni.

1. Bevezetés

A hálózatba kapcsolt számítógépes alkalmazások le-
gegyszerûbb megközelítése szerint az alkalmazói pro-
gram a másik gépen futó alkalmazói programmal úgy
kommunikál, hogy az operációs rendszernek adja át az
adatokat. Ahogy az adat az operációs rendszerhez jut,
hálózati forgalmat generál. A hálózati szolgáltatásminô-
ség (QoS) a hálózat azon tulajdonsága, amely segítsé-
gével a forgalom kezelése történik az alkalmazói prog-
ram számára. Ehhez alapvetô forgalomkezelési me-
chanizmusokra, valamint ezeket ellenôrzô algoritmusok-
ra van szükség. A QoS-funkcionalitás egyrészt a háló-

zati alkalmazásokat, másrészt pedig a hálózati admi-
nisztrátorokat szolgálja ki. Addig amíg a hálózati admi-
nisztrátor korlátozza az erôforrásokat, az alkalmazás az
erôforrások minél szélesebb körét próbálja igénybe
venni. A QoS az Internet-technológiák környezetében
a VoIP (Voice over IP) megoldás telefonbeszélgetés
költségcsökkentô hatásának következtében jelent meg
és terjed el egyre inkább [1]. Az Internet- és intranet-
alapú új, sávszélesség igényes alkalmazás, valamint
az adat-, hang-, videoforgalom IP infrastruktúra feletti
konvergenciája ugyancsak a QoS iránti igényeket
hangsúlyozza [2]. A jelenlegi alkalmazások több mint
95%-a Ethernet csomópontokban végzôdik, így a cso-
magok ezen átviteltechnikán való homogén továbbítá-
sa költségcsökkentést jelent, mivel nem szükséges pro-
tokoll-konverzió az adatok továbbítása során [3].

A különbözô alkalmazások egymástól eltérô köve-
telményeket támasztanak az adatforgalmat továbbító
hálózat felé. A generált forgalom erôforrásigénye idô-
ben változó és általában szükséges, hogy a hálózat
megfeleljen ennek az igénynek. Bizonyos alkalmazá-
sok többé vagy kevésbé toleránsak a forgalom késlel-
tetésére, valamint a késleltetés változásra. Továbbá
néhány alkalmazás képes elviselni korláton belül adat-
vesztést, míg mások nem. Ezek a követelmények a kö-
vetkezô négy QoS-jellegû paraméter segítségével ke-
rülnek kifejezésre. Sávszélesség: az alkalmazás forgal-
mának továbbítási sebessége; lappangási idô: az a
késleltetés, amit egy alkalmazás a csomag kézbesíté-
sénél képes elviselni; jitter: a lappangási idô szórása;
adatvesztés: az elveszített adatok százalékos aránya
[4]. Ha végtelen méretû hálózati erôforrásaink lenné-
nek, akkor az alkalmazások forgalma a szükséges sáv-
szélességen, nulla lappangási idôvel, nulla jitterrel és
nulla adatvesztéssel lenne jellemezhetô. Mivel azon-
ban a hálózati erôforrások korlátosak, a rendszer bizo-
nyos részein idôtôl függôen az igények nem teljesíthe-
tôk. A QoS mechanizmusok az alkalmazások szolgálta-
tásigényének függvényében a hálózati erôforrások
foglalását szabályozzák. 
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A hálózati végpontok közötti kapcsolatokhoz külön-
bözô hálózati eszközök szükségesek. Mindezek háló-
zati interfészekkel rendelkeznek, amelyek véges rátá-
val képesek forgalmazni. Ha az adatforgalom olyan
irányba halad, ahol az interfész továbbítási rátája ki-
sebb, ott torlódás lép fel. Ezen jelenség kezelésére a
köztes eszközök várakozási sorokat alkalmaznak, ezál-
tal lehetôség nyílik a forgalom eldobására, illetve a tor-
lódás enyhítésére. Emiatt az alkalmazások változó lap-
pangási idôt, illetve adatvesztést tapasztalnak. Az in-
terfészek adattovábbítási képessége, valamint a vára-
kozási sor ideiglenes tárolási tulajdonsága az a két
alapvetô erôforrás, amely az alkalmazások forgalma
számára biztosítani tudja QoS-t. A köztes eszközök
mûködési mechanizmusa az egyes forgalmak számára
tulajdonképpen meghatározza ezen erôforrásokhoz
való hozzáférés sorrendjét, azaz a szolgáltatás minô-
ségét.

Torlódás esetén az erôforrás-kritikus kapcsolatok-
hoz tartozó csomagok prioritást élveznek az egyéb
csomagokhoz képest. Ehhez a köztes hálózati eszkö-
zöknek intelligens módon kell az erôforrásokat kezelni-
ük. A különbözô prioritások kialakításához az eszköz
memóriája meghatározó szerepet játszik. Az erôforrá-
sok allokációjához szükséges a különbözô típusú for-
galmak azonosítása. A forgalom hálózati eszközhöz ér-
kezésekor megtörténik a csomagok osztályozása és
különbözô adatfolyamokhoz való rendelése. Az eszkö-
zön belül minden egyes típusú adatfolyam a kimenô in-
terfész egy-egy várakozási sorába kerül. Ezen várako-
zási sorok kezelését speciális mechanizmusok végzik,
amelyek meghatározzák, hogy az egyes várakozási so-
rokból külön-külön milyen legyen az interfészen továb-
bított adatsebesség. A forgalmak típusának meghatá-
rozását és a várakozási sorok kezelését együtt az
adatforgalom-kezelési mechanizmusok végzik. Fontos
megjegyezni, hogy az adatfolyam több módon is defi-
niálható. Egyik lehetséges mód a forrás és a cél logikai
címe, a forrás és a cél socket-száma, valamint a session-

azonosító kombinációja. Másik lehetséges mód az adott
alkalmazástól érkezô adatok vagy adott interfészrôl ér-
kezô adatok beazonosítása. A gyakorlatban bármely tí-
pusú azonosítást alkalmazhatónak tekintik. A klasszi-
kus hálózati alkalmazások jellemzôit, illetve ezek erôfor-
rás igényének összefoglalóját az 1. táblázat tartalmaz-
za [5].

A legfontosabb forgalomkezelô mechanizmusok az
IEEE 802.1p, a DiffServ (Differentiated Service), az Int-
Serv (Integrated Services), az ATM/ ISSLOW és mások.
Ezek mindegyike speciális környezetben képes kifejte-
ni hatását optimálisan. 

Az IEEE 802.1p forgalomkezelô mechanizmus
A legtöbb LAN az IEEE 802 (Ethernet, FDDI, Token-

Ring stb.) vagy más osztott közeget használó techno-
lógiára épül. Az IEEE 802.1p az L2 protokoll adatelem
fejrészében egy mezôt alkalmaz, amelyben nyolc prio-
ritás szint fér el. A végfelhasználói csomópontok és a
routerek a LAN-ba küldött forgalom kereteiben megad-
ják a prioritás értékét. Az adatkapcsolati eszközök
(switch, bridge) a kereteket a prioritásnak megfelelô vá-
rakozási sorok segítségével kezelik. A mechanizmus
csak alhálózaton belül mûködik, különbözô hálózatok
között nem érvényesül. 

A DiffServ forgalomkezelô mechanizmus
Ez egy OSI 3 szintû QoS mechanizmus, amelyet

annak ellenére, hogy több éve létezik, csak az utóbbi
idôben kezdtek el alkalmazni. A DiffServ az L3 protokoll
adatelem fejrészében DSCP (DiffServ CodePoint) nevû
mezôt helyez el. A végfelhasználói csomópontok és a
routerek a DiffServ hálózatba küldött forgalom minden
egyes csomagját a megfelelô DSCP értékkel látják el. A
DiffServ/hálózatban lévô routerek minden csomagra a
DSCP érték alapján történô osztályozás szerint specifi-
kus PHB (Per-Hop Behavior) várakozásisor-kezelô al-
goritmust vagy ütemezôt alkalmaznak. Például az EF
(Expedited-Forwarding) PHB limitált adatráta esetén a
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jellemzôi



bemeneti és kimeneti pontok között nagyon alacsony
lappangási idôt biztosít. Más PHB rögzítheti bizonyos
csomagok más csomagokhoz viszonyított relatív priori-
tását. Ez a prioritás vonatkozhat az átlagos átviteli se-
bességre, az eldobási sorrendre anélkül, hogy a lap-
pangási idôre megkötés létezne. A PHB-k a routerek ön-
álló viselkedési szabályai. Kizárólagosan PHB-k segít-
ségével nem lehetséges végponttól-végpontig típusú
QoS garanciát nyújtani. 

Elôfordulhat olyan eset is, amelynél a végponttól-
végpontig QoS szolgáltatást az útvonal menti összes
routerben azonos PHB beállításokkal biztosítjuk. Ilyen-
kor a logikai kapcsolat béreltvonal jellegû összekötte-
tést ad, amely képes megfelelni akár interaktív hang-
kapcsolat vagy videó lejátszás számára is. 

Az IntServ forgalomkezelô mechanizmus
Ez két modulból álló szolgálathalmaz, részei a Gu-

arranteed Load, vagy Controlled Load (garantált, illet-
ve ellenôrzött terhelés) szolgáltatások. A garantált szol-
gáltatás a forgalom számára kvantálható mértéket és
korlátos lappangási idôt biztosít. Az ellenôrzött terhelé-
sû szolgáltatás megadott mértékû forgalom számára
terheletlen hálózati környezetet emulál. Ezek a szolgá-
latok kvantálhatók abban az értelemben, hogy bizo-
nyos forgalommennyiség számára szabályozható a
QoS. Az IntServ-szolgáltatások többsége az RSVP jel-
zésrendszerre épül. Mindegyik IntServ-szolgáltatás be-
engedés-szabályozási algoritmusokat definiál, amelyek
az adott eszköznél befogadott forgalommennyiséget
határozzák meg anélkül, hogy romolna a szolgálat mi-
nôsége. Az IntServ szolgáltatások nem használnak vá-
rakozásisor-algoritmusokat.

2. A QoS értelmezése 
az infokommunikációs
rendszereknél

A hálózatok tipikusan átvételi köte-
lezettség nélkül (best-effort) kéz-
besítenek, ami azt jelenti, hogy
minden forgalom azonos prioritá-
sú, és egyenlô esélye van arra,
hogy a kézbesítése egy bizonyos
idôintervallumon belül megtörtén-
jen. Torlódás esetén viszont min-
den csomagnak azonos esélye
van az eldobásra is. Amikor QoS-
t konfigurálunk, ki lehet választani
azokat a specifikus hálózati for-
galmakat, amelyeket prioritással
kezelünk, majd ezekhez használ-
hatunk torlódásvezérlési és torló-
dást elkerülô technológiákat. A
QoS technológia használata a há-
lózat teljesítményét skálázhatóvá,
a sávszélesség kihasználtságát
pedig hatékonyabbá teszi.

Az IETF szabványai szerint a QoS alkalmazása
leggyakrabban a DiffServ architektúrán alapul [6]. Ez
elôírja minden csomag osztályba sorolását a hálózaton
belül. Az osztályozást az IP csomag fejlécében fenntar-
tott hatbites szolgálat típus (TOS – Type of Service)
mezô értéke teszi lehetôvé. Lehetséges azonban az
osztályozás az L2 rétegben szállított minôségi jellem-
zôk alapján is. Ezen speciális biteket az L2 és L3 pro-
tokoll adatelemek esetén az 1. ábra mutatja be. 

Az L2 Inter-Switch Link (ISL) kereteknek létezik egy
1 bájtos felhasználó (User) mezôje, ami az utolsó há-
rom biten magában hordozza az IEEE 802.1p CoS
(Class of Service) értéket. Az L2 ISL trönk interfészek
ISL kereteket továbbítanak. Az IEEE 802.1Q keret egy
2 bájtos TCI (Tag Control Information) mezô segítségé-
vel szállítja a CoS értéket az utolsó három, User Prio-
rity biten. Az ilyen L2-es trönkön minden forgalom
802.1Q kereteket tartalmaz, kivéve a Native VLAN ese-
tében. Más fajta kerettípusok nem tudják szállítani a
második rétegbeli CoS értékeket. A CoS értékei 0-7 tar-
tományból vehetnek növekvô prioritású értéket.

Az L3 IP csomagok vagy az IP precedencia, vagy a
DSCP (Differentiated Services Code Point) értéket to-
vábbítják. A QoS támogatja mindkét fajta érték haszná-
latát, mert a DSCP értékek kompatibilisek az IP prece-
dencia értékekkel. Az IP precedencia értékek 0-7, míg
a DSCP értékek 0-63 tartományban léteznek. 

Minden switch és router amely az Interneten forgal-
maz, a csomagokat osztály információval látja el, amely
segítségével az azonos osztályhoz tartozó csomagok
azonos kezelésben, a különbözô osztályhoz tartozó
csomagok pedig különbözô kezelésben részesülnek.
Az osztály információt a csomagokban végfelhasználói
csomópontok, vagy switch, illetve router köztes csomó-
pontok is meghatározhatják, függôen, a helyi policy-tól,

HÍRADÁSTECHNIKA

9 LXII. ÉVFOLYAM 2007/4

1. ábra  

A QoS paraméterek 
L2 és L3 rétegekben



a részletes csomagvizsgálattól vagy mindkettôtôl. A rész-
letes csomagvizsgálat tipikusan a hálózat hozzáférési
pontban történik, annak érdekében, hogy a meghatá-
rozó switchek és routerek ne legyenek túlterhelve. A
switchek és routerek az útvonalon használhatják az
osztály információt, hogy meghatározzák a rendelke-
zésre álló erôforrás készletet a forgalmi osztályok számá-
ra. Egy egyedülálló eszköz DiffServ architektúra szerin-
ti forgalom kezelô viselkedését PHB-nak (Per-Hop Be-
havior) nevezik. Ha a továbbítási útvonal mentén az
összes eszköz konzisztens per-hop módszerrel mûkö-
dik, akkor végponttól-végpontig típusú QoS megoldás
érvényesül. A QoS bevezetése a hálózaton függ az ak-
tív eszközök QoS sajátosságától, a forgalom típusától
és mintájától a hálózaton, valamint a bejövô és kimenô
forgalomra alkalmazott vezérlés részletességétôl.

3. A QoS struktúra modellje 
az L2/L3 rétegeknél

Az osztályozás a forgalmak típus szerinti szétválasztá-
sát biztosítja. A bemeneti (ingress) eszköz mûködése
magába foglalja a forgalomosztályozás (classification),
a szabályozás (policing), a jelölés (mark), a sorbahelye-
zés (queing) és az ütemezés (scheduling) feladatokat.
A QoS alapmodellt a 2. ábra mutatja be. Bemeneti in-
terfészeken az osztályozás szétválogatja a különbözô
típusú forgalmakat [7]. 

A folyamat készít egy belsô DSCP-t csomagonként,
ami meghatározza a továbbítás közben végrehajtandó
QoS tevékenységeket. A szabályozás meghatározza,
hogy a csomag szerepel-e a bekonfigurált profilban
összehasonlítva a belsô DSCP-t a beállított szabály-
zókkal (policer), amelyek az adatfolyam által felhasznált
sávszélességet korlátozzák. A jelölô (marker) kiértékeli
a szabályozót és az interfész szintû konfigurációs infor-
mációt, majd megvizsgálja azt az elôírást, ami szerint
kell eljárnia. Ha a csomag a profilon kívül esik, átenge-
di a csomagot módosított DSCP értékkel vagy eldobja.
A sorbahelyezés (queing) megvizsgálja a DSCP vagy a
CoS értéket, és ez alapján eldönti, hogy a csomag me-
lyik bemeneti várakozási sorba kerüljön a kettô közül.

Kimeneti interfészeken a sorbahelyezés (queing) ki-
értékeli a belsô DSCP-t és meghatározza, hogy a 4 ki-
járati sor közül melyikbe tegye a csomagot. Erre azért
van szükség, mert torlódás alakulhat ki eszközön belül,
ha a két bemeneti várakozási sor egyszerre küldi az
adatot a kimeneti interfész felé. Gyakran torlódás meg-
elôzô technológiákat alkalmaznak (WRED – Weighted

Random Early Detection, és tail drop) a gigabit képes
ethernet portok, illetve egy küszöbértékes „tail drop”
mechanizmust a 10/100 Mbps-os ethernet portok. Üte-
mezéskor (scheduling) a négy kimeneti sor közül egy
maximális elônyben (expedite) részesül, így ebbe a sor-
ba kerülô csomagok mindegyike továbbításra kerül mi-
elôtt bármely másik sor tartalma kiszolgálásra kerülne. 

IP-tôl különbözô forgalom esetén, ha a beérkezô
csomag nem rendelkezik CoS értékkel, akkor a beme-
neti interfészen érvényes helyi fix beállítás érvényesül.
Ha a beérkezô keret rendelkezik CoS értékkel, akkor a
meneti interfész alkalmazza a CoS-DSCP térképet, ami
alapján a kerethez rendeli a belsô DSCP értéket. Ha a
beállítások MAC szûrô listát (ACL – Access Control List)
tartalmaznak, a forrás-, a célcím, illetve a keret típusa
alapján történik a DSCP értékének beállítása. Ha nincs
ACL, akkor a csomag DSCP=0 értéket kap, azaz „best-
effort” alapján továbbítódik. 

IP forgalom esetén eszközön belül a beérkezô cso-
magban lévô DSCP használható. Az IETF a ToS mezô
hat legfontosabb bitjét a DSCP-ként értelmezi. A priori-
tást a 0-63 intervallumban lévô DSCP érték fejezi ki.
Különbözô QoS zónák közötti fizikai kapcsolatot bizto-
sító interfészek a DSCP-DSCP mutációs összerendelés
alapján megváltoztathatják a két zóna között továbbí-
tott csomag DSCP értékét. Lehetôség van a beérkezô
csomag IP precedencia mezôjének kiértékelésére is,
ami alapján a DSCP érték hozzárendelése az IP prece-
dencia-DSCP táblázat alapján történik. Az IPv4 a ToS
mezô három legnagyobb helyiértékû bitjét használja a
precedencia tárolására. Ha a csomagban jelen van a
CoS (Class of Service) érték, akkor a DSCP érték a
CoS-DSCP táblázatból áll elô. Konfigurált szabványos
vagy kiterjesztett IP ACL esetén az IP csomag fejrészé-
ben lévô különbözô mezôk értékei azonosíthatók be.
Szûrési találat esetén a szûrôhöz elôírt DSCP érték
hozzárendelôdik az adott csomaghoz. Ha nem létezik
ACL, akkor a csomag DSCP=0 értékkel halad tovább.

Az osztályozás-összerendelés (class map) mecha-
nizmus arra használható, hogy egy speciális adatfo-
lyam beazonosítható és megkülönböztethetô legyen
más adatfolyamoktól. Ez a mechanizmus az adatfo-
lyam további kategóriákba sorolását teszi lehetôvé,
amihez a döntést az ACL szerinti illeszkedés, DSCP lis-
tához vagy IP precedencia listához való tartozás bizto-
sítja. További adatfolyam osztályozásához egy-egy to-
vábbi eltérô nevû osztály-összerendelést lehet készíte-
ni. Ha a csomag egyezik az osztály-összerendelés sza-
bállyal, akkor a policy-összerendelés segítségével meg-
történik a kategóriába sorolása. A policy-összerendelés
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interfészen történô aktivizálása következményeként az
alábbi tevékenységek történhetnek: a CoS, DSCP, IP
precedencia értékek kiértékelése; a DSCP vagy az IP
precedencia érték beállítása; az adatfolyam sávszéles-
ségének korlátozása; olyan tevékenység elvégzése,
amely a forgalom profile illesztése esetén szükséges. A
szolgálat osztályok felsorolását, illetve idôben történô
kialakulásukat a 3. ábra mutatja [8]. A „Bulk” adat a hát-
térben futó nagyméretû adatletöltések jellemzôje. A
„Scavenger” adattípus az IPv6 esetén kerül elôtérbe,
amely még a „best-effort” adatnál is könyebben eldob-
ható.

A csomag eszközön belüli DSCP értékének megha-
tározása után a policing és jelölés események követ-
keznek. A policing a forgalom sávszélességének sza-
bályozását lehetôvé teszi policerek segítségével. A po-
licerek minden egyes csomagot megvizsgálnak és el-
döntik, hogy megfelel-e a profilnak vagy sem. A profil-
nak megfelelô szabályozásokat a jelölô végzi, amely
dönt a csomag kézbesítése vagy eldobása felôl. A po-
licer lehet egyedi vagy aggregált. Az egyedi QoS poli-
cer a sávszélesség korlátokat a megfelelô forgalom
osztályok alapján alkalmazza. Az aggregált QoS poli-
cer a beállításokat globálisan kezeli, minden forgalmat
megvizsgál. A policer zsetonos vödör (token bucket) al-
goritmust alkalmaz. Ez hasonlít az ATM átviteltechniká-
nál alkalmazott megoldásra, de itt csak egy edény és
csak egy szivárgó lyuk létezik [9]. Minden beérkezô ke-
ret esetén a vödörbe egy zsetont helyez el. A beállított
sávszélességnek megfelelô ritmusban a vödörbôl a
zsetonok kiszivárognak. Amikor a zseton a vödörbe ke-
rül, a kapcsoló eszköz elôzetesen ellenôrzi a vödörben
lévô üres helyet. Ha nincs elegendô hely a zseton

számára, akkor a csomag nem megfelelô jelölést kap
és az annak megfelelô policer intézkedés következik
be. Ez lehet a csomag eldobása vagy a DSCP értéké-
nek lecsökkentése is. A vödör telítôdésének gyorsasá-
gát a vödör mérete (börszt [bájt]) a vödör szivárgásá-
nak mértéke (bitráta [bps]) és az átlagos bitráta feletti
börszt idôtartama befolyásolja. A vödör mérete a börszt
hosszát korlátozza és meghatározza az eszközben a
bementi pont és a kimeneti pont között továbbítható
keretek darabszámát. Alacsony forgalom esetén az
adatfolyam nem befolyásolódik. Ha a börszt hosszú és
magas bitrátájú, a vödör túlcsordulása miatt a kerettel
szemben policer intézkedés lép érvénybe.

A kapcsoló a sorbaállítás és az ütemezés folyamat
során torlódás menedzsment célból kimeneti várakozá-
si sorokat, valamint WRR (Weighted Round Robin) me-
chanizmust használ. Minden Gigabit Ethernet port 4
darab várakozási sorral rendelkezik, amelyek közül
egyik kiemelt prioritásúként mûködhet. A várakozási so-
roknak két-két küszöbértéke van. A DSCP-küszöbérték
táblázat alapján történik a csomag „tail-drop” vagy
WRED algoritmus szerinti kezelése. A várakozási sor
mérete, a küszöbérték, a „tail-drop” vagy WRED algorit-
mus és a DSCP-küszübérték táblázat együtt befolyá-
solja, hogy a küszöbérték meghaladásakor mikor és
melyik csomag eldobása következik be. A kimenô inter-
fész fizikai sávszélessége együttesen képezi a négy
várakozási sor számára rendelkezésre álló sávszéles-
séget.

A „tail-drop” a Gigabit Ethernet interfészek alapértel-
mezett torlódást megelôzô mechanizmusa. A csoma-
gok addig kerülnek a várakozási sorokba, amíg a kü-
szöbértéket el nem érik. Ilyen esetbe az elsô küszöbér-
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tékhez rendelt csomagok eldobása mindaddig ismétlô-
dik, amíg a forgalom a küszöbérték alá nem csökken.
Az elsônél nagyobb második küszöbértékhez rendelt
csomagok ilyenkor is továbbítódnak mindaddig, amíg a
forgalom második küszöbértéket el nem éri. A küszö-
bértékek százalékosan a sorok lefoglaltságát mutatják.
A „tail-drop” és a WRED két olyan mechanizmus, amely
közül csak az egyik mûködhet egyidôben az interfé-
szen. 

A WRED (Weighted Random Early Detection) abban
különbözik más torlódás feloldó mechanizmustól, hogy
a torlódás kezelése helyett megpróbálja megelôzni an-
nak kialakulását. A WRED felhasználja a TCP azon tor-
lódásvezérlési tulajdonságát, hogy a TCP a várakozási
sora méretének szabályozásával képes ideiglenesen
leállítani az üzenetek küldését. A WRED véletlenszerû-
en eldob csomagokat azelôtt, hogy erôs torlódás lép-
ne fel, így a forrás TCP protokoll entitás csökkenti a kül-
dési sebességét, és az L3 rétegben megelôzhetô a
torlódás. A véletlenszerû csomageldobás lehetôvé te-
szi, hogy a „tail-drop” algoritmussal ellentétben ne kell-
jen sok csomagot eldobni, ugyanakkor a fizikai csator-
na jobb kihasználására nyílik lehetôség. A WRED a na-
gyobb rátájú forgalmakból többet dob el, mint az ala-
csony rátájúakból. A kimenô interfész mind a négy vá-
rakozási sora itt is rendelkezik egy-egy küszöbértékkel.
Ennek meghaladása esetén kezdôdik véletlenszerûen
a forgalom csomagjainak eldobása. Minél jobban meg-
haladja a küszöbértéket a forgalom, annál több csoma-
got dob el. A csomagok kezelése a DSCP-küszöbérték
táblázat alapján történik. 

A csomag QoS miatti módosítása különbözô ese-
tekben következik be: 

i) IP csomagnál az osztályozás alapján DSCP
érték rendelôdik a csomaghoz. Elôfordulhat,
hogy ilyekor a csomag nem módosul, de a
DSCP hozzárendelés megtörténik. Ennek az 
az oka, hogy mivel a QoS osztályozás és az
ACL szûrôlista illesztése egyidôben történik, 
az ACL miatt szükség lehet a csomag külön-
választására. Ilyenkor a csomag az eredeti
DSCP értékével a kapcsoló CPU-jához kerül,
ahol a routing miatt újból ACL illesztés 
következhet. Az útvonal elemzése az osztályozott
DSCP-re épül. 

ii) IP-tôl különbözô csomag esetén nem létezik
DSCP, így az osztályozás a csomaghoz egy
belsô DSCP-t rendel. A belsô DSCP alapján 
a csomagot CoS osztályba sorolja és annak
megfelelô módon processzálja. 

iii) „Policing” fázisban az IP és a nem IP csomagok
DSCP értéke módosulhat, ha az elôírt profil
nem illeszthetô. Ilyenkor a módosítást a lejelölés
(markdown) funkció végzi el.

Az L4-L7 rétegek esetén is van lehetôség a QoS
szabályozására [10]. Ebben az esetben megfelelô me-
chanizmusok segítségével figyelni lehet statikusan és
dinamikusan a TCP és az UDP portok használatának
statisztikáját; az UDP, illetve a TCP-tôl eltérô protokollok
alkalmazásának arányát; lehetséges továbbá alport
szerinti osztályozás, amely a csomag mélyebb szintû
elemzésére épít. 
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A HTTP forgalmak osztályozását URL, hoszt,
illetve MIME alapján végzik. A valós idejû mul-
timédiás hálózati alkalmazások által használt
RTP (Real Time Protocol) kontroll modulja pá-
ratlan szám azonosítójú portot, az adat mo-
dulja pedig páros szám azonosítójú portot al-
kalmaz [11]. 

Az RTP idôzítés szabályozást, adatvesz-
tés érzékelést, adatvédelem és tartalomazo-
nosítást biztosít. A hasznos teher osztályozá-
sa során a hang, a videó, a sûrített vagy sûrí-
tetlen videó, a codec beazonosítására nyílik
lehetôség. A felhasználói egyéb alkalmazások
statikus porthozzárendelés alapján azonosít-
hatók be. 

A peer-to-peer fájlmegosztó protokollok (Gnutella,
FastTrack stb.) erôteljes erôforrás igénye miatt egyrészt
a statikus port értéke, másrészt a generált forgalom di-
namikája alapján történhet a szabályozás.

4. A mérési környezet 
és a mért értékek ismertetése

Egyetlen QoS tartományhoz tartozó forgalmakat vizs-
gáltunk meg. A Hoszt1 géptôl a Hoszt2 gép felé egy-
idôben TCP, illetve UDP forgalmat generáltunk. A TCP
FTP és HTTP letöltéseket, az UDP pedig interaktív vi-
deó átvitelt végzett. A mérési környezetet a 4. ábra mu-
tatja. Mivel az FTP és a HTTP az Ethernet 1500 bájtos
MTU-jánál nagyobb méretû IP csomagokkal forgalmaz,
ezeknél fragmentáció lépett fel. A QoS paramétereket
fragmentum csomagoknál nem lehetséges kezelni, ez-
ért a TCP forgalom „best-effort”, azaz DSCP = 0 érték
mellett zajlott. 

A videokonferencia UDP forgalom minden csomag-
ja elfér egy-egy Ethernet keretben, így ennek prioritá-
sát a TCP forgalom prioritása fölé lehetett emelni az
UDP DSCP = 56 értékének beállítása segítségével. A
Hoszt1 a lehetô legnagyobb rátával küldi a videót a
QoS tartományba, ez azonban a forrás fizikai kapacitá-
sa miatt legfeljebb 1 Mbps lehet. A Hoszt2 csomópont-
nál külön a TCP, és külön az UDP hálózati forgalom
mérése TCPDump program segítségével történt. A QoS
tartományon belül a videó bitrátát és a videó prioritását
a Port_A, míg az UDP és a TCP forgalom számára kö-
zösen rendelkezésre álló csatorna kimeneti sávszéles-
ségét a Port_B pontokban szabályoztuk. A Port_B sáv-
szélességét interfész szintû globális QoS paraméterrel
befolyásoltuk. A mérésnél alkalmazott paramétereket a
2. táblázat tartalmazza.

2. táblázat  A mérésnél alkalmazott paraméterek

Külön a TCP és külön az UDP forgalmakra az L2 ke-
retek méretét és idôpontját rögzítettük. Egy mérés 60
másodpercig tartott, összesen 60 mérés készült. Min-
den egyes mérésnél ugyanazt a mûsort forgalmaztuk a
két hoszt között. Az elsô harminc mérésnél a forrás
H.261, a továbbiaknál H.264 kodeket használt. Minden
egyes idôsorra 100 msec-os mintavételezéssel megha-
tároztuk a bitrátát. Az így nyert újabb két idôsor halmaz
Zp

T(t)(p=1,2,...,60 TCP esetén), illetve Zp
U(t)(p=1,2,...,60

UDP esetén) minden eleme Tp= 60.000 értéket tartal-
maz. Ezen idôsorokat elemeztük matematikai statiszti-
kai szemszögbôl. A megvizsgált jellemzôk a bitráta átla-
ga, szórása, relatív szórása, valamint a ferdesége. Ezek
definícióját a fenti, 3. táblázat mutatja be.

5. A mérési eredmények elemzése 
és értelmezése

Az 5-12. ábrák az UDP, illetve a TCP forgalmak bitrátá-
jának átlagát, szórását, realtív szórását, illetve ferdesé-
gét mutatják. 

A különbözô adatfolyam halmazokat abc=(101...454)
index segítségével jelöltük, ahol a=(H.261, H.264), b=
(DSCP1=0, DSCP=56), c=(logikai csatorna sebesség=
1 Mbps, 2 Mbps, 4 Mbps). Így például az abc=454 in-
dexû idôsor halmaz H.264 codec, DSCP=56 érték és a
Port_B logikai csatornájának átviteli sebessége=4 Mbps
esetben készült. 

Adott halmaz elemei 256, 384, 512, 768 és 1024
Kbps-os bitráták mellett készültek. A TCP és az UDP
„best-effort” jellegû (b=0 halmazok) forgalmazása ese-
tén a különbözô adatfolyamok átlagosan kitöltik a ren-
delkezésre álló sávszélességet, és mindegyik alkalma-
zás mûködik. QoS segítségével történô videó bitráta
növelése miatt az FTP és a HTTP forgalmak átlagát a
TCP automatikusan visszaszabályozza. A H.261 codec
a H.264-hez képest átlagosan több UDP adatot képes
továbbítani annak ellenére, hogy régebbi algoritmus.
Ennek oka, hogy a rendelkezésre álló videó bitráta nem
haladja meg az 1 Mbps értéket, ami alatt a H.264 nem
mûködik optimálisan. A forgalmak bitrátájának szórása
azt mutatja, hogy nagyobb rátánál növekszik a szórás
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3. táblázat  Az idôsorok jel lemzôi
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5. ábra  A TCP bitráta átlaga

7. ábra  A TCP bitráta szórása

6. ábra  Az UDP bitráta átlaga

8. ábra  Az UDP bitráta szórása

10. ábra  Az UDP bitráta relatív szórása9. ábra  A TCP bitráta relatív szórása

12. ábra  Az UDP bitráta ferdesége11. ábra  A TCP bitráta ferdesége



is, viszont alacsony videó bitráta esetén a H.264 codec
kevesebbet szór, mint a H.261. 4 Mbps csatorna ese-
tén a T104 és T404 erôteljesen szór, ha a videó bitrá-
tája 1 Mbps-on van. Ez azt jelenti, hogy a videó legjobb
minôsége esetén a TCP a maradék 3 Mbps sávszéles-
ségen egyre inkább börsztösíti az adatátvitelét. A TCP
bitráta relatív szórása alapján látható, hogy 1 Mbps-os
csatorna sávszélesség esetén a TCP erôteljesebben
szór, és eléri a 300%-ot is, míg a többi esetben ez jó-
val 40% alatt marad. Az UDP relatív szórása kis videó
bitráta esetén viszonylag magas, de még így is csak
70% alatti.

A H.264 relatívan is kevesebbet szór alacsony vi-
deó bitrátánál, függetlenül a csatorna fizikai sávszéles-
ségétôl. A bitráta ferdesége azt jelenti, hogy a perio-
dogram a súlyvonalához képest balra (negatív) vagy
jobbra (pozitív) ferdül el. Negatív ferdeség azt jelenti,
hogy az átlagos bitrátánál sokszor kisebb a forgalom,
viszont a forgalomban ritkábban börsztös jelenségek
léteznek. A pozitív ferdeség azt mutatja, hogy az átla-
gos bitrátánál gyakran nagyobb a forgalom, de csak kis
mértékben, és léteznek hosszabb idôszakok, amikor az
átvitel szünetel. A TCP bitrátája csak 768 Kbps-nál na-
gyobb videó bitráta beállítás esetén pozitív ferdeségû,
a többi esetben negatív. Az UDP bitrátája ezzel ellen-
tétben csak a H.261 codec és magas videó bitráta ese-
tén negatív ferdeségû, a többi esetben pozitív, sôt gyak-
ran megközelíti az 500%-ot is.

A TCP „best-effort” és az UDP QoS
vezérlése (b=5 idôsorok) esetén a bitrá-
ták átlagának grafikonja nem teszi le-
hetôvé a homogén „best-effort” jellegû
forgalmaktól való különbségtételt an-
nak ellenére, hogy a tapasztalt videó
minôsége lényegesen eltér egymástól
a QoS jelenléte, illetve hiánya esetek-
ben. 

A TCP mindig a maradék rendelke-
zésre álló sávszélességet használja ki,
mivel az L4 forgalomszabályozás ezt le-
hetôvé teszi.  Az UDP a TCP-hez viszo-
nyítva csak 50%-os bitráta szórást okoz,

azonban az 1 Mbps-os (c=1 síkok) UDP a 2 Mbps és 4
Mbps csatornákkal ellentétben a videó bitráta növelé-
sével csökkenti a szórást. Erre az a magyarázat, hogy
nagyon alacsony csatorna sávszélességnél a TCP ra-
dikálisan csökkenti a forgalmát, így a videó továbbítá-
sa kevésbé börsztösen lehetséges. 

A H.264 relatív szórása független a QoS-tôl és nö-
vekszik a videó bitrátával, ami a H.264 codec dinamiku-
sabb mûködését igazolja. A TCP bitráta ferdeségére
nincs hatással a videó QoS beállítása, mivel a TCP a
maradék sávszélességet használja fel. Az UDP bitráta
ferdeségét a QoS beállítások kis mértékben csökken-
tik, de még mindig a pozitív tartományban tartják. 

Egy tíz pontos tartományban mérô vélemény-érték
(OS – Opinion Score) saját metrikát képeztünk adott vi-
deó mûsor minôségének globális számszerûsítéséhez.
Öt alapvetô minôségi szempontot javasolunk, amelye-
ket a 4. táblázat mutatja be. 

Az OS segítségével a QoS mechanizmus és a codec
együttes hatását objektív módon mérhetjük. 

Adott videó mûsor globális OS, vélemény értékek-
hez tartozó képeket az 5. táblázat tartalmazza. Az így
összeállított lista lehetôvé teszi a videó mûsor minôsé-
gének számszerû értékelését és kategóriákba sorolá-
sát is. Alacsony OS értékek gyenge minôséget, nagy
OS értékek jó minôséget képviselnek.

5. táblázat  
A vélemény-értékek (OS) szerinti videó képek
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4. táblázat  A videó minôségének vélemény-érték (OS) metrikája



A különbözô QoS paraméterekkel szabályozott vi-
deó jelfolyamok (V101...V454) egymáshoz viszonyított
globális OS, vélemény értékét a 13. ábra mutatja be.
Megfigyelhetô, hogy a videó átvitel vegyes terhelésû
hálózaton nagymértékben függ a QoS beállításoktól. 

A homogén „best-effort” módszer szerinti forgalomto-
vábbítás megosztja az erôforrásokat a különbözô adat-
folyamok között, míg a QoS mechanizmus alacsony
csatorna sávszélességnél a valós idejû alkalmazásokat
megszakítja, nagyobb csatorna sávszélesség esetén
pedig erôteljesebb különbséget tesz az eltérô típusú
adatfolyamok között. A videó kapcsolat kielégítôen jó
minôségû átviteléhez végponttól-végpontig minimum 1
Mbps-ra van szükség. Alacsony sávszélességen a
H.261 codec jobb minôséget ad, mint a H.264, viszont
utóbbi képes akár HDTV minôségû mûsor továbbításá-
ra is 2 Mbps-nál nagyobb sebességû összeköttetés
esetén [11]. QoS mechanizmus mûködtetése mellett je-
lentôs minôségi ugrást az 500 Kbps-nál nagyobb se-
bességû adatkapcsolat esetén tapasztalhatunk, amit a
felhasználók véleményének az OS tízes skáláján a fel-
sô tartományban való elhelyezése tükröz.

6. Összefoglalás

Jelen cikkben a QoS mechanizmus L2 és L3 rétegek-
ben kifejtett hatását vizsgáltuk meg egyetlen QoS tar-
tományon belül szabályozott paraméterek segítségé-
vel, H.261 és H.264 videó codec alkalmazása mellett.
A mérések alapján kijelenthetô, hogy a QoS mechaniz-
mus aktivizálása jelentôsen megváltoztatja az Interne-
ten hagyományosan mûködô hálózati alkalmazások vi-
selkedését. Az UDP egyenletesebb adatfolyamot bizto-
sít, míg a TCP a maradék hálózati erôforrás teljes ki-
használására is képes. QoS mechanizmusok segítsé-

gével hatékonyan differenciálni lehet
a különbözô típusú adatforgalmak kö-
zött, így a valós idejû hálózati alkalma-
zások (VoIP, video, játék stb.) kielégítô
minôségben képesek együttmûködni
a hagyományos adatátviteli szolgálta-
tásokkal. Ez jelentôs beruházási meg-
takarításokat jelent a jövôben, hiszen
a meglévô infrastruktúra teljes lecseré-
lése nélkül a QoS mechanizmusokkal
lehetôség van a hang-, videó-, adatát-
vitel integrációjának folytatására. 

További vizsgálatok szükségesek az
egyéb QoS paraméterek, egyetlen, il-
letve több QoS tartományon átívelô
multimédiás kapcsolatok viselkedése,
valamint az L4-L7 rétegek mûködésé-
nek minôségi befolyásolhatósága té-
makörökben.
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13. ábra  
A videó forgalmak vélemény-értéke (Opinion Score)



1. Bevezetés

Az Internet-szolgáltatást igénybe vevô átlagos felhasz-
náló jellemzôen nem tudja értelmezni a hálózati szol-
gáltatás technológiai paramétereit, csak a végered-
ményképpen kapott szolgáltatási minôséget érzékeli
szubjektíven. De bevallhatjuk ôszintén, a mindennapi
gyakorlatban nem ezzel a témával foglalkozó szakem-
ber is bajban lenne, ha megkérdeznénk, a szolgáltató-
tól kapott 2 Mbit/s-es ADSL szolgáltatás sávszélessé-
gét hogyan kell értelmezni, ez vajon adatkapcsolati ré-
tegre vonatkoztatott sávszélesség-e, tartalmazza-e a
második rétegbeli protokoll járulékos adatok (pl. fejré-
szek) miatti többletét (overhead), mennyi hasznos ada-
tot (mekkora fájlt) lehet átvinni ezzel idôegység alatt a
legjobb esetben, nyugtázásos protokollt (TCP) vagy
megbízhatatlan protokollt (UDP) használva, a garantált
legkisebb sávszélesség mely pontok között érvényes,
vagy milyen módon lehet verifikálni a szolgáltató állítá-
sait a megadott szolgáltatási paraméterekkel kapcsola-
tosan.

A felhasználók a jellegzetes szolgáltatásminôségi
(QoS) paraméterek (pl. sávszélesség, késleltetés, kés-
leltetés ingadozás, bithiba-arány) helyett komplex, nem
algoritmizálható módon érzékelik a szolgáltatás minô-
ségét (service quality), ezen belül a számukra érzékel-
hetô paraméterek (pl. letöltési sebesség) „fuzzy” minô-
sítésével (lassú, gyors) jellemzik a szolgáltatás aktuális
állapotát.

Nem segítenek az igazán ob-
jektív kép kialakításában az elter-
jedt – több szolgáltató által elérhe-
tôvé tett – letöltési sebességet mé-
rô alkalmazások, hiszen a mérés-
hez használt környezet ezekben
az esetekben nem jól definiált.

A példánál maradva, a szolgál-
tató a felhasználóval kötött szerzô-
désében egy adott hálózati sáv-
szélesség (hálózatiminôség-para-
méter) biztosítását ajánlja fel álta-
lában a felhasználóoldali hozzáfé-

rési pont és a szolgáltatóoldali kiszolgáló eszköz kö-
zött, illetve a ennél szokásosan kisebb sávszélesség
biztosítását garantálja a szolgáltató belföldi kapcsola-
táig (Magyarországon a BIX – Budapest Internet eX-
change). A felhasználó a saját rendszere, a futó szer-
veroldali alkalmazás, valamint az ezeket összekötô há-
lózat, mint komplex rendszer sebességét érzékeli, az
olyan paraméterek pontos ismerete nélkül, mint például
– a teljesség igénye nélkül – a lokális számítógépre te-
lepített vírusirtó, tûzfal, a többi futó program, az operá-
ciós rendszer, a számítógép-hardver, a hálózati kártya,
az otthoni router, a szerveroldali hálózati kártya, operá-
ciós rendszer, a szerver CPU terhelése, a szerveren fu-
tó védelmi programok, a mérô alkalmazás lassító hatása.

A rendszer komplexitásából adódóan a szerzôdés-
ben rögzített paramétert a felhasználó közvetlenül kép-
telen meghatározni, egy ilyen típusú mérés során meg-
határozhatja a teljes rendszer objektív minôségi para-
métereit (1. ábra), de a hálózati minôségre csak az ál-
lítható bizonyossággal, hogy ez jobb, mint a mért érték. 

Kérdés viszont az, hogy valóban olyan paraméte-
rekkel kell-e jellemezni a hálózatokat, amelyek a fel-
használók számára nem mérhetôk.

Ha elfogadjuk, hogy a felhasználó által érzékelt szol-
gáltatás minôsége nem származtató közvetlenül a szol-
gáltatásminôségi paraméterekbôl – bár ezekkel kap-
csolatban van – megnyílik az út a továbblépéshez.
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Szolgáltatásminôség 
és a szolgáltatás minôsége –

szempontok az Internet-elérési szolgáltatások értékeléséhez

VONDERVISZT LAJOS

Nemzeti Hírközlési Hatóság
vonderviszt.lajos@nhh.hu

Kulcsszavak:  QoSE, QoS, Internet, sebességmérés

Az érzékelt szolgáltatási minôség (QoSE) és a szolgáltatásminôségi paraméterek (QoS) között az Internet-felhasználók szem-

pontjából között ûr tátong. A cikk megkísérli vázolni a problémát, példákon keresztül megmutatni a fogyasztók érdekében tett

hazai és nemzetközi lépéseket, valamint a fejlôdési irányokat.

1. ábra  Szubjektív és objektív minôség



2. Az érzékelt szolgáltatásminôség

A felhasználó által érzékelt szolgáltatásminôség (QoSE
– Quality of Service Experienced) [4] szubjektív módon
származik a technológia által biztosított, adott esetben
számszerûen mérhetô szolgáltatásminôségi paraméte-
rekbôl és olyan egyébként sem objektív tényezôkbôl,
mint például az ár, vagy a márkanév (2. ábra).

A felhasználó joggal várja el, hogy a szolgáltatás
várható és teljesült minôségi paramétereirôl tájékozta-
tást kapjon, méghozzá olyan adatokkal, amelyeket ô
is képes értelmezni illetve érzékelni, amelyek összeha-
sonlíthatóvá teszik a különbözô szolgáltatók szolgálta-
tásait (ilyenformán technológiafüggetlenek), amelyek
értelmezhetôk a szolgáltatók és a felhasználók számá-
ra egyaránt (ilyenformán tárgyalási alapot képeznek)
és minden lényeges szempontot figyelembe vesznek.

A szolgáltatók és a felhasználók között a szolgálta-
tásminôségi paramétereket a szerzôdés részét képe-
zô, azon belül gyakran nem nevesített szolgáltatási-
szint-egyezmény (SLA – Service Level Agreement) rög-
zíti [2], amely mérhetô jellemzôkkel definiálja a teljesít-
mény, rendelkezésre állás, konfiguráció, beszámolás és
ügyféltámogatás elvárható és minimális szintjét. Az ábra
alapján könnyen levonható a következtetés, hogy az
SLA körébe tartozó jellemzôk közül a teljesítmény és a
rendelkezésre állás azok, amelyek a legnehezebben
foghatók meg együtt a szolgáltatók és a felhasználók
számára.

3. A magyarországi gyakorlat

A „345/2004. (XII. 22.) Korm. rendelet az elektronikus
hírközlési szolgáltatás minôségének a fogyasztók vé-
delmével összefüggô követelményeirôl” rendelkezik ar-
ról, hogy a szolgáltatók kötelesek minden, az adott hely-
zetben általában elvárható intézkedést megtenni an-
nak érdekében, hogy szolgáltatásuk megfeleljen a szol-
gáltatásminôségi követelményeknek, amelyet ugyane-
zen rendelet a következôképpen definiál:

„Szolgáltatásminôség: a szolgáltatási képességek
azon együttes hatása, amely a szolgáltatás fogyasztó-
jának elégedettségi fokát meghatározza. A gyakorlat-
ban a szolgáltatási képességekre vonatkozó, objektí-
van mérhetô minôségi mutatókkal jellemezhetô.”

A szolgáltató az általa nyújtott szolgáltatások kor-
mányrendelet szerinti megfelelôségének hitelt érdemlô
igazolását szolgáltatásonként a Nemzeti Hírközlési Ha-
tóság által rendszeresíteni kívánt elektronikus adatlap
és a megfelelôség igazolás (nyilatkozat és/vagy tanúsít-
ványok, felülvizsgálati jelentés) megküldésével (benyúj-
tásával) teljesítheti a tárgyévet követô év január 31-ig. 

A megadandó minôségi paraméterek az egyes szol-
gáltatásokra (Telefon-, Internet és egyéb adatátviteli-,
Mûsorelosztó- és Egyéb szolgáltatás) vonatkozóan ka-
tegorizáltak (3. ábra), és a szolgáltatók által megadott
adatok illetve a belôlük származó statisztikák megte-
kinthetôk a Hatóság honlapján (https://www.nhh.hu/
adatlap345/stat/statmenu.jsp) .

Szolgáltatásminôség és a szolgáltatás minôsége
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2. ábra  Az érzékelt szolgáltatásminôség



A jogszabály által meghatározott paraméterek túl-
nyomó része konkrét minôségi jellemzôkre kérdez rá,
ezen belül a technológiával szoros kapcsolatban álló
teljesítmény és rendelkezésre állási paraméterekre. 

3. ábra  A szolgáltatások minôségi paraméterei

A Hatóság által közzétett kézikönyv [1] szerint a
szolgáltatónak a szolgáltatással kapcsolatosan célérté-
ket és minimál értéket kell az Általános Szerzôdési Fel-
tételek (ÁSZF) dokumentumában szerepeltetnie és a
hatóságnak megadnia. A szolgáltatás célértékének tel-
jesülése vagy túlteljesülése esetén az adott szolgálta-
tás megfelelônek minôsül. A minimálértéket nem elérô
szolgáltatás viszont a szolgáltatás „igénybe nem vehe-
tô” minôsítést kap. A két érték között a szolgáltatás
csökkentett értékûnek kell tekinteni.

A szolgáltatóknak a ténylegesen teljesített értéke-
ket méréssel kell igazolniuk, és az adatszolgáltatás so-
rán a teljesítési érték oszlopban szerepeltetniük. A ké-
zikönyv szerint: 

„Internet szolgáltatás esetén a tesztméréseket a BIX
hálóra kapcsolt referencia szerver(ek)en kell elvégezni. 

A referencia szerverre mesterséges tesztfor-
galmat kell generálni kiválasztott helyeken tele-
pített hozzáférési pontokról. A tesztforgalom egy-
szerû TCP (FTP) forgalomból állhat. Nem szüksé-
ges a használt hálózati protokollok (http, mail stb.)
pontos lemásolása. 

A tesztvizsgálat idôpontja: a mérést forgalmas
idôszakban kell végezni. 

A tesztvizsgálat idôtartama: 3 perc. 
A referenciaszerver(eke)t független szerve-

zetnek kell mûködtetnie. Amíg referenciaszerver
nem áll rendelkezésre, a szolgáltatónak kell gon-
doskodnia vizsgálószerverrôl. A referenciaszer-
ver rendelkezésre állását követô harminc napig
a szolgáltató által biztosított vizsgálószerverrel

elvégzett vizsgálatok eredményei is elfogadhatók.” Illet-
ve „Az elôfizetôi csatlakozások, szolgáltatási terület és
szolgáltatáscsomagok tekintetében a mintavételi eljá-
rásnak reprezentatívnak kell lennie, a vizsgálathoz fel-

használt teszt mérések minimá-
lis darabszáma: az átlagos elô-
fizetô szám 1%-a, de legfeljebb
50 db.” 

Mint látható, a mérés olyan
módon kívánja a szolgáltatók
által megajánlott sávszélessé-
get megállapítani, amely figye-
lembe veszi a felhasználók
szokásait, azaz megfelel a Qo-
SE modellnek. A cikk írásának
pillanatában a referenciaszer-
ver még nem áll rendelkezésre,
így a lekérdezhetô adatok a
szolgáltatók méréseibôl szár-
maznak.

A 2006-os adatokat vizsgál-
va 320 szolgáltató közlését fi-
gyelembe véve, elmondható,
hogy a szolgáltatók a vállalt le-
töltési sávszélességet több,
mint 50%-kal túlteljesítik (4.
ábra). Tovább árnyalja viszont

a képet, hogy az adatsorok elemzése szerint 20 szol-
gáltató mintegy hétszeresét éri el a célértéknek, ami
adott esetben nem a szolgáltatás minôségét jelzi, ha-
nem azt, hogy a szolgáltató nem vállal felelôsséget a
felhasználó elôtt „megcsillogtatott” nagy sávszélessé-
gért. Meg kell jegyezni, hogy a hirdetésekben, webol-
dalakon a szolgáltató általában az adott elôfizetôi hoz-
záférésen elérhetô maximális átviteli sávszélességet
adja meg, amelyet a felhasználó a protokollok sajátos-
ságai miatt gyakorlatilag soha nem tapasztal.

A szolgáltatási minôség árnyaltabb érzékelése ér-
dekében, a verseny növeléséhez és az árazási pozíci-
ók áttekintéséhez a Hírközlési Fogyasztói Jogok Képvi-
selôje a http://tantusz.nhh.hu oldalon kereshetôvé és
összehasonlíthatóvá tette a szélessávú szolgáltatók ára-
datait. 
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4. Egy gyakorlati példa 
az érzékelt minôség mérésére

A portugál Nemzeti Hírközlési Hatóság (Autoridade Na-
cional de Comunicações) a fentiek figyelembevételével
végzett értékelést Internet-hozzáférési szolgáltatásra
az öt legnagyobb internet szolgáltató esetében 2005
során [3]. A mérések a felhasználókat területileg jól rep-
rezentáló célcsoport kiválasztásával, összesen száz ház-
tartás megkeresésével, ellenôrzött körülmények között
történtek. A teszt letöltési sebesség- (rendelkezésre ál-
ló sávszélesség-) paraméterek mérését tûzte ki célul a
következô módszerrel:

– 1 Mbyte-os weboldal letöltése a szolgáltató adat-
központjából, másik helyi szolgáltató adatközpont-
jába illetve tengerentúli szerverrôl.

– 0.5 Mbyte-os fájl feltöltése a szolgáltató adatköz-
pontjában levô szerverre, másik helyi szolgáltató
adatközpontjába és tengerentúli adatközpontba.

– 0.5 Mbyte-os fájl letöltése a szolgáltató adatköz-
pontjában levô szerverrôl, másik helyi szolgáltató
adatközpontjából és tengerentúli adatközpontból.
A fenti paraméterek egyértelmûen letöltési sebes-

ség (rendelkezésre álló sávszélesség) mérését teszik le-
hetôvé a szolgáltató saját hálózatán belül, belföldi ki-
cserélô ponton keresztül és a leggyakrabban használt
nemzetközi kapcsolatot (USA) használva a felhaszná-
lók jellegzetes tevékenységének (böngészés, fájlok le-
töltése/feltöltése) figyelembevételével és azt is szem
elôtt tartva, hogy a felhasználók minôség érzékelésé-
nek részét képezi a szolgáltatók sorozatán keresztüli
információeléréssel kapcsolatos észlelés is.

Az 5. ábrán öt szolgáltató esetében mutatjuk be a
felhasználóknak „ígért” és a ténylegesen mért letöltési
sebességet a szolgáltató saját adatközpontja tenge-
rentúli adatközpontok elérése esetén. Látható, hogy a
felhasználó által érzékelhetô sávszélességek optimális
esetben sem érik el a névleges sávszélességet, azaz a
szolgáltatók az ígért szolgáltatási minôséget nem tud-
ják teljesíteni. 

5. ábra 
Ígért és tényleges letöltési sebességek öt szolgáltatónál

5. A letöltési sebesség mérésének 
problémái

Ha a letöltési sebesség mérésénél a mérést végzô rend-
szerek által okozott minden járulékos hatást ki tudnánk
küszöbölni, akkor is komplex mérôszámot kapnánk, hi-
szen a mérés eredménye függ a rendelkezésre álló sáv-
szélességtôl, a csomagtovábbítás során igénybe vett
útvonalon rendelkezésre álló sávszélességtôl, a terhe-
lés dinamikus változásától, a bithibák és esetleges elá-
rasztási szituációk okozta csomagvesztéstôl, a késlel-
tetési idôtôl, a használt protokoll sajátosságaitól.

A felsorolt QoS paraméterek mérése egyenként meg-
oldható, viszont az intenzív kutatás ellenére a model-
lek (például [7]) nem tudják 10%-on belüli pontosság-
gal jósolni ezek tetszôleges kombinációja esetén a fel-
használó által is érzékelhetô letöltési sebességet. En-
nek megfelelôen e paraméterek mérése vagy bizonyí-
tása a felhasználói oldalról nézve nem igazán releváns.

Amennyiben a letöltési sebességet referenciaszer-
ver segítségével kívánjuk mérni, ahogy azt a fenti pél-
dákban láttuk, szintén komoly problémákba ütközünk.

A felhasználóknak ugyanis jogos elvárása, hogy a
mérés általa is végrehajtható legyen, azaz valamilyen
módon ellenôrizni tudja, hogy a szolgáltató teljesíti-e a
vállalt minôségi paramétereket.

Ahhoz, hogy a mérés ne befolyásolja lényegesen a
hálózat teljesítményét, az adott hálózati csomópontra
jellemzô aggregált sávszélesség 5%-át nem haladhat-
ja meg a mérés okozta terhelés. A BIX „legerôsebb” ki-
cserélô központját (http://www.bix.hu) nézve tehát nem
szabad 13 Gbit/s-nél nagyobb összforgalmat generálni
a mérô szerveren, de ha azt is figyelembe vesszük, hogy
egy interfészen sem célszerû megengedni, hogy a mé-
réssel okozott terhelés 5% fölé kerüljön, a mérésekre
lefoglalható tényleges sávszélesség ennél is kisebb.

Az elfogadható pontossághoz és a rendszerekbôl
adódó járulékos hatásokat kiküszöbölô három perces
méréseket feltételezve [1] egy 1 Mbit/s sávszélességû
interfészen 22.5 Mbyte adat tölthetô le.

Természetesen fennáll annak a lehetôsége is, hogy
a mérést felhasználói szempontból ugyanolyan szol-

gáltatásnak tekintsük, mint bár-
melyik webszolgáltatást és ne
korlátozzuk az általa használható
sávszélességet. Ennek hátránya
az, hogy a mérés statisztikai jel-
lemzôi eltérnek a szokásos fel-
használástól, aminek következté-
ben megváltoznak azok a feltéte-
lek, amelyek segítségével a szol-
gáltató a vállalható minôségi pa-
ramétereket kalkulálta.

A felhasználó oldali névleges
hozzáférési sávszélességek már
jelen pillanatban elérik a 18 Mbit/s-
t (lásd Tantusz weboldal), ami azt
jelenti, hogy egy 10 Gbit/s sávszé-
lességû interfésszel és megfelelô
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processzálási sebességgel rendelkezô szerver elvben
egyidôben mintegy 550 ilyen kapcsolat mérésére alkal-
mas. Ha azt is figyelembe vesszük, hogy az egyes szol-
gáltatók felé az interfészek sávszélessége nem halad-
ja meg a 10 Gbit/s-t, úgy az egy szolgáltató oldalán az
egyidejû méréseket a jelen állapotban is korlátozni ké-
ne 33-ra, illetve a csak 1 Gbit/s sávszélességgel ren-
delkezô szolgáltatók esetén 3-ra. (Ha a jellemzô hozzá-
férési sávszélességet 1 Mbit/s-re becsüljük – ami a je-
lenlegi helyzetet bár nem sokáig, de jobban jellemzi –,
akkor az említett számok 18-szorosát kell figyelembe
venni. A nagyobb értékek mellett szól azonban, hogy a
referencia szerver szintjén nem lehet elkülöníteni a na-
gyobb sávszélességgel rendelkezô üzleti felhasználó-
kat, valamint az egyetemi hálózatban lévô 100 Mbit/s
hozzáférési sávszélességgel rendelkezô százezres
nagyságrendû felhasználói tömeget.)

A helyzetet tovább bonyolítja, hogy a mérés jellegé-
bôl adódóan a mérô szerver elérési sávszélességét
nem lehetne korlátozni, amibôl következôen a felhasz-
nálók sorba rendelését kellene megoldani, ami azért
nem felhasználóbarát megoldás, mert a felhasználók
általában egy konkrét szituációban (idôpontban) sze-
retnének meggyôzôdni a szolgáltatás minôségérôl, je-
lesül akkor, amikor valamilyen problémát, „lassulást” ta-
pasztalnak. Ebben az esetben viszont a mérési igény
tömegesen jelentkezik.

Ha a portugál példából okulva a felhasználók azon
igényét is figyelembe vesszük, hogy szolgáltatókon át-
nyúló szolgáltatások minôségi paraméterei is elfogad-
ható tartományon belül legyenek, tovább csökken az
egy idôben kiszolgálható felhasználók száma, hiszen
ezek forgalma is a kicserélô központon menne át.

A másik lehetôség – ahogy
azt a példákban is láttuk – a
független szervezet segítsé-
gével való mérés. Ennek ta-
gadhatatlan elônye a mérések
kézben tartása, viszont hátrá-
nya a felhasználók és a szer-
vezet közötti koordináció szük-
ségessége, a reprezentatív
minta kiválasztásának problé-
mája, a végezhetô mérések
relatíve kis száma, valamint a
mérések és a felhasználói érzékelés elkülönültsége kü-
lönös tekintettel a mérésben nem résztvevô felhaszná-
lókra. Mindezek mellett továbbra is igaz, hogy a függet-
len méréseknek bizalomerôsítô és a szolgáltatók maga-
tartását jótékonyan befolyásoló hatása van.

6. A fejlôdési irányok

Az Internet folyamatos terjedése, a technológia fejlô-
désének következményei és a konvergencia a szolgál-
tatásminôséget jellemzô paraméterek iránti igényekre
is kihatnak. A szolgáltatás jól jellemezhetô volt sávszé-
lesség (letöltési sebesség) jellegû adatokkal egészen

addig, amíg a felhasználók adatállományokat töltöttek
le, akár html-oldalak, akár elektronikus levelek formájá-
ban. A mindennapi jelenünkhöz tartozó kommunikációs
alkalmazások megjelenése, illetve az adatfolyam jel-
legû (streaming) médiaszolgáltatások elterjedése szük-
ségessé teszi további QoS paraméterek, mint például
a késleltetés (delay), a késleltetésingadozás (jitter), a
csomagvesztés (packet loss) értékek figyelembe vételét.

Mivel ezek jellegzetesen olyan paraméterek, ame-
lyeket a fogyasztó csak közvetve érzékel, különösen
fontos, hogy világos legyen hatásuk a fogyasztó által
érzékelt minôségre. Jó példa az e területen folyó kuta-
tásra az úgynevezett R érték (6. ábra) kidolgozása, a-
mely világos kapcsolatot teremt a hangátvitel minôsé-
gét befolyásoló paraméterek és a felhasználók szub-
jektív minôségérzékelésén alapuló MOS (Mean Opinion
Score) között az ITU G.107 és G.108 szabványában
meghatározottak szerint a következôk figyelembe véte-
lével [4],[6]: 

R = R0 – IS – ID – IE + A , 

ahol R0 kapcsolatos az elektronika és környezet okoz-
ta jel/zaj viszonnyal, IS jellemzi a digitalizálás és a cso-
magvesztés okozta torzítást, ID tartalmazza a késlelte-
tés és a visszhang okozta minôségvesztést, IE pedig ki-
fejezi a kódoló/dekódoló alacsony bitsebességét, va-
lamint a késleltetés ingadozást, végül A reprezentálja
azokat az tényezôket, amelyek kompenzálni képesek
az elôzôekben figyelembe vett hatásokat (például mo-
bilitás).

A technológiai fejlôdés és a fogyasztói igények nö-
vekedése újabb „killer”, azaz erôforrásigényes alkalma-
zások bevezetését eredményezi. [6] szerint a ma már

elterjedt párbeszédes alkalmazások mellett teret fog-
nak hódítani olyan alkalmazások, mint

– minôségi, több forrásból származó audió, ahol 
a kis késleltetés és a szinkronitás fontos,

– professzionális, legalább CD minôségû audió,
– minôségi audió- és videókonferencia és együtt-

mûködési platform,
– minôségi, több forrásból származó videó,
– orvosi alkalmazások, mint a távsebészet vagy 

a távdiagnózis,
– valódi interakciót lehetôvé tevô távoktatási 

alkalmazások,
– nagy adatmennyiségeket megmozgató 

grid-számítási alkalmazások,
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– videó közvetítés, videó jelfolyamok, 
igény szerinti videó (VOD),

– táv-együttlét (például 3D közvetítések),
– eszközök távoli vezérlése
A felsorolt alkalmazástípusok más és más QoS-pa-

raméterkombinációk, illetve adott esetben valószínûsé-
gi eloszlások mellett érhetnek el adott érzékelt szolgál-
tatásminôség-szinteket. Mivel ezek jelentôs része még
nem képezi részét a mindennapi gyakorlatnak, a mér-
hetô QoS jellemzôk és az érzékelt szolgáltatási minô-
ség közötti összefüggés nem tisztázott.

[5] szerint a professzionális szolgáltatások mellett
legalább még két tényezô figyelembe vétele indokolt,
amelyek egyre fokozódó hangsúlyt kapnak a már hír-
közlési szektor középtávú fejlôdése során is, ezek a
mobilitás és a biztonság (security). 

A felhasználóknak jogos igénye lesz az, hogy az
elôfizetett (adott esetben csak megszokott) szolgálta-
tásokat megfelelô biztonsággal a világ tetszôleges
pontjáról vegyék igénybe. Ennek elôfeltétele, hogy a
szolgáltatási láncban résztvevô szolgáltatók szolgál-
tatásiszint-egyezményeket kössenek egymással (7.
ábra), de ez követelmény újabb kihívás elé állítja az ér-
zékelt szolgáltatási minôséget hitelesen mérni kívánó
szervezeteket is. A biztonság alapvetô követelménye,
hogy a teljes átvitel során biztosítva legyen az adatok
sértetlensége, bizalmassága és letagadhatalansága.
A fentiek mellett a felhasználók magánélethez való jo-
gának érvényesítése (privacy) is egyre nagyobb hang-
súlyt kap.

A fogyasztói megelégedettség szempontjából és az
igények növekedtével egyre fontosabbá válik a fo-
gyasztók tájékoztatása (lásd 2. ábra – Beszámolás),
azaz a mért QoS paraméterek fogyasztói érzékeléshez
közeli jellemzôkre konvertálása és nyilvánosságra ho-
zása. Ezzel egyidôben egyre fontosabbá válik a fo-
gyasztók képzése annak érdekében, hogy a közölt
adatokat helyesen legyenek képesek értelmezni, illet-
ve csökkenjen a szolgáltatás elvárt szintje és tényleges
lehetôségei közötti különbség.

7. Összefoglalás

Az Internet-szolgáltatásokat jellemzô alapvetôen tech-
nológiai jellegû minôségi paraméterek nem állnak a fo-
gyasztók által is jól követhetô összefüggésben az érzé-
kelt szolgáltatási minôséggel. A hazai és nemzetközi
gyakorlat, valamint a kutatás megpróbál lépést tartani
a felhasználók azon igényével, hogy a szolgáltatáso-
kat objektíven mérhetô, de az érzékelt minôséghez kö-
zeli paraméterekkel jellemezze, de már most látható,
hogy a felhasználók számára korlátozás nélkül elérhetô

megfelelô pontosságú mérési lehetôség meg-
valósítása hosszú távon nem valószínûsíthetô. 

További problémát jelent, hogy a felhaszná-
lói igények és tudatosság növekedésével a mé-
rések iránti igény úgy nô, hogy egyúttal a mé-
rendô paraméterek száma, illetve az alkalmazá-
sok komplexitása is növekszik, ezért további ku-
tatás szükséges annak érdekében, hogy a szol-
gáltatás triviálisabban mérhetô adataiból számí-
tással lehessen megállapítani az egyes fogyasz-
tók által érzékelt minôséget jól jellemzô adato-
kat.
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1. Bevezetés

Az IP hálózatokon – így az Interneten is – alkalmazott
technikák fejlôdése, illetve a szélessávú hozzáférés el-
terjedése lehetôvé teszi a szolgáltatók számára olyan
értéknövelt szolgáltatások kifejlesztését, mint a garan-
tált minôségû hangátvitel, valamint az ADSL környezet-
ben is biztosított IPTV szolgáltatás megjelenése.

Az Internet-szolgáltatás mellett nyújtott telefonkap-
csolat és az IPTV új követelményeket támasztanak a
meglévôk mellé, amelyeket a gyártók speciális QoS
technológiák alkalmazásával igyekeznek kielégíteni. 

A Cisco Systems már több, mint egy évtizede felis-
merte a multimédiás alkalmazások jelentôségét és háló-
zati eszközeiben – útválasztók, kapcsolók, egyéb kom-
ponensek – sorra jelentek és jelennek meg olyan me-
chanizmusok, melyek képesek nagy pontossággal azo-
nosítani (classification), megjelölni (marking), és priori-
tással kezelni (scheduling with priorization) késleltetés-,
illetve csomagvesztés-érzékeny forgalmakat. 

A forgalom precízen kontrollált részének bufferelési
technikák nélküli eldobását végzô alkalmazását „poli-
cing-nek”, buffereléssel megvalósított – a forgalomra
nézve kevésbé drasztikus – technológiáját „shaping-nek”
nevezzük.

2. Felhasznált hálózati komponensek

A sokunk által használt ADSL környezetben a QoS
technológiákat az aggregációs hálózatban a követke-
zô komponenseken valósítjuk meg:

– CPE (Customer Premises Equipment, 
azaz az ügyfélnél elhelyezett eszköz) 

– DSLAM (Digital Subscriber Line Access Multiplexer,
azaz ADSL vonalakat fizikailag aggregáló eszköz) 

– BNG (Broadband Network Gateway, 

korábban BRAS - Broadband Remote Access Server,
azaz a felhasználói forgalmat logikailag aggregáló
eszköz)

– A BNG és a DSLAM közötti napjainkban leginkább
Ethernet-alapú aggregációs hálózat
Mivel a megfelelô QoS paraméterek által biztosított

szolgáltatás végponttól végpontig értelmezendô, ter-
mészetesen a hálózat többi elemének (gerinchálózati
útválasztók, tartalom szolgáltató szerverek stb.) szintén
biztosítania kell a csomagok megfelelô szintû kezelését
(megjelölés, priorizálás stb.).

Az aggregációs komponensekre vonatkozóan a DSL
világban meghatározó ajánlásokat készítô DSL Fórum
számos dokumentuma ad QoS iránymutatást. Ezek kö-
zül a javasolt QoS architektúrákról, az elvárt paraméte-
rekrôl és a technológiai megvalósítási modellekrôl leg-
inkább a TR-059 [5] ajánlásban (ATM alapú aggregáci-
ós hálózat a DSL mögött) és a TR-101 [6] (Áttérés ATM
alapú aggregációról Ethernet alapú aggregációra) meg-
felelô fejezeteiben olvashatunk.

Tekintettel arra, hogy manapság leginkább az Ether-
net-típusú uplinkkel rendelkezô DSLAM-okat használják
a szolgáltatók, az alábbi technológiai áttekintés elsôsor-
ban erre a környezetre értelmezendô, habár fontos tud-
ni, hogy a TR-059-ben leírt ATM alapú aggregációs mo-
dellnél alkalmazott QoS alapelvek nagy része megfelel-
tethetô az Ethernet modellnél alkalmazottaknak.

Az 1. ábra egy tipikus Ethernet-alapú aggregációs
környezetet szemléltet.

3. QoS megvalósításának követelményei
az aggregációs hálózatban

Az ügyfélnél kihelyezett eszköztôl a logikai aggregáci-
ót végzô BNG eszközig terjedô komponensek eseté-
ben az alábbi követelményekkel kell számolni.
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Az ADSL környezetben megjelenô értéknövelt szolgáltatások (hang, IPTV, video streaming) átvitele új igényeket támaszt a há-

lózattal szemben. Ezeknek egy része megnövekedett sávszélességigényben jelentkezik, másik része a hálózat késleltetésére,

illetve torlódás esetén a csomagvesztésre érzékeny alkalmazások megfelelô szintû kezelésére vezethetôk vissza. A jó minô-

ségû átvitel biztosítására a sávszélesség növelése nem minden esetben nyújt kielégítô megoldást, a Cisco Systems QoS ter-

vezésre vonatkozó dokumentumai még 100 Mbit/s-os, sôt annál nagyobb sebességû Ethernetes hálózatokban is javasolják a

paraméterek megfelelô hangolását. A sokfelhasználós ADSL-hálózatokban továbbá különösen gyakori igény, hogy a hálózat

különbözô pontjain megjelenô felhasználói sávszélességeket intelligens módon – a szolgáltatási szerzôdésnek megfelelôen –

korlátozni kell. Ezekre az ADSL környezetben jelentkezô feladatokra a Cisco Systems egy speciális QoS modellt dolgozott ki,

amelynek architektúrájáról és gyakorlati megvalósításáról a cikkben részletes információt adunk.



3.1. Általános követelmények
• Kerüljük el a downstream (elôfizetô felé) irányuló for-

galom kontroll nélküli csomagvesztését a DSLAM esz-
közön.

– Ez akkor lehetséges, ha a DSLAM támogatja az
elôfizetô irányába nézô ADSL interfészén a meg-
különböztetett torlódás vezérlést (differential
scheduling). A megvalósítás lehet több ATM vir-
tuális áramkörre alapuló (úgynevezett multi-VC
megoldás), ahol a különbözô típusú forgalmakat
különbözô ATM PVC-ken visszük az elôfizetô
ADSL CPE-je felé, vagy DiffServ [7] technoló-
giára épülô, ahol kiemelt prioritással (EF) kezel-
jük az érzékeny forgalmat.

– Amennyiben a DSLAM nem támogatja az elôzô-
ekben említett technológiákat, akkor a DSLAM
elôtti eszköz(ök)-ben kell megvalósítani azokat
(policing/shaping).

• Egy szolgáltatási osztályhoz minimálisan garantált
sávszélesség biztosítása

– Késleltetés és csomagvesztés tekintetében más
szolgáltatási osztályoktól független minimum sáv-
szélességet kell megfelelô priorizációval biztosí-
tani, hiszen az elôfizetô jogosan elvár egy elfo-
gadható le- és feltöltési sebességet.

• Egy szolgáltatási osztályhoz (pl. Internet) a maximá-
lis igénybevehetô sávszélességre vonatkozó korlátok
alkalmazása.

– Forgalmi korlátok érvényesítése a forgalom mind-
két irányára alkalmazva (policing/shaping). Ez
azért fontos, mert az IP a technológiából fakadó-
an sávszélességigényes, elveszi, ami csak ren-
delkezésére áll. Természetesen a szolgáltató
nem szeretné, ha valamely elôfizetôje esetleg
más elôfizetô forgalmának kárára venne igénybe
túl nagy sávszélességû szolgáltatást.

• Valamely szolgáltatási osztály által nem használt
sávszélesség használatának lehetôsége más forgalmi
osztályok számára. Ha már IP-rôl beszélünk, miért ne
alkalmaznánk a technológia által automatikusan nyúj-
tott dinamikus sávszélesség kihasználást, hiszen itt
nincs fix sávszélesség-foglalás, mint korábban például
az idôosztásos (TDM) rendszereknél.

3.2. Üzleti elôfizetôk követelményei
Az általános követelményeken túl az üzleti elôfize-

tôknek szóló csomagok követelményei az alábbiak.
• Egy adott elôfizetô maximális aggregált sávszéles-

ségének korlátozása
– Ahhoz, hogy úgy biztosítsuk a maximális sávszé-

lességet, hogy közben szolgáltatási osztályon-
ként a garantált minimális sávszélesség azért
rendelkezésre áll, valamint a más szolgáltatási
osztályok által nem használt sávszélesség igény-
be vehetô, hierarchikus QoS implementációra
van szükség, amellyel „per elôfizetô” alapon sha-
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ping algoritmust, a visszafogott forgalmon belül
pedig a forgalmi osztálynak megfelelô priorizálást
hajtunk végre (például a hangcsomagokat elôre
vesszük a bufferelési technikáknál).

• Támogatni kell az úgynevezett QinQ aggregációs
modellt, amely tulajdonképpen a VLAN azonosítóval
ellátott forgalom újabb addicionális VLAN azonosítóval
történô ellátását jelenti.

– Ez azért lényeges, mert elôfordulhat olyan szitu-
áció egy nagyobb hálózatban, hogy az IEEE
802.1q szabványban rögzített 12 bites VLAN
azonosító által biztosított maximálisan 4096 azo-
nosító kevésnek bizonyul, mert egy adott aggre-
gációs eszköz Layer3 interfészén több, mint
4096 elôfizetô ül. 
A QinQ technikánál viszont 2x12 bit áll rendelke-
zésre, az elôfizetôt egyértelmûen azonosíthatja
a belsô VLAN azonosító, a külsô azonosító pe-
dig az üzleti elôfizetôk egy csoportját, például a
DSLAM-ot jelölheti.

3.3. Egyéni elôfizetôk követelményei
Az általános követelményeken túl az egyéni elôfize-

tôknek szóló csomagok követelményei:
• Több különbözô ponton történô forgalom betáplálá-

sa a hozzáférési hálózatba, multicast (IPTV) forgalom
továbbításának lehetôségével

• Internet-nagykereskedelemi (wholesale) modell tá-
mogatása.

– Hasonló logikai alapon, mint korábban az ATM
technológiánál, a Virtális Útvonal (VP) – Virtuális
Áramkör (VC) modellnél.

• Per session alapú szolgáltatás kezelés (session-ön
PPPoE, illetve IP sessiont értünk).

– Elôfizetôi vonalanként több sessiont is tudni kell
kezelni. Gyakran elôfordul ugyanis, hogy az In-
ternetes forgalom PPP beágyazással, az IPTV
pedig natív IP-ben érkezik az elôfizetôhöz.

• VLAN aggregációs modell támogatása.
– Nagy számú elôfizetô esetén kevés lehet a nor-

mál VLAN címke által biztosított 4096 azonosító,
mint ahogy azt korábban kifejtettük.

2. ábra

Habár a DSL Fórum TR-101-es ajánlása nagy hang-
súlyt fektet a DSLAM QoS képességeire, ezeket a me-
chanizmusokat a gyakorlati megvalósítás hiánya miatt
a szolgáltatók jelenleg nem, vagy csak korlátozott mér-
tékben képesek igénybe venni.

Éppen ezért a DSLAM mögötti aggregációs hálóza-
ti komponseknek (Ethernet switch, BNG/BRAS) kell biz-
tosítaniuk a hiányzó funkciókat.

4. A Cisco QoS modellje 
DSL architektúrára

A megvalósításra a Cisco számos modellt dolgozott ki,
közülük most a klasszikus ATM-alapú aggregációhoz
leginkább hasonló (VP és VC szinten is forgalomsza-
bályzott (shaped)) architektúra részletes bemutatása
következik.

Nézzük meg, milyen technológiákat alkalmaz a Cisco
az aggregációs eszközökben.

• VP shapingnek megfelelô technológia
A felhasználók egy csoportjának forgalmát egy elô-

re definiált értékre szabályozzuk le (shaping), ahol az
egyéni elôfizetôk egy csoportját leginkább egy VLAN
azonosítóval, az üzleti elôfizetôk egy csoportját pedig
a QinQ címke külsô VLAN értékével azonosítjuk.

Az oversubscriptiont, azaz vonali túlkönyvelést nem
az elôfizetôi csoportok leszabályzott forgalmának az in-
terfész sebességénél nagyobb értéke adja, az már a
VLAN-ok sávszélességének kialakításakor megtörté-
nik. Mivel nem elôfizetônkénti alapon fogjuk vissza a
forgalmat, hanem elôfizetôi csoportonként, az ADSL fe-
lett lévô ATM technológia használatából fakadó over-
head nem jelentôs.

• VC shapingnek megfelelô technológia
Az elôfizetô irányába menô forgalmat a DSL vonal

szinkronizálási sebességére, vagy az alá visszük le.
Az egyes egyéni elôfizetôi forgalmak azonosítása a

DHCP-ben használt 82-es opcióval történhet, az üzleti
elôfizetôket a többszörös VLAN tag esetén pedig a
címkék azonosítják egyértelmûen.
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– Mivel az interfész-sebességnél na-
gyobb az elôfizetôi forgalmak össze-
sített értéke, ezért minimális sávszé-
lesség-garancia is szükséges.

– A késleltetés-, illetve csomagvesztés-
érzékeny forgalmi típusoknak (hang,
videó) kétszintû priorizációt kell biz-
tosítani.

Ennek a javasolt megoldásnak fontos
elônye, hogy nem kell QoS támogatás a
DSLAM eszközben, továbbá támogatja a
nagykereskedelmi (wholesale) koncepci-
ót, hátránya, hogy Denial-of-Service (DOS)
támadások ellen az elôfizetôtôl jövô for-
galmat még külön korlátok között kell tar-
tani, például policing funkció segítségé-
vel, hogy ne legyen képes egyetlen elôfi-
zetô a szolgáltatásban zavart okozni.

5. Fragmentáció, avagy a csomagok
feldarabolásának szükségessége

Az ADSL technológia fontos jellemzôje az aszimmetria,
tehát az elôfizetô felé (downstream) és az elôfizetôtôl
jövô (upstream) forgalom sávszélességének különbö-
zôsége. A downstream-forgalom maximuma 8 Mbit/s
ADSL és 25 Mbit/s körüli ADSL2+ technológia esetén.
Az upstream-forgalom viszont ezzel szemben gyakran
csak 512 kbit/s, maximális értéke 1Mbit/s körüli ADSL2+
esetén.

A hangforgalom megfelelô minôségének biztosítása
érdekében a késleltetését és késleltetésének változá-
sát minimális értéken úgy lehet tartani, ha a végpont-
tól-végpontig számított késleltetésben fontos szerepet
játszó serialization komponenst, vagyis a csomagok a
vonalra helyezésének idôtartamát minimális értéken
tartjuk. 

Könnyen belátható, hogy minél rövidebb csomago-
kat kell a vonalra rakni (vagy minél gyorsabb vonalra
rakjuk rá ôket), annál rövidebb ideig tart ez a mûvelet,
tehát adódik a megoldás, hogy a hosszú – FTP forga-
lom esetén Ethernet-becsomagolással 1500 byte-os
adatcsomagokat – fel kell darabolni és a feldarabolt
adatcsomagok közé hangcsomagokat lehet illeszteni. 

Ha ezt a mûveletet a BRAS végzi, akkor a végpont-
nak (CPE) természetesen vissza kell állítani a feldara-
bolt keretekbôl az eredeti keretet.

A DSL környezetben rendszerint útmutató DSL Fór-
um konzervatív módon 30 ms-ben határozta meg a
hozzáférési vonal késleltetésének maximumát, ahhoz,
hogy elfogadható minôségû hangszolgáltatást lehes-
sen nyújtani az adott infrastruktúrán. Annak érdeké-
ben, hogy ezt az értéket tartani tudjuk, a Cisco a külön-
bözô CPE berendezésein (827,1720,2651,3725 stb.)
méréseket végzett és arra a következtetésre jutott,
hogy a korábban általánosságban hangoztatott 768
kbit/s-os határérték, amely alatt a Cisco mindenképpen
javasolt valamilyen vonali fragmentációt, ilyen környe-
zetben 1 Mbit/s körüli értékre módosul.

A 3. ábra a fragmentáció nélküli upstream irányú kés-
leltetési értékeket mutatja a Cisco különbözô CPE plat-
formjain.

5.1. Fregmentációs megoldások DSL környezetben 
5.1.1. PPPoA környezet
Az ADSL világban korábban elterjedt PPPoverATM

(PPPoA) technológia esetében rendelkezésre áll jól
definiált szabvány (DSL Fórum TR-59, WT-92 [8]) és
megvalósításra is került a korábban tipikusan bérelt vo-
nalakon fregmentációra használt Multilink PPP – Link
Fragmentation and Interleaving (MLPPP/LFI) mecha-
nizmus, amely pontosan a fenti követelményeknek meg-
felelôen elvégzi a nagy méretû adatcsomagok feldara-
bolását (és visszaállítását), valamint közéjük a kis hang-
csomagok beillesztését.

5.1.2. PPPoE környezet
A manapság sokkal elterjedtebb PPP over Ethernet

technológia esetében két megoldás is kínálkozik.

• Multi-VC megoldás
Jogos elvárás az Ethernetes DSLAM-okkal szem-

ben, hogy ATM QoS-t támogassanak, különbözô ATM
forgalmi osztállyal mûködô ATM virtuális áramkörökön
különbözô típusú forgalmakat szállítva. Ez meg is old-
ja a problémát, hiszen ennél a megoldásnál nincs szük-
ség a felettes rétegeken fragmentációra, az ATM PVC-
k megfelelô módon elkülönítik az Internetes adatforgal-
mat a hang-, videó- illetve IPTV-forgalomtól.

Természetesen ehhez arra van szükség, hogy a kü-
lönbözô forgalmak szétválasztása és megfelelô para-
méterekkel ellátott virtuális áramkörökbe (PVC) irányítá-
sa mind a DSLAM, mind pedig a CPE oldalon támoga-
tott legyen.

Több lehetôség is adott a hozzárendelés megvaló-
sítására:

– Az Ethernet fejléc 802.1p mezôjének értéke
alapján. 
(Ez az úgynevezett VC bundlingnak felel meg.)
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– A csomagot fogadó fizikai vagy logikai interfész
alapján (tipikusan VLAN azonosító a DSLAM 
oldalon és fizikai interfész a CPE oldalon).

– A DSLAM-ban, illetve a CPE eszközben lévô
Layer 2-es vagy esetleg Layer 3-as csomag-
továbbítási logika alapján.

• MLPPP/LFI PPPoE esetében
Amennyiben PPPoE fut a CPE és a BRAS között, a

MLPPPoE/LFI egy potenciális megoldás lehet, habár
ennek a gyakorlati megvalósítása a Cisco platformokon
csak limitáltan áll rendelkezésre.

Problémák a „jól bevált” MLPPP-vel Ethernetes ADSL
környezetben:

– Priorizált forgalmi osztály esetén a MLPPP
egyszerû PPP fejlécet használ, míg nem priorizált
forgalom (fregmentált) esetén pedig MLPPP
fejlécet. A PPPoE esetében az összes forgalom
fregmentált és MLPPPoE fejléccel ellátott.

– A másik probléma lehet, hogy a MLPPP session
végponttól végpontig terjed, ezért amennyiben
az ügyfél oldalon PC van és nem különálló CPE
berendezés, a PC-n futó PPP sztekknek is 
támogatnia kell a MLPPPoE-t, ami nem általános.

– A hangcsomagok esetében a feldarabolt adat-
csomagok közötti illesztéshez valamilyen intelligens
bufferelési megoldásra (shaping with queuing)
van szükség, ami PPPoA esetében viszonylag
egyszerûen megoldott, itt viszont lefelé
(downstream) irányban szolgáltatási osztály/
felhasználó szintû forgalom korlátozásra 
(shapingre) van szükség.

• ADSL2+
Az ADSL2+ esetében rendelkezésre áll – megfelô

minôségû rézérpár és korlátozott távolság esetén – ak-
kora sávszélesség az elôfizetôtôl a DSLAM felé (up-
stream), hogy ne legyen szükség fregmentációra. A
DSLAM és CPE gyártók döntô többsége jelenleg már
olyan berendezést gyárt, amely támogatja az ADSL2+
technológiát.

6. A QoS szabályok beállítása 
a Cisco aggregációs eszközeiben

A CPE berendezésekben beállításra kerülô szabályok
(például hangforgalom esetén priorizáció) legtöbb eset-
ben manuális módon az eszköz beállító felületérôl (GUI
vagy CLI) könnyen elvégezhetôk.

A logikai aggregációt végzô BNG/BRAS eszközön
az eddigiekben tárgyalt szabályrendszer beállítását és
alkalmazását az egyéni illetve üzleti elôfizetôk forgalmá-
ra leggyakrabban dinamikus módszerrel, RADIUS attri-
bútumok automatikus letöltésével célszerû elvégezni.

A nagy elôfizetôi bázissal rendelkezô szolgáltatók
szinte mindegyike ezt a metódust használja, azaz az
elôfizetô irányába menô downstream illetve az elôfize-
tôtôl jövô upstream forgalomhoz – amely a BNG (BRAS)

eszközben egy virtuális interfészen keresztül halad –
dinamikusan rendelik hozzá a megfelelô QoS szabá-
lyokat. 

Ez a technológia még olyan környezetekben is kivá-
lóan alkalmazható, ahol a hang és adatforgalom, vala-
mint az IPTV külön válik egymástól a hálózatban. 

A Cisco ajánlása Triple-play környezetekre disztribu-
tált szolgáltatás termináláson és továbbításon alap-
szik, tehát az IPTV forgalomnak nem célszerû a BNG-
n keresztül haladnia, hanem önálló, Layer3-as szinten
processzált forgalomként „route-olódik” a hálózatban.

A BNG eszközön tipikusan Internet forgalomra beál-
lított QoS értékeket tehát a következô módon, három
lépésben állíthatjuk be:

– Forgalmi osztályok kialakítása.
– A forgalmi osztályok és a szabályrendszer össze-

rendelése.
– A RADIUS szerver az adott felhasználói név/jel-

szó párhoz az elôre beállított szabályrendszer
nevét tölti le az eszközbe, ami aztán a konfigurá-
cióban a szabályrendszer alatt definiált paran-
csokat (forgalomkorlátozás-shaping, policing stb.)
egymás után végrehajtja.

A RADIUS szabvány lehetôséget ad úgynevezett
gyártóspecifikus attribútumok használatára (VSA),
amelyek esetében a VSA mezô értéke (szabályrend-
szer neve) letöltésre és értelmezésre kerül a hálózati
eszközben, jelen esetünkben BNG/BRAS-on. 

Létezik upstream (VSA37) és downstream (VSA38)
irányú attribútum is a különbözô típusú forgalmak keze-
lésére.

7. Universal Subscriber Edge (USE) 
architektúra

Az eddig tárgyalt metódusok kitûnôen alkalmazhatók a
Cisco eszközökön, a beállítások finomhangolásával jó
minôségû adat/hang/videó továbbítás érhetô el. 

A hálózati trendeket követô szakértôk az ADSL-en
nyújtott szolgáltatások jövôbeli kibôvülésére hívják fel a
figyelmet, azaz olyan értéknövelt szolgáltatásokra szá-
míthatunk, mint a felhasználó által dinamikusan, webes
felületen állítható le- és feltöltési sebesség (Turbo gomb
használata), vagy a szintén webes felületen beállítha-
tó felhasználói profilok megjelenése, amellyel például a
szolgáltatásért fizetô szülôk egyszerû módon tudnak
biztonságos tartalomszûrô feltételeket definiálni csa-
ládtagjaik részére.

Az ilyen típusú szolgáltatási formákhoz a legtöbb
esetben egy újabb komponens mûködtetése szüksé-
ges a hálózatban, amelyet Policy Szervernek neve-
zünk. A policy szerver együttmûködve az autentikációt,
autorizációt és accountingot végzô RADIUS szerverrel
képes olyan funkciókat biztosítani, hogy az említett
szolgáltatás példák lehetôvé váljanak. 

A technológiai fejlesztôk más területeken is komoly
eredményeket mutattak fel ebben a tekintetben, jó pél-
da erre a RADIUS CoA (Change of Authorization) kiter-
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jesztés, melynek segítségével egy adott IP vagy akár
PPP session QoS paraméterei megszakadás nélkül di-
namikusan változtathatók.

8. Összefoglalás 

Összefoglalva tehát a szolgáltatók napjainkban izgal-
mas fejlesztési irányvonalakkal foglalkoznak a töme-
gekhez eljuttatott szélessávú ADSL szolgáltatás fej-
lesztésével kapcsolatban, ezek megvalósításához min-
denképpen szükség van (lesz) a minôségi szolgáltatás
(QoS) paraméterek precíz hangolási lehetôségeire,
amelyhez a Cisco eszközökön rendelkezésre álló tech-
nológiák megfelelô segítséget nyújtanak.
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1. Bevezetés

Napjaink hozzáférési hálózataiban a DSL (Digital Sub-
scriber Line) technológiák által nyújtott elérés fénykorát
éli [1,2]. Habár az ezen technológiák által nyújtott sáv-
szélesség egyre növekszik és ugyanakkor az elérés is
egyre megbízhatóbbá válik, mégis többnyire ez az össze-
köttetés bizonyul a legszûkebb keresztmetszetnek. Kö-
vetkezésképpen ez a hálózati szegmens a legfontosabb
a biztosított minôségi szolgáltatások szempontjából.

A szolgáltatásbiztosításhoz vezetô legrövidebb út a
folyamok osztályokba sorolásával valósítható meg. En-
nek érdekében, ahogy ezt a 3GPP és ITU-T is javasol-
ja, az igényeket négy különbözô prioritású osztályba
soroljuk a forgalmak QoS követelményeinek megfelelô-
en. A kiszolgálás során a csomagok a különbözô osz-
tályokhoz rendelt pufferekben tárolódnak és többnyire
az osztályok között szigorú prioritásos ütemezést hasz-
nálnak a csomagok kiszolgálására napjaink eszköz
szintû megvalósításaiban [3].

2. DSL-alapú hozzáférési hálózat

A DSL felhasználók DSL modemeket használva kap-
csolódnak a hozzáférési hálózatba, melyek a DSLAM
(DSL Access Multiplexer) eszközben aggregálódnak, a-
hogy ezt az 1. ábra is mutatja.

A DSL legújabb szabványai [1,2] két lehetôséget kí-
nálnak a magasabb szintû csomagok továbbítására a
DSL vonalakon. Az ATM (Asynchronous Transfer Mode)
alapú megoldással a DSL végpontok kisebb cellákba
szegmentálják az átküldendô magasabb szintû IP vagy
Ethernet csomagokat. 

Ezen cellák 53 bájtosak, melybôl 5 bájt a fejléc, és
további 48 bájt a tiszta adat. Ez úgy valósul meg, hogy
a SAR (Segmentation and Reassembly) alréteg a már
AAL5 (ATM Adaptation Layer 5)-ös keretbe ágyazott
magasabb szintû csomagokat ATM cellákba darabolja,
még azelôtt hogy az adatokat átküldené a fizikai vona-
lon. Az ATM cellái kicsik a többi hasonló rendeltetésû
rendszerhez képest és pontosan ezért képes egyidejû-
leg akár hangot, videót és egyéb dokumentumot is ha-
tékonyan átvinni. Mindezek mellett az ATM alapú átvi-
telben használt PVC (Permanent Virtual Circuit) megol-
dás alkalmazása biztosít arról, hogy az átjutó adatfo-
lyamból szétválaszthatók legyenek az eredeti adatok.
A módszer rossz hatékonysága a fejlécek méretébôl fa-
kad, ugyanis egy, az IP kommunikáció során gyakran
használt 64 bájtos Ethernet-keretet csak két részletben
lehet átvinni, az egyik 48 bájt + 5 bájt hosszúságú, a
másik fele 16 bájt + 5 bájt. Mivel az AAL5 szegmentá-
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DSL elôfizetôi vonalak aggregációja és csomagszintû

modell je napjaink hozzáférési hálózataiban



lás miatt a második cella megmaradó részét sem lehet
másik csomaggal feltölteni, a 64 bájt átviteléhez össze-
sen 106 bájt átvitele szükséges, ami megközelítôleg
60%-os kihasználtságot eredményez erre a csomag-
méretre.

Ezzel szemben az Ethernet alapú DSL technológi-
ák egyik legfontosabb újítása a 64/65-ös beágyazás,
vagyis 64 bájt információ mellé csak egy bájt fejléc ke-
rül. IEEE 802.3ah egy speciális Ethernet PTM-TC (Pa-
cket Transmission Mode – Transmission Convergence)
megoldást definiál, mely 64/65-oktett darabolást végez
a magasabb szintû csomagokon. A fenti 64 bájt átvite-
léhez ebben az opcióban csak 65 bájt adatot kell átvin-
ni a fizikai vonalon. Mivel a PTM-TC lényegesen haté-
konyabb és a modern IP alapú hozzáférési hálózatok-
kal való együttmûködése is könnyebben kezelhetô, min-
den valószínûség szerint, a VDSL2 elterjedésével az
Ethernet-alapú átvitel fog elterjedni az ATM ellenében.
Mindkét esetre alkalmazható a modell, miszerint a ma-
gasabb rétegekbôl érkezô csomag kisebb adategysé-
gekre darabolódnak és ezek a szegmensek a QoS pa-
ramétereiknek megfelelô pufferben tárolódik, miként az
az elsô ábrán is látható. Ez a darabolási eljárás megold-
ja azt a problémát, mely során a magasabb prioritású
csomagoknak meg kell várniuk a nagyméretû alacso-
nyabb prioritású csomagok teljes kiszolgálódását, ami
jelentôs késleltetést jelent a magasabb prioritású cso-
magok átvitelében.

3. Prioritásos sorbanállási rendszerek
elmélete

A fent bemutatott ütemezô modellezhetô egy szigorú
prioritást használó sorbanállási rendszerrel. Habár a prio-
ritásos sorok tanulmányozása még mindig népszerû ré-
sze a sorbanállási rendszereknek, a véges pufferekkel
és börszt érkezéssel mûködô rendszerek pontos leírá-
sára eddig nem született eredmény. 

A kiszolgálási rendszerek témakörében született mo-
nográfiák, például Kleinrock [4] és Tejms [5] nem érin-
tik ezen dolgozatban tárgyalt prioritással rendelkezô
rendszereket. Daigle [6] 2005-ben megjelent monográ-
fiájában végtelen pufferes, prioritásos rendszerek ese-
tén meghatározta a várakozó csomagok számának, és
a várakozási idônek a generátor függvényét. Továbbá
ezen mennyiségek várható értékére vezetett le formu-
lákat.

Végtelen pufferek feltételezése sok esetben egy-
szerûsítést jelent, mert a matematikai eszközök hatéko-
nyabbak ilyen struktúrákon, így tömörebb, sok esetben
zárt formulákat kaphatunk eredményül. Mivel a felhasz-
nálását tekintve általában nagy pufferek fordulnak elô,
ezért jól lehet közelíteni a véges pufferes értékeket a
végtelen pufferes megfelelôjébôl kiszámolt értékekkel.
Takács Lajos [7] korai munkájában, amelyben Poisson
beérkezéssel számolt, szükséges és elégséges felté-
telt adott a várakozási idôk stacionárius határeloszlá-
sára, majd ezen határeloszlásnak a Laplace-transzfor-

máltjának a segítségével kiszámolta az elsô három mo-
mentumát. 1972-ben Hooke [8] két csatorna esetén az
alacsonyabb prioritású osztály várakozási idejére és a
teljes rendszerben várakozó csomagok számára bizo-
nyított határeloszlás tételt Laplace-Stieltjes transzfor-
mált segítségével. 1999-ben T. Takine [9] munkájában
a beérkezések Markov-folyamatot, a kiszolgálási idôk
általános eloszlást követnek. Generátor függvény mód-
szer és mátrix analízis segítségével meghatározta a
sor hosszúságok marginális eloszlását, illetve Laplace-
Stiltjes transzformált segítségével elemezte a várako-
zási idôk eloszlását. 

2005-ben Xue és Alfa [10] munkájukban szintén Mar-
kov-folyamat szerinti beérkezést feltételeztek, továbbá
a legfelsô csatornába börsztökben érkeztek a csoma-
gok. Eredményeik két csatornás rendszerekre vonat-
koztak. Elégséges feltételt adtak arra nézve, hogy a
várakozó csomagok száma aszimptotikusan geometriai
eloszlás legyen. Ezen feltétel mellett hatékony mód-
szert adtak a veszteségi valószínûségek meghatározá-
sára. Alfa, Liu és He [11] mátrix geometria módszerrel
adtak megoldást egyszerû, markovi beérkezés esetén
a rendszer stacionárius eloszlására. 

A számítási igények lerövidítése a célja Van der Heij-
den, van Harten és Sleptchenko [12] munkájának. Írá-
sukban megmutatnak egy módszert, amelyben egy N
soros rendszer vizsgálatát visszavezetik N darab két
soros rendszer vizsgálatára. Lényegében a második sor-
ba aggregálják az összes többit, és azt közelítik hiper-
exponenciális eloszlással.

A véges pufferes rendszerrel foglalkozott Sharma
és Virtamo [13]. Két sort, Poisson érkezést, folytonos
börszt méret eloszlást és tetszôleges kiszolgálást felté-
telezve. Algoritmust mutattak stacionárius eloszlás ki-
számolására, majd határeloszlás tételekre alapozva meg-
határozták a várakozási idô eloszlását és a csomag-
vesztések valószínûségeit. 

4. A sorbanállási modell

A fentiekben leírt, DSL hálózatok csomagütemezési és
kiszolgálási modellje visszavezethetô egy sorbanállási
rendszer analízisére. Tekintsünk egy kiszolgálós priori-
tásos sorbanállási rendszert állandó kiszolgálási sebes-
séggel (V bit/s). Egy ilyen rendszerben az ütemezés
miatt csak akkor választ kiszolgálandó igényt alacso-
nyabb pufferbôl, ha már az összes magasabb prioritá-
sú tároló üres. A rendszer nem-megszakításos elvvel
(non-preemtive principle, NPRP) mûködik, ami azt jelen-
ti, hogy egy kiszolgálás alatt álló igény kiszolgálása nem
megszakítható. 

Feltételezzük, hogy adott rendszernek I darab prio-
ritásos csatornája van, ahol a kisebb indexû csatorna
nagyobb prioritást jelöl. Minden egyes csatorna véges
pufferrel rendelkezik, amelyeknek hossza rendre b(i), i=
1,2,...,I. A pufferekben levô csomagok FCFS (First Co-
me, First Served) elvvel szolgálódnak ki. Az igények a
rendszerhez börsztökben érkeznek, amelyek a beérke-
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zô csomagok szegmenseit reprezentálják. A börsztök
beérkezése Poisson-eloszlás szerint történik λ(i), i=
1,2,...,I intenzitással. A börsztök mérete diszkrét X(i) el-
oszlást követ. Modellünkben ez az eloszlás csatornán-
ként különbözô lehet. Egy börszt tetszôleges számú
szegmenst tartalmazhat, amelyeknek mérete állandó
(L bit). A rendszer teljes vagy részleges visszautasítást
alkalmaz, azaz ha egy érkezô börszt nem fér a megfe-
lelô pufferbe, akkor az egész börszt eldobódik (teljes
visszautasítás), illetve a rendszer feltölti szegmensek-
kel a puffert és csak a maradék dobódik el (részleges
visszautasítás). A rendszer stabilitásának feltétele, hogy

korlát teljesüljön. 
A fentiekben leírt rendszer-modell illusztrációja a 2.

ábrán látható.

5. A modell matematikai feldolgozása

Mivel a teljes rendszer leírása kezelhetetlenül nagy ál-
lapotteret eredményezne, elsô lépésként a bemutatott
állandó sebességû I sorból álló sorbanállási rendszert
visszavezetjük I darab MX/G/1/b sorra. Ebben az eset-
ben a korábbi fix (L/V) kiszolgálási idô helyett általános
kiszolgálási idô eloszlást feltételezünk, mely kiszolgálá-
si idô az adott sorra van vonatkoztatva. Ehhez figyeljük
meg a rendszer mûködését az i-edik sor szemszögé-
bôl. A börsztök L-méretû szegmensekbôl épülnek fel,
és λ(i) paraméterû Poisson-folyamat szerint érkeznek. 

A létrehozott I darab új sorban ezek után a kiszol-
gálási idô nem egy szegmens kiszolgálási idejét jelen-
ti, hanem az adott sorra azt az idôt, amely egy i-dik sor-
ból választott igény kiszolgálásának megkezdése és a
következô olyan idôpillanat között telik el, amikor a ki-
szolgáló újra kész az i-edik sorból származó igény kiszol-
gálására. Ez az idô magában foglalja azokat az idôket
is, amelyek azzal telnek el, hogy az adott sor két szeg-
mensének a kiszolgálása között a rendszer kiszolgálja
az idôközben érkezett magasabb prioritású szegmen-
seket. Ezt a kiszolgálási idôt a továbbiakban jelöljük
S(i)-vel. A rendszer megoldásához rekurziót használtunk
az S(i) idôk eloszlására, mely az elôzô sor kiszolgálási
idején és foglaltsági idején (T(i)) alapszik:

A továbbiakban a rendszer teljes leírásához szük-
ségünk van még az üres sorba érkezô börsztök elsô
szegmensének a kiszolgálási idejére (S*). Ez a valószí-
nûségi változó függ a többi sor állapotától, ennek a ke-
zelése egy, a fentihez hasonló, de bonyolultabb rekur-
zióval megoldható.

Következô lépésként meghatározzuk egy speciális
elsô kiszolgálási idôvel ellátott M/G/1/b sor hosszú távú
átlagos eloszlását. Annak a valószínûségét, hogy j szeg-
mens van a sorban jelöljük pj-vel, és a j szegmenshez
tartozó állapotban töltött idôhányad határértékével de-
finiáljuk. Ennek a valószínûségnek a meghatározásá-
hoz a felújítási folyamatok elméletét alkalmazzuk, pon-
tosabban felosztjuk az egész idô intervallumot az adott
sor kiszolgálási idôire és megvizsgáljuk, egy kiszolgálá-
si idô alatt mennyi idôt tölt a rendszer j szegmenssel a
sorban. Ennek a várható értékét annak a függvényé-
ben számoljuk ki, hogy a kiszolgálás legelején hány szeg-
mens volt a sorban. Jelöljük ti , j-vel azt a várható érté-
ket, amely azt fejezi ki, hogy amennyiben i szegmens
volt a kiszolgálás megkezdésekor a sorban, akkor vár-
hatóan mennyi idôt tölt a kiszolgálás alatt j állapotban. 

Ahhoz, hogy megkapjuk pj értékét, ti , j értékeket sú-
lyoznunk kell annak a valószínûségével, hogy a kiszol-
gálás i szegmenssel kezdôdött. Ennek megoldásához
felírjuk azt a Markov-láncot, amelynek az állapotai a ki-
szolgálások elején a sorban lévô szegmensek száma.
Ehhez szükséges a Markov-lánc állapotátmeneti mát-
rixa, ami könnyen számolható, ezek után egyszerûen
adódik a stacionárius eloszlása (d), ami pont azt fejezi
ki, hogy milyen valószínûséggel kezd i szegmenssel egy
kiszolgálási idô. A fenti gondolatmenet a következô kép-
letet adja:

A ti , j-k számolásának az alapötlete az, hogy ha már
a pufferben van j szegmens, akkor ez csak kétfélekép-
pen változhat meg, vagy érkezik egy új börszt, amibôl
kerül szegmens a pufferbe, vagy véget ér a kiszolgálás
és eggyel csökken a szegmensek száma a pufferben.
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2. ábra  A sorbanál lási  model l



Új börszt beérkezéséig exponenciális ideig kell vár-
nunk, továbbá a kiszolgálás végéig hátralévô idô elo-
szlását ki lehet számolni i és j függvényében. ti , j ennek
a két mennyiség minimumának a várható értéke.

A várakozási idôre a fenti eredményeket figyelembe
véve könnyen adódik az alábbi összefüggés:

Ennek jelentése az, hogy a börszt X szegmenssel
érkezik a sorba, ahol már U szegmens várakozik. Ekkor
a börszt teljes kiszolgálásáig meg kell várni az aktuális
kiszolgálásból még hátralévô idôt (R), a sorban már ko-
rábban is várakozó U szegmens kiszolgálását, a saját
szegmensei közül az elsô X-1 teljes kiszolgálási idejét
és végül az utolsó szegmens kiszolgálását, amely L/V.
Mivel ezek az idôk függetlenek, egy egyszerû véletlen
tagszámú konvolúciót kell alkalmazni, ahol a tagszám
eloszlása ismert. Megjegyezzük, hogy az R eloszlásá-
nak a számolása nagyon hasonló a ti , j számolásához,
azonban R azt fejezi ki, hogy ha j szegmens van a puf-
ferben és elôbb érkezik börszt, mint vége lenne a ki-
szolgálásnak, akkor mennyi idô marad hátra a kiszolgá-
lásból a börszt érkezése után.

A visszautasítási valószínûség kiszámolás egyszerû
a sorhossz eloszlás ismeretében:

A két különbözô visszautasítási szabály alkalmazá-
sa az algoritmusokban két fontos különbséget eredmé-
nyez. Az elsô abban a mátrixban van, amely egy börszt
beérkezése esetén a sorhossz változás valószínûsé-
geit mutatja. Ezt a mátrixot felhasználjuk a kiszolgálási
idô eloszlásának és a fent említett Markov-lánc stacio-
nárius eloszlásának a meghatározásához is. Emellett a
másik különbség a ti , j és R számolásával kapcsolatos,
ugyanis mindkét mennyiség meghatározásában szere-

pet játszik egy exponenciális idô, amely azt mondja meg
hogy ha j szegmens van a sorban, akkor mennyi idô
múlva érkezik a pufferbe új szegmens. A különbség ab-
ban jelentkezik, hogy teljes visszautasítást alkalmazva
új börszt érkezés esetén csak akkor kerül szegmens a
sorba, ha a börszt teljes egészében befér, tehát ebben
az esetben a kérdéses exponenciális idô paramétere
nagy j esetén eltér a sorhoz tartozó paramétertôl. Azon-
ban részleges visszautasítás esetén, amennyiben nincs
tele a puffer és érkezik börszt, akkor kerül új szegmens
a sorba. Ezért ebben az esetben, ha nincs tele a puf-
fer, akkor a beérkezés intenzitása minden állapotra meg-
egyegyezik a sorhoz tartozó beérkezési intenzitással.

6. Numerikus eredmények

Az elôzô fejezetben vázolt numerikus algoritmust imple-
mentáltuk C nyelvben, és hogy igazoljuk az analízisünk
helyességét, valamint pontosságát szimulációs eredmé-
nyekkel hasonlítottuk össze. A rendszer paramétereket
valósághoz közelinek választottuk, a rendszer beme-
neti forgalmát a kimeneti link kapacitáshoz mérten 50%,
70% és 90%-ra választottuk, a négy csatorna között fel-
osztva 4%, 12%, 24% és 60% arányban. A csomagmé-
reteket az elsô sorban hang forgalomnak megfelelôen,
a többiben internet forgalmat empirikusan leíró IMIX mo-
dell alapján választottuk. Továbbá fontos megjegyezni,
hogy a numerikus analízis során a végtelen összegzé-
sek helyett az eloszlásokat 10-6 hibahatárral számoltuk.

A 3. ábrán azt láthatjuk, ahogy a szimulációs ered-
mények egyre jobban közelítik a numerikus eredménye-
ket. Az eredmény a negyedik csatorna kiszolgálási ide-
jének komplementer eloszlása van ábrázolva 90%-os
terheltség mellett. A numerikus eredmények mellett a
szimulációs eredményeket is ábrázoltuk 106, 107, illetve
108 csomag beérkezésére. 

DSL hozzáférési hálózatokban alkalmazott csomagütemezô...
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3. ábra 
A kiszolgálási idô numerikus és szimulációs eredményei

4. ábra 
Sorhossz eloszlás teljes és részleges visszautasítás esetén



Összehasonlításként elmondhatjuk, hogy pontosság-
ban a numerikus eredmények messze felülmúlják a szi-
mulációs eredményeket, hiszen az ábrázolt tartomány-
ban a numerikus eredmények 1012 csomag beérkezés-
bôl számított eloszlás pontosságának felelnek meg.

A 4. ábrán a teljes és részleges visszautasítás kö-
zötti különbség látható a sorhossz valószínûségeket
ábrázolva a második csatornára 50%-os terhelés mel-
lett. Egyértelmûen látható a különbség a két eloszlás
közelében a puffer telítettség határán, ugyanis részle-
ges visszautasítás esetében a maradék szegmensek
bekerülnek a pufferbe ezzel növelve a valószínûséget
a puffer méret közeli tartományban. 

Az 5. és 6. ábrán a várakozási idô eloszlása látha-
tó mind teljes mind részleges visszautasítás esetén. Az
5. ábrán nem látható köztük nagy különbség, de ha
közelebbrôl megvizsgáljuk, mint ahogy az a 6. ábrán is
látszik, a teljes visszautasítás eloszlás-függvénye a rész-
leges fölött van.
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5. és 6. ábra  Várakozási idô eloszlása teljes és részleges visszautasítás esetén



LXII. ÉVFOLYAM 2007/4 34

1. Bevezetés

A mai számítógép-hálózatokban gyakran osztunk szét
valamilyen képességet több entitás között. Ilyenkor min-
den entitás ugyanolyan képességekkel rendelkezik, a
felhasználó számára mindegyik pontosan ugyanazt a
szolgáltatást tudja nyújtani. Az erôforrások ilyenforma
szétosztásával a rendszer skálázhatóságát növeljük,
mert elkerüljük, hogy az erôforrások a hálózat szûk ke-
resztmetszetévé váljanak. Mivel több szerver is rendel-
kezésre áll, biztosítani kell egy választási mechaniz-
must, mely az adott igényhez egy erôforrást rendel a
csoportból.

A választási algoritmusnak több célja is lehet. Egy-
részt fontos a szerverek terhelését megfelelôen szét-
osztani, annak érdekében, hogy egyik szerver se le-
gyen még ideiglenesen sem túlterhelt. A túlterhelés
ugyanis oda vezethet, hogy a szolgáltatás egy bizo-
nyos ideig a felhasználók egy része számára nem lesz
elérhetô, illetve bizonyos esetekben a felhasználói adat-
forgalom is megszakad, így a felhasználók által érzett
minôség csökken. Másrészt fontos szempont, hogy a
választott szerver a felhasználótól rövid úton elérhetô
legyen. A rövid út a válaszidô, illetve a késleltetés csök-
kenését jelentheti a felhasználónak, illetve a torlódás
kialakulásának valószínûségét is csökkenti, hiszen ke-
vesebb kapcsolat terhelését növeli egy új adatfolyam.
Nem mellékes mellékhatás az sem, hogy a hálózat ki-
használtsága is javul.

Hálózati terheléselosztással több szituációban is ta-
lálkozhatunk. Legkézenfekvôbb alkalmazása a Web [1].
Ekkor több Web szerver áll rendelkezésre, amelyek
mind ugyanazt a tartalmat tárolják. Elôfordulhat olyan
eset, amikor egy weblap látogatottsága hirtelen meg-
nô, s ilyenkor a terhelés megfelelô elosztása nagyon
fontossá válik. Cél, hogy a szerverek terheltségét egyen-
letesre állítsuk be. Erre egy úgynevezett hálózat-alapú

megoldási lehetôség (azaz amikor nem a felhasználó,
hanem a hálózat választ) a DNS-szervereken alapuló
megoldás. Ennek lényege, hogy a DNS-szerver az IP-
cím feloldásakor mindig más és más szervert választ-
hat. Azonban mivel lokálisan is tárolhatjuk a név-IP-cím
összerendeléseket, illetve a közbülsô DNS-szerverek is
megteszik ezt, nem biztos, hogy a kérés minden eset-
ben eljut a megfelelô helyre. A DNS-szerver tipikusan
egy egyszerû algoritmus alapján választ szervert, pél-
dául körülfordulásos (Round-Robin) stratégiát alkalmaz.

Hálózati terheléselosztásról beszélhetünk akkor is,
amikor egy ad hoc hálózatban a forgalmazni kívánó
csomópontok számára átjárókat rendelünk az Internet
felé. Az erre vonatkozó kutatások arra jutottak, hogy
nem elég csupán a közelségi információkat figyelembe
venni, hanem a szerverek terhelésére vonatkozó infor-
mációk is szükségesek a jó döntéshez [2].

A terhelés minél egyenletesebb elosztására hasz-
nálható az IPv6-ban megtalálható anycast címzés is.
Ekkor több szervernek is ugyanaz az anycast címe, ami
azt fejezi ki, hogy egy csoportba tartoznak. A címzés
lényege, hogy az anycast címre küldött csomagot a há-
lózat legalább egyik tagja meg fogja kapni, de azt a há-
lózat dönti el, hogy pontosan melyik. A megoldások ja-
va része a kérést a legközelebbi szerverhez irányítja,
egy másik megoldás viszont a terhelésekre vonatkozó
információkat használja fel az aktív útválasztó techno-
lógiát használva, azonban itt a közelségi információk fi-
gyelembevétele hiányzik [3].

Cikkünkben bemutatjuk, hogy a GMPLS (Generali-
zed Multiprotocol Label Switching) PCE-alapú, új útvo-
nalszámítási modellje hogyan használható hálózati ter-
heléselosztásra és ezzel a szolgáltatás minôségének
javítására. Az általunk vizsgált hálózatban a külsô há-
lózatot átjáró szerverek egy csoportján keresztül érhet-
jük el. A felhasználói adatforgalom megkezdésekor a
PCE fog átjárót rendelni a végberendezéshez. Sajnos
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Ebben a cikkben bemutatjuk, hogy a GMPLS új útvonalválasztó architektúrája, az Útvonal Számító Eszközre (Path Compu-

tation Element – PCE) épülô modell hogyan alkalmazható átjáró szerverek választására. A választás célja egyrészt az, hogy

elkerüljük a szerverek túlterhelésébôl adódó hívás blokkolást, másrészt az, hogy minimalizáljuk a transzport hálózat össz-

terhelését, és ezekkel együttesen elérjük, hogy a felhasználók által érzékelt szolgáltatási minôség ne romoljon. Olyan algo-

ritmusokat mutatunk be, amelyek csak egyik vagy mindkét szempontot (a szerverek terheltsége illetve a hálózati topológia)

figyelembe veszik, amikor a felhasználó kérésére átjárót választanak. Hálózatszimuláció segítségével összehasonlítjuk a

különbözô algoritmusokat és megmutatjuk, hogy alacsony blokkolási arány, illetve megfelelôen alacsony hálózati terhelés

érhetô el azokkal, amelyek mindkét szempontot figyelembe veszik a döntés során.

Lektorált



a szerverek túlterhelésének kivédése és mindig a leg-
közelebbi szerver választása két, egymásnak erôsen
ellentmondó szempont. Egyszerû választási algoritmu-
sokat javaslunk, amelyek mindkét szempontot figyelem-
be veszik a döntéskor, és ezeket összehasonlítjuk azok-
kal, amelyek csak egy szempont alapján döntenek.

2. A GMPLS és a PCE-architektúra

A GMPLS protokollcsalád egy széles körben használt,
általános kontrollmegoldás [4]. Az MPLS általánosítá-
saként azon alapszik, hogy tartalmazza az alagutazás
(tunneling) koncepcióját: a felhasználói adatforgalom
megkezdése elôtt a forrás és a nyelô között egy úgyne-
vezett címkekapcsolt útvonalat (Label Switched Path –
LSP) hozunk létre. Az MPLS-ben a felhasználók cso-
magjait egy plusz fejrészben található címkék azonosít-
ják, és a hálózaton belül a csomagok továbbítása a (cím-
ke, bemeneti interfész) pár alapján történik. A GMPLS
az MPLS-sel szemben abban igazán új, hogy már nem-
csak csomagkapcsolt hálózat felett képes mûködni, ha-
nem más, például hullámhosszkapcsolt hálózatok felett
is, és segítségével különbözô, egymástól lényegesen
eltérô hálózati technikákat lehet egységesen vezérelni.
A GMPLS-ben már általánosított címkérôl beszélünk,
ami egy virtuális címke, amit például egyes idôrések,
hullámhosszok azonosíthatnak, és természetesen a ko-
rábbi MPLS-címke is GMPLS-címke.

A GMPLS protokollcsalád három protokollt tartalmaz.
A jelzési protokoll feladata címkekapcsolt útvonalak lét-
rehozása, módosítása, illetve törlése felhasználói igény
felmerülése esetén. Elterjedt jelzési protokoll az RSVP-
TE (Resource Reservation Protocol – Traffic Engineering).
A routing protokoll feladata útvonalválasztási informáci-
ók terjesztése a GMPLS-hálózatban. A GMPLS gyak-
ran használt routing protokollja az OSPF-TE (Open Shor-
test Path First – Traffic Engineering). Az OSPF-TE opa-
que LSA (Link State Advertisement) [5] üzenete teszi
lehetôvé, hogy különbözô forgalom menedzsmenthez
szükséges információkat is elterjeszthessünk a háló-
zatban (például sávszélesség vagy képesség-informá-
ciók). Opaque LSA használatával más alkalmazások is
elterjeszthetik információikat a hálózatban. Ezeken kí-
vül a GMPLS még tartalmaz egy menedzsment proto-
kollt is (ez tipikusan az LMP – Link Management Proto-
col), aminek feladata vezérlô csatornák létrehozása szom-
szédos vezérlô entitások között, hibák észlelése és lo-
kalizálása.

LSP kiépítése elôtt a jelzési folyamatot megkezdô
csomópont általában a jelzési üzenetbe ágyazza a cél-
csomópont felé haladó út csomópontjainak listáját,
azaz forrás-vezérelt útvonalválasztásról beszélünk.
Gyakran elôfordul azonban olyan eset, amikor a teljes
útvonal nem áll helyben rendelkezésre, tipikusan olyan
esetben, amikor a cél csomópont a hálózat egy másik
tartományában helyezkedik el, hiszen a csomópont csak
a saját tartományáról rendelkezik teljes képpel. Ilyenkor
egy lehetôség, hogy a forrás csomópont egy távoli en-

titáshoz fordul, amely képes – szükség szerint további
entitásokkal együttmûködve – útvonalat számolni a for-
rás és a célcsomópont között. A távoli entitás neve PCE
(Path Computation Element). Egy tartományú esetben
is van értelme PCE használatának: a csomópont felté-
telezheti, hogy a PCE további szempontokat is figye-
lembe tud venni a döntéskor, és így valamilyen érte-
lemben jobb utat tud számolni.

A PCE definíciója nagyon általános: a PCE egy olyan
entitás, amely képes egy, a hálózatot reprezentáló grá-
fon útvonalak kiszámítására, és eközben képes a meg-
felelô kényszerek figyelembevételére is [6]. Azt a cso-
mópontot, amely útvonalszámítási kéréssel fordul a
PCE-hez, PCC-nek (Path Computation Client) nevezzük.
A PCC, illetve a PCE közötti kommunikáció egy egysze-
rû, kliens-szerver protokoll segítségével történik: ideális
esetben a PCC útvonalszámítási kérelmét tartalmazó
üzenetére, mely a célcsomópont címét és esetleges
kényszereket tartalmaz, a PCE olyan üzenettel vála-
szol, mely tartalmazza a részleges, vagy teljes útvonal-
listát a célcsomópont felé.

A PCE-k számát, elhelyezkedését illetve együttmû-
ködését illetôen a PCE-architektúrának több modellje
létezik. Elhelyezkedés szempontjából a PCE lehet az
útválasztó egy komponense, ilyenkor a PCC, illetve a
PCE ugyanabban a hálózati csomópontban helyezke-
dik el. Másrészt a PCE lehet egy távoli hálózati kompo-
nens. Ez a megkülönböztetés nem éles, hiszen elôfor-
dulhat, hogy egy csomópont egy másik csomópont
számára PCE-ként funkcionál, azonban bizonyos más
helyzetekben kliensként fog mûködni.

Nem szükséges azonban, hogy egy útvonalat egyet-
len PCE számoljon ki. Ilyenkor több PCE-általi útvonal-
számításról beszélünk. Itt is két alesetet különbözte-
tünk meg aszerint, hogy van-e PCE-PCE kommuniká-
ció, vagy nincs.

A modellek elosztottság szempontjából is csoporto-
síthatók. A centralizált modellben egy tartományon be-
lül az útvonalszámítási felelôsség egy csomópontté,
míg az elosztott modellben egy tartomány több, egy-
szerre mûködô PCE-t is tartalmaz.

Vizsgálatainkban a centralizált modellre szorítkozunk,
és a PCE minden csomópont számára távoli hálózati
komponens. Az általunk használt modell az 1. ábrán
látható.

3. Átjáró-választási algoritmusok

Ez a fejezet a PCE által használt egyszerû átjáró-vá-
lasztási algoritmusokat mutatja be. Míg az átjáró-válasz-
tási stratégia minden esetben más és más, az útvonal-
választás mechanizmusa mindig ugyanaz: a PCE a PCC
és az átjáró közötti legkisebb lépésszámú utat fogja vá-
lasztani. A bemutatott algoritmusok két csoportba oszt-
hatók. Az egyik csoportba azok az algoritmusok tartoz-
nak, amelyek egy fázisban választanak átjárót, míg a má-
sikba azok, amelyek két körben döntenek – azaz egy-
más után két szempontot is igyekeznek figyelembe venni.

HÍRADÁSTECHNIKA

35 LXII. ÉVFOLYAM 2007/4



Az egyik legegyszerûbb algoritmus a UNIFORM. Ek-
kor az átjárók között egyenletes eloszlással véletlen
választunk, és az egymást követô választások függet-
lenek egymástól.

A ROUND-ROBIN algoritmus egyszerû körbefordulá-
sos stratégia alapján rendel átjárót a felhasználóhoz.

A következô két algoritmus már figyelembe vesz az
átjárók elhelyezkedésére, illetve terhelésére vonatkozó
információkat. Így a NEAREST algoritmus mindig a leg-
közelebbi átjárót fogja a PCC-hez rendelni. Ez lehetsé-
ges, hiszen a tartomány teljes topológiáját a topológia-
változások utáni rövid tranziensek kivételével pontosan
ismeri. Amennyiben több átjáró is pontosan ugyanany-
nyi lépésre lenne a PCC-tôl, akkor a döntô logika egy
elôre definiált, önkényes sorrendet figyelembe véve old-
ja fel a holtversenyt. Így vegyük észre, hogy ezen algo-
ritmus, amennyiben nem történik topológia változás, az
egyes PCC-k számára minden esetben ugyanazt az át-
járót választja. 

A GREEDY algoritmus olyan értelemben mohó, hogy
mindig a legkisebb terhelésû átjáróhoz irányítja a fel-
használót. Azonban itt, nem úgy, mint a topológia-infor-
mációk figyelembevételekor, már nem garantált, hogy a
PCE pontos képpel rendelkezik a hálózatról. A PCE ál-
tal a szerverek terheltségérôl látott képet két dolog be-
folyásolja döntôen: egyrészt az átjárók által opaque
LSA-kba ágyazott és rendszeresen küldött terheltségi
információk, másrészt az a tény, hogy a PCE a saját
döntéseit képes nyomon követni, így az átjárók állapo-
tában történô változásokat bizonyos mértékben figye-
lembe tudja venni, azonban a felhasználói forgalom
befejezésérôl nem értesül. Emiatt fontos tényezô, hogy
az átjárók milyen gyakran frissítik a terhelési információ-
kat. Amennyiben az átjárók gyakran küldenek üzenetet
állapotukról, akkor a PCE-k helyes képpel fognak ren-
delkezni a hálózatról, azonban ennek ára sok vezérlô
üzenet, ami a skálázhatóság rovására megy. Ezzel el-
lentétben, hosszú frissítési periódus esetén a PCE-k
által látott kép elavulttá válhat, ekkor viszont sokkal ke-
vesebb vezérlô üzenetre van szükség.

A következô két algoritmus két szempontot is figye-
lembe vesz. A LOADNEAR(d) az elsô körben a d darab
legkevésbé terhelt átjárót engedi át a rostán, majd
ezek közül a PCC-hez legközelebbit választja. Észreve-
hetô, hogy az algoritmus d=1 paraméter esetén éppen
úgy mûködik, mint a GREEDY, míg ha az elsô körben
egyetlen átjárót sem szûrünk ki (d=∞), a NEAREST al-
goritmushoz jutunk.

A NEARLOAD(d) ettôl csak a szempontok figyelem-
bevételének sorrendjében különbözik: elôször a topo-
lógia-információk alapján engedünk át d szervert a szû-
rôn, majd ezek közül a legkisebb terhelésût választjuk.
Természetesen a PCE által látott kép helyességére va-
ló fenti megfontolás ennél a két algoritmusnál is érvé-
nyes.

4. Szimulációs eredmények ismertetése

A szimulációkhoz az ns-2 hálózati szimulátor alkalma-
zást [7] bôvítettük ki a szükséges funkciókkal.

A vizsgálatokat többszintû, összekapcsolt gyûrûkbôl
álló topológián végeztük. Az elsô ábrán az egyszerû-
ség kedvéért csak egy kétszintû hálózatot tüntettünk
fel, azonban a munka során háromszintû hálózattal dol-
goztunk, amely összesen 84 csomópontot tartalmazott.
A csomópontok egyben PCC-k is, melyekhez a felhasz-
nálók kapcsolódnak. A hálózatban egy központi PCE-t
helyeztünk el, átjáró szerverek pedig az elsô és a má-
sodik hierarchiaszint gyûrûihez csatlakoznak, azaz szá-
muk összesen 20.

A felhasználói igények érkezési folyamata minden
PCC esetében Poisson-folyamat, azonban a köztes idôk
eloszlása minden PCC-re más és más, választása egy
meghatározott intervallumból történik egyenletes elosz-
lás alapján. Így lesznek olyan csomópontok, amelyek
gyakran fordulnak útvonal-választási kérelemmel a PCE-
hez, illetve olyanok is, amelyek ritkábban. A hívástartá-
si idô minden felhasználó esetén exponenciális elosz-
lású, 120 másodperces várható értékkel.

Az alkalmazott modellben az átjárók kapacitása vé-
ges. Ez azt jelenti, hogy az általuk egyszerre kiszolgál-

ható felhasználók száma korlátozott. Az
egyes átjáró szerverek kapacitását úgy
állítottuk be, hogy ideális elosztás esetén
az átlagosan felajánlott forgalom 120%-
át képesek legyenek elvezetni.

A szimulációk során a blokkolási a-
rányt és az utak átlagos hosszát mértük.
Blokkolás akkor léphet fel a rendszerben,
ha a PCE olyan átjárót rendel a felhasz-
nálóhoz, ami éppen tele van. Az utak át-
lagos hosszával pedig a transzportháló-
zat terheltségére, a késleltetésekre és a
torlódás valószínûségére következtethe-
tünk.

Elôször megvizsgáltuk az általunk ja-
vasolt két új algoritmus (LOADNEAR, illet-
ve NEARLOAD) viselkedését a d para-
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1. ábra  A PCE architektúra és egy példa



méter, azaz az elsô fázisban kiválasztott átjárók számá-
nak függvényében. Az eredmények a 2. és a 3. ábrán
láthatók.

A periodikus frissítés gyakorisága az utak átlagos
hosszára nem volt hatással, ezért ezt nem is ábrázol-
tuk. A d paraméter növelésével a LOADNEAR eseté-
ben csökkent, míg a NEARLOAD esetében nôtt a vá-
lasztott útvonalak hossza. Az ábrákról leolvasható, hogy
a NEARLOAD algoritmus már d=3 esetén is alacso-
nyan tartja a blokkolást. A LOADNEAR algoritmus ezzel
szemben, amíg a d paraméter értéke nem éri el az át-
járók számának felét, jól teljesít, késôbb viszont a blok-
kolási arány egyre rohamosabb ütemben növekszik. 

Ezen meggondolásokat megfontolva arra juthatunk,
hogy ezen a topológián a NEARLOAD d=3, míg a
LOADNEAR d=10 esetén produkálja a legjobb ered-
ményeket, mindkét szempontot figyelembe véve. A to-
vábbi ábrákon ezért már csak ezen paraméterértékek
melletti eredményeket tüntettük fel.

A 4. ábrán láthatóak a különbözô algoritmusok által
produkált blokkolási arányok az információterjesztés
gyakoriságának függvényében. Látható, hogy a leg-
rosszabb eredményeket a NEAREST algoritmus produ-
kálta, azonban az 5. ábra mutatja, hogy sikeresen mi-
nimalizálta az utak hosszát. Véletlen algoritmus hasz-
nálatával (UNIFORM) a blokkolási arány csökkenthetô,
azonban ennek ára az utak megnövekedett hossza. A
ROUND-ROBIN algoritmussal az utak hosszát tekintve
javulást nem tudunk elérni, azonban a visszautasított
hálózati kapcsolatok száma csökken a UNIFORM-hoz
képest. Ennek oka abban keresendô, hogy ez az algo-
ritmus mindig új átjárót választ, míg a UNIFORM eseté-
ben lehetséges egy átjáró többszöri egymás utáni vá-
lasztása is.

Az intelligensebb algoritmusok (GREEDY, NEARLOAD,
LOADNEAR) teljesítményére kihat az információfrissí-
tés gyakorisága. Az eredményekbôl azt tapasztaltuk,
hogy az információküldés ritkításával egyre rosszabb
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2. és 3. ábra  Blokkolási arány és az útvonalak átlagos hossza a d paraméter függvényében

4. és 5. ábra  Az útvonalak átlagos hossza és a blokkolási arány különbözô információterjesztési intervallumok esetén



eredményt érnek el, illetve mindhárom teljesítménye a
ROUND-ROBIN algoritmus eredményeihez konvergál.
Ez azért van így, mert a PCE figyelembe veszi saját ko-
rábbi döntéseit, azonban a felhasználók távozásáról
nem értesül. Így, ha két frissítés között sok idô telik el,
elôször kiegyenlíti a szerverek terheltségét az általa lá-
tott hálózati képben, majd gyakorlatilag körülfordulásos
módon választ átjárót a következô frissítés vételéig.

Azt kaptuk, hogy a LOADNEAR, illetve a NEARLOAD
megfelelô paraméterértékek melletti alkalmazásával – a
blokkolási ráta kis növekedése árán – jelentôsen csök-
kenteni tudjuk az átjárókhoz vezetô útvonalak átlagos
hosszát. A legjobb blokkolási ráta a GREEDY alkalma-
zásával érhetô el, de mivel ez nem veszi figyelembe a
topológiát a döntéskor, hosszú útvonalakat fog létesí-
teni a hálózatban.

5. Összefoglalás

Ha egy bizonyos igénytípust hálózati szerverek egy cso-
portja képes kiszolgálni, akkor egy konkrét igény kiszol-
gálását elvégzô szerver kiválasztása egy megoldandó
feladat. Mivel a hálózati terhelés alacsonyan tartása, il-
letve a szerverek terheltségének megfelelô elosztása
két, egymásnak ellentmondó szempont, így lehetetlen
olyan algoritmust találni, amely mindkét szempont sze-
rint optimális eredményt ad. Szerencsére egyszerû al-
goritmusok használatával, melyek mindkét szempontot
figyelembe veszik, jó kompromisszumot lehet elérni. Ösz-
szességében a paraméterek megfelelô választása mel-
lett a NEARLOAD, illetve a LOADNEAR megfelelô ered-
ményt nyújt.

Irodalom

[1] Cardellini, V., Colajanni, M., Yu, P.S., 
„Dynamic load balancing on Web-server systems”,
Internet Computing, IEEE, Vol. 3, No.3, pp.28–39.,
May/June 1999.

[2] J. Shin, H. Lee, J. Na, A. Park,
„Load Balancing among Internet Gateways in 
Ad Hoc Networks”, 
in Proc. of Vehicular Technology Conference, 2005.
Vol. 3, pp.1677–1680.

[3] Miura, H., Yamamoto, M., Nishimura, K., Ikeda, H.,
„Server Load Balancing with Network Support: 
Active Anycast”. 
in H. Yasuda (ed.), Proc. of 2nd International Working
Conference on Active Networks (IWAN 2000),
Springer LNCS 1942, p.371., Tokyo, October 2000.

[4] Mannie E. (ed.),
„Generalized Multi-Protocol Label Switching 
(GMPLS) Architecture”, RFC3945, 
October 2004.

[5] Coltun, R.,
„The OSPF Opaque LSA Option”, RFC2370, 
July 1998.

[6] Farrel, A., Vasseur J.-P., Ash J., 
„A Path Computation Element (PCE)-Based 
Architecture”, RFC4655, 
August 2006.

[7] Ns-2 honlap, 
http://www.isi.edu/nsnam/ns

LXII. ÉVFOLYAM 2007/4 38

Átjáró szerver választása...
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Legutóbbi, 2007/3-as számunk 19-23. oldalán, Csurgai-Horváth László és Bitó János: 
„Fading idôtartam-modellezés mûholdas földi mozgó rádiócsatornán” címû cikkébe 
sajnálatos módon több, értelemzavaró hiba került, melyek a következôk:

A szerzôktôl és olvasóinktól egyaránt elnézést kérünk!

• Az 1. táblázat helyére 
egy rokon témájú cikk hasonló 
tartalmú táblázata került.
Az ide tartozó táblázat helyesen:

• A (3) és (4) képletekben
az eredeti, görög szumma
helyett hibás karakter 
jelent meg.

• A 2. táblázat felirata 
pedig helyesen: 
„Paraméterek 
a (7-8) egyenletekhez”



1. Az RFID rendszerek 
és a többes leolvasás problémaköre

Az RFID az angol Radio Frequency Identification, azaz
a rádiófrekvenciás azonosítás kifejezés rövidítése. Ez
a technológia automatikus azonosításra szolgál, jelle-
gét tekintve a birtok alapú azonosítási rendszerek kö-
zé sorolható.

Az RFID rendszerek alapvetôen legalább két esz-
közbôl állnak: egy azonosítóból és egy azonosítandó-
ból. Az azonosító adatkapcsolatot kezdeményez az
azonosítandóval, mely során mindkét vagy csak az
egyik irányba adatátvitel történik. Ahogyan a technoló-
gia nevébôl is kiderül, a kommunikáció rádiófrekvenci-
án zajlik, ezért mind az azonosítónak, mind az azono-
sítottnak rádiós interfésszel kell rendelkeznie.

Az azonosítani kívánt objektumon (pl:. árucikk) egy
transzpondert helyeznek el. Az azonosító egy RFID ol-
vasó, amely képes olvasni és/vagy írni a transzpon-
dert.

Egy az elôbb vázolt egyszerû RFID rendszer kiegé-
szülhet még alkalmazási környezettôl függôen vezérlô
számítógéppel, mely több olvasó mûködésének össze-
hangolását vezérli, valamint összeköttetést teremt az
olvasók és a háttéradatbázis(ok) között. A háttéradat-
bázis funkcionalitását tekintve alkalmas az olvasó(k) ér-
zékelési távolságán belüli transzponderekkel kapcsola-
tos információk tárolására; nem csak lekérdezhetôek,
hanem az adatátvitel alatt írhatóak is. Az 1. ábra egy
RFID rendszer felépítését mutatja.

Az RFID alkalmazások az elláttási lánc teljes hosz-
szán, azaz az egyes alkatrészek, alapanyagok elôállí-
tásától, elôkészítésétôl egészen a végfelhasználókhoz
való eljutásig jelen vannak. Éppen ezért gyakori, hogy
egy raktári alkalmazás esetében másodpercenként több
száz címkét kell leolvasni. Az alapvetô követelmény az
RFID rendszerek esetén a minél több címke minél rövi-
debb idô alatt történô leolvasása nagy megbízható-
sággal, azaz ne maradjon ki egyetlen címke sem a le-
olvasásból. Elôfodulhat az is, hogy nem a transzpon-
derek ütköznek, hanem az olvasók. Ilyen környezet kép-
zelhetô el egy hipermarketben, ahol sok leolvasó kapu

sorakozik egymás mellett a pénztáraknál. Ebben az
esetben ütközés léphet fel az egyes olvasók között, hi-
szen két vagy több olvasó által lefedett térrészeknek
lehetnek közös területei. Ha itt tartózkodik egy transz-
ponder, akkor ütközés lép fel az olvasók között. 

Az ütközések legszembetûnôbb negatív hatása a
leolvasási sebesség csökkenése. Ennek kiküszöbölé-
sére két módszer kínálkozik: a sávszélesség növelése
és az ütközések eliminálása. A sávszélessége növelé-
sének fizikai korlátja mellett szempont az is, hogy ennek
a módszernek a kivitelezési költsége jóval nagyobb,
mint egy beépített algoritmus futtatásának. Ezért a to-
vábbiakban a különbözô ütközésfeloldó algoritmusokat
ismertetjük a legelterjedtebb szabványok esetén, to-
vábbá bemutatunk néhány szimulációs eredményt is
arra vonakozóan, milyen paraméterek befolyásolják a le-
olvasási idôt.

RFID rendszerekben ütközésfeloldó eljárásnak ne-
vezzük azt a technikát, vagy protokollt, amely lehetôvé
teszi az interferencia nélküli többszörös hozzáférést.
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Cikkünk az RFID környezetben felmerülô többes leolvasási problémák megoldására rendelkezésre álló ütközésfeloldó algo-

ritmusok ismerteti kitérve az olvasók és a transzponderek ütközésére egyaránt. Továbbá az ISO 18000-3 Mode 1 ütközésfe-

loldásra használt algoritmusának szimulációs eredményeit is ismertetjük.

1. ábra  RFID rendszer felépítése

Lektorált



2. Ütközésfeloldó algoritmusok 
olvasók ütközésére

Az olvasók ütközésének feloldására három algoritmus
terjedt el: NAK-alapú, beacon-alapú megoldások, vala-
mint a változtatható hatótávolságú olvasók alkalmazása.

A NAK-alapú ütközésfeloldás feltétele, hogy min-
den olvasó saját vezérlôcsatornával rendelkezzen. E
vezérlôcsatorna hatósugara elég nagy ahhoz, hogy az
olvasó az összes, a környezetében lévô – az adat-
csatornában interferenciát elôidézô – olvasóról tudjon.
(A NAK a Not Acknowledged, azaz nem nyugtázott ki-
fejezés rövidítése.)

Ennek megfelelôen az olvasó elôször egy RTS üze-
netet küld szét a környezetében lévô összes olvasó-
nak. Amelyik épp foglalt, egy NAK üzenetet küld vis-
sza. Ha az olvasó legalább egy NAK-ot vesz, korlátoz-
za az adatcsatornához való hozzáférését. Ezt a folya-
matot szemlélteti a 2. ábra.

A beacon-alapú olvasók közötti ütközésfeloldás fel-
tételei a NAK-alapú megoldással azonosak: saját, nagy
hatósugarú vezérlôcsatorna. Az eljárás szerint az olva-
só – olvasás közben – periodikus beacon üzeneteket
küld a vezérlôcsatornáján. Ha egy másik olvasó is ol-
vasni szeretne, elôbb ellenôrzi az utolsó beacon óta el-
telt idôt. Ha ez kisebb, mint egy megadott érték (vagyis
a beacon periódusideje), az olvasás valószínûleg még
folyamatban van, tehát várakozik, míg az elôírt idô alatt
nem jön újabb beacon. Az algoritmus mûködése a 3.
ábrán követhetô nyomon.

Kézenfekvô és egyszerû megoldás az egyes olva-
sók hatósugarának adaptív változtatása. Az eljárás min-

den n olvasási ciklus után a felügyelt terület duplázásá-
val, ütközés esetén pedig p valószínûséggel ennek csök-
kentésével optimalizálja a leolvasásokat. Ezzel gyakor-
latilag egy SDMA (Space Division Multiple Access), azaz
térosztásos többszörös hozzáférés valósul meg.

3. Ütközésfeloldó algoritmusok 
transzponderek ütközésére

Transzponderek ütközése úgy jöhet létre, hogy az ol-
vasó hatósugarában számos tag van jelen. Olvasáskor
a leolvasó egység egy request üzenetet broadcastol a
tag-eknek. Amennyiben csak egyetlen tag tartózkodik
a térben, az olvasó egyetlen választ vesz. Ugyanakkor
minden tag visszaküldi a válaszát az olvasónak, ha
több is van belôlük a rendszerben. Ez ütközést ered-
ményez a rádiócsatornán, így válaszüzenetük nem lesz
értelmezhetô. Ennek kiküszöbölésére fejlesztettek ki szá-
mos ütközéselkerülô algoritmust, amelyeket az alábbi-
akban ismertetünk.

Az ütközések feloldása az esetek nagy részében
valamilyen többszörös közeghozzáférési feladat meg-
oldására vezethetô vissza, így a következôkben ezek
a – részben már más területekrôl ismert – algoritmusok
kerülnek bemutatásra.

Az RFID rendszerekben is négyféle többszörös hoz-
záférési eljárást különböztetünk meg: térosztásos több-
szörös hozzáférés (SDMA, Space DMA), frekvencia-osz-
tásos többszörös hozzáférés (FDMA, Frequency DMA),
idôosztásos többszörös hozzáférés (TDMA, Time DMA)
és végül a kódosztásos többszörös hozzáférés (CDMA,
Code DMA). Fontos megjegyezni, hogy néhány gyártó
nem hozza nyilvánosságra saját ütközésfeloldó algorit-
musait, míg mások a szabványban is lefektetett, elter-
jedt megoldásokat használják. Általánosságban elmond-
ható, hogy az egyedi megoldások is ezen szabványok-
ból táplálkoznak némi alkalmazás-specifikus kiterjesz-
tés felhasználásával.
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Az SDMA eljárás a rendelkezésre álló területet sze-
letekre osztva növeli meg a kapacitást.

Egyik lehetséges megoldás az olvasók hatótávolsá-
gának jelentôs csökkentése, ezzel együtt sok olvasó
és antenna elhelyezése a mezôben. Az így létrejövô
tömbök nagyjából hézagmentesen fedik le a kívánt te-
rületet. Ennek eredményeképpen a szomszédos olva-
sók számára többszörösen is rendelkezésére áll a csa-
tornakapacitás.

Egy másik lehetôség az adaptív SDMA megvalósí-
tása, amikor elektronikusan vezérelt irányított antennát
használunk az olvasóban, mely akármikor az aktuáli-
san kapcsolatban lévô transzponderre irányítható. Így
az egyes tag-ek akár térbeli helyzetük, egymással és
az olvasóval bezárt szögük alapján különböztethetôk
meg. Ilyen összeköttetések 850 MHz feletti RFID rend-
szerekben valósíthatók meg leginkább. Az eljárás leg-
fôbb hátránya az összetett antenna és antennarend-
szerek kiépítése, mely csak speciális alkalmazásokban
teremt neki létjogosultságot. Adaptív SDMA rendsze-
rekben az elektronikusan vezérelt antenna iránya a
fenti módon körforgásban is változtatható, így lépésrôl
lépésre haladva minden transzponder beleesik a nya-
lábba.

FDMA felhasználása során egyidejûleg több tag
számára is rendelkezésre áll egy-egy teljes értékû, más-
más frekvenciájú vivô. RFID rendszerekben ez szaba-
don állítható, alharmonikus vivôket használó transz-
ponderekkel valósítható meg. Mind a broadcast szink-
roncsatorna, mind az energiaellátás egy alkalmasan
választott fa frekvencián kerül továbbításra. A transz-
ponderek válaszukat a rendelkezésre álló néhány (f1 -
fN) válaszcsatornán küldik vissza, így teljesen más frek-
venciatartomány használható up- és down irányokra. 

Backscatter és terhelésmodulált rendszerek számá-
ra egy rendelkezésre álló lehetôség több független vi-
vôfrekvencia használata tag→olvasó irányban. Ezen
eljárás hátránya szintén anyagi jellegû. Az olvasókba
minden frekvenciához dedikált vevôket kell elhelyezni,
ami jelentôsen megnöveli az elôállítási költségeket. E-
miatt az FDMA használata csak egyes speciális alkal-
mazásokban ajánlott.

A TDMA azon eljárások összessége, melyek hasz-
nálata során a teljes rendelkezésre álló csatornakapa-
citás – a tag-ek valamilyen sorrendjét követve – az egy-
más után következô tag-ek számára teljes mértékben
kiosztásra kerül. Széles körben elterjedt az alkalmazá-
sa többek közt a digitális mobil rádiórendszerekben.
RFID rendszerekben ütközés feloldó algoritmusokban
találkozunk vele. Megkülönböztetünk transzponder-ve-
zérelt és adó/vevô-vezérelt eljárásokat.

A transzponder-vezérelt eljárások aszinkron módon
mûködnek, mivel az olvasó nem szól bele az adatátvi-
tel vezérlésébe (ezen az elven mûködik a késôbbiek-
ben tárgyalt ALOHA eljárás is). Tovább is csoportosít-
hatjuk az aszinkron módszereket: megkülönböztethet-
jük az eljárásokat aszerint is, hogy az olvasó küld-e egy
„kikapcsol” jelzést a transzpondernek a sikeres adatát-
vitel után.

A transzponder-vezérelt eljárások nem elég flexibili-
sek, ugyanakkor eredendôen lassúak. A legtöbb alkal-
mazás ezért az adó/vevô-vezérelt eljárásokat használ-
ja, mely során az olvasó vezérli az adatátvitelt. E mód-
szerek szinkron eljárásoknak tekinthetôk, hiszen min-
den transzpondert az olvasó ellenôriz és vezérel folya-
matosan. 

Mûködése során az olvasó mindig pontosan egy
transzpondert választ ki a zónán belül, majd e két fél
között megindul az adatátvitel (hitelesítés, írás/olvasás
stb.). Kizárólag ezután történhet meg a kapcsolat bon-
tása és az új összeköttetés létesítése egy másik transz-
ponderrel. Ezek az eljárások is tovább csoportosítha-
tók polling, azaz lekérdezéses, valamint binary search,
azaz bináris keresés elven mûködô algoritmusokká.
Minden eljárás közös abban, hogy az egyes tag-eket
egy egyedi azonosító alapján választja ki. 

Lekérdezéses eljárások
A lekérdezéses eljárásnak a korrekt mûködéshez

feltétlenül szüksége van a kommunikációban vélhetô-
leg részt vevô tagok azonosítójáról készült listára. A le-
kérdezéses folyamat során az olvasó egyenként végig
lépked ezen a listán, egészen addig, amíg egy transz-
ponder a megfelelô szériaszámmal válaszol. Ez a mód-
szer elég idôigényes, csak kis számú transzponder ese-
tén alkalmazható hatékonyan.

A lekérdezés elvén mûködô eljárások közül a követ-
kezôket fogjuk részletesen ismertetni: bináris keresés,
dinamikus bináris keresés, réselt bináris fa és a bitrôl
bitre bináris fa.

A bináris keresés az egyik legelterjedtebb és legfle-
xibilisebb algoritmusok egyike. Mûködése során a transz-
pondert egy olyan csoportból választja ki, melyek azo-
nosítóit szándékosan ütközésbe hozza egymással úgy,
hogy a tag-ek egyszerre küldik vissza sorszámaikat az
olvasó kérésére válaszolva. Ehhez szükséges, hogy az
olvasó képes legyen az egyes bitpozíciók pontos de-
tektálására, melyet a helyes kódolás megválasztásával
ér el (pl. Manchester-kódolás). 

Az algoritmus elôre definiált interakciók (parancsok
és válaszok) sorozatát tartalmazza, mely segítségével
képes kapcsolatot teremteni az olvasó és a tag-ek kö-
zött azzal a céllal, hogy közülük majd egyet adatátvitel
céljából kiválasszon. A tényleges mûködéshez egy pa-
rancskészletet definiál REQUEST, SELECT, READ_
DATA ÉS UNSLECT utasításokkal. Ezen kívül minden
transzponder egy egyedi sorozatszámmal rendelkezik.
A könnyebb megértés érdekében az algoritmus mûkö-
dését egy olyan példával szemléltetjük, melyben 8 bi-
tes ID-k szerepelnek, ezzel 256 különbözô tag egyedi-
ségét garantálva.

A 8 bites sorozatszámokat használó transzponde-
rek a hexadecimális számrendszerben a 00-FFh, a de-
cimális számrendszerben a 0-255, míg a bináris szám-
rendszerben a 00000000-11111111 azonosítókkal jel-
lemezhetôk. Az algoritmus elsô lépéseként az olvasó
egy REQUEST parancsot küld broadcast üzenetként
(<=11111111) argumentummal. A 11111111b-es azono-

HÍRADÁSTECHNIKA

41 LXII. ÉVFOLYAM 2007/4



sító a legnagyobb értékû a 8 bites sorozatszámok kö-
zött. Ez azt jelenti, hogy a zónában lévô minden tag
válaszolni fog erre a kérésre, hiszen csak kisebb, vagy
egyenlô lehet az azonosítójuk, mint 11111111b.

A precíz bitszinkron elengedhetetlen az algoritmus
mûködéséhez, ennek biztosítása kritikus az ütközések
elkerülése és felismerése szempontjából.

Az 1. táblázatban látható, hogy a 0., a 4. és a 6. bit-
pozícióban ütköznek a sorozatszámok, mivel ezeken a
helyeken a különbözô bitértékek szuperponálódnak. Az
ütközés az olvasó számára azt jelenti, hogy legalább
két transzponder tartózkodik a zónában. A vett jel a kö-
vetkezô lenne: 1X1X001X.

A 6-os bitpozíció a legmagasabb értékû a sorozat-
számon belül, ahol még ütközés történt az elsô iteráció
során. Ez azt jelenti, hogy legalább egy transzponder
található az SNR >11000000b és az SNR < 10111111b
tartományokban. Ahhoz, hogy egyetlen transzpondert
legyünk képesek kiválasztani az egyelôre ismeretlen
számú csoportból, limitálni kell a lehetséges sorszám-
tartományt a következô iterációk során. 

A folyamatot kezdjük a < 10111111b tartománnyal,
vagyis a 6. pozíciót 0-nak rögzítjük, és figyelmen kívül
hagyjuk az alacsonyabb tartományt, az adott bitérté-
kek 1-esre állításával.

Amint az olvasó kiadta a REQUEST (<=10111111)
parancsot, minden – a feltételt kielégítô – transzpon-
der saját sorszámával válaszol. A példában ezek az 1,
2 és 3-as számú transzponderek. Ebbôl megállapítha-
tó, hogy legalább két transzponder lesz jelen a máso-
dik iterációban is. A vett bitsorozat (101X001X) még
mindig négy lehetséges sorozatszámot takar. Az ütkö-
zések ismételt jelenléte a 2. iteráció során újabb szûkí-
tést igényel a 3. lépésben. 

Ekkor az olvasó a REQUEST (<=10101111) paran-
csot adja ki a 2. táblázat szerinti szabályok alapján. Ezt
a feltételt csak a 2-es transzponder teljesíti a 10100011
sorozatszámmal. Mivel sikerült egyetlen valós sorozat-
számot kiválasztani, további iterációra nincs szükség.
Jelenleg tehát kommunikációra vagyunk képesek a 2-
es számú transzponderrel. Írhatjuk, olvashatjuk, anélkül
hogy a többi tag-gel interferenciába kerülne. Az adat-
átvitel végeztével egy UNSELECT kiadásával elnémít-
hatjuk az ismételt REQUEST-ig így biztos inaktív tag-et.
A maradék tag-ek kiválasztásához szükséges iterációk
száma egyre csökken, ahogy sorban válnak UNSELE-
CED állapotúvá a transzponderek.

Az iterációk átlagos L száma, mely megmondja hány
lépésben detektálható egyetlen transzponder egy n tag-
bôl álló csoportban könnyen számolható:

Amennyiben egyetlen transzponder tartózkodik a
zónában, az iterációk száma természetesen egy, ha
ennél több, L könnyen megnôhet.

A bináris keresés algoritmus legfôbb negatívuma a
rendkívül pazarló mûködése volt, hiszen mind a kere-
sési/lekérdezési kritériumok, mind a sorozatszám teljes
hosszában átvitelre került minden lépésben. Ezt küszö-
böli ki a dinamikus bináris keresés algoritmus: a teljes
sorozatszámok átvitele helyett most azoknak csak egy
részét, X-nél vágott hányadukat visszük át. X jelöli azt
a legmagasabb bitpozíciót, ahol az elôzô iteráció során
ütközés volt. Az olvasó tehát csak (N-X) ismert részét
küldi el a REQUEST parancs argumentumaként, majd
leállítja az adást. Minden transzponder, mely sorozat-
száma kezdete egyezik (N-X)-szel, válaszol az (X-1)-tôl
0-ig tartó, fennmaradó bitek átvitelével.

A réselt bináris fa algoritmus mûködése a követke-
zô: amennyiben az i. idôrésben ütközés történik, min-
den transzponder, mely nem vett részt benne, vár an-
nak feloldásáig. Az ütközô tag-ek véletlenszerûen két
csoportba (nullás, egyes) kerülnek szétválasztásra. Az
elsô (nullás) csoportban lévô tag-ek az (i+1). idôrésben
adnak újra, míg a másik csoportban lévô transzponde-
rek várnak ennek sikeres végrehajtásáig. Amennyiben
az (i+1). idôrés üres, vagy sikeres átvitel történt benne,
úgy a második csoport elemei az (i+2). idôrésben ad-
nak újra. Amennyiben az (i+1). idôrés ütközést tartal-
maz, úgy az egész eljárás újra megismétlôdik.

A szükséges iterációk száma n számú tag esetén a
következô egyenlet alapján alakul:

Végül a bitrôl bitre bináris fa típusú keresést mutat-
juk be az ALOHA típusú ütközéselkerülô algoritmusok
ismertetése elôtt. A bitrôl-bitre algoritmus induláskor be-
kéri a transzponderek azonosítójának 1. bitjét. Miután
a tag-ek elküldték a 0-t, vagy az 1-et, az olvasó meg-
nézi, volt-e ütközés, mielôtt bekéri a következô bitet.
Amennyiben volt, két csoportba osztja az ütközô tag-
eket, majd kiválasztja az egyiket, és csak tôlük bekéri a
következô bitpozíció értékét. 

Az algoritmus e lépéseket ismétli, míg a teljes – so-
rozatszámokból felépített – bináris fát be nem járja. Ha
ütközés nélkül veszi a k. bitet, annak értékét eltárolja a
memóriájában. Ellenkezô esetben, ütközés esetén a k.
bitet 0-ként menti el, majd inaktív állapotba küldi az ösz-
szes tag-et, melyek k. bitje 1. Ebben az állapotban a
transzponderek ideiglenesen letiltják saját azonosító-
juk küldését egészen addig, míg egy tag teljesen azo-
nosításra nem került. Az algoritmus addig ismétli ma-
gát, míg ezzel minden tag-et azonosít.

A szükséges iterációk (IBBT) száma: IBBT = n × j.
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ALOHA-típusú eljárások
A transzponder által vezérelt ütközésfeoldó eljárá-

sások ismertetése során az ALOHA-típusú eljárásokról
lesz szó.

Az ALOHA eljárás mûködésének alapját az képezi,
hogy amint egy adatcsomag készen áll a küldésre, az
nyomban továbbításra is kerül. 

Ez a módszer általában csak olvasható transzpon-
derekkel együtt használatos, azok alacsony csomag-
mérete miatt (jellemzôen azonosítók). Ez az adat cikli-
kus sorozatban kerül küldésre, mely hosszú adások
közti szünetekkel jár együtt. Ugyanakkor az egyes tag-
ek által használt ismétlési idôk nagyban különböznek
egymástól. Ez azt jelenti, hogy nagy eséllyel különbö-
zô idôpillanatokban lépnek fel az egyes tag-ek adatát-
viteli igénnyel, kicsi a torlódás/ütközés esélye.

A terhelés természetesen összhangban van az
egyes idôpillanatokban egyidejûleg adó transzponde-
rek számával. Az átlagos G terhelés egy T megfigyelé-
si idôtartamra vett átlag, mely könnyen számolható az
adatcsomag τ átviteli idejébôl:

ahol n a rendszerben lévô transzponderek száma,
és rl = 0, 1, 2, ... az l. transzponder által átvitt adatcso-
magok száma. Az s-sel jelzett áteresztôképesség érté-
ke 1 a hibamentes átvitel idejére (ütközésmentes eset-
ben), valamint 0 minden más esetben (például nincs
adatátvitel, torlódás miatt nem továbbítható adatcso-
mag hiba nélkül).

Az átlagos S kibocsátás a felkínált G terhelésbôl
számítható: S = G ⋅ e–2G.

Ha megvizsgáljuk az S kibocsátást a felkínált G ter-
helés függvényében, azt találjuk, hogy G = 0,5-nél S-
nek egy maximuma van, mely értéke 18,4%.

Kisebb terhelés esetén a csatorna az idô nagy ré-
szében üres lenne; nagyobb terhelés az ütközô transz-
ponderek számának rohamos növekedéséhez vezet-
ne. Ilyen formán a csatorna kapacitásának 80%-a ki-
használatlannak látszik. Az ALOHA egyszerû imple-
mentációja viszont lehetôvé teszi annak ütközés felol-
dó algoritmusként való használatát. Ezen eljárást hasz-
nálják digitális hírhálózatokban, mint például a csomag-
kapcsolt rádió, mely világszerte kedvelt kommunikációs
forma a rádióamatôrök között.

A sikeres átvitel q valószínûsége az átlagos G ter-
helésbôl és az S kibocsátásból számolható az alábbi
képlet alapján: 

A k számú adatcsomag T idô alatt sikeres átvitelé-
nek p(k) valószínûsége könnyen számolható az átvitel-
hez szükséges r idô, valamint az átlagos G terhelésbôl.
A p(k) eloszlás Poisson-jellegû:

Az ALOHA relatív alacsony teljesítményének növe-
lésére fejlesztették ki a réselt ALOHA (S-ALOHA, Slot-

ted ALOHA) eljárást. A tag-ek, amennyiben ezt az algo-
ritmust használják, csak meghatározott idôpillanatokban
kezdeményezhetnek adást (szinkronpontok, idôrések).
A tag-ek szinkronizációja az olvasó feladata, ami követ-
keztében ez egy sztochasztikus, adó/vevô-vezérelt
TDMA ütközésfeloldó eljárás. Ezt használva ütközés
fele akkora periódusban következhet csak be, mint
ALOHA-t használva.

Azonos méretû adatcsomagokat (és ezáltal azonos
átviteli idôt) feltételezve, ALOHA használata során üt-
közés lép fel, amennyiben két transzponder T < 2τ idô-
intervallumon belül küld. Réselt ALOHA és a szinkron-
pontok használatával ez az intervallum T = τ -ra csök-
ken le. A réselt ALOHA áteresztôképessége ezen meg-
fontolások alapján számolható: S = G ⋅ e–G.

A réselt ALOHA rendszerek S kibocsátása maximum-
mal rendelkezik G =1 terhelésnél. Ez azt jelenti, hogy
pontosan annyi transzponder van a zónában, ahány
szabad idôrés. Ha túl sok transzpondert helyezünk a
térbe, az átbocsátóképesség hamar 0 közelébe esik
le, legrosszabb esetben végtelen számú próbálkozás
után sem leszünk képesek sorozatszámot detektálni.
Ez a jelenség elkerülhetô megfelelô számú idôrés meg-
határozásával, ugyanakkor várható az ütközésfeloldó
algoritmus teljesítményének csökkenése. Ennek oka az,
hogy a rendszernek állandóan figyelnie kell minden el-
érhetô transzponderre a zónában a szeletek teljes idô-
tartama alatt akkor is, ha csak egy transzponder tartóz-
kodik a térben. 

A dinamikus réselt ALOHA ezen próbál segíteni
az idôrések számának dinamikus megválasztásával.

Egyik lehetôség erre a rendelkezésre álló idôrések szá-
mának átvitele, melyet a transzponderek a REQUEST
parancs argumentumaként kapnak meg: várakozó üzem-
módban az olvasó ciklikus REQUEST parancsokat broad-
castol, melyet egy vagy két idôrés követ a lehetséges
transzponderek számára. Ha a transzponderek nagy
száma jelenti a szûk keresztmetszetet az idôrésekben,
minden REQUEST üzenettel megnô ezek száma, amíg
egy egyedi transzponder tisztán detektálhatóvá válik.
Ezt követôen az olvasó egy BREAK üzenetet küld ki,
mely hatására a detektálton kívüli transzponderek blok-
kolt állapotba kerülnek.

4. SimTag szimuláció

Most, hogy mind az olvasók, mind a traszponderek üt-
közéseit feloldó alkalmazható algoritmusokat ismertet-
tük, érdemes megvizsgálni, hogy a gyakorlatban milyen
paraméterek befolyásolják a többes leolvasás idejét,
hatékonyságát. Ehhez egy ISO által kibocsátott szab-
vány szerinti ütközésfeloldó algoritmus szimulációs ered-
ményeit mutatjuk be. 

Az ISO 18000-3 MODE 1 alapértelmezésben nem
definiál ütközésmenedzsmentet. Ez a mûködés egy si-
ma ALOHA eljárásnak feleltethetô meg, mely során az
ütközô tag-ek valamikor a késôbbiekben újraadnak. A
szimulációt a SimTag ütközésfeloldó protokollok szimu-
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lációjára kifejlesztett programjával végeztük: mindenre
kiterjedô paraméterkínálatával számos különbözô szi-
muláció futtatását teszi lehetôvé.

A szimulációs eredmények értelmezésének kulcsa
az algoritmus Main és Extended módja közti különbsé-
gek alapos ismerete. A két eljárás közötti szembetûnô
különbség az idôrések kiosztásában van. Míg a Main
mód fix 16 idôrés/kör paraméterrel dolgozik, addig az
Extended mód adaptív módon, dinamikusan, a tag-ek
és az ütközések számának függvényében állítja ezt a
paramétert mûködés közben. A tartomány határai az elô-
zetes konfiguráció során adhatók meg.

A szimulációkat két fô területre koncentrálva futtat-
tuk le: a teljes leolvasási idôt vizsgálva, illetve az idôré-
sek számának változtatásával futtatva a programot. 

A teljes leolvasási idô vizsgálata
A teljes leolvasási idôk szimulációja során megvizs-

gáltuk, hogyan függ a populáció méretétôl az abszolút
leolvasási idô rögzített paraméterek mellett Main, illetve
Extended módok használata esetén. 

Elsô lépésként egy tesztet futtattunk Main módban,
mely 1-tôl 350-es populációig vizsgálta a transzponde-
renkénti leolvasási idôket. Ezt összegeztük, késôbb –
mint egy idealista – viszonyítási alapként szolgált: mek-
kora lenne a teljes leolvasási idô, ha ez kizárólag a transz-
ponderenkénti leolvasási idôkbôl állna össze, semmifé-
le járulékos idôt nem tartalmazna. 

Ezzel szemben áll egy másik teszt eredménye, mely
– Main, valamint Extended módokban lefuttatva a szi-
mulátort – tartalmazza 6 teljes leolvasás átlagolt ered-
ményét a transzponderek növekvô populációját tekint-
ve. A teszt eredménye 1-tôl 320-as populációig 10-es
lépésekben egyenként 6 mérés átlagát tartalmazza. 

4. ábra  
A leolvasási idôk alakulása a transzponderek számának
függvényében MAIN és EXTENDED módban

Az eredmények egymásra helyezett grafikonjai (4.
ábra) jól mutatják az egyes algoritmusok közötti alapve-
tô különbségeket. 

A transzponderenkénti összeg jó közelítéssel egy li-
neáris görbe, hiszen a Main módban leolvasott transz-
ponderek összege néhány tíz transzponder felett nem

ingadozik nagy mértékben. Ehhez képest a valódi üt-
közésfeloldó algoritmus (Main módban) szintén lineáris,
de meredekebb jellegû görbe. A járulékos kommuniká-
ciós idôk tehát egyre nagyobb mértékben rakódnak rá.
Ennek oka a Main mód mûködésében keresendô. Az
eljárás fix, 16 idôrést használ körönként. Ez a nem di-
namikus, adaptív algoritmus egyre rosszabb hatásfok-
kal mûködik, ahogy a populáció mérete nô. 

Ennél lényegesen jobb, gyorsabb mûködésû az Ex-
tended mód. 300-as populációval 1,36 mp alatt végez,
míg a Main mód 4,5 mp alatt teszi ezt. Az elôbbi algo-
ritmus elônye annál nagyobb, minél nagyobb a popu-
láció, éppen ezért nagy számú tag-eket használó alkal-
mazásokban érdemes implementálni az Extended mó-
dot. Az algoritmus adaptív, dinamikusan változtatja a
körönkénti idôrések számát (természetesen az elôze-
tes konfigurációtól függôen), így sokkal flexibilisebb,
képes alkalmazkodni nem csak a transzponderek számá-
hoz, hanem az ütközések arányához is.

Idôrésparaméterek hatásvizsgálata
Az idôrésparaméterek hatásvizsgálatának szemlél-

tetése elôtt érdemes megjegyezni, hogy a szimuláció
annak köszönhetôen végezhetô el, hogy az Extended
mód három paraméteren keresztül kínál fel lehetôséget
az idôrések számának befolyásolására. A kezdô, a mi-
nimális, valamint a maximális idôrések számával tág ha-
tárok között konfigurálható az ütközésfeloldó algoritmus,
melynek eredményeit a következôkben ismertetem.

A kezdô – vagyis az elsô körben kiosztásra kerülô –
idôrések száma alapjaiban befolyásolhatja a leolvasási
idôket. Hogy ez miként függ a zónában lévô transzpon-
derek számától, azt az alábbi szimuláció ismerteti.

Elsô lépésként hét szimulációt futtattunk 8, 16, 32,
64, 128, 256, valamint 512 kezdô idôrés használatá-
val. A tesztek 320-as populációval készültek, egyen-
ként 25-25 mérés átlagaként. Az összesített eredmé-
nyeket a következô oldalon az 5-8. ábrák szemléltetik.

Látható, hogy a több idôréses elsô kör hátránnyal
indul kis számú transzponder esetén, ami természetes
is, hiszen rengeteg idôrés marad kihasználatlanul ez
esetben, ami megnöveli az átviteli idôt. Ez a hátrány
azonban elfogy 150-200-as populációnál, mely felett a
több idôréses leolvasások jobban teljesítenek. Ugrás-
szerû a növekedés 512 idôrést használata esetén, de
a 8-hoz képest már a 64-es idôrés szám is szembetû-
nô növekedést jelent. Az idôrések számát tehát célsze-
rû az adott alkalmazáshoz igazítani, hogy a kihaszná-
latlan idôrések ne rontsák az algoritmus teljesítményét,
ezzel pedig az olvasás idôszükségletét. Fontos még
egyszer megjegyezni, ezek az eredmények az adott
populációt alkotó tag-ek egyenkénti leolvasási idejére
vonatkoznak, nem pedig a teljes idôre. 

A körönkénti minimálisan kiosztandó idôrések száma
szintén erôs befolyásoló tényezô. Túlzottan magas ér-
tékével rengeteg kihasználatlan idôrés keletkezik, ala-
csonyra állítása ugyanakkor sok ütközést eredményez.
Pontos beállítása szintén szimuláció segítségével tör-
ténhet a rendszerépítés ezen fázisában.

Ütközésfeloldás RFID rendszerekben
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5. ábra  
A tag-enkénti 

leolvasási idôk
alakulása 

az elsô körös 
idôrések száma
alapján hangsú-

lyos lefutással

6. ábra  
A leolvasási idôk

alakulása 5-15
transzponderre 

(kezdô idôrések 
száma szerint)

7. ábra  
A leolvasási idôk

alakulása 50-70
transzponderre 

(kezdô idôrések 
száma szerint)

8. ábra  
A leolvasási idôk

alakulása 280-320
transzponderre 

(kezdô idôrések 
száma szerint)

9. ábra 
A leolvasási idôk

alakulása a transz-
ponderek számának 
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minimális idôrések
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10. ábra
A leolvasási idôk

alakulása 5-15
transzponderre 
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kiosztandó idôrések

száma szerint)

11. ábra
A leolvasási idôk

alakulása 50-70
transzponderre 
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kiosztandó idôrések

száma szerint)

12. ábra 
A leolvasási idôk

alakulása 280-320
transzponderre 

(minimálisan 
kiosztandó idôrések

száma szerint)

13. ábra  
A leolvasási idôk

alakulása a transz-
ponderek számának

függvényében a
maximális idôrések

száma szerint

14. ábra  
A leolvasási idôk

alakulása a transz-
ponderek számának

függvényében a
maximális idôrések

száma szerint 
hangsúlyos 
végértékkel



A következô ábrák (9-12.) a minimális idôrések szá-
mának hatásait illusztrálják, annak különbözô értékei
esetén. Szintén 320 transzponder adatainak átlagából
készültek a grafikonok. A vizsgált tartományban nagy
meglepetés nincs: több idôrés rosszabbul teljesít, a leg-
gyorsabb leolvasást a legkevesebb idôrés használata
adja. Figyelem: ez csak egy alsó korlát az adaptív al-
goritmus számára. Az eljárás maga dönt arról, hogy e
keretek között milyen számú idôrést választ. Nem meg-
lepô tehát, hogy a legjobb eredmény akkor adódik, ha
az algoritmus szabad kezet kap.

A maximálisan kiosztandó idôrések számát vizsgáló
szimuláció hasonló az elôzôhöz, megvizsgálja mi törté-
nik, ha az idôrések számát meghatározó algoritmus kor-
látok közé szorul. 

Várható, hogy igen leromlik a teljesítmény kis szá-
mú maximális idôrés használatával, nagy számú korlát
esetén viszont az algoritmus maga dönt a jó választás-
ról. A szimuláció eredményei a 13-14. ábrán láthatók.

A grafikonok igazolják a feltételezést: 8, valamint 16
idôrés használata 50, illetve 150 transzponder felett
gyakorlatilag soha véget nem érô leolvasást eredmé-
nyez. A minimális leolvasási idôket több száz transz-
ponder esetén a 64, 128, 256, valamint 512-es beállí-
tások adják, az ennél kevesebb idôrést használó tesz-
tekben az idôk exponenciális jelleggel nônek a transz-
ponderek számának növelésével. Az algoritmus tehát
optimálisan mûködik alaphelyzetben, ha tág határok közt
tartjuk a mûködési területét, ezzel elérve a saját maga
általi optimális választást, mely a leghatékonyabb mû-
ködést eredményezi.

A szimuláció eredményeibôl világosan látszik, hogy
nagyban befolyásolja a kiosztott idôrések száma, illet-
ve a rendszerben lévô transzpoderek száma a leolva-
sási idôt. Nyilvánvalóan minél több a transzponder, an-
nál nagyobb az ütközés valószínûsége, és így növek-
szik a leolvasási idô, illetve minél több idôrést oszt ki az
algoritmus az egyes transzpondereknek, annál több-
ször lesz kihasználatlan a csatorna, illetve megtalálha-
tó az az optimális idôrés populációnként, ahogyan a
legjobb hatásfokkal futhat az algoritmus. 

Fontos megjegyezni, hogy a szoftver mûködését a
Gemplus és a TagSys mérnökei tesztelték, eredménye-
iket saját protokolljaikban is felhasználják. A szimuláció
tényleges rendszerépítési- és méretezési kérdésekre is
választ ad, ugyanakkor általánosságában is tárgyalja a
felmerülô problémakört.

5. ISO és EPCglobal szabványok 
az RFID területén

Végül egy nagyon rövid, nem átfogó leírást adunk az
RFID szabványokkal kapcsolatban. 

A két legjelentôsebb ellátási láncokkal kapcsolatos
szabvány kidolgozója az ISO (International Standariza-
tion Organization) és az EPCglobal Inc. A legtöbb nem-
zeti és ipari szabvány ezekre épül. Az ISO 18000-es
számú szabványa foglalkozik. Az EPC szabványok ne-

vüket az Electronic Product Code-ról, azaz az elektro-
nikus termékkódról kapták, mellyel minden terméket
egyedileg lehet azonmosítani, az EPC eszközöket pe-
dig osztályokba és generációkba sorolták: A Class1 be-
sorolás passzív, csak olvasható, úgynevezett back-
scatter tag-eket takar egyszer írható, nem felejtô me-
móriával. A Gen2 generáció pedig a 860-960 MHz-es
mûködési sávra és a 96-256 bites azonosítóformátum-
ra utal. 

6. Összefoglalás

A bemutatott ütközésfeloldó algoritmusok jó kiindulási
alapként szolgálnak a jövôben még gyorsabb és haté-
konyabb többes leolvasási algoritmusok fejlesztésére.
Természetesen alkalmazási környezettôl függ, hogy mi-
lyen algoritmust célszerû használni a speciális igények-
nek megfelelôen. Az azonban elengedhetetlenül fon-
tos, hogy megfeleljenek a kidolgozott eljárások valame-
lyik szabványnak, hiszen csak így biztosítható a szé-
leskörû felhasználhatóság. Mivel az EPCglobal Gen2-
es szabványát átadták az ISO-nak, hogy az a 18000-
es szabványcsalád része lehessen, célszerû ennek alap-
ján kidolgozni, fejleszteni, esetleg javítani a meglévô
ütközésfeloldó algoritmusokat.

Ha kellôen megbízható és jó teljesítôképességû al-
goritmus készül el, akkor azt a késôbbiekben széles
körben lehet használni kezdve egy hipermarketben tör-
ténô vásárlást követô fizetéstôl egy raktárbázis tartal-
mának lekérdezésééig. Ehhez nagyon jó eszközként
szolgálnak a külöféle szimulációs szoftverek, melyekkel
akár teljes rendszerek megtervezése is lehetséges. A
cél minden RFID-vel kapcsolatos fejlesztés során az,
hogy mindenki által használható, együttmûködô rend-
szerek jöjjenek létre, várhatóan tehát ez fogja vezérel-
ni a jövôben a többes leolvasási fejlesztéseket is. 

A kutatást a Mobil Innovációs Laboratóriumban vé-
geztük a Nemzeti Kutatási és Technológiai Hivatal Jed-
lik Ányos programjában a rádiófrekvenciás azonosítás
ipari továbbfejlesztési lehetôségeinek témájában.
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1. Bevezetés

Az információ mobilitása a modern világ egyik legfonto-
sabb szolgáltatása, köszönhetôen elsôsorban a sokfé-
le, egyre kedvezôbb mobil hozzáférési technológiának,
és az olcsó, többféle vezetéknélküli interfésszel rendel-
kezô „okos” telefonok elterjedésének. Mi sem bizonyít-
ja jobban az információs társadalom „minden idôben és
helyen bármilyen információt” tendenciáját, hogy szak-
mai fórumokon rendszeresen jelennek meg az új mobi-
litás menedzsment protokollok, vagy éppen a régiek
módosított változatai.

A mobil szolgáltatásoknak sok különbözô követel-
ménye van, és általában a kiszolgáló hálózatban az
erôforrás véges és drága. Az elsô vezetéknélküli proto-
kollok legfôbb célja a jól mûködô mobilitás megvalósí-
tása volt, és nem helyeztek nagy hangsúlyt a vezeté-
kes kiszolgáló hálózat jelzésforgalmának optimalizálá-
sára. Ennek jó példája a világszerte mûködô Global
System for Mobile Telecommunications (GSM) rend-
szer. Idôvel az IP protokoll került elôtérbe a távközlés-
ben és így a mobil távközlésben is a Mobile IP (MIP)
megjelenésével. Ebbôl, a hierarchikus szemlélet vagy
éppen a location tracking bevezetésével, a MIP külön-
bözô, bizonyos szempontok szerint optimálisabb kiter-
jesztései fejlôdtek ki. Kialakultak más mobilitás kezelô
megoldások is, például hálózati rétegben a Host Iden-
tity Protocol (HIP) vagy szállítási rétegben a Multimedia
Stream Transmission Controll Protocoll (mSCTP). Ezek
a megoldások más módon támogatják a mobil felhasz-
náló mozgását, de mégis általános szemlélettel tekint-
ve összehasonlíthatóak és vannak közös vonásaik. 

A jövô mobilitás protokolljai talán más-más algorit-
musokat alkalmaznak majd eltérô hordozó technológiá-
kon. Ezért, és a már most megtalálható protokollok sok-
félesége miatt, az összehasonlíthatóság érdekében, a
mobilitást egy absztrakt problémaként kezeljük, függet-
lenül a technológiától. Ennek megfelelôen próbáltuk
összehasonlítani munkánk során a mobilitás megoldá-

sokat, megmutatni hogy az egyes hálózati paraméte-
rek hogyan hatnak a protokollok teljesítményére. 

Célunk, hogy különbözô helyzetekre megtaláljuk a
legmegfelelôbb mobilitás megoldást, hogy irányelvet ad-
junk, melyek követésével egy adott protokollhoz meg-
adható a legoptimálisabb hálózat, vagy éppen egy
adott hálózathoz megtalálható a loptimálisabb protokoll.

2. A mobilitás menedzsment, 
mint absztrakt probléma

A modellezés során a mobilitást általánosan kezeljük, a
pontos, alkalmazott technológiára való tekintet nélkül.
Megmutatjuk hogy az egyes létezô és lehetséges pro-
tokollok hogyan illeszthetôk az általunk definiált straté-
giák közé. A mobilitás legjellemzôbb tulajdonságait pró-
báljuk megragadni, és ennek tükrében definiálunk egy
Mobilitás Menedzsment Rendszert. Ennek elemeit
egyértelmûen meghatározzuk, definiáljuk a rajtuk futó
alkalmazást, mely képes lesz meghatározni egy mobil
állomás helyzetét tetszôleges idôpillanatban.

A hálózati elemeink a következôek:
– Mobil állomás (Mobile Node, MN):

mozgó csomópont, amely más mobil vagy fix állo-
mással kommunikál.

– Mobil hozzáférési pont (Mobile Access Point, MAP):
az egyetlen olyan típusú, fix entitás a hálózatban,
amelyhez a mobil állomás képes kapcsolódni, és
rajta keresztül kommunikálni. Szükségszerûen fut
rajta az adott mobilitás menedzsment algoritmus.
(Nem feltétlenül felel meg ez egy hozzáférési pont-
nak a valós hálózatban, hanem akár hálózatot,
vagy hozzáférési pontok halmazát is jelentheti ab-
ban az esetben például ha a mobil egyidejûleg 
képes több bázisállomással is kapcsolatban állni).

– Mobil ügynök (Mobile Agent, MA): 
fix csomópont, melyen fut az adott mobilitás menedzs-
ment algoritmus, de mobil nem tud csatlakozni hozzá. 

Mobilitás-menedzsment algoritmusok 
numerikus vizsgálata

KOVÁCS BENEDEK, FÜLÖP PÉTER

Budapesti Mûszaki és Gazdaságtudományi Egyetem, Híradástechnikai Tanszék
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Az értekezésben különbözô mobilitási stratégiákat tanulmányozunk a hálózati jelzésforgalom (signaling), az egyes csomópon-

tokban fellépô feldolgozás (processing) és a rádiós interfész (air) költsége alapján. Bevezetünk egy eljárást a kiszolgáló há-

lózat és a vezetéknélküli csomópont mobilitásának modellezésére, meghatározunk paramétereket a topológiából hogy a vizs-

gált hálózatot megfelelôen leírhassuk. Különbözô csoportokat alakítunk ki létezô és elméletileg lehetséges protokollok alap-

ján, amiket összehasonlítunk különbözô mobilitási és hálózati környezetekben. A végsô cél egy olyan irányelv létrehozása

amely segítséget nyújt újgenerációs, mobil hálózati menedzsmentrendszer megtervezésében.
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– Egyéb csomópont (Node, N): 
olyan csomópont a hálózatban, amely nem rendel-
kezik mobilitás menedzsment szemszögébôl sem-
milyen funkcióval. Ide tartoznak a fix kommunikációs
partnerek, routerek és egyéb hálózati elemek.

Ezzel az egyszerû leírással az alapvetô funkciók leírha-
tók, azonban néhány praktikus megkötést még beveze-
tünk:

– A mobil hozzáférési pont (MAP) minden esetben
mobil ügynök (MA) is. (Ahogy már említettük a MAP
jelenthet egy alhálózatot is magában foglalva több
hozzáférési pontot, és kommunikációs partnereket.
Ez teszi lehetôvé hogy szükség szerint mikromobili-
tást vagy éppen magasabb szintû mobilitás model-
lezésre alkalmazzuk a módszerünket).

– A mobil entitás (MN) legalább eggyel, de akár több
MAP-al is kapcsolatba kerülhet. Helyzetérôl rele-
váns információt mindig egy ügynök tárol, ezért a fe-
ladat hogy megtaláljuk a mobilt, ekvivalens azzal
hogy megtaláljuk a hozzátartozó MAP-ot. 

– Feltételezzük hogy a csomópontok a hálózatban
mindig használnak egy adott metódust, vagy proto-
kollt (például Internet protokoll), amin keresztül kom-
munikálnak és megtalálják egymást címzés segítsé-
gével, ezért ezzel nem foglalkozunk.

Ezzel a mobilitás kezelést MAP (hozzáférési pont)
megtalálásának feladatává egyszerûsítettük Ezen meg-
vizsgálva a különbözô menedzsment stratégiákat a jel-
zés és feldolgozási költségek szamszerûsíthetôek, és
egymással összehasonlíthatóak. 

A stratégiákat, a Centralizált, Hierarchikus, Cellás és
Tracking csoportokba osztjuk be. Ennek részletezése
az 4. részben olvasható.

Az egyedi vagy más konkrét protokollok modellünk-
be történô integrálását az olvasóra bízzuk.

3. A hálózat és a mobil entitás 
paraméterei

Ebben a fejezetben a mobilitási stratégiákat megvaló-
sító alaphálózat modelljét mutatjuk be. Ahhoz, hogy le-
vezessük a fô paramétereket, a mobil viselkedését kell
megfelelôen modellezni. Meghatározunk általános és
algoritmus specifikus tényezôket, melyeket hálózati struk-
túrából és a mozgási tulajdonságokból vezetünk. Be-
vezetjük a három, különbözô költség-dimenziót, amit ki-
számítunk az egyes stratégia csoportokra, a „jelzés-
költséget” (Csignal), „processzálási költséget” (Cprocess)
és a „rádiós interfész költséget” (Cair).

3.1. Hálózat modellezése
A hálózat modellezés egyik lehetséges megvalósí-

tása, amikor egy protokoll jellemzéséhez egy konkrét,
specifikus hálózat reprezentációt használnak fel. En-
nek nyilvánvaló hátránya, hogy más protokollnál, más
kontextusban nem használható fel. Emiatt sok érteke-
zésben a hálózatot egy egyszerû, általános paraméter-

rel írják le, mint például a csomópontok között átlagos
távolság. Ezzel bármilyen hálózat leírható, azonban a
modell ereje gyenge, ha különbözô protokollok viselke-
dését szeretnénk összehasonlítani az egyes hálózati
struktúrákon. 

Összegezve a tapasztalatokat, megpróbáljuk ötvöz-
ni a két megoldást, megadunk általános jellemzôket, il-
letve bevezetünk speciális, adott protokoll korrekt leírá-
sához szükséges hálózati paramétereket is.

3.2. Hálózat paramétereinek meghatározása
A mobil entitás két MAP közötti handover frekven-

ciáját Poisson-folyamat modellezi. Jelölje BQ=[bi j] a mo-
bil tulajdonságát leíró folytonos Markov lánc nxn-es rá-
ta mátrixát (más munkákban is jellemzô ez a modelle-
zés, például [5]), ahol bi j jelöli a MAPi és MAPj közötti
átlépési frekvenciát. A Markov lánc n darab csomópont-
ja mutatja a lehetséges MA-kat és MAP-eket. Ahogy
már korábban is említettük, a MA általában egy hozzá-
férési pontot jelöl, de jelölhet egy otthoni ügynököt, vagy
akár egy alhálózatot is. A ráta mátrixból levezethetô az
átlépési BΠ matrix, ami MA-hoz tartozó null sorok és
oszlopok nélkül irreducibilis és aperiodikus, tehát a mát-
rix stabil és létezik a határeloszlása, amit jelöljön b. En-
nek elemei határozzák meg azt, hogy a mobil milyen
valószínûséggel található meg az egyes MAP-oknál. 

A hálózat topológiai felépítését, MA-k közötti kap-
csolatokat nxn A mátrix reprezentálja. Floyd algoritmus
felhasználásával a node-ok közötti optimális távolságok
kiszámíthatóak, aminek eredményét tároljuk az Ad mát-
rixban. Ennek a mátrixnak az i. sora jelöli csomópontok
távolságát az i. mobilitás ügynöktôl (MA). A hazai ügy-
nöktôl, mint egy speciális MA-tól számított távolságokat
az Ad mátrixból kiemelve az a vektor tartalmazza.

Végül vezessük be a w paramétert a hálózat átla-
gos súlyának jelölésére, amit az Ad mátrix elemeinek
összegét elosztva n2-tel kapunk meg. 

3.2.1. Az m paraméter
Az m paraméter jelöli a mobil átlagos távolságát, az

otthoni ügynöktôl, azaz a hálózati topológia gráfban az
élek átlagos számát az MN és a HA között. Nyilvánva-
ló hogy a csomópontok átlagos száma ezen az úton
m+1. Ennek kiszámításához Ad mátrixot, illetve a HA-ra
vonatkozó speciális sorát az a vektort használjuk fel,
majd normalizálunk a korábban bevezetett w értékkel.
A súlyozást a Markov-lánc határeloszlásával végezzük
el. Így az m a következôképpen alakul:

(1)

A * skaláris szorzatot jelöl. Azok a csomópontok akik
nem MAP-ok, a határeloszlásban 0 értékkel szerepel-
nek, azaz az átlagos távolság kiszámítása során nem
kapnak szerepet. 

3.2.2. A gT paraméter
Az m-hez hasonló érték meghatározásának szüksé-

gessége is felmerül bizonyos stratégiák esetében, ami
azon két MA vagy MAP csomópont átlagos távolsága,
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amelyek egy adott mobil handover folyamata során sze-
repet játszanak. Ezek lehetnek közvetlenül kapcsolat-
ban, de akár nagyon messze is eshetnek egymástól lo-
gikailag, mint például vertikális handover esetében. Te-
hát két tetszôleges MA, vagy MAP átlagos távolságát,
amit gT-vel jelölünk a Tracking típusú mobilitáskezelés-
ben betöltött fontossága miatt, a következôképpen szá-
míthatjuk:

(2)

A képletben a tr() függvény egy mátrix átlóelemeiból
képzett vektort adja eredményül.

3.2.3. A gH paraméter
Hierarchikus mobilitáskezelés esetében fontos sze-

repet játszik, hogy a mobil csomópont átlagosan milyen
messze esik a legközelebbi hierarchikus „keresztezô-
déstôl”, ahol beregisztrálhatja elérhetôségét. Természe-
tesen errôl csak akkor beszélhetünk, ha a hálózati grá-
fot lehetséges lefedni egy olyan fával aminek csúcsá-
ban az otthoni ügynök helyeszkedik el. A keresett cso-
mópontot az otthoni ügynöktôl a mobil régi és új csat-
lakozási helyéhez vezetô út keresztezôdése determi-
nálja. A gH paraméter meghatározásának részletes le-
vezetése a [6]-ban olvasható.

3.2.4. A gC paraméter
A gC érték speciálisan a Cellás típusú megoldások-

ban jelenik meg. Jelentése egy jól definiált, úgyneve-
zet „paging” területen megtalálható MAP-ok és a terü-
let felett elhelyezkedô gateway MA közötti átlagos tá-
volság. Az optimális paging lefedettség megtalálása NP
teljes probléma, azonban az irodalomban megtalálható
jónéhány hatékony közelítést nyújtó algoritmus, melyek
közül a [12]-t használtuk fel a gC meghatározására. 

3.3. Mobil csomópont modellezése
A mobil viselkedésének egyszerû modellezésére hasz-

náljuk a ρ-t, ahogyan a [6]-ban, ami az úgynevezett
mobilitási viszony, azaz annak a valószínûsége hogy a
mobil handovert hajt végre mielôtt egy „hívás” érkezne
hozzá. Az érték determinálható a BQ matrix alapján,
amiben a legkülönfélébb mozgási viselkedések is leír-
hatók. Ha ennek a mátrixnak az i. sorát összegezzük,
megkapjuk hogy a mobil milyen frekvenciával lép el az
i. MAP-tól. Ha minden sorra elvégezzük ezt, és eloszt-
juk n-nel, akkor megkapjuk az átlagos frekvenciát, amit
jelöljünk λ-val. 

A hívás frekvenciáját determinálja µ, ami erôsen
függ az adott idôszaktól, ezért optimálisan, a λ-hoz ha-
sonlóan, az átlagos értéket számoljuk belôle is. Ezek
után a ρ meghatározása:

(3)

3.4. Konstans költségek determinálása
Ebben a fejezetben a konstans költségek három

nagy csoportját és tagjait vezetjük be. Egyes költség-
fajták számszerûsítését, változtatását körültekintôen kell
végrehajtani, mivel ahogyan az a 4. részben látható

lesz, erôsen befolyásolhatja a protokollok költségeinek
meghatározását és ezzel az összehasonlítás végered-
ményét is. Ezek meghatározására létezô protokollok
szimulációs változatait készítettük el amelynek részle-
teit az [1] tartalmazza. 

3.4.1. Vezetékes átviteli közeghez kötôdô költségek
cu: a helyzetinformáció frissítésének 

egy linkre esô költsége (update).
cd: hívás esetén a mobil felé történô adat-

forgalmazás egy linkre esô költsége (delivery).

3.4.2. Csomóponthoz kötôdô költségek
cr: regisztráció során felmerülô processzálási költség

az adott MAP-nál, amikor egy MN csatlakozik
hozzá (adatbázis írása, IP cím kiosztása stb.)

cf: csomag továbbításának költsége egy tetszôleges
csomópontnál a hálózatban.

cm: MN-hez tartozó bejegyzés módosításának 
költsége egy MA/MAP-nál.

ce c: Tunneling esetén az IP becsomagolás procesz-
szálási költsége MA/MAP-nál (általánosságban
jelentheti egy szabványos IP csomag eljuttatá-
sának processzálási költségét a mobil állomás
felé, ha a csomag célcíme nem egyezik 
a mobil aktuális elérhetôségével).

cr c: Tunneling esetén az IP újracsomagolás 
processzálási költsége MA/MAP-nál.

cd c: Tunneling esetén az IP kicsomagolás 
processzálási költsége MA/MAP-nál.

3.4.3. Rádiós interfészhez kötôdô költségek
cau:Az uplink irányú üzenet egységnyi költsége 

az MN és a MAP között.
cad:A downlink irányú üzenet egységnyi költsége

az MN és a MAP között.

4. Mobilitás kezelési stratégiák

Ebben a fejezetben a négy nagy mobilitás menedzs-
ment stratégiát mutatjuk be, leírjuk alapvetô jellemzôi-
ket és bevezetjük a különbözô költségfüggvényeiket.
Részletesebben a csoportok leírása és költségfüggvé-
nyek az [1] cikkben találhatóak meg.

4.1. Centralizált
E technológia esetében a mobil állomás minden

handovert követôen a helyzetinformációját elküldi egy
központi management node-nak vagy node csoport-
nak, aki egy adatbázist tart fenn, amiben tárolja a mo-
bil pontos elérhetôségét. Mivel ez a központi node min-
dig tudja a mobil állomás helyét, ezért képes továbbí-
tani a mobilnak szóló csomagokat (Mobile IP [10]), vagy
éppen meg tudja mondani a mobil állomás elérhetôsé-
gét (SIP). (4)
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A költségfüggvényei ennek a csoportnak (4. egyen-
letek) nagyon egyszerûek, emellett a másik elônye a
megoldásnak, hogy a hálózatban egy központi ügynök
felállításával gyakorlatilag mûködôképes lehet. Ezek a
rendszerek ilyen szempontból egyszerûek, de nagy és
felesleges hálózati jelzés overhead-et eredményeznek.
Ennek ellenére a legtöbb, létezô mobilitási protokoll eb-
be a csoportba sorolható. 

4.2. Hierarchikus
A központi, globális menedzsmenttel ellentétben itt

lokális management node-okat alkalmazunk, amik egy
jól definiált területen belül kezelik a mobil mozgásást
(Hierarchical Mobile IP). Ugyanúgy jelen van egy köz-
ponti management node is, azonban az ötlet ott rejlik,
hogy a helyzetfrissitô információkat csak a központi
node felé vezetô régi út, és az új út metszésében elhe-
lyezkedô MA/MAP-ig küldi el a mobil (gC távolságra a
mobil állomástól), ennek megfelelôen változnak a költ-
ségfüggvények is (5. egyenletek):

(5)

A megoldás elônye, hogy nem terheljük az egész
hálózatot, azonban bonyolultabb strutktúrát eredmé-
nyez, mint az elôzô. Legjellemzôbb példája ennek a
csoportnak a Hierarchikus Mobil IP (HMIP) [4].

4.3. Cellás
A mobilitáskezelés egyik legrégebbi stratégiái a GSM-

bôl is jól ismert cellás megoldások. Általában mikromo-
bilitás szintjén alkalmazzák ezt a lehetôséget, de beve-
zethetô magasabb mobilitási hierarchiákban is. 

Elônye a gyors handover mechanizmus, hátránya
viszont a cellás és cellákat összefogó paging felosztás
körültekintô megtervezése, ugyanis suboptimális eset-

ben a handover jelzések különösen nagy, felesleges
jelzésforgalmat okozhatnak. Ezek a megoldások haté-
konyság szempontjából arra a tényre építenek, hogy a
mobilok csak nagyon kis százaléka az aki éppen aktív
és csomagot fogad, vagy éppen küld. 

Költségfüggvények meghatározásához szükségünk
van még a következô hálózati paraméterekre:

nd: a teljes hálózatban lévô page területek száma.
nc: egy page területen belül található MAP-ok 

átlagos száma.
Három altípusát és hozzájuk tartozó költségfüggvé-

nyeket mutatjuk be a következô alfejezetekben. 

4.3.1. Standard cellás megoldás
A Standard cellás megoldás alapgondolata jól is-

mert Cellular IP (CIP)-t [3] követi. Azaz pontosan defini-
nált page területeket vezetünk be, melyen belül a mo-
bil jelzés nélkül végezhet handovert, viszont page terü-
let átlépésénél minden esetben frissíti a helyzetinfor-
mációját. Ennek következményeként a hálózat a mobil-
nak szóló csomagot teljes biztonsággal csak a page te-
rület gateway MA-jáig tudja eljuttatni, innen vagy ismert
a pontos helyzete a mobilnak, vagy elárasztást kell al-
kalmazni. A költségfüggények ezzek tekintetében a kö-
vetkezôek (6):

ahol a PC annak a valószínûsége hogy a mobil át-
lép egy másik page-területre.

4.3.2. Hierarchikus paging
A hierarchikus paging [8] csak annyiban különbözik

az elôzôekben ismertetett standard cellás megoldástól,
hogy az alsó szinten használt elárasztást a felsô hier-
archia szinten is alkalmazza a page gateway MA meg-
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találására. Ezzel jelzésköltséget spórolhatunk, mivel a
helyzetinformációt nem küldjük el egészen a HA-ig, ha-
nem csak a gateway MA-ig, azonban a multilevel elá-
rasztás nagy hálózati terhelést okozhat. Az elôzôhöz
nagyon hasonló költségfüggvényt a 7. egyenletek mu-
tatják:

4.3.3. MANET jellegû
Abban az esetben ha az infrastruktúra kiépítése

nehéz, drága vagy éppen felesleges lenne, és a rádi-
ós interfész nagyobb terhelése nem okoz problémát,
akkor a MANET (Mobile Ad-hoc Network) [9] mobilitás
page-en belüli használata a legjobb megoldás. Alkal-
mazásánál alapvetô feltevés, hogy minden mobil állo-
más elérhetô más mobil állomásokon keresztül, ad-hoc
hálózat használatával. 

Ebben a menedzsment rendszerben ugyanúgy pa-
ging területeket definiálunk, azonban ezekben csak
egy MAP található amin keresztül egy optimális MANET
[9] algoritmus használatával elérhetôek a mobil állomá-
sok, és jelzésköltségek is csökkenthetôk (2. ábra). 

A költségfüggvények a következôek (8):

ahol PM annak a valószínûsége hogy a page-en be-
lül minden mobilt érint a csomag továbbítása.

4.4. Tracking típusú
A tracking megoldásokban minden mobilnak ugyan-

úgy van egy bejegyzése a központi ügynöknél, mint a

korábbi megoldásoknál. A központi állomás annak a
MAP-nak a címét tárolja, ahonnan legutóbb kapott hely-
zetinformáció frissítést a mobiltól. Amikor kérés érkezik
a mobilhoz, akkor a központi ügynök az eltárolt MAP-
felé továbbítja azt. A mobil állomás vagy még mindig ott
tartózkodik, vagy a MAP ismer egy másik MAP-ot, ahol
megtalálható lehet a mobil. Így a csomagokat az egyes
MAP-ok igyekeznek a mobil állomás után küldeni, míg
végül a lánc végén elérik a mobilt.

Tehát handover végrehajtását követôen a mobil az új
helyzetét a régi hozzáférési csomóponttal közli és nem
minden esetben szól feljebb a hierachiában (tracking
handover). Bôvebb leírás található a [2,6,11] cikkekben.  

4.4.1. Vezetéknélküli tracking
Vezetéknélküli tracking esetében a tracking hando-

ver során a visszajelzést a régi hozzáférési pontnak az
új MAP-ról a rádiós interfészen végzi a mobil állomás.
Ennek megfelelôen a költségfüggvény (9):

ahol a M [hr] normál handovert követôen mobil által
végrehajtott tracking handoverek száma, PH annak va-
lószínûsége hogy éppen az H. állapotban vagyunk a
LTRACK Markov modell szerint [6] azaz normál hando-
vernek kell következnie.

4.4.2. Vezetékes tracking
A rádiós interfész kímélése érdekében a tracking

handovert követô visszajelzéshez a vezetékes hálóza-
tot is igénybeveheti a mobil csomópont, ennek példája
a Vezetékes tracking (10):
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2. ábra  Standard cellás és MANET megoldás



5. Numerikus eredmények

A fent bemutatott modellezési környezetben implemen-
tált protokollok költségeit többféle konkrét hálózaton és
hálózati valamint mobilitási paraméterekkel vizsgálhat-
juk meg. Ízelítônek szeretnénk bemutatni néhányat.

Az elsô két ábra (3. ábra) a mobilitási paraméter függ-
vényében mutatja be az egyes protokollok költségfügg-
vényeit. Látható, ahogyan hagyományos MIPv4 meg-
oldás költsége lineárisan növekszik, és magas mobilitá-
si érték esetén meghaladja minden más megközelíté-
sét. 

Külön kiemelnénk a hierarchikus mobil IP megoldást
mely költsége ebben az esetben mindig a MIPv4 gör-
béje alatt marad. Modellünkben ez mindig igaz lesz,
amennyiben az utóbbi megoldás tunelling-jellegû költ-
ségei nem lesznek túl nagyok. Érdekes megfigyelni,
hogy a Tracking típusú megoldások kis mobilitásra ha-
sonló költségûek, mint a hirerchikus (ez azzal magya-

rázható, hogy azonos költségállandók esetén, ha az
optimális tracking handoverek száma 0, ezek a proto-
kollok identikusak), nagy mobilitás esetén azonban a
tracking handoverek optimális számának növekedésé-
vel egyre több a megtakarítás a felesleges update-ek
elhagyásával. 

Egyértelmû, hogy egy mobilitástól független cella-
mérettel dolgozó cella alapú megoldás esetén a nagy
mobilitási tartományban várunk jó teljesítményt. A két
ábra közti különbséget a költség-állandók változtatásá-
val kapjuk. A második esetben ugyanis csökkentettük a
delivery költséget az update-tel szemben, így a veze-
tékes tracking megoldás esetén is hamarabb érzékel-
hetô a tracking handoverek jótékony hatása, a cellás
megoldás, a paging költség növekedésével pedig egy-
értelmûen magasabb.

A második két ábrán (4. ábra) az utóbb említett de-
livery és update költségek arányában ábrázoljuk a pro-
tokollok költségeit, logaritmikus skálán a 0.7 és 0.9-es
mobilitási szelvényben (az elôzôektôl különbözô háló-
zati paraméterekkel). Látható az egyértelmû különb-
ség, hogy kölünbözô mértékû mobilitás esetén nem csak
az egyes protokollok költségfüggvényei, hanem egy-
máshoz képesti helyzetük is módosul.

Mobilitás-menedzsment algoritmusok...

LXII. ÉVFOLYAM 2007/4 52

3. ábra 
Költségek alakulása mobil itási paraméter függvényében, két különbözô hálózaton 

(szaggatott egy ponttal – Centralizált; szaggatott két ponttal – Hierarchikus; szaggatott – Vezetéknélkül i  Tracking; 
folytonos – Vezetékes Tracking; pontozott – Cellás)

4. ábra  Költségek alakulása delivery és update paraméterek függvényében



Az 5. ábra a különbözô cellás megoldások költsé-
geinek alakulását mutatja a rádiós interfész költésége-
inek arányában logaritmikus skálán. A kiindulási érték
azért 7.8, mert a szimuláció eredményeképpen a rádi-
ós interfészen a feltöltési költségre ezt az értéket kap-
tuk. Jól megfigyelhetô a függvényeken hogy alacsony
költség aránynál a MANET a legoptimálisabb. A Hierar-
chikus Paging görbéjéhez a Standard Cellás a költségek
növekedésével hozzásimul, de soha nem kerül fölé.

További érdekes számításokat lehetne végezni sok-
féleképpen, sokféle protokollra. Erre mi egy általunk fej-
lesztett Mathematica-programcsomagot használtunk,
mely tetszés szerint bôvíthetô.

6. Összefoglalás

A munkákkal rávilágítottunk arra, hogy az IP mobilitás
protokollok összehasonlítása sokrétû lehet. Teljesítmé-
nyük implementáció és hálózatfüggô, így igazi össze-
hasonlító-elemzést csak speciális esetben végezhe-
tünk. Az általunk bemutatott mobilitás értékelô modell
azonban alkalmas arra, hogy megmutassuk, hogy mi-
lyen hálózati paraméterek esetén mely megközelítések
adhatnak jobb megoldást, ezáltal irányvonalat találha-
tunk egy környezet és alkalmazás függvényében opti-
mális protokoll megtervezéséhez.

A Mathematica programnyelven, a programcsomag-
hoz implementált szoftverünk tartalmazza az irodalom-
ban fellelhetô legtöbb IP mobilitási megközelítést, de
bármikor bôvíthetô, és új ötletek megvizsgálására alkal-
mas. Ennek használatával célunk az IP mobilitás to-
vábbi vizsgálata, új megközelítések javaslata.
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5. ábra  
Cellás stratégiák költségei a rádiós interfész arányában
(szaggatott vonal – MANET; 
szaggatott két ponttal – Standard Cellás; 
folytonos – Hierarchikus Paging)
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A gondolat
Gschwindt András docens úr, a mû-

egyetemi rádióamatôrök atyja már Far-
kas Bercinél is megpróbálkozott rádió-
kapcsolatot teremteni a Szojúz ûrhajó-
val, de akkor azt biztonsági okokból
nem engedélyezték.

Sokat változott az azóta csak „fo-
kozódó” világ. Elôször a MIR ûrállomás
legénységével lehetett QSO-zni ékes
orosz nyelven egy-egy átrepülés 8-10
perce alatt. Késôbb a Nemzetközi
Ûrállomáson, az ISS-en is engedélyezték ezt, angolul.
A lényegi változást az amerikai ûrhajósok tömeges meg-
jelenése hozta. Nekik már a kiképzés során rádióamatôr
vizsgát kell tenniük, és mindegyiknek kötelezô három
amerikai iskola diákjaival elbeszélgetni. (Kevés kisdiák
szeretne mérnök, fizikus, ûrhajós lenni az USA-ban is,
és ez már a gazdaság rovására megy.) Kell a természet-
tudományoknak ott a reklám, elkelne itthon is!

Simonyi Károly is megkapta a kötelezô három iskolá-
ját és emellett bevállalt még egy magyart is. Ebben az
a csodálatos, hogy mindez közös anyanyelvünkön, va-
gyis magyarul lett lebonyolítva.

Miért a Puskás Technikum lett a partner?
Szak- és amatôr berkekben a válasz triviális! Nézzük

a részleteket: Miután Gschwindt Bandi felkérô levele az
összes szûrôn átcsusszanva eljutott Simonyi Károlyhoz
és ô igent mondott, már csak egy jól mûködô rádióklub-
bal rendelkezô általános iskolát kellett keresni széles e
hazában. Mivel nem találtatott, a következô lépés egy
középiskola volt. Itt a Gyáli úton van az ország 150 ta-
got számláló legnépesebb rádióklubja és itt tananyag az
ûrtávközlés (Zh-t kell belôle írni, méréseket kell minden-
kinek elvégeznie és képesítô is, vizsgatétel). Most már
csak a NASA-nak kellett elfogadnia a vezetô operátor és
az intézményvezetô pedigréjét (ez egy 20-30 oldalnyi
kérdôív volt angolul), majd a diákok kérdéseit kérték an-
golul és magyarul. (Az ô pedigréjük nem kellett!)

Utólag köszönetet kell mondanom mind az amerikai,
mind az orosz szervezôknek, mert a fenti biztonsági in-
tézkedések után a nyílt lejövô (downlink) frekvencia mel-

lett kaptunk egy „titkos” (ez nem vicc!!!)
felmenô (uplink) frekvenciát. Így a diá-
kokkal megvalósított kapcsolat zavar-
mentes volt, míg a elôzô napi kísérlet
kevésbé.

A diákok kiválasztása
Nekünk, 50 év feletti villamosmér-

nököknek, fizikusoknak, természettu-
dósoknak a Simonyi Károly név a Pro-
fesszor Urat – a családnak Karit – je-
lenti a BME-n és szerte az országban. 

Elôször az Elméleti villamosságtan, majd a Fizika kul-
túrtörténete címû fantasztikus könyvét ismertük meg.
(Az elmúlt héten éppen azon ment a bruszt, „hogy ne-
kem az elsô kiadás van meg 1978-ból”, valakinek meg
csak a CD!) A fentiek alapján triviális volt, hogy Károlytól
csak olyan kérdezhet, aki Karinál tett valamit az asztal-
ra. A Természet Világának van egy esszépályázata a
kultúra egységérôl. Hárman ennek gyôzteseibôl került-
ek ki, két diák a Simonyi Károlyról elnevezett elektro-
technika verseny nyertese volt az elmúlt években, Ma-
gyari Dóra pedig 15 éves korában Kazinczy érmet nyert
a Szép magyar beszéd versenyen. Az már csak hab a
tortán, hogy azt a kérdést tehette fel Simonyi Károly-
nak, amit kiképzett ûrhajós apjának, Magyari Bélának
soha: „Hogy érzi magát a súlytalanságban?”

S. Kari, Károly, Charles, Karel...
HORVÁTH LÁSZLÓ

Puskás Tivadar Távközlési Technikum
lacibacsi@puskas.hu

Lassan elmúlnak a szép napok: két átrepülés között egy pár perc (óra) félálom... Az elsô fiam érkezésére emlékeztet az egész.

Talán azért, mert míg 1980. májusában a mi Farkas Bercink az ûrben szálldogált Kubaszovval, addig a mi Bálintunkat is meg-

hozta a „gólya”. Keservesen boldog a kispapák élete az elsô néhány napban: két etetés között mosás, vasalás, fôzés és tu-

dósítás a nagyik irányába, aztán már ordít is „ôfelsége” és kezdôdik minden elölrôl... Ugyanilyen feszítettek a kezdô ûrva-

dász napjai is. Két átrepülés között hang- és képvágás, pályaadat-egyeztetés, interjú interjú hátán és már jön is az újabb át-

repülés. Csak egy-egy szendvics... és néhány óra a hálózsákban a rádióállomáson. De nézzük a részleteket...



Felkészülés
Az interneten szép, didaktikus és jó szimulátorok

vannak az ûrhajók, ûrállomások, mûholdak követésé-
nek, vételének megkönnyítésére. Ezeken a Föld egy
henger belsô palástjára lett kivetítve, majd kiterítették
azt. Az öt kontinens a megszokott, csak a Déli-sarok lett
nagyon hosszú. Az ûrállomások szinuszos pályát írnak
le, és a Föld forgása miatt ezek a szinuszok párhuza-
mosan tolódnak el. A nappal és az éjszaka is kiválóan
látszik. Az idô és a hely is tetszôlegesen beállítható.
Ezen program segítségével, az adó és vevôkészülékek
ismeretében könnyen megválasztható volt az antenna-
rendszer is. Alacsony pályán egy vízszintesen forgatha-
tó 5 elemes YAGI-t használtunk, amely kb. 10 dB nye-
reségû, a meteorológiai mûholdak vételénél bevált kb.
5 dB nyereségû úgynevezett QH – négybekezdésû he-
lix – antenna üzemelt.

Itt mindenképpen meg kell állnom, és meg kell emlí-
teni Muhari István (hívójele: HA5CH) amatôrtársunkat,
aki napi rutinnal kommunikál szinte tetszôleges ûrállo-
mással, illetve mûholdas átjátszóval. Ô tanácsolta a fen-
ti antennákat és tanította be a vele együtt hét fôs stá-
bot a feladat végrehajtására. Álljanak itt a nevek: Tóth
István (HA5OJ) vezetô operátor, Rigó István (HA5AUC)
segédoperátor, Horváth Márk (PhD hallgató) a folyama-
tos internetkapcsolat tartója, Fazekas Ákos (villamos-
mérnök) hangtechnikus, Varsányi Zsolt (villamosmérnök)
operatôr és Grátz Márk (Puskás/Kandó) adásrendezô.

A kísérleti átrepülés
Nehéz leírni azt a várakozással teli feszültséget,

amely 2007. április 12-én 0 óra 55 perckor kezdôdött és
körülbelül 10 perc múlva be is fejezôdött. Ez volt a kö-
vetkezô napi összeköttetés fôpróbája. Nyílt frekvenciá-
kon 34 magyar amatôr iratkozott fel a Simonyi Károly-
hoz eljuttatott listára az ûrállomás pályájának megfelelô-
en Soprontól Csongrádig, közöttük ketten a felvidékrôl,
hárman a Vajdaságból. Az ûrállomás HA5SIK hívójellel
hívta sorba az amatôröket, akik nyugtázták a vételt. A
34 összeköttetés 6-8 perc alatt szép kihívás, már a fele
is világcsúcs!

A résztvevôkön kívül három TV csatorna stábja és jó
néhány fotós, riporter is szorongott a Gyáli úti laboratóri-
umban. Amikor a szimulátoron az ûrállomás Írország fölé
ért, elcsendesedett a társaság. A 28.000 km/órás se-
bességgel száguldó ûrállomás Anglia partjainál elérte a
3°-os magasságot, amikor is elôször angolul megszólalt
HA5SIK, az elsô magyar amatôr az ûrbôl. 

Történelmi pillanat volt, majd HA1XY zalaegerszegi
amatôrt hívta magyarul a Nemzetközi Ûrállomás. Béla
barátunkat Budapestrôl természetesen nem hallottuk,
csak az 5SIK nyugtáját: „szervusz Béla, itt Károly beszél
QSL”...

És már következett a lista második állomása; Simo-
nyi Károly öreg amatôröket megszégyenítô rutinnal ve-
zényelte le a teljes forgalmat. 20 állomást, vagy nyugtá-
ját mi is hallottuk Budapestrôl. A hangfelvételek össze-
sítése alapján 25-30 összeköttetés lehetett sikeres. Már
a 20 is világrekord!

A stáb nyugodtan vette tudomásul, hogy ura a hely-
zetnek. Számukra a fôpróba tökéletesen sikerült. Talán
a sok-sok próbálkozó, tehát a listára be nem jelentke-
zett hazai és külföldi amatôr okozott csak némi „zajt”.

Az elôadás, vagyis amikor a diákok kérdeztek
2007. április 13. 01 óra 15 percre az elôzô nap ta-

pasztalatai alapján nyugodtan készültünk. Tíz TV stáb
egészen jól elfért a laborban, a fotósok szokatlanul visz-
szafogottan vakuzgattak. A mintegy száz fôs közönség
a nagyelôadóban kivetítôn követte a fejleményeket. Az
elôzô nap eseményeinek felvétele, valamint egy Ma-
gyarország feletti átrepülés kommentált levetítése kellô-
en a témára hangolta a nézôket. 0 óra 45 perckor meg-
lepetés-vendégként megjelent Magyari Béla kiképzett
ûrhajós és Simonyi Tamás (Károly öccse), aki egyene-
sen Bajkonurból érkezett. A késôi órában a fotósok és
riporterek csak lassan eszméltek, habár a Simonyi test-
vérek hasonlósága igazán feltûnô, meg aztán az ûrha-
jós dzseki a 15. expedíció magyar-orosz-amerikai zász-
lós jelvényével elegendô volt ahhoz, hogy elszabadul-
jon a „pokol”. Mindenki felélénkült, fotózott, kérdezett,
jegyzetelt. (A kameramanok óvatosságból már a rádió-
állomáson voltak.)

Az összeköttetés már rutinszerûen zajlott. Kapcsolat-
felvétel Anglia partjainál. Kiváló érthetôség, nagy hang-
erô, melybôl a doppler okozta problémákat az operátor
rutinosan „kihangolta”. (Ez különben a legmagasabb pá-
lyapontján, tehát Magyarország felett volt a legkritiku-
sabb.) A jól felkészített diákok minden félelem nélkül,
szépen intonálva tették fel sorban egymás után kérdé-
seiket, melyekre Simonyi Károly hosszan, érdemben ke-
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rek mondatokban, kiváló magyarsággal válaszolt. Kihal-
latszott szófûzésébôl, hogy hazai középiskolába járt és
folyamatosan gyakorolja anyanyelvét.

Talán a legérdekesebb válasz Fekete Soma 24 éves
építômérnök hallgató kérdésére érkezett, aki a Termé-
szet Világa pályázatának egyik nyerteseként került a
csapatba. A kérdés így szólt: „Melyik könyv és melyik
személy volt nagy hatással Önre szakmai pályafutása
kezdetén?” A válasz pedig: „Én Zsombok Zoltánt említe-
ném, aki fiatalon meghalt. Nagyon, nagyon tehetséges
mérnök volt, aki engem programozásra tanított még ‘64-
ben és ‘65-ben. A könyv pedig,... akkor még elég fiatal
voltam, tehát Obádovics József Gyula matematika köny-
vébôl tanultam a matematikát, Számítógépet persze
nem lehetetett még semmibôl sem tanulni.”

A válaszok elhangzása után a két állomás – a rádió
forgalmazás szabályai szerint – nyugtázta az összeköt-
tetést és az amatôr szokásoknál hosszasabb búcsúzko-
dással befejezôdött a 6 perc 48 másodperces össze-
köttetés a legendás Gyáli út és az ISS között, magyar
nyelven.

Visszhang 
A rádióamatôr mozgalomról az utóbbi 25 évben nem

beszéltek annyit, mint ebben az öt napban.
Minden napilap vezetô helyen, fotóval hitelesítve hoz-

ta az eseményt (lásd a keretes írást).

...és lecsengés 
Amikor ezeket a sorokat írom, ma is ugyanúgy repül

még felettünk 320 km magasan az ISS. Lassan készül
a landolásra... de ez már nem érdekli a médiát. A nap hí-
re: „Nem mi rendezzük a 2012-es foci EB-t a horvátok-
kal...”, és ez most nagyobb tragédia, mint Isonzó, a Don-
kanyar, Mohács és Trianon együttvéve...

Köszönöm neked Uram, hogy biztosítottad nekünk
egyszerû mérnök-halandóknak ezt a 4-5 balhémentes
napot, így jobb híján az újságok címlapjára kerülhettünk.

Mély alázattal a Te szolgád:
lacibacsi,

alias a büszke HA5PTL, a Gyáli útról

S. Kari, Károly, Charles, Karel...
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Amit senki nem 
kérdezett meg tôlem...

Ha az utóbbi napokban valaki óvatlanul kinyitotta
a „csapot” bárhol az országban, akkor mindenhol a
Puskás Technikum, néha Puskás Tivadar Technikum
igazgatóját faggatták a Charles Simonyi-féle ûrrepü-
lésrôl. Minden ismertebb csatornán adtam élôben in-
terjút. Reggel, hajnalban és éjszaka is. 

Hatalmas élmény volt. Hogy mi?... Nem, nem a rá-
diókapcsolat az ûrállomással... 320 km direkt rálátás-
sal a 144 MHz hullámsávban, FM-ben nem egy ko-
moly rádióátviteli probléma. Hanem a riporterek, mû-
sorvezetôk, szerkesztôk, fôszerkesztôk (és a csinos
sminkesek) kérdései és egy mérnök számára szokat-
lan megközelítései, valamint racionális gondolkodás-
tól távoli következtetései jelentették számomra az
unalmas hétköznapokon – a dokkolástól a második
beszélgetésig – a sikerélményt, a megnyugvást, a fel-
töltôdést.

Csonka Picitôl Jakupcseken át Pallagiig, sok-sok
kérdést kaptam. Hol 4, hol 8 percben válaszolgattam
is rájuk, közben legalább 15 interjút is adtam a legkü-
lönbözôbb újságoknak, csatornáknak... Csak egyet
nem kérdezett meg senki: Miért? Kinek a kedvéért?
Kinek a dicsôségére csinálom végig ezt a tortúrát? Mi-
kor éppen tavaszi szünet van, én meg négy napja
nem láttam a családomat, azóta csak a tornacsarnok-
ban dôlök le néhány órára „hajnalban, hajnal elôtt”,
mint egy józanul részeg kocsmatöltelék... 

Kérdés nélkül mindig csak annyit sikerült elmonda-
nom, hogy egy nagytudású, humanista tanárom Ô ne-
kem, a Professzor Úr, Simonyi Károly. Én még vizs-
gázhattam, szigorlatozhattam nála „villamosságtan-
ból”, elektronfizikából. Négy aláírása is díszíti az inde-
xemet. Majd 15 évig egy tanszéken dolgoztunk... de
ez nem igazán érdekelt senkit...

Tisztelt Professzor Úr!
Ezúton szeretném megköszönni Neked 
körülbelül húszezer magyar 
és nem tudom hány ezer német, orosz,
román és kínai villamosmérnök nevében,
hogy olyan szinten megtanítottad 
nekünk a szakma alapjait, hogy képesek
voltunk évtizedek múltán is a fejünk 
felett elszáguldó fiaddal biztos rádió-
kapcsolatot létesíteni.
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QoSE: Four letters or much more?
Keywords: QoS, Quality of Service Experienced, 
expectation, satisfaction, IPTV 

In this article we study the origins and the measurable
indicators of QoSE (Quality of Service Experienced) and
examine the definition of this concept, with the help of an
example. We identify the factors that put this concept into
the focus. We show, by an other example, that QoSE may
be a tool for a popular service (IPTV) in the way, helping
service providers in their fight for competition preference.

Effect of QoS on infocommunication applications
Keywords: QoS, IPv4, IPv6, TCP, UDP, congestion, 
jitter, VoIP, codec, H.323, H.261/H264, ATM

The quality of service (QoS) in network environment is
a special function to handle data traffic for network appli-
cations. For this purpose we need traffic manipulation and
control algorithms. The QoS functionality serve both net-
work applications and network management teams. While
network administrators restrict network resources usage,
network applications tend to use huge resources of the
network. More than 95% of today’s applications end in Et-
hernet nodes. This facility involves service cost reduction
because it needs no protocol conversion during the data
transfer. In this paper, we analyze the effect of QoS in L2
and L3 layers having H.261 and H.264 coded video stre-
ams in a single QoS domain. Executing large number of
measurements we evaluate the characteristics of TCP and
UDP data streams in function of QoS parameters. We pro-
pose quantitative solution to measure the global quality of
videoconference based on OS (Opinion Score) metric and
give indications for coexistence of different dataflow in IE-
EE 802.3 LAN/WAN environment.

QoS and QoSE: Guidelines for evaluation of 
Internet access services
Keywords: QoSE, Internet, speed-metering

From internet users’ point of view there is a gap betwe-
en service quality (quality of service experienced – QoSE)
and quality of service (QoS). In this paper we try to charac-
terize the problem, showing the steps that have been taken
nationally and internationally in the interest of the custo-
mers, and the directions of development.

Quality of Service in ADSL networks
Keywords: ADSL, traffic-shaping, policing, triple-play

The value-added services which appear in ADSL envi-
ronments eg. voice, IPTV or video streaming need speci-
fic technical requirements to be met in the network. On one
hand, these applications may require more bandwidth
from the network, on the other hand, some of them are very
sensitive to network delay, jitter and/or packet loss and
these problems also need appropriate treatment. Moreo-
ver, in ADSL-based networks, where the number of sub-
scribers can reach high numbers there is a frequent need
for limiting the bandwidth of each individual subscriber –
according to their service contract – which also require

QoS parameter modifications. These and other aspects of
ADSL QoS are discussed in Cisco’s special QoS model for
ADSL access. This article aims to give detailed informa-
tion on this architecture and implementation.

Queueing modelling and analysis of 
packet schedulers of DSL access networks in the
case of complete and partial rejections
Keywords: DSL, queueing models, packet scheduler

In this paper an exact analysis is provided of priority
queuing system modelling DSL access networks with pre-
emption option on packet level. We have shown accuracy
and efficiency of our numerical analysis by presenting nu-
merical results based on simulation and numerical analy-
sis both for complete and partial rejections. Consequently,
this analysis could be applied for an in-depth packet-level
performance evaluation of recent DSL systems.

Gateway selection in the GMPLS PCE architecture
Keywords: GMPLS, gateway, Path Computation Element

In this paper we show how the Path Computation Ele-
ment-architecture of GMPLS can be used for gateway se-
lection purposes. The goal of selection is to prevent over-
load in the servers, which may cause blocking of the calls,
and minimise the transport load of the network. We propo-
se algorithms that take one or both indicators, distance
and gateway load, into consideration when selecting the
gateway server. Using network simulations we compare
the different algorithms and we show that low blocking ra-
tio and reasonably low network load can be achieved by
those algorithms which take both indicators into account.

Conflict resolution in RFID systems
Keywords: RFID, readers, transponders, conflict resolution

The paper introduces conflict resolution algorithms
available for solving multiple reading problems in RFID
environment and points out to conflicts among readers as
well as transponders. Simulation results are presented for
the conflict resolution algorithm of ISO 18000-3 Mode 1.

Numeric analysis of mobility management algorithms
Keywords: mobility management, modelling, handover

This paper investigates mobility management strate-
gies from the point of view of their need of signalling and
processing resources on the backbone network and load
on the air interface. A method is proposed to model the
serving network and mobile node mobility in order to be
able to model the different types of mobility management
algorithms. To obtain a good description of the network we
calculate parameters from given topologies that we think
are the most important ones. Mobility approaches derived
from existing protocols and other, possible mobility sce-
narios are analyzed and their performance is numerically
compared in various network and mobility scenarios. The
aim is to give general designing guidelines for the next
generation mobility anagements on given network and
mobility properties.
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