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Szolgaltatasminoseég

vonderviszt.lajos@nhh.hu

raméterek kutatasa a hirkdzlési hal6zatok fejlesz-

tésének és lizemeltetésének egyre fontosabba
valé kérdeése, kilénds tekintettel a minéségi garancia-
kat alapfilozoéfigjukat tekintve nem tartalmazé IP alapu
technoldgiak terjedésére. E szamunk f6témajakent 6t
cikk foglalkozik a szolgaltatasmingség kuilénb6z8 vonat-
kozasaival.

Q szolgaltatasmindség, illetve az egyes mindségi pa-

Nandorfiné Somogyvari Magdolna cikkében az érzé-
kelt szolgaltatasmin6ség kérdését allitia a kézéppont-
ba, megvizsgalva a fogalom eredetét és az IPTV terje-
désében jatszott szerepét. A szolgaltatok el6szeretet-
tel adnak meg kénnyen mérhet§ vagy névleges szol-
galtatasminéségi paramétereket, mikézben a felhasz-
naldk szamara az érzékelt szolgaltatdsmindség jelenti
az ,igazi” szolgaltatdsmindséget. A hazai és nemzetkd-
zi példak azt mutatjak, hogy megtérténtek az elsé 1épé-
sek a felhasznaldi szempontok érvényesitése érdeké-
ben, azonban még tovabbi kutatasok és fejlesztések
sziikségesek ahhoz, hogy kielégitéen lehessen a szol-
galtatds minéségi paramétereibdl (QoS) az érzékelt szol-
galtatasmindséget megjosolni.

Vonderviszt Lajos cikke az érzékelt szolgaltatasi mi-
néség (QoSE) és a szolgaltatdsmindségi paraméterek
(QoS) kozotti 6sszefliggésekre vilagit ra. Példakon ke-
resztlil megmutatja a fogyasztok érdekében tett hazai
es nemzetkdzi |épéseket, valamint a fejl6dési iranyokat.

Gal Zoltan és Balla Tamas az interneten hagyoma-
nyosan m(ikddé halozati alkalmazasok viselkedését ele-
mezték egyetlen QoS tartomanyon belll szabalyozott
paraméterek fliggvényében, a legelterjedtebb masodik
rétegbeli halézatoki protokoll (ethernet) feletti IP és to-
vabbi protokollok (TCP, UDP) esetében.

Nagy Tibor a szolgaltatasok min6ségének kérdését
a felhasznal6 oldali (ADSL) kapcsolat kérnyezetében
vizsgalta, kilénds tekintettel a haldzati szolgaltatdsban
résztvevl eszkdzok hangolasi, beallitasi kérdéseire.
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Kérdsi Attila és tarsainak cikke DSL hozzaférési ha-
I6zatokban alkalmazott csomagilitemez8k sorbanallasi
modellezésével és analizisével foglalkozik. A QoS biz-
tositasa érdekében kiilénbdz8 prioritast osztalyba so-
rolt csomagok a kiszolgalas soran a kilénb6z6 oszta-
lyokhoz rendelt pufferekben tarolddnak és tébbnyire az
osztalyok kdzott szigoru prioritasos (itemezést hasznal-
nak. Egy ilyen szigoru prioritason alapulé DSL Uteme-
z6 teljesitmény analizisét végezték el a szerzék.

Szamunk tovabbi, bekildétt cikkei kdzil Zahemszky
Andras és tarsainak cikke bemutatja, hogy a GMPLS (j
Utvonalvalaszt6 architektdrajara, a Path Computation
Element-re épll6 modell hogyan alkalmazhat6 atjaré
szerverek valasztasara, hogy elker(ljik a szerverek tul-
terhelésébdl adddd hivas blokkolast, és minimalizaljuk a
transzport halézat 6sszterhelését. A bemutatott algoritmu-
sok figyelembeveszik a szerverek terheltségét, illetve a
halézati topoldgiat az atjarévalasztasnal, melyeket a szer-
z6k haldzatszimulacié segitségével hasonlitanak 6ssze.

Toth Katalin, Schulcz Rdébert és Imre Sandor cikke
az RFID kérnyezetben felmer(lé tdébbes leolvasasi prob-
lémak megoldasara rendelkezésre allé utkdzésfeloldd
algoritmusok ismerteti, kitérve az olvasok és a transz-
ponderek Utkdzésére egyarant. Szimulaciés eredmé-
nyeket kdz6l az ISO 18000-3 Mode 1 (itkdzésfeloldasra
hasznalt algoritmusara.

Flilép Péter és Szalka Tamas cikkében kiilénbdzé
mobilitasi stratégiakat tanulmanyoznak a hal6zati jelzés-
forgalom, az egyes csomopontokban fellépé feldolgo-
zas és a radids interfész koltsége alapjan. A végsé cél
olyan iranyelvek létrehozasa, amelyek segitséget nyuj-
tanak Ujgeneracids, mobil hal6zati menedzsmentrend-
szer megtervezéséhez.

Szabd Csaba Attila
fé6szerkesztd

Vonderviszt Lajos
vendégszerkeszt6
Nemzeti Hirkézlési Hatésag




QoSE: négy betii, vagy annal sokkal tobb?

NANDORFINE SOMOGYVARI MAGDOLNA

Nemzeti Hirkézlési Hatésag
nandorfi@nhh.hu
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Ebben a cikkben megvizsgaljuk a QoSE (Quality of Service Experienced = a felhasznalé altal tapasztalt szolgdltatasmin6ség)
fogalom eredetét, mérheté jellemzgit, azok meghatdrozasat egy példa segitségével. Valamint megtalaljuk azokat a tényezGbket,
amelyek révén ez a fogalom az érdekl6dés k6zéppontjaba kerlilt. Szintén példa alapjan megmutatjuk, hogy miként tudja ez a
fogalom egy egyre népszeriibbé valé szolgaltatas, az IPTV szolgaltatéinak a versenyel6nyért folytatott kiizdelmét segiteni.

1. A QoSE eredete

Az 1. abran lathatdo modell az ETSI-t6l szarmazik (ETR
003). A 90-es években hoztak létre. A szolgéaltatas mi-
néségét részben a szolgaltatd, részben a szolgaltatast
hasznal6 részérdl vizsgdlja. A felhasznalénak vannak
elvarasai egy szolgaltatassal kapcsolatban. A szolgal-
tato ezeket is figyelembevéve tervezi meg szolgaltata-
sat, amit felajanl a felhasznaléknak. A szolgaltaté altal
megvaldsitott és nyujtott szolgaltatas mar kilénbdzik a
tervezett6l. Ezt a kapott szolgaltatast érzékeli és ta-
pasztalja a felhasznald. A szolgaltaté altal tervezett és
felajanlott szolgaltatas objektiv és mért paramétereivel
jellemezhetd. A felhasznalé kdvetelményei verbalisan
megfogalmazottak és az érzékelt és megtapasztalt
szolgaltatdas minésége szubjektiv paraméterekkel jelle-
mezhet§ és szubjektiv mddszerekkel mérhet. Ezt a
modellt késébb az ITU is atvette és kdvetkezetesen al-
kalmazza (2001 ITU-T Recommendation G.1000).

2007 februarjaban az ITU 2-es szamu Tanulmanyi Bi-
zottsaga elfogadta a korabban QoE réviditéssel és Qua-
lity of Experienced megnevezéssel hasznalt mutatét, me-
lyet f6leg a multimédias gyakorlatban alkalmaznak és je-
I6lését QoSE-re valtoztatta, ez a rdvidités tehat a QoS
felhasznal6 altal tapasztalt értékét jelenti, amely azono-
san egyenld a fenti modellben szerepld érzékelt szolgal-
tatasmindséggel és mérési mddszereik is azonosak.

Az ITU altal elfogadott definicié a kdvetkez6:

QoSE = egy alkalmazasnak vagy szolgaltatas-
nak teljes elfogadottsaga, ahogy azt a végfelhasz-
nalé szubjektiven érzékeli vagy érzékelte.

Megjegyzések:

1. A QoSE tartalmazza a teljes végpontok kézotti
rendszer hatasait (végfelhasznald, végberendezés, ha-
I6zat, infrastruktira stb.),

2. A teljes elfogadottsagot befolyasolhatjak a fel-
hasznalok elvarasai és a koriilmények.

Fontos megallapitas, hogy az ETSI/ITU modellnek
a ,a felhasznaldk altal érzékelt QoS” eleme azonosan
egyenlé a fent definialt ,felhasznal6é altal tapasztalt
QoS™sel.

P

2. A QOoSE mérheto jellemzoi

A mindség és igy a QoS megitélése, meghatarozasa
jellege szerint lehet objektiv és szubjektiv. A mindség
objektiv értéke jellemzdé paramétereinek fizikai mérése
utjan hatarozhaté meg. A mindség szubjektiv értéke
szamszer(sithet6 mutatéinak meghatarozasaval, fel-
hasznaldi vélemények alapjan szamithaté. Réviden csak
objektiv és szubjektiv szolgaltatasmindségrél (QoS) szok-
tunk beszélni.

A szubjektiv szolgaltatasminéség Lewis és Booms
definicioja szerint annak mértéke, hogy a szolgaltatas
milyen mértékben illeszkedik a felhasznal6 kévetelmé-
nyeihez.

A szubjektiv min6ség mérhetd jellemz6i egyrészt a
felhasznald QoS kévetelményei (lasd az 1. abrat). Ezt
a jellemzét elvarasnak is szokas nevezni. Az elvaras a
felhasznalé elképzelése arrél, hogy mit kell, hogy nyuijt-
son a szolgaltatas vagy, hogy mit képes nyujtani a szol-
galtatas.

1. dbra Az ETSI QoS-modellje

FELHASZNALO | SZOLGALTATO
|
|
|
felhasznalo szolgaltato
QoS altal fel-
kiivetelményen) [ ajanlott QoS
|
|
|
|
felhasznald | [ szolgsltat6
altal érzékelt altal elért
QoS : L QoS
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A szubjektiv mindség masik mérhet6 jellemzéje a
felhasznald altal érzékelt QoS, illetve az ITU-T jel6lése-
it hasznalva: QoSE, amit masképpen elégedettségnek
neveziink. A felhasznal6 elégedettsége, azaz az altala
érzékelt min6ség Parasuraman és Lewis szerint a szol-
galtatassal kapcsolatos elvarasok megerésitése, illetve
meg nem er@sitése, vagy Smith és Houston szerint az
éppen aktudlis szolgaltatas teljesitése és a felhaszna-
I6k elvarasainak 6sszehasonlitasabdl adodik.

A szolgaltatasok szubjektiv minéségének leghaté-
konyabb vizsgalati médszerét harom amerikai kutato,
Parasuraman, Zeithaml és Berry dolgozta ki. Csoporto-
kat hoztak létre kiilénb&z8 szolgaltatasok igénybeve-
v@ibdl, és az igy nyert adatok elemzése alapjan fogal-
maztdk meg az ugynevezett SERVQUAL modszer
lényegét. A SERVQUAL tiz alapvetd dimenziot fogal-
maz meg, amelyek a felhasznal6 elvarasait fejezik ki.
Ezek az alabbiak: megbizhatésag, reagalasi készség,
szakértelem, udvariassag, hitelesség, biztonsagérzet, el-
erhet6ség, kommunikacié képesség, egyedi probléma-
kezelés, kézzelfoghatdésag/dologi tényez8k. Vagyis a
felhasznalé elvarasai részben a szolgaltatasra, részben
a szolgaltatéra, vagy annak szemeélyzetére vonatkoznak.

Zeithaml, Parasuraman és Berry ezen tiz dimenzio
alapjan az elvarasokat az alabbi 5 paraméterrel jellemzik:

1. Megbizhatdsdg: magaban foglalja a teljesitmény
és igénybevehet8ség allanddsagat. Azt jelenti, hogy a
szolgaltato tiszteletben tartja igéreteit, pontos a szam-
lazasban, a kért szolgaltatast idében teljesiti,

2. Fogékonysdg/érzékenység: azt jelenti, hogy a
szolgaltatd akarja és kész arra, hogy biztositsa a szol-
galtatast és kell6 segitséget nyujtson. Figyel a pontos
idébeli teljesitésekre, vagyis az ligyletek esetleges id6-
beli cslszasat azonnal rendezi, ha sziikséges, akkor
az Ugyfelet azonnal visszahivja és a megrendeléseket
a lehetd leggyorsabban teljesiti,

3. Biztonsagossdg: egyrészt azt jelenti, hogy maga
a nyujtott szolgaltatas biztonsagos, valamint, hogy a
szolgaltatd kialakitja a felhasznald biztonsagérzetét az-
altal, hogy hozzaért8, udvarias, hiteles,

4. Empatia: a szolgaltatd megérti a felhasznal6 elva-
rasait és azokat, valamint a felhasznal6 egyéni kivansa-
gait is tiszteletben tartja, j6l kommunikal a fel-hasznalé-
val, annak kérdéseit j6l és gyorsan megvalaszolja, kel-
I6képpen tajékoztatja,

5. Kézzelfoghatésag: azt jelenti, hogy az alkalmazott
berendezések korszer(iek, j6| menedzselik azokat, Gigyel-
nek mind az eszkdzok, mind a személyzet kiils6 megje-
lenésére az Ugyféllel valo talalkozaskor, gondoskodnak
mind a szolgaltatas, mind a szolgaltaté megfeleld helyen
és id6ben és kis varakozassal valé elérhet6ségérdl.

A szerz6k a modell leirasakor a jellemzdék mérésérd|
es a mert eredmények kiértékelésérdl is beszamolnak a
hivatkozott irodalomban [3].

Sok mérés tapasztalataibdl (amelyek kiilénbdz6 szol-
galtatasokra vonatkoztak és kiilénbdz6 szamu megkér-
dezett valaszait tartalmaztak) Parasuraman a fenti 6t
paraméter relativ fontossagaroél az alabbiakat allapitot-
ta meg:
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A vélaszadok szamadra a szolgaltatasminéség fenti
6t mutatéjanak fontossaga az alabbi eloszlast mutatta:

1. Megbizhat6sag: 32%
2. Fogékonysag: 22%
3. Biztonsagossag: 19%
4. Empatia: 16%
5. Kézzelfoghatésag: 11%

A fontossag szintén egy lényeges jellemzé a szub-
jektiv QoS szempontjabol, mert a gyakorlatban az elée-
gedettséget a fontossag fliggvényében azzal egyutt
szoktak vizsgalni. A modszerre példat a kbvetkez6 feje-
zetben mutatunk.

3. A QoSE a gyakorlatban

A szolgaltatdsminéség felhasznald altali megitélése
egyre inkdbb érdekli a szolgaltatékat, mert az utébbi
években szamos Uj szérakoztatd célu hirkdzlési szolgal-
tatas terjedt el a piacon és nagy a kiizdelem a felhasz-
naléert. Ezen szolgaltatasok kdzé tartozik az IPTV is.
Az iSuppli amerikai piacelemz8 csoport szerint az
IPTV szolgéltatasok eléfizet6inek szama varhatéan 26-
szorosara novekszik 2005-2010 koz6tt, és az évtized
végére meghaladhatja a 63 milliét. Ez azt jelenti, hogy
az évi atlagos névekedési Gtem tébb mint 92% a 2005-
0s 2,4 milliérél indulva, ahogy azt a 2. abra mutatja.

2. abra
Az IPTV-szolgdltatas eléfizetészamanak el6rejelzése
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Az iSuppli az IPTV szolgaltatas fejl6dését harom fa-
zisra osztja. A jelenlegi IPTV piac az els6 fazis elején
tart, az alapszolgaltatas telepitése folyik. A masodik fa-
zis mar ertéekndvelt és interaktiv szolgaltatasok sorat
adja az alapszolgaltatashoz. A harmadik fazis erételjes
fejlédést hoz majd az integracié és interaktivitas terén.

Kétségtelen, hogy a technoldgia és a szélessavu
Internet-hozzaféréshez kapcsolodod fejlesztések az el-
kévetkez8 években dramaian meg fogjak valtoztatni a
TV-nézési szokasokat. A fogyaszték nemcsak azt fog-
jak eldénteni, hogy mikor, mit és hol akarnak megnéz-
ni, de olyan személyreszabott programokat élvezhet-
nek majd, melyek magas szint( interaktivitast kinalnak.

Vérhatdan hogyan alakul a vilag globalis IPTV piaca?

Az IPTV el6fizet6szamok alakulasanak el8rejelze-
sét kontinensenként a 3. dbra mutatja. Az oszlopokban
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alulrdl felfelé sorrendben a eurdpai, azsiai, észak-ame-
rikai el6rejelzett adatokat latjuk. A legfelsé réteg a Fold
Osszes tobbi terlletére vonatkoz6 IPTVelbfizet6szamot
prognosztizalja.

Az IPTV-szolgaltatasbdl szarmazé bevétel alakula-
sanak elbrejelzését kontinensenként a 4. dbra mutatja.

3. abra Az IPTV elbfizet6szamok alakulasanak el6rejelzése kontinensenként

(példaul Debrecenben, Mosonmagyaroévaron, Nyiregy-
hazan, Pécsett, Székesfehérvaron és Zalaegerszegen)
mar &sszesen kozel ezer felhasznaldval rendelkezik.
Az Ujfajta tévézést kinalé T-Home tavasszal tovabbi, az
igény szerinti tévézés élményét kinalé kényelmi funk-
cidkkal béviil.

A nagy cégek az ITPV szolgalta-
tast altalaban a triple-pay szolgalta-

60

tas részeként ajanljak.

40

A tovabbiakban egy példat kéz-
_ : link egy feltételezett QoSE felmé-
—— résr6l és annak kiértékelésébdl le-
vonhat6 kovetkeztetésekrél. Sajnos

e szolgdltatas, mint lattuk, korai fejl6-
nyiségl adatot feldolgozé tényleges
kutatasok még nem allnak rendelke-

zésinkre.

A kovetkez6kben bemutatasra ke-
rilé példak kozil az elsé olyan eset-
re vonatkozik, amikor a felhasznélé-

2008 2007 2008 2009

kat arrél faggatjuk, hogy az IPTV

4. abra Az IPTV-szolgaltatasbol szarmazd bevétel alakulasanak elérejelzése

szolgaltatas jellemzgit milyen fontos-
sagi sorrendbe allitjak és ezekkel a
jellemzdkkel mennyire elégedettek.

$15

A masodik példaban ugyanezeket

Billion

$10

a kérdéseket tessziik fel, de a meg-
kérdezettek harom kilénb6z6 szol-
galtato Ggyfelei.

1. példa

Az IPTV szolgaltatas kilénb6z8
szolgéaltataselemeinek fontossaga a
felhasznalék véleménye szerint az

35

.

1. tablazatban lathaté.

A tablazat els6 oszlopa a szolgal-
tataselemeket tartalmazza. A szolgal-
tatdselemek azok a szolgaltatasjel-

2008 2007 2008 2009

lemz8k, amelyek fontosak a felhasz-
nalé szamara a szolgaltatas haszna-

2010

Az elbfizet6k szamat és a bevételeket tekintve a
globalis IPTV piacon kordbban az eurdpai volt a lege-
résebb, most Azsia mutatja a leggyorsabb névekedést
az 6sszes kontinens kozil és ez év végére itt lesz a
legnagyobb az el6fizet6k szama.

Ami az eur6pai helyzetet illeti, varhatéan az IPTV
Franciaorszagban, Spanyolorszagban és Olaszorszag-
ban a fizetds piac 16-20%-t fogja elérni 2010-re. Ugya-
nerre az idépontra Angliaban ez az érték korilbeldl
7,5% lesz.

Magyarorszagon 2006-ban kezdte meg két hazai
Internet-szolgaltaté IP-alapu televiziés szolgaltatasok
biztositasat. Az U] technolégia a tévénézési lehetfsé-
gen tul olyan emelt szint( tartalmi szolgaltatasokat is
nyUjt, mint a digitalis videotéka, az elektronikus msor-
Ujsag, a szlinetfunkcid, vagy a gyerekzar.

A T-Online tavaly év végén startolt IPTV-szolgaltata-
sa Budapesten és tébb vidéki kis- és nagyvarosban

lata soran.

A tablazat adatai a kvetkez6 kérdésre adott vala-
szok: ,Hogyan tudja jellemezni az IPTV szolgaltatas
egyes szolgaltatas elemeinek fontossagat?” Egy-egy
valaszad6 az egyes kérdésekre 1 és 5 kdzotti egész
szamot adhat, az alabbi megfeleltetés szerint: 5 = na-
gyon fontos, 4 = fontos, 3 = kdzepesen fontos, 2 = nem
nagyon fontos, 1 = egyaltaldban nem fontos.

Az adott egész pontszamok szamtani atlaga van a
masodik oszlopban. A harmadik oszlopban szerepl6 top
(%) azt jelenti, hogy a valaszaddk hany szazaléka tet-
te az illetd szolgaltatas elemet az elsé helyre.

A felhasznaldék elégedettsége (QoSE) az IPTV-vel
(az IPTV szolgéaltatas kiuldnbdz8 szolgaltatas elemei-
vel) a 2. tablazatban lathato.

A tablazat adatai a kdvetkez6 kérdésre adott vala-
szok: ,Mennyire elégedett az IPTV szolgaltatassal, an-
nak aldbbi szolgdltatds elemeivel?” A tablazat adatai
iranymutatdak azon IPTV szolgaltaté szamara, amely-
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QoSE: négy betd, vagy annal sokkal tébb?

nek Ggyfelei kérében tértént ez a véleménykutatas.
Megmutatja szamara, hogy milyen szolgaltatas elemek
teruletén kell fejlesztenie, javitania.

2. példa

Egy mas tipusu véleménykutatds mas kérdésekre ad
valaszt. Ugyanezeknek a szolgéaltataselemeknek a vizs-
gélatat elvégezve, harom egymassal versenyben allé
IPTV szolgaltaté esetén a fontossagok és elégedettsé-
gek ismeretében az 5. 4brat kapjuk.

Az itt kbvetkez8 abrazolasi mod, elnevezések és a
mogottes filozédfia a Bell Resarch-tol ered. Az y tenge-
lyen abrazoljuk a névekvd fontossagot. A maximalis fon-
tossag 4,89, a minimalis 2,36. Az elégedettséget (Qo-
SE) az x tengelyen talaljuk. A maximalis elégedettség
4,71, a minimalis 3,38. Az igy kapott téglalapban &bra-
zolunk 42 pontot (14 szolgaltataselemre vonatkozé fon-
tossag és elégedettség, mint koordinatak 14 pontot
hataroznak meg egy szolgaltaté esetén, de harom ver-
sengd szolgaltatd Iévén, 42 pontot kapunk). Az atlagos
fontossag és elégedettség értékénél a tengelyekkel par-
huzamos egyenesek a téglalapot négy szektorra bont-
jak: a jobb fels§ szektorban 1év6 pontok az alapkéve-
telmények teljesllését jelzik, ugyanis itt talalhaték azok
a szolgaltataselemek, amelyeket nagyon fontosnak te-
kintettek az ligyfelek és egyuttal nagyon elégedettek is

1. tablazat
A kiildnbéz6 szolgéltataselemek fontossaga
Szolgiltatiselemek | atlagérték (pontszim) | top (%)
Mozgdkép-mindség 4,86 94,4
Allokép-mindség 4,81 94,3
Hangmindség 4,73 90,2
| Beruhdzasi kiltség 4,54 86,6
Dijak 4,48 83,5
Dijfizetési modszer 4,44 83,0
Sziamlazas 4,37 81,8
Tavirdanyitas 4,31 76,1
Freemail -képesség 4,08 67,8
Teletex 3,90 66,5
Iddeltoldsi funkcia 3,84 64,3
Szolgaltatoviltis 3,68 28,7
Iwiw-elérhetdség 3,47 24,7
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5. abra Szolgaltataselemek
a fontossdg-elégedettség koordinatarendszerben

voltak vellk. A bal fels6é doboz jelzi a top-prioritasokat,
mert itt olyan szolgaltatdselemek talalhatdk, amelyeket
nagyon fontosnak tartottak a felhasznalék, de nem vol-
tak vellk nagyon elégedettek. A bal als6 téglalap a
masodlagos prioritassal bir6 szolgaltataselemeket tar-
talmazza. Az elnevezés onnan ered, hogy ebben a tér-
félben levd pontok alacsony fontossaguak. Végill a
jobb als6 doboz elemeire jellemz8, hogy ezekbe a szol-
galtatas elemekbe plusz energiakat fektet be a szolgal-
tato, ugyanis bar az igyfelek nem tekintik nagyon fon-
tosaknak, mégis nagyon elégedettek vellk.

Az egyes pontokat a megfeleld szolgaltatd megjelo-
lésével paraméterezve, megkdnnyitik a potencialis Uj
Ugyfelek szamara a szolgaltatévalasztast.

4. Osszefoglalas

Az el6zbek is bizonyitjak, hogy a QoSE hajtéer6 a hir-
kézlési szolgaltatasok piacan. Meghatarozasa szamos
ertékes informaciét nydjt a szolgaltaténak és dontési
helyzetben segitséglil szolgal a felhasznalé szamara.

Irodalom

2. tablazat
A felhasznaldk elégedettsége az IPTV szolgéltatas
kiilénb6z6 szolgaltataselemeivel

Szolgaltataselemek atlagérték (pontszam) top (%)
 Mozgokép-mindség 4,06 72,8
Allikép-mindség 4,53 88,2
Hangmindség 3,67 53,2
Beruhazisi kiltség 4,46 73,7
Dijak 4,04 60,5
Dijfizetési médszer 4,28 73,4
Szimlazas 4,46 83,9
Tavirinyitis 3,40 42,1
Freemail-képesség 4,60 85,5
Teletex 4,05 61,7
Iddeltolasi funkcio 4,51 84,5
Szolgaltatovaltas 3,66 23,5
Iwiw-elérhetaség 3,54 23,7
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A QoS hatasa
az infokommunikacios alkalmazasokra
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A halézati szolgaltatasminéség (Quality of Service) olyan funkcié, amely segitségével a forgalom kezelése térténik az alkal-
mazdi programok szamdara. Ehhez alapvetd forgalomkezelési mechanizmusokra, valamint ezeket ellen6rz6 algoritmusokra
van szlikség. A QoS-funkcionalitas egyrészt a halézati alkalmazdsokat, masrészt pedig a halézati adminisztratorokat szolgal-
ja ki. Addig, amig a hdlézati adminisztrator korlatozza az eréforrasokat, az alkalmazds az er6forrasok minél szélesebb kérét

prébalja igénybe venni.

A QoS az Internet technoldgidk kérnyezetében a
VoIP (Voice over IP) megoldas telefonbeszélgetés kolt-
ségcsOkkentd hatasanak kdvetkeztében jelent meg és
terjed el egyre inkabb. Az Internet- és intranet-alapu Uj,
savszélességigényes alkalmazasok, valamint az adat-,
hang- és video6forgalom IP-infrastruktdra feletti konver-
gencidja ugyancsak a QoS iranti igényeket hangsu-
lyozza. A jelenlegi alkalmazasok tébb mint 95%-a Et-
hernet csomopontokban végzdédik, igy a csomagok
ezen atviteltechnikan valé homogén tovabbitasa kolt-
ségcsOkkentést jelent, mivel nem sziikséges protokoll-
konverzié az adatok tovabbitasa soran. A cikkben a
QoS mechanizmus L2 és L3 rétegekben kifejtett hata-
sat vizsgaljuk meg egyetlen QoS tartomanyon beliil
szabalyozott paraméterek segitségével, H.261 és
H.264 vide6 codec alkalmazasa mellett. Konkrét mére-
sek alapjan az Interneten hagyomanyosan miikodé
halézati alkalmazasok viselkedését tanulmanyozzuk
néhany QoS paraméter médositasa esetén. Vizsgaljuk
az UDP és a TCP halozati er6forras kihasznalasat és
szamszer(i mérési modszert javaslunk a videdmUsor mi-
néségének elemzésére, valamint megvizsgaljuk, hogy
IEEE 802.3 kérnyezetben milyen feltételek mellett ké-
pesek a valds idejli és a hagyomanyos adatatvitel
szolgaltatasok egyuttmdkddni.

1. Bevezetés

A hal6zatba kapcsolt szamitdgépes alkalmazasok le-
gegyszerlbb megkodzelitése szerint az alkalmazéi pro-
gram a masik gépen futd alkalmazéi programmal gy
kommunikal, hogy az operacios rendszernek adja at az
adatokat. Ahogy az adat az operaciés rendszerhez jut,
hal6zati forgalmat general. A halézati szolgaltatasming-
ség (QoS) a haldzat azon tulajdonsaga, amely segitsé-
gével a forgalom kezelése térténik az alkalmazoi prog-
ram szamara. Ehhez alapvet6 forgalomkezelési me-
chanizmusokra, valamint ezeket ellenérzé algoritmusok-
ra van szilkség. A QoS-funkcionalitas egyrészt a halo-

zati alkalmazasokat, masrészt pedig a halézati admi-
nisztratorokat szolgalja ki. Addig amig a halézati admi-
nisztrator korlatozza az eréforrasokat, az alkalmazas az
er6forrasok minél szélesebb koérét prébalja igénybe
venni. A QoS az Internet-technolégiak kérnyezetében
a VolP (Voice over IP) megoldas telefonbeszélgetés
kéltségcsOkkents hatdsanak kdvetkeztében jelent meg
es terjed el egyre inkabb [1]. Az Internet- és intranet-
alapu Uj, savszélesség igényes alkalmazas, valamint
az adat-, hang-, videoforgalom IP infrastruktira feletti
konvergencidja ugyancsak a QoS iranti igényeket
hangsulyozza [2]. A jelenlegi alkalmazasok tébb mint
95%-a Ethernet csomdpontokban végzddik, igy a cso-
magok ezen atviteltechnikan valé homogén tovabbita-
sa kéltségcsokkentést jelent, mivel nem szlikséges pro-
tokoll-konverzié az adatok tovabbitasa soran [3].

A kiilénb6z6 alkalmazasok egymastdl eltérd kéve-
telményeket tdmasztanak az adatforgalmat tovabbitd
halézat felé. A generalt forgalom eréforrasigénye id6-
ben valtoz6 és altalaban sziikséges, hogy a halézat
megfeleljen ennek az igénynek. Bizonyos alkalmaza-
sok tébbé vagy kevésbé toleransak a forgalom késlel-
tetésére, valamint a késleltetés valtozasra. Tovabba
néhany alkalmazas képes elviselni korlaton beliil adat-
vesztést, mig masok nem. Ezek a kdvetelmények a ko-
vetkez6 négy QoS-jellegli paraméter segitségével ke-
rilnek kifejezésre. Savszélesség: az alkalmazas forgal-
manak tovabbitasi sebessége; lappangdsi idé: az a
késleltetés, amit egy alkalmazas a csomag kézbesité-
sénél képes elviselni; jitter: a lappangasi id6 szérasa;
adatvesztés: az elveszitett adatok szazalékos aranya
[4]. Ha végtelen méretli halézati er6forrasaink lenné-
nek, akkor az alkalmazasok forgalma a sziikséges sav-
szélességen, nulla lappangasi idével, nulla jitterrel és
nulla adatvesztéssel lenne jellemezhet6. Mivel azon-
ban a halézati er6forrasok korlatosak, a rendszer bizo-
nyos részein id6tdl fliggbéen az igények nem teljesithe-
ték. A QoS mechanizmusok az alkalmazasok szolgalta-
tasigényenek flggvényében a halbézati eréforrasok
foglalasat szabalyozzak.
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A halézati vegpontok kdzotti kapcsolatokhoz kilén-
b6z6 halbzati eszkézdk szilkségesek. Mindezek hals-
zati interfészekkel rendelkeznek, amelyek véges rata-
val képesek forgalmazni. Ha az adatforgalom olyan
irdnyba halad, ahol az interfész tovabbitasi rataja ki-
sebb, ott torlddas |ép fel. Ezen jelenség kezelésére a
kdztes eszkdzdk varakozasi sorokat alkalmaznak, ezal-
tal lehet8ség nyilik a forgalom eldobdasara, illetve a tor-
I6das enyhitésére. Emiatt az alkalmazasok valtozo lap-
pangasi id6t, illetve adatvesztést tapasztalnak. Az in-
terfészek adattovabbitasi képessége, valamint a vara-
kozasi sor ideiglenes tarolasi tulajdonsaga az a két
alapvet6 eréforras, amely az alkalmazasok forgalma
szamara biztositani tudja QoS-t. A kdztes eszkdzok
m(ikddési mechanizmusa az egyes forgalmak szamara
tulajdonképpen meghatarozza ezen eréforrasokhoz
valé hozzaférés sorrendjét, azaz a szolgéltatas miné-
ségét.

Torlédas esetén az erdforras-kritikus kapcsolatok-
hoz tartozé csomagok prioritast élveznek az egyéb
csomagokhoz képest. Ehhez a kdztes haldzati eszkd-
z6knek intelligens moédon kell az eréforrasokat kezelni-
Uk. A kiiléonb6z6 prioritasok kialakitasahoz az eszkdz
memoridja meghatarozd szerepet jatszik. Az eréforra-
galmak azonositasa. A forgalom hal6zati eszkézhéz ér-
kezésekor megtoriénik a csomagok osztalyozasa és
kilénb6z6 adatfolyamokhoz val6 rendelése. Az eszko-
z6n belll minden egyes tipusu adatfolyam a kimend in-
terfész egy-egy varakozasi soraba keriil. Ezen varako-
zasi sorok kezelését specialis mechanizmusok végzik,
amelyek meghatarozzak, hogy az egyes varakozasi so-
rokbdl kilén-kilén milyen legyen az interfészen tovab-
bitott adatsebesség. A forgalmak tipusanak meghata-
rozasat és a varakozasi sorok kezelését egyltt az
adatforgalom-kezelési mechanizmusok végzik. Fontos
megjegyezni, hogy az adatfolyam tébb modon is defi-
nialhaté. Egyik lehetséges mod a forras és a cél logikai
cime, a forras és a cél socket-szama, valamint a session-

azonosité kombinacioja. Masik lehetséges mdd az adott
alkalmazastdl érkez8 adatok vagy adott interfészrél ér-
kez6 adatok beazonositasa. A gyakorlatban barmely ti-
pusu azonositast alkalmazhaténak tekintik. A klasszi-
kus halozati alkalmazasok jellemzdit, illetve ezek eréfor-
ras igényének dsszefoglaldjat az 1. tablazat tartalmaz-
za [5].

A legfontosabb forgalomkezel§ mechanizmusok az
IEEE 802.1p, a DiffServ (Differentiated Service), az Int-
Serv (Integrated Services), az ATM/ ISSLOW és masok.
Ezek mindegyike specidlis kdrnyezetben képes kifejte-
ni hatasat optimalisan.

Az IEEE 802.1p forgalomkezel6 mechanizmus

Alegtobb LAN az IEEE 802 (Ethernet, FDDI, Token-
Ring stb.) vagy més osztott kézeget hasznal6 techno-
I6giara épll. Az IEEE 802.1p az L2 protokoll adatelem
fejrészében egy mez6t alkalmaz, amelyben nyolc prio-
ritas szint fér el. A végfelhasznaldi csomdpontok és a
routerek a LAN-ba kiildétt forgalom kereteiben megad-
jak a prioritas eértékét. Az adatkapcsolati eszkdzok
(switch, bridge) a kereteket a prioritasnak megfelel§ va-
rakozasi sorok segitségével kezelik. A mechanizmus
csak alhalézaton belll mikédik, kulénbdzé halézatok
kdzo6tt nem érvényesil.

A DiffServ forgalomkezel6 mechanizmus

Ez egy OSI 3 szintii QoS mechanizmus, amelyet
annak ellenére, hogy tébb éve létezik, csak az utdbbi
idében kezdtek el alkalmazni. A DiffServ az L3 protokoll
adatelem fejrészében DSCP (DiffServ CodePoint) nevi
mezét helyez el. A végfelhasznal6i csomopontok és a
routerek a DiffServ halézatba kiildétt forgalom minden
egyes csomagjat a megfelel§ DSCP értékkel latjak el. A
DiffServ/hal6zatban lévé routerek minden csomagra a
DSCP érték alapjan térténd osztalyozas szerint specifi-
kus PHB (Per-Hop Behavior) varakozasisor-kezel6 al-
goritmust vagy ltemez6t alkalmaznak. Példaul az EF
(Expedited-Forwarding) PHB limitalt adatrata esetén a

Forgalom- % T e 5k s
ifpus Jellemzo Hilozati erdforrisigény Alkalmaz asigény
Parbeszédes, borsztos. Kézbesitési | Csomagok routolasa Csomagok visszaallitasa
e késleltetés <100 msec. Minden minimalis késleltetéssel. sorrendben. jittermérd
8 csomag sorrendben, jitter nélkil, Prioritast igényel. puffer 1igénye. késon érkezé
de csomagvesztés lehetséges. L4 szintdi kezelhet6ség. | igok el
g 5 Csomagok routolasa agok vissza
Bérsztos, nagyon hosszi, ; T : "
. S z ; hibaellendrzéssel L4 hibaellendrzéssel,
Adat folvamatos kildés. Késleltetés . : ; : s g
% ; szinten. Hangsulyozottan hiba vagy til sok keésés
elviselhetd, de adatvesztés nem. : R A R
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Video késleltetés elfogadhato, kivéve a . = ] T
iy ; .~~~ | hibamentesen. csomagok pufferelése és
videokonferencia. ahol az 1gények el : RE
o hanobenl o hask -’ keésleltetés csdkkentése
1. tablazat ahang o | késer csomagok torlésével.
o Borszits adat. hang és folvamatos Csomagok routolasa Csomagok visszaallitasa
A hélozati forgalmak St . .”g_.f -Slas minimalis késleltetéssel. sorrendben. jittermér
jellemzéi sy video. Valos idejii kézbesités, i g : iy
Jatek : L Prioritast igénvel. puffer. csokkentett
csak alacsony mértéki : A , EF 3 : ,
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bemeneti és kimeneti pontok kdzdtt nagyon alacsony
lappangasi id6t biztosit. Mas PHB régzitheti bizonyos
csomagok mas csomagokhoz viszonyitott relativ priori-
tasat. Ez a prioritas vonatkozhat az atlagos atviteli se-
bességre, az eldobasi sorrendre anélkill, hogy a lap-
pangasi idére megkdtés létezne. A PHB-k a routerek 6n-
all6 viselkedési szabalyai. Kizarélagosan PHB-k segit-
ségével nem lehetséges végponttél-végpontig tipusu
QoS garanciat nydjtani.

Eléfordulhat olyan eset is, amelynél a végponttol-
végpontig QoS szolgaltatast az utvonal menti dsszes
routerben azonos PHB beallitasokkal biztositjuk. llyen-
kor a logikai kapcsolat béreltvonal jellegl 6sszekoétte-
tést ad, amely képes megfelelni akar interaktiv hang-
kapcsolat vagy vided lejatszas szamara is.

Az IntServ forgalomkezel6 mechanizmus

Ez két modulbdl allé szolgalathalmaz, részei a Gu-
arranteed Load, vagy Controlled Load (garantalt, illet-
ve ellendrzott terhelés) szolgaltatasok. A garantalt szol-
géltatas a forgalom szdmara kvantalhaté mértéket és
korlatos lappangasi id6t biztosit. Az ellenérzétt terhelé-
sli szolgaltatdas megadott mérték( forgalom szamara
terheletlen hal6zati kérnyezetet emuldl. Ezek a szolga-
latok kvantalhaték abban az értelemben, hogy bizo-
nyos forgalommennyiség szamara szabalyozhaté a
QoS. Az IntServ-szolgaltatasok tébbsége az RSVP jel-
zésrendszerre épul. Mindegyik IntServ-szolgaltatas be-
engedés-szabalyozasi algoritmusokat definial, amelyek
az adott eszkdznél befogadott forgalommennyiséget
hatarozzak meg anélkil, hogy romolna a szolgalat mi-
nésége. Az IntServ szolgéltatasok nem hasznalnak va-
rakozasisor-algoritmusokat.

2. A QoS értelmezése

Az IETF szabvanyai szerint a QoS alkalmazasa
leggyakrabban a DiffServ architektaran alapul [6]. Ez
el6irja minden csomag osztalyba sorolasat a halézaton
beliil. Az osztalyozast az IP csomag fejlécében fenntar-
tott hatbites szolgalat tipus (TOS — Type of Service)
mez6 értéke teszi lehet6vé. Lehetséges azonban az
osztalyozas az L2 rétegben szallitott minéségi jellem-
z6k alapjan is. Ezen specidlis biteket az L2 és L3 pro-
tokoll adatelemek esetén az 1. dbra mutatja be.

Az L2 Inter-Switch Link (ISL) kereteknek |étezik egy
1 bajtos felhasznalé (User) mezdje, ami az utolsé ha-
rom biten magaban hordozza az IEEE 802.1p CoS
(Class of Service) értéket. Az L2 ISL tronk interfészek
ISL kereteket tovabbitanak. Az IEEE 802.1Q keret egy
2 bajtos TCI (Tag Control Information) mez6 segitségé-
vel széllitia a CoS értéket az utols6 harom, User Prio-
rity biten. Az ilyen L2-es trénkén minden forgalom
802.1Q kereteket tartalmaz, kivéve a Native VLAN ese-
tében. Mas fajta kerettipusok nem tudjak szallitani a
masodik rétegbeli CoS értékeket. A CoS értékei 0-7 tar-
tomanybdl vehetnek névekvé prioritasu értéket.

Az L3 IP csomagok vagy az IP precedencia, vagy a
DSCP (Differentiated Services Code Point) értéket to-
vabbitjak. A QoS tamogatja mindkét fajta érték haszna-
latat, mert a DSCP értékek kompatibilisek az IP prece-
dencia értékekkel. Az IP precedencia értékek 0-7, mig
a DSCP értékek 0-63 tartomanyban léteznek.

Minden switch és router amely az Interneten forgal-
maz, a csomagokat osztaly informaciéval latja el, amely
segitségével az azonos osztalyhoz tartozé csomagok
azonos kezelésben, a kiilénbdz8 osztalyhoz tartozé
csomagok pedig kilénbdzd kezelésben részesilnek.
Az osztaly informaciét a csomagokban végfelhasznaléi
csomopontok, vagy switch, illetve router kdztes csomé-
pontok is meghatarozhatjak, fliggéen, a helyi policy-tol,

az infokommunikacios Beagyazott csomag
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pedig hatékonyabba teszi.

LXIl. EVFOLYAM 2007/4




A QoS hatasa az infokommunikacios alkalmazasokra

a részletes csomagvizsgalattdl vagy mindkett6tél. A rész-
letes csomagvizsgalat tipikusan a haldézat hozzaférési
pontban térténik, annak érdekében, hogy a meghata-
roz6 switchek és routerek ne legyenek tulterhelve. A
switchek és routerek az Utvonalon hasznalhatjdk az
osztaly informaciot, hogy meghatarozzak a rendelke-
zesre allé eréforras készletet a forgalmi osztalyok szama-
ra. Egy egyedilallé eszkoz DiffServ architektura szerin-
ti forgalom kezel6 viselkedését PHB-nak (Per-Hop Be-
havior) nevezik. Ha a tovabbitasi Gtvonal mentén az
Osszes eszkdz konzisztens per-hop moédszerrel miko-
dik, akkor végponttol-végpontig tipusi QoS megoldas
ervényesll. A QoS bevezetése a haldzaton fligg az ak-
tiv eszk6z6k QoS sajatossagatdl, a forgalom tipusatol
€s mintajatol a halézaton, valamint a bejévé és kimend
forgalomra alkalmazott vezérlés részletességétdl.

3. A QoS struktura modellje
az L2/L3 rétegeknél

Az osztalyozas a forgalmak tipus szerinti szétvalaszta-
sat biztositja. A bemeneti (ingress) eszkéz mikddése
magaba foglalja a forgalomosztalyozas (classification),
a szabalyozas (policing), a jelélés (mark), a sorbahelye-
zés (queing) és az litemezés (scheduling) feladatokat.
A QoS alapmodellt a 2. abra mutatja be. Bemeneti in-
terfészeken az osztalyozas szétvalogatja a kilénb6z6
tipusu forgalmakat [7].

A folyamat készit egy bels§ DSCP-t csomagonként,
ami meghatarozza a tovabbitas kézben végrehajtandd
QoS tevékenységeket. A szabdalyozas meghatarozza,
hogy a csomag szerepel-e a bekonfiguralt profilban
6sszehasonlitva a bels§ DSCP-t a beallitott szabaly-
zo6kkal (policer), amelyek az adatfolyam altal felhasznalt
savszélességet korlatozzak. A jeldld (marker) kiértékeli
a szabdlyozot és az interfész szint(i konfiguracios infor-
maciot, majd megvizsgalja azt az el6irast, ami szerint
kell eljarnia. Ha a csomag a profilon kivil esik, atenge-
di a csomagot mddositott DSCP értékkel vagy eldobja.
A sorbahelyezés (queing) megvizsgalja a DSCP vagy a
CoS értéket, és ez alapjan elddnti, hogy a csomag me-
lyik bemeneti varakozasi sorba keriljén a kett§ kdzdl.

Kimeneti interfészeken a sorbahelyezés (queing) ki-
értékeli a bels6 DSCP-t és meghatarozza, hogy a 4 ki-
jarati sor kdzul melyikbe tegye a csomagot. Erre azért
van szlkség, mert torlédas alakulhat ki eszkdzdn belil,
ha a két bemeneti varakozasi sor egyszerre kildi az
adatot a kimeneti interfész felé. Gyakran torlédas meg-
el6z6 technologiakat alkalmaznak (WRED — Weighted

Random Early Detection, és tail drop) a gigabit képes
ethernet portok, illetve egy kiisz6bértékes ,tail drop”
mechanizmust a 10/100 Mbps-os ethernet portok. Ute-
mezéskor (scheduling) a négy kimeneti sor kézil egy
maximalis elényben (expedite) részesiil, igy ebbe a sor-
ba keriil6 csomagok mindegyike tovabbitasra kerll mi-
elétt barmely masik sor tartalma kiszolgalasra kerdlne.

IP-t6l kUlonbdz6 forgalom esetén, ha a beérkezd
csomag nem rendelkezik CoS értékkel, akkor a beme-
neti interfészen érvényes helyi fix bedllitas érvényesdl.
Ha a beérkezd keret rendelkezik CoS értékkel, akkor a
meneti interfész alkalmazza a CoS-DSCP térképet, ami
alapjan a kerethez rendeli a bels6 DSCP értéket. Ha a
beallitasok MAC sz(ir6 listat (ACL — Access Control List)
tartalmaznak, a forras-, a célcim, illetve a keret tipusa
alapjan torténik a DSCP értékének beallitasa. Ha nincs
ACL, akkor a csomag DSCP=0 értéket kap, azaz ,best-
effort” alapjan tovabbitddik.

IP forgalom esetén eszkdzdn belll a beérkezd cso-
magban 1évé DSCP hasznalhat6. Az IETF a ToS mez6
hat legfontosabb bitjet a DSCP-ként értelmezi. A priori-
tast a 0-63 intervallumban 1évé DSCP érték fejezi ki.
Kilénbdz8 QoS zénak kozotti fizikai kapcsolatot bizto-
sité interfészek a DSCP-DSCP mutéacids 6sszerendelés
alapjan megvaltoztathatjak a két zéna kdzott tovabbi-
tott csomag DSCP értékét. Lehetség van a beérkez6
csomag IP precedencia mezdjének kiértékelésére is,
ami alapjan a DSCP érték hozzarendelése az IP prece-
dencia-DSCP tablazat alapjan térténik. Az IPv4 a ToS
mez8 harom legnagyobb helyiértékd bitjét hasznélja a
precedencia tarolasara. Ha a csomagban jelen van a
CoS (Class of Service) érték, akkor a DSCP érték a
CoS-DSCP tablazatbol all el6. Konfiguralt szabvanyos
vagy kiterjesztett IP ACL esetén az IP csomag fejrészé-
ben Iév6 kilénbdz6 mezbk értékei azonosithatdk be.
Sz(rési taldlat esetén a szlréhdz elirt DSCP érték
hozzarendelédik az adott csomaghoz. Ha nem létezik
ACL, akkor a csomag DSCP=0 értékkel halad tovabb.

Az osztalyozas-0sszerendelés (class map) mecha-
nizmus arra hasznalhatd, hogy egy specialis adatfo-
lyam beazonosithaté és megkilénbdztetheté legyen
mas adatfolyamoktél. Ez a mechanizmus az adatfo-
lyam tovabbi kategdridkba soroldsat teszi lehetévé,
amihez a déntést az ACL szerinti illeszkedés, DSCP lis-
tahoz vagy IP precedencia listdahoz val6 tartozas bizto-
sitja. Tovabbi adatfolyam osztalyozasahoz egy-egy to-
vabbi eltéré nev(i osztaly-6sszerendelést lehet készite-
ni. Ha a csomag egyezik az osztaly-6sszerendelés sza-
ballyal, akkor a policy-6sszerendelés segitségével meg-
térténik a kategoridaba sorolasa. A policy-6sszerendelés

2. abra A QoS modell elemei
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interfészen térténd aktivizalasa kévetkezményeként az
alabbi tevékenységek térténhetnek: a CoS, DSCP, IP
precedencia értékek kiértékelése; a DSCP vagy az IP
precedencia érték beallitasa; az adatfolyam savszéles-
ségének korlatozasa; olyan tevékenység elvégzése,
amely a forgalom profile illesztése esetén sziikséges. A
szolgalat osztalyok felsorolasat, illetve id6ben térténd
kialakulasukat a 3. abra mutatja [8]. A ,Bulk” adat a hat-
térben futé nagyméretli adatletdltések jellemzgje. A
.Scavenger” adattipus az IPv6 esetén keril elétérbe,
amely még a ,best-effort” adatnal is kényebben eldob-
haté.

A csomag eszkdzon bellli DSCP értékének megha-
tarozasa utan a policing és jel6lés események kévet-
keznek. A policing a forgalom savszélességének sza-
balyozasat lehetévé teszi policerek segitségével. A po-
licerek minden egyes csomagot megvizsgalnak és el-
dontik, hogy megfelel-e a profilnak vagy sem. A profil-
nak megfeleld szabalyozasokat a jel6l6 végzi, amely
doént a csomag kézbesitése vagy eldobasa felél. A po-
licer lehet egyedi vagy aggregalt. Az egyedi QoS poli-
cer a savszélesség korlatokat a megfelel6 forgalom
osztalyok alapjan alkalmazza. Az aggregalt QoS poli-
cer a beallitasokat globalisan kezeli, minden forgalmat
megvizsgal. A policer zsetonos vdoér (token bucket) al-
goritmust alkalmaz. Ez hasonlit az ATM atviteltechnika-
nal alkalmazott megoldasra, de itt csak egy edény és
csak egy szivargo lyuk létezik [9]. Minden beérkez6 ke-
ret esetén a voddrbe egy zsetont helyez el. A beallitott
savszélességnek megfelel§ ritmusban a vodérbdl a
zsetonok kiszivarognak. Amikor a zseton a védérbe ke-
ril, a kapcsolé eszkdz el6zetesen ellendrzi a védérben
Iév6 Ures helyet. Ha nincs elegend6 hely a zseton

szamara, akkor a csomag nem megfeleld jelélést kap
és az annak megfelel§ policer intézkedés kdvetkezik
be. Ez lehet a csomag eldobasa vagy a DSCP értéké-
nek lecsdkkentése is. A vodor telitédésének gyorsasa-
gat a voddér mérete (bbrszt [bajt]) a vodoér szivargasa-
nak mértéke (bitrata [bps]) és az atlagos bitrata feletti
bérszt idétartama befolyasolja. A védér mérete a bdrszt
hosszat korlatozza és meghatarozza az eszkdzben a
bementi pont és a kimeneti pont kézdétt tovabbithatd
keretek darabszamat. Alacsony forgalom esetén az
adatfolyam nem befolydsolddik. Ha a bdrszt hosszu és
magas bitrataju, a vodor tdlcsordulasa miatt a kerettel
szemben policer intézkedés 1ép érvénybe.

A kapcsol6 a sorbaallitas és az Gtemezés folyamat
soran torlédas menedzsment célbdl kimeneti varakoza-
si sorokat, valamint WRR (Weighted Round Robin) me-
chanizmust hasznal. Minden Gigabit Ethernet port 4
darab varakozasi sorral rendelkezik, amelyek kozil
egyik kiemelt prioritdsuként mlkddhet. A varakozasi so-
roknak két-két kiiszobértéke van. A DSCP-kliszobérték
tablazat alapjan térténik a csomag ,tail-drop” vagy
WRED algoritmus szerinti kezelése. A varakozasi sor
mérete, a kiiszébérték, a ,tail-drop” vagy WRED algorit-
mus és a DSCP-kiszlibérték tablazat egyltt befolya-
solja, hogy a kiiszébérték meghaladasakor mikor és
melyik csomag eldobasa kovetkezik be. A kimend inter-
fész fizikai savszélessége egylttesen képezi a néegy
varakozasi sor szamara rendelkezésre all6 savszéles-
séget.

A ,tail-drop” a Gigabit Ethernet interfészek alapértel-
mezett torlodast megel6z6 mechanizmusa. A csoma-
gok addig kerlilnek a varakozasi sorokba, amig a ki-
szObértéket el nem érik. llyen esetbe az elsé kiiszébér-

8 omw_m“' ' QoS Modell
Hang | | Hang |
Valosideji < Interaktiv vided ‘
Vided
‘ Streaming video ‘
Hivas jelzés | | Hivas jelzés | | Hivas jelzés |
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| JBulk’ Adat | | Bulk’ Adat | | 3 abra
,Best Effort’ < A QoS szerinti
Best Effort" .Best Effort” halézat-szolgalati
osztalyok
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tékhez rendelt csomagok eldobasa mindaddig ismétlé-
dik, amig a forgalom a kiszoébérték ala nem csodkken.
Az els6nél nagyobb masodik kiiszObértékhez rendelt
csomagok ilyenkor is tovabbitédnak mindaddig, amig a
forgalom masodik kiiszébértéket el nem éri. A kiisz6-
bértékek szazalékosan a sorok lefoglaltsagat mutatjak.
A ,tail-drop” és a WRED két olyan mechanizmus, amely
kéziul csak az egyik mikddhet egyidében az interfé-
szen.

A WRED (Weighted Random Early Detection) abban
kllénboézik mas torlédas feloldd mechanizmustdél, hogy
a torlédas kezelése helyett megprobalja megel6zni an-
nak kialakulasat. A WRED felhasznalja a TCP azon tor-
I6dasvezérlési tulajdonsagat, hogy a TCP a varakozasi
sora méretének szabdlyozasaval képes ideiglenesen
leallitani az Gzenetek kiildését. A WRED véletlenszeru-
en eldob csomagokat azelétt, hogy er8s torlédas lép-
ne fel, igy a forras TCP protokoll entitas csékkenti a kiil-
dési sebességét, és az L3 rétegben megel6zhetd a
torlodas. A véletlenszerl csomageldobas lehetévé te-
szi, hogy a ,tail-drop” algoritmussal ellentétben ne kell-
jen sok csomagot eldobni, ugyanakkor a fizikai csator-
na jobb kihasznalasara nyilik lehetéség. A WRED a na-
gyobb rataju forgalmakbdl tébbet dob el, mint az ala-
csony ratajuakbdl. A kimen§ interfész mind a négy va-
rakozasi sora itt is rendelkezik egy-egy kiiszébértékkel.
Ennek meghaladasa esetén kezdddik véletlenszerlen
a forgalom csomagjainak eldobasa. Minél jobban meg-
haladja a kiisz6bértéket a forgalom, annal tébb csoma-
got dob el. A csomagok kezelése a DSCP-kiisz6bérték
tablazat alapjan térténik.

A csomag QoS miatti médositasa kilénbdz6 ese-
tekben kdvetkezik be:

i) IP csomagnal az osztalyozas alapjan DSCP
erték rendelédik a csomaghoz. Eléfordulhat,
hogy ilyekor a csomag nem médosul, de a
DSCP hozzarendelés megtérténik. Ennek az
az oka, hogy mivel a QoS osztalyozas és az
ACL sz(rélista illesztése egyidében torténik,
az ACL miatt szlikség lehet a csomag kulén-
valasztasara. llyenkor a csomag az eredeti
DSCP értékevel a kapcsolé CPU-jahoz kerlil,
ahol a routing miatt Ujbo6l ACL illesztés
kdvetkezhet. Az Gtvonal elemzése az osztalyozott
DSCP-re épiil.

i) IP-t81 kiilénb6z6 csomag esetén nem létezik
DSCP, igy az osztalyozas a csomaghoz egy
bels6 DSCP-t rendel. A bels6 DSCP alapjan
a csomagot CoS osztalyba sorolja és annak
megfelel§ modon processzalja.

iii) ,Policing” fazisban az IP és a nem IP csomagok
DSCP értéke modosulhat, ha az el6irt profil
nem illeszthetd. llyenkor a modositast a lejelélés
(markdown) funkcio végzi el.

Az L4-L7 rétegek esetén is van lehet§ség a QoS
szabalyozasara [10]. Ebben az esetben megfelel§ me-
chanizmusok segitségével figyelni lehet statikusan és
dinamikusan a TCP és az UDP portok hasznalatanak
statisztikajat; az UDP, illetve a TCP-t6l eltéré protokollok
alkalmazasanak aranyat; lehetséges tovabba alport
szerinti osztalyozas, amely a csomag mélyebb szintl
elemzésére épit.

4. dbra A mérési kérnyezet és az adatfolyamok
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AHTTP forgalmak osztalyozasat URL, hoszt,

Jellemzo Definicio

illetve MIME alapjan végzik. A valds idejd mul-
timedias halézati alkalmazasok altal hasznalt
RTP (Real Time Protocol) kontroll modulja pa-

Atlag (Mean) [kbit/sec]

¥ zp(t)
=1

Mean(Zp)=Zp =
BdT‘I( p) P Tp

ratlan szam azonositoju portot, az adat mo-
dulja pedig paros szam azonositoju portot al-
kalmaz [11].

Az RTP id6zités szabalyozast, adatvesz-
tés erzékelést, adatvedelem és tartalomazo-

Szoras (Standard Deviation) [kbit/sec]

Relativ szoras (Relative STD) [%]

STD(Zp)= \IIITLP%']'(@(U -Za)2
)- STD(Z(1))

RSD(Zp
Zp

nositast biztosit. A hasznos teher osztalyoza-
sa soran a hang, a vided, a sdritett vagy siri-
tetlen vided, a codec beazonositasara nyilik
lehetfség. A felhasznaldi egyéb alkalmazgsok
statikus porthozzarendelés alapjan azonosit-

Ferdeség (Skewness) [%o]

\u"ﬁg,{(lp(t) = Z_P)\
I
372

[:zpl (0 —Z_p)z]

Skewness(Zp )=

hatok be.

A peer-to-peer fajlmegoszté protokollok (Gnutella,
FastTrack stb.) er6teljes er6forras igénye miatt egyrészt
a statikus port értéke, masrészt a generalt forgalom di-
namikaja alapjan térténhet a szabalyozas.

4. A mérési kornyezet
és a meért értékek ismertetése

Egyetlen QoS tartomanyhoz tartozé forgalmakat vizs-
galtunk meg. A Hoszt1 géptél a Hoszt2 gép felé egy-
id6ben TCP, illetve UDP forgalmat generaltunk. A TCP
FTP és HTTP letdltéseket, az UDP pedig interaktiv vi-
deo atvitelt végzett. A mérési kdrnyezetet a 4. abra mu-
tatja. Mivel az FTP és a HTTP az Ethernet 1500 bajtos
MTU-janal nagyobb méretii IP csomagokkal forgalmaz,
ezeknél fragmentacié 1épett fel. A QoS paramétereket
fragmentum csomagoknal nem lehetséges kezelni, ez-
ert a TCP forgalom ,best-effort”, azaz DSCP = 0 érték
mellett zajlott.

A videokonferencia UDP forgalom minden csomag-
ja elfér egy-egy Ethernet keretben, igy ennek priorita-
sat a TCP forgalom prioritasa f6lé lehetett emelni az
UDP DSCP = 56 értékének beallitdsa segitségével. A
Hoszt1 a lehetd legnagyobb rataval kildi a videét a
QoS tartomanyba, ez azonban a forras fizikai kapacita-
sa miatt legfeljebb 1 Mbps lehet. A Hoszt2 csomépont-
nal kilén a TCP, és kilén az UDP halézati forgalom
mérése TCPDump program segitségével tértent. A QoS
tartomanyon belil a vide6 bitratat és a vided prioritasat
a Port_A, mig az UDP és a TCP forgalom szamara ko-
z6sen rendelkezésre allé csatorna kimeneti savszéles-
ségét a Port_B pontokban szabalyoztuk. A Port_B sav-
szélességét interfész szintl globalis QoS parameéterrel
befolyasoltuk. A mérésnél alkalmazott paramétereket a
2. tablazat tartalmazza.

2. tablazat A mérésnél alkalmazott paraméterek

Paraméter Ertékek
Video bitrata [kbps] 256, 384, 512, 768, 1024
Video kodolasi algoritmus H.261, H.264

Video adatfolyam DSCP értéke
Logikai csatorna savszélesség [Mbps]
Adatkapcsolat

0, 56
1,2, 4
IEEE 802.3 (Full Duplex)
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3. tablazat Az idésorok jellemzdi

Kilén a TCP és kilén az UDP forgalmakra az L2 ke-
retek méretét és idépontjat rdgzitettiik. Egy mérés 60
masodpercig tartott, 6sszesen 60 mérés késziilt. Min-
den egyes mérésnél ugyanazt a mdsort forgalmaztuk a
két hoszt kozo6tt. Az els6 harminc mérésnél a forras
H.261, a tovabbiaknal H.264 kodeket hasznalt. Minden
egyes iddsorra 100 msec-os mintavételezéssel megha-
taroztuk a bitratat. Az igy nyert Gjabb két id8sor halmaz
Zl(t)(p=1,2,...,60 TCP esetén), illetve ZJ(t)(p=1,2,...,60
UDP esetén) minden eleme T = 60.000 értéket tartal-
maz. Ezen id&sorokat elemeztiik matematikai statiszti-
kai szemszdgbdl. A megvizsgalt jellemzdék a bitrata atla-
ga, szorasa, relativ szorasa, valamint a ferdesége. Ezek
definicidjat a fenti, 3. tabldzat mutatja be.

5. A mérési eredmények elemzése
és értelmezése

Az 5-12. abrak az UDP, illetve a TCP forgalmak bitrata-
janak atlagat, szérasat, realtiv szorasat, illetve ferdese-
gét mutatjak.

A kllénb6z6 adatfolyam halmazokat abc=(101...454)
index segitségével jeldltik, ahol a=(H.261, H.264), b=
(DSCP1=0, DSCP=56), c=(logikai csatorna sebesség=
1 Mbps, 2 Mbps, 4 Mbps). igy példaul az abc=454 in-
dex( idésor halmaz H.264 codec, DSCP=56 érték és a
Port_B logikai csatornajanak atviteli sebessége=4 Mbps
esetben készilt.

Adott halmaz elemei 256, 384, 512, 768 és 1024
Kbps-os bitratak mellett késziltek. A TCP és az UDP
Loest-effort” jellegl (b=0 halmazok) forgalmazasa ese-
tén a kiilénb6z6 adatfolyamok atlagosan kitéltik a ren-
delkezésre all6 savszélességet, és mindegyik alkalma-
zas miikodik. QoS segitségével tértend videod bitrata
névelése miatt az FTP és a HTTP forgalmak atlagat a
TCP automatikusan visszaszabalyozza. A H.261 codec
a H.264-hez képest atlagosan tébb UDP adatot képes
tovabbitani annak ellenére, hogy régebbi algoritmus.
Ennek oka, hogy a rendelkezésre &ll6 vided bitrata nem
haladja meg az 1 Mbps értéket, ami alatt a H.264 nem
m(ikédik optimalisan. A forgalmak bitratajanak szérasa
azt mutatja, hogy nagyobb ratanal névekszik a széras
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A TCP ,best-effort” és az UDP QoS

Dinamika | Darabossag | Atlapoltsig | Szinhiiség | Ertelmezhetoség | OS r > - =D
Allo Negyon Igen r— N . vezérlése (b=5 idGsorok) esetén a bitra-

X : : ; tak atlaganak grafikonja nem teszi le-
Akadozd Nagyon Igen Nem Nem 2 L, . e .,

. , ; _ hetévé a homogén ,best-effort” jellegli
Akadozo Kozepes Igen Nem Kevésbeé 3 ; PR . L.

; N X forgalmaktél vald kilénbségtételt an-
Akadozo | Kdzepes Igen Nem Kozepes 4 . o
Akadoss | Kbizases P e o . nak ellenére, hogy a tapasztalt videé
M? 0z0 KO fpsj r?e Ne l(? epes - mindsége lényegesen eltér egymastol

0Z20 evesoe em em 0Zepes a QoS jelenléte, illetve hianya esetek-
Mozgo Nem Nem Nem Kozepes 7 ben
A I o q : . . 7
Mozgd | Nem Nem il Eltogadins 8 A TCP mindig a maradék rendelke-
Mozpo Nem Nem Nem J6 — : zésre all6 savszélességet hasznélja ki,
Mozgo Nem Nem Igen Nagyon jo 10 mivel az L4 forgalomszabalyozas ezt le-

4. tablazat A videdé minéségének vélemény-érték (OS) metrikdja

is, viszont alacsony vided bitrata esetén a H.264 codec
kevesebbet szér, mint a H.261. 4 Mbps csatorna ese-
tén a T104 és T404 er6teljesen sz6r, ha a video bitra-
taja 1 Mbps-on van. Ez azt jelenti, hogy a video legjobb
mindsége esetén a TCP a maradék 3 Mbps savszéles-
ségen egyre inkabb bérsztdsiti az adatatvitelét. A TCP
bitrata relativ szérasa alapjan lathaté, hogy 1 Mbps-os
csatorna savszeélesség esetén a TCP er6teljesebben
szor, és eléri a 300%-ot is, mig a tobbi esetben ez j6-
val 40% alatt marad. Az UDP relativ szérasa kis video
bitrata esetén viszonylag magas, de még igy is csak
70% alatti.

A H.264 relativan is kevesebbet sz6r alacsony vi-
ded bitratanal, fiiggetlenil a csatorna fizikai savszéles-
ségétdl. A bitrata ferdesége azt jelenti, hogy a perio-
dogram a sulyvonalahoz képest balra (negativ) vagy
jobbra (pozitiv) ferdll el. Negativ ferdeség azt jelenti,
hogy az atlagos bitratanal sokszor kisebb a forgalom,
viszont a forgalomban ritkabban bérsztés jelenségek
|éteznek. A pozitiv ferdeség azt mutatja, hogy az atla-
gos bitratanal gyakran nagyobb a forgalom, de csak kis
mertékben, és |éteznek hosszabb idészakok, amikor az
atvitel szlinetel. A TCP bitrataja csak 768 Kbps-nal na-
gyobb vided bitrata beallitas esetén pozitiv ferdeségd,
a tébbi esetben negativ. Az UDP bitrataja ezzel ellen-
tétben csak a H.261 codec és magas vided bitrata ese-
tén negativ ferdeségu, a tébbi esetben pozitiv, sét gyak-
ran megkdzeliti az 500%-ot is.

het6vé teszi. Az UDP a TCP-hez viszo-
nyitva csak 50%-0s bitrata szérast okoz,
azonban az 1 Mbps-os (c=1 sikok) UDP a 2 Mbps és 4
Mbps csatornakkal ellentétben a vided bitrata névelé-
sével csdkkenti a szorast. Erre az a magyarazat, hogy
nagyon alacsony csatorna savszélességnél a TCP ra-
dikalisan csdkkenti a forgalmat, igy a vided tovabbita-
sa kevésbé borsztdsen lehetséges.

A H.264 relativ szérasa fliggetlen a QoS-tél és né-
vekszik a vided bitrataval, ami a H.264 codec dinamiku-
sabb mdkddéseét igazolja. A TCP bitrata ferdeségére
nincs hatassal a vided QoS bedllitdsa, mivel a TCP a
maradék savszélességet hasznalja fel. Az UDP bitrata
ferdeségét a QoS beallitasok kis mértékben csékken-
tik, de még mindig a pozitiv tartomanyban tartjak.

Egy tiz pontos tartomanyban mér6 vélemény-érték
(OS - Opinion Score) sajat metrikat képeztiink adott vi-
de6é misor minéségének globalis szamszerdsitéséhez.
Ot alapvetd minségi szempontot javasolunk, amelye-
ket a 4. tablazat mutatja be.

Az OS segitségével a QoS mechanizmus és a codec
egyuttes hatasat objektiv médon mérhetjik.

Adott vided m(isor globalis OS, vélemény értékek-
hez tartoz6 képeket az 5. tabldzat tartalmazza. Az igy
Osszeallitott lista lehetévé teszi a vide6 mlisor minésé-
gének szamszer(i értékelését és kategoriakba sorola-
sat is. Alacsony OS értékek gyenge mindséget, nagy
OS értékek j6 mindséget képviselnek.

5. tablazat
A vélemény-értékek (OS) szerinti vided képek
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gével hatékonyan differencialni lehet
a kiulénbdz6 tipusu adatforgalmak koé-
z0tt, igy a valds idejli halézati alkalma-
zasok (VolP, video, jaték stb.) kielégité
min8ségben képesek egylttmikddni
a hagyomanyos adatatviteli szolgalta-
tasokkal. Ez jelentés beruhazasi meg-
takaritasokat jelent a jévében, hiszen
a meglévé infrastruktira teljes lecseré-
lése nélkil a QoS mechanizmusokkal
lehet6ség van a hang-, vide6-, adatat-
vitel integraciojanak folytatasara.

Tovabbi vizsgalatok sziikségesek az
egyéb QoS paraméterek, egyetlen, il-
letve tobb QoS tartomanyon ativel6
multimédias kapcsolatok viselkedése,
valamint az L4-L7 rétegek miikodésé-
nek mindségi befolyasolhatésaga té-
makérdkben.

13. abra
A vided forgalmak vélemény-értéke (Opinion Score)

A kiilénb6z6 QoS paraméterekkel szabalyozott vi-
ded jelfolyamok (V101...V454) egymashoz viszonyitott
globdlis OS, vélemény értékét a 13. abra mutatja be.
Megfigyelhetd, hogy a vide6 atvitel vegyes terhelés(
halézaton nagymértékben fligg a QoS beallitasoktol.

A homogén ,best-effort” médszer szerinti forgalomto-
vabbitds megosztja az er6forrasokat a kiilénbdz6 adat-
folyamok k&z6tt, mig a QoS mechanizmus alacsony
csatorna savszélességnél a valds idejl alkalmazasokat
megszakitja, nagyobb csatorna savszélesség esetén
pedig er6teljesebb kiildnbséget tesz az eltéerd tipusu
adatfolyamok kozoétt. A vided kapcsolat kielégitéen jé
mindségl atviteléhez végponttdl-végpontig minimum 1
Mbps-ra van sziikség. Alacsony savszélességen a
H.261 codec jobb mindséget ad, mint a H.264, viszont
utdbbi képes akar HDTV mindségi msor tovabbitasa-
ra is 2 Mbps-nal nagyobb sebességl Osszekottetés
esetén [11]. QoS mechanizmus miikédtetése mellett je-
lents mindségi ugrast az 500 Kbps-nal nagyobb se-
bességl adatkapcsolat esetén tapasztalhatunk, amit a
felhasznaldk véleményének az OS tizes skalajan a fel-
s tartomanyban valé elhelyezése tiikroz.

6. Osszefoglalas

Jelen cikkben a QoS mechanizmus L2 és L3 rétegek-
ben kifejtett hatasat vizsgaltuk meg egyetlen QoS tar-
tomanyon beliil szabalyozott paraméterek segitségé-
vel, H.261 és H.264 vided codec alkalmazasa mellett.
A mérések alapjan kijelenthetd, hogy a QoS mechaniz-
mus aktivizalasa jelent6sen megvaltoztatja az Interne-
ten hagyomanyosan miikédd halézati alkalmazasok vi-
selkedését. Az UDP egyenletesebb adatfolyamot bizto-
sit, mig a TCP a maradék halézati eréforras teljes ki-
hasznalasara is képes. QoS mechanizmusok segitsé-
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Szolgaltatasminoség

és a szolgaltatas minosége -
szempontok az Internet-elérési szolgaltatasok értékeléséhez

VONDERVISZT LAJOS

Nemzeti Hirkézlési Hatésag
vonderviszt.lajos@nhh.hu

Kulcsszavak: QoSE, QoS, Internet, sehességmeérés

Az érzékelt szolgaltatasi min6ség (QoSE) és a szolgaltatasminéségi paraméterek (QoS) kézétt az Internet-felhasznalék szem-
pontjabdl kbz6tt lr tatong. A cikk megkisérli vazolni a problémat, példakon keresztiil megmutatni a fogyaszték érdekében tett

hazai és nemzetkézi Iépéseket, valamint a fejlédési iranyokat.

1. Bevezetés

Az Internet-szolgaltatast igénybe vevd atlagos felhasz-
nal6 jellemz6en nem tudja értelmezni a halézati szol-
galtatas technoldgiai paramétereit, csak a végered-
meéenyképpen kapott szolgaltatasi minéséget érzékeli
szubjektiven. De bevallhatjuk 6szintén, a mindennapi
gyakorlatban nem ezzel a témaval foglalkoz6 szakem-
ber is bajban lenne, ha megkérdeznénk, a szolgaltatd-
t6l kapott 2 Mbit/s-es ADSL szolgaltatas savszélessé-
gét hogyan kell értelmezni, ez vajon adatkapcsolati ré-
tegre vonatkoztatott savszélesség-e, tartalmazza-e a
masodik rétegbeli protokoll jarulékos adatok (pl. fejre-
szek) miatti tobbletét (overhead), mennyi hasznos ada-
tot (mekkora fajlt) lehet atvinni ezzel id6egység alatt a
legjobb esetben, nyugtazasos protokollt (TCP) vagy
megbizhatatlan protokollt (UDP) hasznalva, a garantalt
legkisebb savszélesség mely pontok kdz6tt érvényes,
vagy milyen modon lehet verifikalni a szolgaltat6 allita-
sait a megadott szolgaltatasi paraméterekkel kapcsola-
tosan.

A felhasznalok a jellegzetes szolgdaltatdsmindségi
(QoS) parameéterek (pl. savszélesség, késleltetés, kés-
leltetés ingadozés, bithiba-arany) helyett komplex, nem
algoritmizalhatdé modon érzékelik a szolgaltatds mind-
ségét (service quality), ezen belll a szamukra érzékel-
het6 paraméterek (pl. letdltési sebesséq) ,fuzzy” miné-
sitésével (lassu, gyors) jellemzik a szolgaltatas aktualis
allapotat.

rési pont és a szolgaltatéoldali kiszolgald eszkdz ko-
z6tt, illetve a ennél szokasosan kisebb savszélesség
biztositasat garantalja a szolgaltaté belféldi kapcsola-
taig (Magyarorszagon a BIX — Budapest Internet eX-
change). A felhaszndld a sajat rendszere, a futd szer-
veroldali alkalmazas, valamint az ezeket 6sszekdt6 ha-
I6zat, mint komplex rendszer sebességét érzékeli, az
olyan paraméterek pontos ismerete nélkil, mint példaul
— a teljesség igénye nélkil — a lokalis szamitégépre te-
lepitett virusirtd, tlizfal, a tébbi futé program, az opera-
ciés rendszer, a szamitogép-hardver, a hal6zati kartya,
az otthoni router, a szerveroldali hal6zati kartya, opera-
ciés rendszer, a szerver CPU terhelése, a szerveren fu-
t6 vedelmi programok, a méré alkalmazas lassité hatasa.

A rendszer komplexitasabdl addédoan a szerzédés-
ben régzitett paramétert a felhasznal6 kézvetlenll kép-
telen meghatarozni, egy ilyen tipusi mérés soran meg-
hatarozhatja a teljes rendszer objektiv minéségi para-
métereit (1. dbra), de a hal6ézati minéségre csak az al-
lithaté bizonyossaggal, hogy ez jobb, mint a mért érték.

Kérdés viszont az, hogy valéban olyan paraméte-
rekkel kell-e jellemezni a hdalézatokat, amelyek a fel-
hasznal6k szamara nem meérheték.

Ha elfogadjuk, hogy a felhasznalé altal érzékelt szol-
géaltatas min6sége nem szarmaztatd kdzvetlenil a szol-
galtatasminéségi paraméterekbdl — bar ezekkel kap-
csolatban van — megnyilik az Ut a tovabblépéshez.

1. abra Szubjektiv és objektiv minéség

Nem segitenek az igazan ob-
jektiv kép kialakitasaban az elter- -

Szubjektiv mindség

jedt — tobb szolgaltaté altal elérhe-

 J

Objektiv minGség

tévé tett — letdltési sebességet me- -
ré alkalmazasok, hiszen a mérés-
hez hasznalt kérnyezet ezekben
az esetekben nem jol definialt.

A példanal maradva, a szolgal-
taté a felhasznal6val kotott szerz6-
désében egy adott halézati sav-
szélesség (hal6zatimindség-para-
meéter) biztositasat ajanlja fel alta-
laban a felhasznaldoldali hozzafé-

|

~_Haldzat mindség (QoS)
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2. Az érzékelt szolgaltatasminoség

A felhasznalé altal érzékelt szolgaltatasminéség (QoSE
— Quality of Service Experienced) [4] szubjektiv médon
szarmazik a technoldgia altal biztositott, adott esetben
szamszerlen mérhet6 szolgaltatasmin6ségi paraméte-
rekbdl és olyan egyébként sem objektiv tényez8kbdl,
mint példaul az ar, vagy a markanév (2. abra).

A felhasznal6 joggal varja el, hogy a szolgaltatas
varhato és teljesdiilt mindségi paramétereirdl tajékozta-
tast kapjon, méghozza olyan adatokkal, amelyeket &
is képes értelmezni illetve érzékelni, amelyek 6sszeha-
sonlithatova teszik a kiilénb6z6 szolgaltatok szolgalta-
tasait (ilyenforman technolégiafliggetlenek), amelyek
ertelmezhetdk a szolgaltatok és a felhasznaldk szama-
ra egyarant (ilyenforman targyalasi alapot képeznek)
és minden Iényeges szempontot figyelembe vesznek.

A szolgaltaték és a felhasznaldk kézoétt a szolgalta-
tasmindségi paramétereket a szerzddés részeét képe-
z8, azon belll gyakran nem nevesitett szolgéltatasi-
szint-egyezmény (SLA — Service Level Agreement) rég-
ziti [2], amely mérhetd jellemz8kkel definialja a teljesit-
mény, rendelkezésre allas, konfiguracio, beszamolas és
lgyféltdmogatas elvarhaté és minimalis szintjét. Az dbra
alapjan kénnyen levonhaté a kdvetkeztetés, hogy az
SLA kérébe tartozd jellemzék kozll a teljesitmeény és a
rendelkezésre allas azok, amelyek a legnehezebben
foghaték meg egyutt a szolgaltatdék és a felhasznaldk
szamara.

3. A magyarorszagi gyakorlat

A ,345/2004. (XII. 22.) Korm. rendelet az elektronikus
hirkdzlési szolgaltatas minéségének a fogyasztdk vé-
delmével 6sszefliggé kdvetelményeirdl” rendelkezik ar-
rol, hogy a szolgaltatok kételesek minden, az adott hely-
zetben altalaban elvarhaté intézkedést megtenni an-
nak érdekében, hogy szolgaltatasuk megfeleljen a szol-
galtatdsmin@ségi kdvetelményeknek, amelyet ugyane-
zen rendelet a kdvetkez8képpen definial:

LSzolgdltatasmindség: a szolgdltatasi képességek
azon egylittes hatdsa, amely a szolgaltatas fogyaszto-
janak elégedettségi fokat meghatdrozza. A gyakorlat-
ban a szolgaltatasi képességekre vonatkozd, objekti-
van mérheté mindségi mutatdkkal jellemezhetb.”

A szolgaltaté az altala nydjtott szolgaltatasok kor-
manyrendelet szerinti megfelel6ségének hitelt érdeml|6
igazolasat szolgaltatasonként a Nemzeti Hirkozlési Ha-
tésag altal rendszeresiteni kivant elektronikus adatlap
es a megfeleléség igazolas (nyilatkozat és/vagy tanusit-
vanyok, felllvizsgalati jelentés) megkilldésével (benyuj-
tasaval) teljesitheti a targyévet kdvet6 év januar 31-ig.

A megadandd mindségi paraméterek az egyes szol-
galtatasokra (Telefon-, Internet és egyéb adatatviteli-,
M(isorelosztd- és Egyéb szolgaltatas) vonatkozoéan ka-
tegorizaltak (3. dbra), és a szolgaltatok altal megadott
adatok illetve a bel6lik szarmazoé statisztikak megte-
kinthet6k a Hatdésag honlapjan (https://www.nhh.hu/
adatlap345/stat/statmenu.jsp) .

2. abra Az érzékelt szolgaltatasminéség

Marka imazs ERZEKELT Verseny
SZOLGALTATASI
MINOSEG Politikai és
Marketing szabalyozasi
kérdések
Arazas Termék/szolgaltatas

SLA hataskorek

Teljesitmény

| (L. vélaszid6) hozzaférhetéség

. Konfiguracié
i (pl szolgaltatas bovités |
i (pl. MTBF, MTTR) ¥megszlntetés/modositas);

Beszamolas
(pl Web riportok)

Tamogatas
(pl. ugyfélszolgalat) |
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A jogszabaly altal meghatarozott parameterek tul-
nyomo része konkrét mindségi jellemzdkre kérdez ra,
ezen belll a technolégiaval szoros kapcsolatban allé
teljesitmény és rendelkezésre allasi paraméterekre.

Mindségi paraméter / szolgiltatas tipus
1. Uj hozzaférés létesitési 1dG

elvégzett vizsgdlatok eredményei is elfogadhatok.” lllet-
ve ,Az elbfizetbi csatlakozasok, szolgaltatasi terlilet és
szolgaltatascsomagok tekintetében a mintavételi elja-
rasnak reprezentativnak kell lennie, a vizsgalathoz fel-
hasznalt teszt mérések minima-
lis darabszama: az atlagos elé-

2. Minoscgi panasz_hibaelharitasi ideje
3. Szamlapanasz kivizsgdldsi és elintézési ideje

4. A szolgaltatas rendelkezésre allasa
5. A sikertelen hivasok arinya

7. Kezels, hibafelvevé valaszideje

8. Bithiba arany hozzaférési vonalanként
masodlagos felhasznalas esetén

9. A szolgaltatasi teriilet egészét érintd szinetelés

10. Az eléfizetdk legalabb 10%-at érinté sziinetelés

11. A garantalt (atlagosan elvarhato) le- és feltoltési sebesség

12. Bithiba arany hozzaférési vonalanként

13. Vivészint az elSfizetSi hozzaférési ponton

14. Jelszintkillonbségek az eldfizetdi hozzaférési ponton

15. Vivé/za) viszony az eldfizetdi hozzaférési ponton

16. El6fizetd1 panaszok szama

17. MinGségi panaszok szama

18. A jogos min&ségi panaszok szama

19. A szamlapanaszok szama

20. A jogos szamlapanaszok szama

21. Az iigvintézés elleni panaszok szama

NI NN LN fizetd szdm 1%-a, de legfeljebb
N N N N 50 db.”
SO s B8 RS B Mint lathat6, a mérés olyan
N N N Al . I 2 .
V- - [ - | modon kivanja a szolgaltatok
v . . altal megajanlott savszélessé-
V- - - get megallapitani, amely figye-
v | - N N lembe veszi a felhasznalok
szokasait, azaz megfelel a Qo-
R - SE modelinek. A cikk irasanak
- V] - - pillanataban a referenciaszer-
- N1 - [ -1 vermégnem all rendelkezésre,
I I igy a lekérdezhet6 adatok a
-l -1 N - szolgdaltatok méréseibdl szar-
-1 N maznak.
S A N S A 2006-0s adatokat vizsgal-
Sy LY LY va 320 szolgaltaté kozlését fi-
\ \, \, ! gyelembe véve, elmondhatd,
W Al N v . e .
—T . - hogy a szolgaltaték a vallalt le-
P téltési savszélességet tébb,
H B mint 50%-kal tulteljesitik (4.

3. abra A szolgaltatasok minéségi paraméterei

A Hatésag altal kdzzeétett kézikényv [1] szerint a
szolgaltatonak a szolgaltatassal kapcsolatosan célérté-
ket és minimal értéket kell az Altalanos Szerzédési Fel-
tételek (ASZF) dokumentumaban szerepeltetnie és a
hatésagnak megadnia. A szolgaltatas célértékének tel-
jesllése vagy tulteljesllése esetén az adott szolgalta-
tas megfelelének mindsil. A minimalértéket nem elérd
szolgéltatas viszont a szolgaltatas ,igénybe nem vehe-
t6” mindsitést kap. A két érték kdzott a szolgaltatas
csOkkentett értéklinek kell tekinteni.

A szolgaltatoknak a ténylegesen teljesitett értéke-
ket méréssel kell igazolniuk, és az adatszolgaltatas so-
ran a teljesitési érték oszlopban szerepeltetniik. A ké-
zikényv szerint:

JInternet szolgaltatas esetén a tesztméréseket a BIX
haldra kapcsolt referencia szerver(ek)en kell elvégezni.

A referencia szerverre mesterséges tesztfor-

abra). Tovabb arnyalja viszont
a képet, hogy az adatsorok elemzése szerint 20 szol-
géltaté mintegy hétszeresét éri el a célértéknek, ami
adott esetben nem a szolgaltatds mindségét jelzi, ha-
nem azt, hogy a szolgaltaté nem vallal felelésséget a
felhasznalé el6tt ,megcsillogtatott” nagy savszélessé-
gért. Meg kell jegyezni, hogy a hirdetésekben, webol-
dalakon a szolgaltaté altalaban az adott eléfizet6i hoz-
zaférésen elérhet6 maximalis atviteli savszélességet
adja meg, amelyet a felhasznalé a protokollok sajatos-
sagai miatt gyakorlatilag soha nem tapasztal.

A szolgaltatasi minéség arnyaltabb érzékelése ér-
dekében, a verseny ndveléséhez és az arazasi pozici-
Ok attekintéséhez a Hirkdzlési Fogyasztoi Jogok Képvi-
sel6je a htip.//tantusz.nhh.hu oldalon kereshetévé és
6sszehasonlithatdva tette a szélessavu szolgaltatdk ara-
datait.

4. abra Letdltési sebességek

galmat kell generalni kivdlasztott helyeken tele-
pitett hozzaférési pontokrdl. A tesztforgalom egy-
szerl TCP (FTP) forgalombdl dllhat. Nem szliksé-
ges a hasznalt haldzati protokollok (http, mail stb.)
pontos lemdsoldsa.

A tesztvizsgalat id6pontja: a mérést forgalmas
id6szakban kell végezni.

A tesztvizsgalat idétartama: 3 perc.

A referenciaszerver(eke)t fliggetlen szerve-
zetnek kell mikédtetnie. Amig referenciaszerver

sebesség [kbps]

@ minimum érték
mcél érték
Oteljesitési ertek

teljesitési érték
cél értek
minimum ertek
letoltes

nem 4ll rendelkezésre, a szolgaltaténak kell gon-

doskodnia vizsgalészerverrbl. A referenciaszer-

ver rendelkezésre dllasat kévetd harminc napig

feltcltes
letdites feltdites
g minimum ertek 298,7278689 228,5344262
mcel ertek 663,842623 464,8229308
Oteljesitesi ertek 984,4819672 542,6491803

a szolgaltaté altal biztositott vizsgaldszerverrel
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4. Egy gyakorlati példa
az érzékelt minoség mérésére

A portugdl Nemzeti Hirkdzlési Hat6sag (Autoridade Na-
cional de Comunicagées) a fentiek figyelembevételével
végzett értékelést Internet-hozzaférési szolgaltatasra
az 6t legnagyobb internet szolgaltaté esetében 2005
soran [3]. A mérések a felhasznaldkat teriletileg jol rep-
rezental6 célcsoport kivalasztasaval, 6sszesen szaz haz-
tartas megkeresésével, ellendrzétt korilmények kézott
térténtek. A teszt letdltési sebesség- (rendelkezésre al-
|6 savszélesség-) paraméterek mérését tlizte ki célul a
kévetkez6 modszerrel:

— 1 Mbyte-os weboldal letdltése a szolgaltaté adat-
kdzpontjabdl, masik helyi szolgaltaté adatkdézpont-
jaba illetve tengerentdli szerverrél.

— 0.5 Mbyte-os fajl feltéltése a szolgaltaté adatkdz-
pontjdban levd szerverre, masik helyi szolgaltato
adatkdzpontjaba és tengerentili adatkézpontba.

— 0.5 Mbyte-os fajl letdltése a szolgaltaté adatkdz-
pontjaban levd szerverrdl, masik helyi szolgaltatd
adatkdzpontjabol és tengerentlli adatkdzpontbdl.
A fenti paraméterek egyértelmiien letéltési sebes-

seg (rendelkezésre allo savszélesség) mérését teszik le-
hetévé a szolgaltatdé sajat halézatan belil, belféldi ki-
cserélé ponton keresztill és a leggyakrabban hasznalt
nemzetkdzi kapcsolatot (USA) hasznalva a felhaszna-
16k jellegzetes tevékenységének (bongészés, fajlok le-
toltése/feltdltése) figyelembevételével és azt is szem
el6tt tartva, hogy a felhasznalék minéség érzékelésé-
nek részét képezi a szolgaltaték sorozatan keresztiili
informacideléréssel kapcsolatos észlelés is.

Az 5. abran 6t szolgaltaté esetében mutatjuk be a
felhasznaldknak ,igért” és a ténylegesen mért letdltési
sebességet a szolgdltaté sajat adatkdézpontja tenge-
rentlli adatkézpontok elérése esetén. Lathatd, hogy a
felhasznald altal érzékelhet6 savszélességek optimalis
esetben sem érik el a névleges savszélességet, azaz a
szolgaltatok az igért szolgaltatasi minéséget nem tud-
jak teljesiteni.

5. dbra
Igért és tényleges letéltési sebességek 6t szolgaltatonal

5. A letoltési sebesség mérésének
problémai

Ha a let6ltési sebesség mérésénél a mérést végzd rend-
szerek altal okozott minden jarulékos hatast ki tudnank
klsz6bolIni, akkor is komplex mér6szamot kapnank, hi-
szen a mérés eredménye fligg a rendelkezésre all6 sav-
szélességtél, a csomagtovabbitas soran igénybe vett
utvonalon rendelkezésre allé savszélességtdl, a terhe-
Iés dinamikus valtozasatdl, a bithibak és esetleges ela-
rasztasi szituaciék okozta csomagvesztéstdl, a késlel-
tetési id6t6l, a hasznalt protokoll sajatossagaitél.

Afelsorolt QoS paraméterek mérése egyenként meg-
oldhatd, viszont az intenziv kutatas ellenére a model-
lek (példaul [7]) nem tudjak 10%-on belili pontossag-
gal jésolni ezek tetsz8leges kombinacidja esetén a fel-
hasznalé altal is érzékelhetd letdliési sebességet. En-
nek megfelel6en e paraméterek mérése vagy bizonyi-
tasa a felhaszndldi oldalrdél nézve nem igazan relevans.

Amennyiben a let6ltési sebességet referenciaszer-
ver segitségével kivanjuk mérni, ahogy azt a fenti pél-
dakban lattuk, szintén komoly problémakba ltkdzlnk.

A felhasznaléknak ugyanis jogos elvarasa, hogy a
mérés altala is végrehajthatd legyen, azaz valamilyen
maodon ellendrizni tudja, hogy a szolgaltaté teljesiti-e a
vallalt min6ségi paramétereket.

Ahhoz, hogy a mérés ne befolyasolja Iényegesen a
halézat teljesitményét, az adott halézati csomopontra
jellemz8 aggregalt savszélesség 5%-at nem haladhat-
ja meg a mérés okozta terhelés. A BIX ,legerésebb” ki-
cseréld kdzpontjat (http://www.bix.hu) nézve tehat nem
szabad 13 Gbit/s-nél nagyobb 6sszforgalmat generalni
a mérd szerveren, de ha azt is figyelembe vessziik, hogy
egy interfészen sem célszerli megengedni, hogy a mé-
réssel okozott terhelés 5% félé kerlljén, a mérésekre
lefoglalhat6 tényleges savszélesség ennél is kisebb.

Az elfogadhaté pontossaghoz és a rendszerekbdl
adodo jarulékos hatasokat kikiisz6b6l6 harom perces
méréseket feltételezve [1] egy 1 Mbit/s savszélességl
interfészen 22.5 Mbyte adat télthetd le.

Természetesen fennall annak a lehetdsége is, hogy
a mérést felhasznal6i szempontbdl ugyanolyan szol-

N

teljesités [%]

szolgaltatd adatkdzpontja
tengerentuli adatkdzpont

géltatasnak tekintsiik, mint bar-
melyik webszolgaltatast és ne
korlatozzuk az altala hasznalhat6
savszélességet. Ennek hatranya
az, hogy a mérés statisztikai jel-
lemz6i eltérnek a szokasos fel-
hasznalastol, aminek kdvetkeztée-
ben megvaltoznak azok a feltéte-
lek, amelyek segitségével a szol-
galtaté a vallalhaté minéségi pa-

MbpS s szps k5b12 512 ramétereket kalkulalta.
névieges savszélesség RS kbps A felhasznéal6 oldali névieges
hozzaférési savszélességek mar
2NMbps | 2Mbps 2Mbps | 512kbps | 512 kbps jelen pillanatban elérik a 18 Mbit/s-
@tengerentuli adatkdzpont | 52,317 | 472455 | 500715 |61,205078 |59,423828 t (lasd Tantusz weboldal), ami azt
B szolgaltats adatkozpontja | 79,1395 | 79,8055 | 83,4075 |77,980460 |93078125| | jelenti, hogy egy 10 Gbit/s savszé-
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processzalasi sebességgel rendelkez6 szerver elvben
egyidében mintegy 550 ilyen kapcsolat mérésére alkal-
mas. Ha azt is figyelembe vessziik, hogy az egyes szol-
galtaték felé az interfészek savszélessége nem halad-
ja meg a 10 Gbit/s-t, gy az egy szolgaltaté oldalan az
egyidejd méréseket a jelen allapotban is korlatozni ké-
ne 33-ra, illetve a csak 1 Gbit/s savszélességgel ren-
delkez6 szolgaltatok esetén 3-ra. (Ha a jellemz6 hozza-
férési savszelességet 1 Mbit/s-re becslljik — ami a je-
lenlegi helyzetet bar nem sokaig, de jobban jellemzi —,
akkor az emlitett szamok 18-szorosat kell figyelembe
venni. A nagyobb értékek mellett szél azonban, hogy a
referencia szerver szintjén nem lehet elklléniteni a na-
gyobb savszélességgel rendelkezd (zleti felhasznald-
kat, valamint az egyetemi halézatban Iévé 100 Mbit/s
hozzaférési savszélességgel rendelkezd szazezres
nagysagrend felhasznaldi témeget.)

A helyzetet tovabb bonyolitja, hogy a mérés jellegé-
bél adéddan a mérd szerver elérési savszélességét
nem lehetne korlatozni, amibél kévetkez6en a felhasz-
nalok sorba rendelését kellene megoldani, ami azért
nem felhasznalébarat megoldas, mert a felhasznalok
altalaban egy konkrét szituacidban (id6pontban) sze-
retnének meggy6z8dni a szolgaltatas mindségérdl, je-
lesll akkor, amikor valamilyen problémat, ,lassulast” ta-
pasztalnak. Ebben az esetben viszont a mérési igény
tdmegesen jelentkezik.

Ha a portugal példabdl okulva a felhasznaldk azon
igényét is figyelembe vessziik, hogy szolgaltatékon at-
nyulé szolgaltatasok minéségi paraméterei is elfogad-
hat6é tartomanyon belll legyenek, tovabb csékken az
egy id6ben kiszolgalhaté felhasznalék szama, hiszen
ezek forgalma is a kicserél§ kézponton menne at.

A masik lehet6ség — ahogy

addig, amig a felhasznalok adatallomanyokat téltottek
le, akar html-oldalak, akar elektronikus levelek formaja-
ban. A mindennapi jeleniinkhéz tartozé kommunikacioés
alkalmazasok megjelenése, illetve az adatfolyam jel-
legl (streaming) médiaszolgaltatasok elterjedése sziik-
ségessé teszi tovabbi QoS paraméterek, mint példaul
a késleltetés (delay), a késleltetésingadozas (jitter), a
csomagvesztés (packet loss) ertékek figyelembe vételét.

Mivel ezek jellegzetesen olyan paraméterek, ame-
lyeket a fogyasztd csak kdzvetve érzékel, kiléndsen
fontos, hogy vilagos legyen hatasuk a fogyaszté altal
erzékelt minéségre. JO példa az e terlleten folyo kuta-
tasra az ugynevezett R érték (6. dbra) kidolgozasa, a-
mely vildgos kapcsolatot teremt a hangatvitel minésé-
gét befolydsol6 paraméterek és a felhasznalok szub-
jektiv minéségérzékelésén alapulé MOS (Mean Opinion
Score) kozétt az ITU G.107 és G.108 szabvanyaban
meghatarozottak szerint a kévetkez8k figyelembe véte-

level ALIBL g R i — 1o + A

ahol R, kapcsolatos az elektronika és kdrnyezet okoz-
ta jel/zaj viszonnyal, Ig jellemzi a digitalizalas és a cso-
magvesztés okozta torzitast, I tartalmazza a késlelte-
tés és a visszhang okozta mindségvesztést, Iz pedig ki-
fejezi a kddold/dekddold alacsony bitsebességét, va-
lamint a késleltetés ingadozast, végll A reprezentalja
azokat az tényezdket, amelyek kompenzalni képesek
az el6zéekben figyelembe vett hatdsokat (példaul mo-
bilitas).

A technoldgiai fejl6dés és a fogyasztoi igények né-
vekedése Ujabb killer”, azaz er6forrasigényes alkalma-
zasok bevezetését eredményezi. [6] szerint a ma mar

6. abra Az R-érték

azt a példakban is lattuk — a -~
fliggetlen szervezet segitsé-
gével valé mérés. Ennek ta-
gadhatatlan elénye a mérések

kézben tartasa, viszont hatra-

Beszéd atviteli

minGsdg kategdria legjobb

legjobb ——= lfogadhatd —s-——r nem elfogadhatd —

nem

0SSz - "
megengedhett

- J[s] « kozepes legrosszabh

nya a felhasznalék és a szer- Rerek 100
vezet k6z6tti koordinacié sziik-
ségessége, a reprezentativ
minta kivalasztasanak problée-

maja, a végezhet§ mérések

94

MOs 50 44

nagyon

Felhasznald
=lhaszns elbgacett

elégedettsége

90 &0 70 6_0 50

43 40 36 31 26

majdnem
mindenk
elégedetien

sokan

néhanyan
—* glégedetienek —~

“ elegedett ™
elegedetiensk

relative kis szama, valamint a
méresek és a felhasznaloi érzékelés elklloniltsége ki-
I6nds tekintettel a mérésben nem résztvevd felhaszna-
I6kra. Mindezek mellett tovabbra is igaz, hogy a fligget-
len méréseknek bizalomerdsité és a szolgaltatok maga-
tartasat jétékonyan befolyasolé hatasa van.

6. A fejlodési iranyok

Az Internet folyamatos terjedése, a technoldgia fejlé-
désének kdvetkezményei és a konvergencia a szolgal-
tatasminéséget jellemz8 paraméterek iranti igényekre
is kihatnak. A szolgaltatas jol jellemezhetd volt savszé-
lesség (letbltési sebesséq) jellegl adatokkal egészen
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elterjedt parbeszédes alkalmazasok mellett teret fog-
nak héditani olyan alkalmazasok, mint
— mindségi, tébb forrasbol szarmazo audio, ahol
a kis késleltetés és a szinkronitas fontos,
— professzionalis, legaldbb CD mindségl audio,
— minBségi audio- és videdkonferencia és egyiitt-
mUkddesi platform,
— mindségi, tébb forrasbdl szarmazé vided,
— orvosi alkalmazasok, mint a tavsebészet vagy
a tavdiagnozis,
— valddi interakciot lehetévé tevd tavoktatasi
alkalmazasok,
— nagy adatmennyiségeket megmozgaté
grid-szamitasi alkalmazasok,
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— vided kozvetités, vided jelfolyamok,
igény szerinti vided (VOD),

— tav-egyttlét (példaul 3D kozvetitések),

— eszkdzok tavoli vezérlése

A felsorolt alkalmazastipusok mas és mas QoS-pa-
raméterkombin&cidk, illetve adott esetben valdszinlisé-
gi eloszlasok mellett érhetnek el adott érzékelt szolgal-
tatasminéség-szinteket. Mivel ezek jelents része még
nem képezi részét a mindennapi gyakorlatnak, a mér-
het§ QoS jellemz6k és az érzékelt szolgaltatasi ming-
ség kozotti 6sszefliggés nem tisztazott.

7. Osszefoglalas

Az Internet-szolgaltatasokat jellemzé alapvet6en tech-
nolégiai jellegli minGségi paraméterek nem allnak a fo-
gyasztok altal is jol kévethetd 6sszefliggésben az érzé-
kelt szolgaltatasi minéséggel. A hazai és nemzetkdzi
gyakorlat, valamint a kutatas megprébal 1épést tartani
a felhasznalok azon igényével, hogy a szolgaltataso-
kat objektiven mérhetd, de az érzékelt min6séghez ko-
zeli paraméterekkel jellemezze, de mar most lathatd,
hogy a felhasznaldk szamara korlatozas nélkil elérhet6
megfeleld pontossagu mérési lehet6ség meg-

szolgaltato

SLA @

alozati szolgaltato
£

<T

|

)]

alézati szolgaltatd

nternet szolgaltat

valésitasa hosszu tavon nem valdszindsithet6.

Tovabbi problémat jelent, hogy a felhaszna-
16i igények és tudatossag névekedésével a mé-
rések iranti igény ugy né, hogy egyduttal a mé-
rend6 paraméterek szama, illetve az alkalmaza-
sok komplexitasa is névekszik, ezért tovabbi ku-
tatas sziikséges annak érdekében, hogy a szol-
géltatas trivialisabban mérheté adataibél szami-
tassal lehessen megdllapitani az egyes fogyasz-
tok altal érzékelt minéséget jol jellemz8 adato-
kat.

7. abra lllusztracio az SLA-egyezményekhez

[5] szerint a professziondlis szolgaltatdsok mellett
legalabb még két tényezd figyelembe vétele indokolt,
amelyek egyre fokoz6d6 hangsulyt kapnak a mar hir-
kézlési szektor kézéptavu fejlédése soran is, ezek a
mobilitds és a biztonsag (security).

A felhasznaldknak jogos igénye lesz az, hogy az
el6fizetett (adott esetben csak megszokott) szolgalta-
tasokat megfelel§ biztonsaggal a vilag tetszéleges
pontjarol vegyék igénybe. Ennek el6feltétele, hogy a
szolgaltatasi lancban résztvevd szolgaltaték szolgal-
tatasiszint-egyezményeket kdssenek egymassal (7.
abra), de ez kdvetelmény Ujabb kihivas elé allitja az ér-
zékelt szolgaltatasi mindséget hitelesen mérni kivand
szervezeteket is. A biztonsag alapveté kdvetelménye,
hogy a teljes atvitel soran biztositva legyen az adatok
sértetlensége, bizalmassaga és letagadhatalansaga.
A fentiek mellett a felhasznalék maganélethez valé jo-
ganak érvényesitése (privacy) is egyre nagyobb hang-
sulyt kap.

A fogyasztoi megelégedettség szempontjabol és az
igények ndvekedtével egyre fontosabba valik a fo-
gyasztok tajékoztatasa (lasd 2. abra — Beszamolas),
azaz a mért QoS paraméterek fogyasztoi érzékeléshez
kézeli jellemz6kre konvertalasa és nyilvanossagra ho-
zasa. Ezzel egyidében egyre fontosabba valik a fo-
gyasztok képzése annak érdekében, hogy a kozolt
adatokat helyesen legyenek képesek értelmezni, illet-
ve csOkkenjen a szolgaltatas elvart szintje és tényleges
lehet6ségei kozotti kiildnbség.
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Kulcsszavak: QoS, ADSL, forgalomszahalyozas, triple-play

Az ADSL kérnyezetben megjelené értéknévelt szolgdltatasok (hang, IPTV, video streaming) atvitele Uj igényeket tdmaszt a ha-
I6zattal szemben. Ezeknek egy része megnévekedett savszélességigényben jelentkezik, masik része a halézat késleltetésére,
illetve torlédas esetén a csomagvesztésre érzékeny alkalmazasok megfelel6 szintl kezelésére vezethetbk vissza. A j6 miné-
ségu atvitel biztositasdra a savszélesség névelése nem minden esetben nydujt kielégité megoldast, a Cisco Systems QoS ter-
vezésre vonatkozé dokumentumai még 100 Mbit/s-os, s6t annal nagyobb sebességli Ethernetes hdlézatokban is javasoljak a
paraméterek megfelel6 hangoldsat. A sokfelhasznalés ADSL-halézatokban tovabba kiléndsen gyakori igény, hogy a haldézat
kilénb6z6 pontjain megjelend felhasznaldi savszélességeket intelligens médon — a szolgaltatasi szerz6désnek megfeleléen —
korlatozni kell. Ezekre az ADSL kérnyezetben jelentkez6 feladatokra a Cisco Systems egy specialis QoS modellt dolgozott ki,

amelynek architekturdjardl és gyakorlati megvaldsitasardl a cikkben részletes informaciét adunk.

1. Bevezetés

Az IP hal6zatokon — igy az Interneten is — alkalmazott
technikak fejlédése, illetve a szélessavu hozzaférés el-
terjedése lehet6vé teszi a szolgaltatok szamara olyan
ertékndvelt szolgaltatasok kifejlesztését, mint a garan-
talt minéségu hangatvitel, valamint az ADSL kérnyezet-
ben is biztositott IPTV szolgaltatds megjelenése.

Az Internet-szolgaltatas mellett nyujtott telefonkap-
csolat és az IPTV Uj kévetelményeket tamasztanak a
meglévék mellé, amelyeket a gyartok specialis QoS
technologiak alkalmazasaval igyekeznek kielégiteni.

A Cisco Systems mar tébb, mint egy évtizede felis-
merte a multimédias alkalmazasok jelent6ségét és halo-
zati eszkdzeiben — Utvalasztdk, kapcsoldk, egyéb kom-
ponensek — sorra jelentek és jelennek meg olyan me-
chanizmusok, melyek képesek nagy pontossaggal azo-
nositani (classification), megjeldlni (marking), és priori-
tassal kezelni (scheduling with priorization) késleltetés-,
illetve csomagvesztés-érzékeny forgalmakat.

A forgalom precizen kontrollalt részének bufferelési
technikak néelkili eldobasat végz6 alkalmazasat ,poli-
cing-nek”, buffereléssel megvalésitott — a forgalomra

Tye

nevezzik.

2. Felhasznalt halozati komponensek

A sokunk altal hasznalt ADSL kdérnyezetben a QoS
technologiakat az aggregacios halézatban a kévetke-
z6 komponenseken valésitjuk meg:
— CPE (Customer Premises Equipment,
azaz az ugyfélnél elhelyezett eszkdz)
— DSLAM (Digital Subscriber Line Access Multiplexer,
azaz ADSL vonalakat fizikailag aggregal6 eszkéz)
— BNG (Broadband Network Gateway,
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korabban BRAS - Broadband Remote Access Server,

azaz a felhasznaldi forgalmat logikailag aggregald

eszkdz)
— A BNG és a DSLAM koz6tti napjainkban leginkabb

Ethernet-alapl aggregacios halozat

Mivel a megfelel6 QoS paraméterek altal biztositott
szolgaltatas végponttol végpontig értelmezendd, ter-
mészetesen a haldzat tdbbi elemének (gerinchaldzati
utvalasztdk, tartalom szolgaltatd szerverek stb.) szintén
biztositania kell a csomagok megfelel§ szintli kezelését
(megjeldlés, priorizalas stb.).

Az aggregacios komponensekre vonatkoz6an a DSL
vilagban meghataroz6 ajanlasokat készit6 DSL Férum
szamos dokumentuma ad QoS iranymutatast. Ezek ko-
z(l a javasolt QoS architekturakrol, az elvart paraméte-
rekrél és a technoldgiai megvalodsitasi modellekrdl leg-
inkabb a TR-059 [5] ajanlasban (ATM alapu aggregaci-
6s halézat a DSL mogoétt) és a TR-101 [6] (Attérés ATM
alapu aggregaciérdl Ethernet alapi aggregaciéra) meg-
feleld fejezeteiben olvashatunk.

Tekintettel arra, hogy manapsag leginkabb az Ether-
net-tipusu uplinkkel rendelkez6 DSLAM-okat hasznaljak
a szolgaltatdk, az alabbi technoldgiai attekintés elsésor-
ban erre a kérnyezetre értelmezendd, habar fontos tud-
ni, hogy a TR-059-ben leirt ATM alapu aggregaciés mo-
dellnél alkalmazott QoS alapelvek nagy része megfelel-
tethet6 az Ethernet modellnél alkalmazottaknak.

Az 1. abra egy tipikus Ethernet-alapi aggregacios
kérnyezetet szemléltet.

3. QoS megvalositasanak kdvetelményei
az aggregacios halézatban

Az Ugyfélnél kihelyezett eszkdzt6l a logikai aggregaci-
ot végz6 BNG eszkoézig terjed6 komponensek eseté-
ben az alabbi kévetelményekkel kell szamolni.
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3.1. Altaldnos kivetelmények
* Keriljik el a downstream (el6fizetd felé) iranyulo for-
galom kontroll nélkiili csomagvesztését a DSLAM esz-
kdzon.

— Ez akkor lehetséges, ha a DSLAM tamogatja az
eléfizet6 iranyaba néz8 ADSL interfészén a meg-
kllénbdztetett torlodas vezérlést (differential
scheduling). A megvalésitas lehet tébb ATM vir-
tualis aramkdrre alapuld (agynevezett multi-VC
megoldas), ahol a kiilénbdz8 tipusu forgalmakat
kiilénbdz6 ATM PVC-ken vissziik az el6fizetd
ADSL CPE-je felé, vagy DiffServ [7] technolé-
giara épulg, ahol kiemelt prioritassal (EF) kezel-
juk az érzékeny forgalmat.

— Amennyiben a DSLAM nem tamogatja az el§z6-
ekben emlitett technologiakat, akkor a DSLAM
elétti eszkdz(6k)-ben kell megvaldsitani azokat
(policing/shaping).

» Egy szolgéltatasi osztalyhoz minimalisan garantalt
savszélesség biztositasa

— Késleltetés és csomagvesztés tekintetében mas
szolgdltatasi osztalyoktdl fliggetlen minimum sav-
szélességet kell megfelel6 priorizacioval biztosi-
tani, hiszen az eléfizetd jogosan elvar egy elfo-
gadhato le- és feltdltési sebességet.

* Egy szolgaltatasi osztalyhoz (pl. Internet) a maxima-
lis igénybevehet6 savszélességre vonatkozd korlatok
alkalmazasa.

— Forgalmi korlatok érvényesitése a forgalom mind-
két iranyara alkalmazva (policing/shaping). Ez
azert fontos, mert az IP a technoldgiabol fakado-
an savszélességigényes, elveszi, ami csak ren-
delkezésére all. Természetesen a szolgaltatd
nem szeretné, ha valamely el6fizet8je esetleg
mas el6fizet6 forgalmanak karara venne igénybe
tul nagy savszélességl szolgaltatast.

» Valamely szolgéltatasi osztaly &ltal nem hasznalt
savszélesség hasznalatanak lehet6sége mas forgalmi
osztalyok szamara. Ha mar IP-r8l beszéllnk, miért ne
alkalmaznank a technoldgia altal automatikusan nyuj-
tott dinamikus savszélesség kihasznalast, hiszen itt
nincs fix savszélesség-foglalas, mint korabban példaul
az id6éosztasos (TDM) rendszereknél.

3.2. Uzleti eldfizetok kovetelményei
Az altalanos kévetelményeken tal az Gzleti el6fize-
t6knek sz6l6 csomagok kévetelményei az alabbiak.
» Egy adott eléfizet6 maximalis aggregalt savszéles-
ségének korlatozasa
— Ahhoz, hogy Ugy biztositsuk a maximalis savszé-
lességet, hogy kézben szolgaltatasi osztalyon-
ként a garantalt minimalis savszélesség azért
rendelkezésre all, valamint a mas szolgaltatasi
osztalyok altal nem hasznalt savszélesség igény-
be vehetd, hierarchikus QoS implementaciora
van sziikség, amellyel ,per el6fizet6” alapon sha-

1. abra Ethernet-alapu aggregacios kérnyezet

Ethernet gydri
vagy csillag

L2 Ethernet
L3 IP/ MPLS

ISP-k AAA
és DHCP szerverei

. Szolgaltatoi POP

—y E‘ 802.1

E-DSLAM

AAA
szerverek

Bejelentkez§ portal

LXIl. EVFOLYAM 2007/4

24




HiRADASTECHNIKA

ping algoritmust, a visszafogott forgalmon beldl
pedig a forgalmi osztalynak megfelel§ priorizalast
hajtunk végre (példaul a hangcsomagokat elére
vesszlk a bufferelési technikaknal).

+ Tamogatni kell az Ggynevezett QinQ aggregaciés
modellt, amely tulajdonképpen a VLAN azonositoval
ellatott forgalom Gjabb addicionalis VLAN azonositéval
térténd ellatasat jelenti.

— Ez azért lényeges, mert el6fordulhat olyan szitu-
acié egy nagyobb halézatban, hogy az IEEE
802.1q szabvanyban régzitett 12 bites VLAN
azonosité altal biztositott maximalisan 4096 azo-
nositd kevésnek bizonyul, mert egy adott aggre-
gacios eszkdz Layer3 interfészén tébb, mint
4096 el6fizetd ul.

A QinQ technikanal viszont 2x12 bit all rendelke-
zésre, az el6fizet6t egyértelmlien azonosithatja

a bels6 VLAN azonosito, a kiils6 azonosité pe-

dig az Uzleti el6fizet6k egy csoportjat, példaul a

DSLAM-ot jeldlheti.

3.3. Egyéni eldfizetok kivetelményei

Az altalanos kévetelményeken tul az egyéni el6fize-

t6knek sz6l6 csomagok kdvetelményei:

» Tobb kilonb6z6 ponton térténd forgalom betaplala-
sa a hozzaférési haldzatba, multicast (IPTV) forgalom
tovabbitasanak lehetéségével

* Internet-nagykereskedelemi (wholesale) modell ta-
mogatasa.

— Hasonlé logikai alapon, mint korabban az ATM
technolégianal, a Virtalis Utvonal (VP) — Virtualis
Aramkér (VC) modellnél.

* Per session alapu szolgaltatas kezelés (session-6n
PPPOE, illetve IP sessiont értiink).

— El6fizetdi vonalanként tdbb sessiont is tudni kell
kezelni. Gyakran el6fordul ugyanis, hogy az In-
ternetes forgalom PPP beagyazassal, az IPTV
pedig nativ IP-ben érkezik az el6fizet6hoz.

* VLAN aggregéaciés modell tdmogatasa.

— Nagy szamu el6fizet6 esetén kevés lehet a nor-
mal VLAN cimke dltal biztositott 4096 azonosito,
mint ahogy azt korabban kifejtettiik.

2. abra

Habar a DSL Férum TR-101-es ajanlasa nagy hang-
sulyt fektet a DSLAM QoS képességeire, ezeket a me-
chanizmusokat a gyakorlati megvaldsitas hianya miatt
a szolgaltatok jelenleg nem, vagy csak korlatozott mér-
tékben képesek igénybe venni.

Eppen ezért a DSLAM mogétti aggregécios haléza-
ti komponseknek (Ethernet switch, BNG/BRAS) kell biz-
tositaniuk a hianyzé funkciokat.

4. A Cisco QoS modellje
DSL architekturara

A megvalésitasra a Cisco szamos modellt dolgozott ki,
kézilik most a klasszikus ATM-alapu aggregaciohoz
leginkabb hasonlé (VP és VC szinten is forgalomsza-
balyzott (shaped)) architektira részletes bemutatasa
kdvetkezik.

Nézzilk meg, milyen technolédgidkat alkalmaz a Cisco
az aggregacios eszkdzdkben.

» VP shapingnek megfelelé technoldgia

A felhasznaldk egy csoportjanak forgalmat egy elé-
re definialt értékre szabalyozzuk le (shaping), ahol az
egyéni el6fizet6k egy csoportjat leginkabb egy VLAN
azonositoval, az lzleti el6fizet6k egy csoportjat pedig
a QinQ cimke kiils6 VLAN értékével azonositjuk.

Az oversubscriptiont, azaz vonali tulkényvelést nem
az eléfizetbi csoportok leszabalyzott forgalmanak az in-
terfész sebességéenél nagyobb értéke adja, az mar a
VLAN-ok savszélességének kialakitasakor megtorté-
nik. Mivel nem el6fizet6nkénti alapon fogjuk vissza a
forgalmat, hanem el6fizet6i csoportonként, az ADSL fe-
lett 1évé ATM technoldgia hasznalatabél fakadé over-
head nem jelentés.

» VC shapingnek megfelel6 technoldgia
Az el6fizetd iranyaba mend forgalmat a DSL vonal
szinkronizalasi sebességére, vagy az ala visszik le.
Az egyes egyéni elbfizetdi forgalmak azonositasa a
DHCP-ben hasznalt 82-es opcioval térténhet, az lzleti
el6fizet6ket a tobbszorés VLAN tag esetén pedig a
cimkék azonositjak egyértelm(en.

Downstream iranyu
aggregalt forgalom:
- shaping + min. savsz.
Downstream iranyt
ugyfelenkénti forgalom:
- shaping + min. sévsz.

- priorizalas (pl. hang)

Mint barmely Ethernet tronk

esetében:

- osztalyonkenti priorizalas vagy

- elegendden nagy savszélesség
(oversubscription)

Upstream és

Nincs QoS tamogatas

> downstream
Upstream és iranyban is:
fit?WHStrEf_im - policing funkcié
iranyban is:
- 2 osztalyu policing
funkcio
> ER
e ——t
PR-AGG / UPE E-DSLAM CPE
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zetd a szolgaltatasban zavart okozni.

5. Fragmentacio, avagy a csomagok
feldarabolasanak szitkkségessége

Az ADSL technoldgia fontos jellemzéje az aszimmetria,
tehat az el6fizetd felé (downstream) és az el6fizet6tdl
jov6 (upstream) forgalom savszélességének kilénbo-
z0sége. A downstream-forgalom maximuma 8 Mbit/s
ADSL és 25 Mbit/s koruli ADSL2+ technolégia esetén.
Az upstream-forgalom viszont ezzel szemben gyakran
csak 512 kbit/s, maximalis értéke 1Mbit/s kérili ADSL2+
esetén.

A hangforgalom megfelel§ mindségének biztositasa
érdekében a késleltetését és késleltetésének valtoza-
sat minimalis értéken Ugy lehet tartani, ha a végpont-
tol-végpontig szamitott késleltetésben fontos szerepet
jatszd serialization komponenst, vagyis a csomagok a
vonalra helyezésének id6tartamat minimalis értéken
tartjuk.

Kénnyen belathato, hogy minél révidebb csomago-
kat kell a vonalra rakni (vagy minél gyorsabb vonalra
rakjuk ra 6ket), annal révidebb ideig tart ez a mvelet,
tehat adédik a megoldas, hogy a hosszu — FTP forga-
lom esetén Ethernet-becsomagolassal 1500 byte-os
adatcsomagokat — fel kell darabolni és a feldarabolt
adatcsomagok kézé hangcsomagokat lehet illeszteni.

Ha ezt a miiveletet a BRAS végzi, akkor a végpont-
nak (CPE) természetesen vissza kell allitani a feldara-
bolt keretekbdl az eredeti keretet.

A DSL kérnyezetben rendszerint Gtmutaté DSL For-
um konzervativ médon 30 ms-ben hatarozta meg a
hozzaférési vonal késleltetésének maximumat, ahhoz,
hogy elfogadhaté minéségl hangszolgaltatast lehes-
sen nyUjtani az adott infrastruktdran. Annak érdeké-
ben, hogy ezt az értéket tartani tudjuk, a Cisco a kiilén-
b6z8 CPE berendezésein (827,1720,2651,3725 stb.)
méréseket végzett és arra a kdvetkeztetésre jutott,
hogy a korabban &ltalanossagban hangoztatott 768
kbit/s-os hatarérték, amely alatt a Cisco mindenképpen
javasolt valamilyen vonali fragmentacidt, ilyen kérnye-
zetben 1 Mbit/s kérlli értékre modosul.
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3. abra Upstream iranyu késleltetés alakuldsa

A 3. abra a fragmentacié nélkili upstream iranya kés-
leltetési értekeket mutatja a Cisco kiilonb6z6 CPE plat-
formjain.

5.1. Fregmentacids megoldasok DSL kérnyezetben

5.1.1. PPPoA kérnyezet

Az ADSL vilagban korabban elterjedt PPPoverATM
(PPPoA) technoldgia esetében rendelkezésre all jél
definialt szabvany (DSL Foérum TR-59, WT-92 [8]) és
megvalositasra is keriilt a korabban tipikusan bérelt vo-
nalakon fregmentaciéra hasznalt Multilink PPP — Link
Fragmentation and Interleaving (MLPPP/LFI) mecha-
nizmus, amely pontosan a fenti kdvetelményeknek meg-
felel6en elvégzi a nagy méretli adatcsomagok feldara-
bolasat (és visszaallitasat), valamint kézéjiik a kis hang-
csomagok beillesztését.

5.1.2. PPPoE kérnyezet
A manapsag sokkal elterjedtebb PPP over Ethernet
technoldgia esetében két megoldas is kinalkozik.

* Multi-VC megoldas
Jogos elvaras az Ethernetes DSLAM-okkal szem-
ben, hogy ATM QoS-t tamogassanak, kilénb6z6 ATM
forgalmi osztallyal mikédé ATM virtualis aramkdrékon
kllénb6z6 tipusu forgalmakat szallitva. Ez meg is old-
ja a problémat, hiszen ennél a megoldasnal nincs szlk-
ség a felettes rétegeken fragmentaciéra, az ATM PVC-
k megfelel6 mddon elkildnitik az Internetes adatforgal-
mat a hang-, vided- illetve IPTV-forgalomtol.
Természetesen ehhez arra van szlkség, hogy a ki-
I6nb6z6 forgalmak szétvalasztasa és megfelel§ para-
méterekkel ellatott virtualis aramkérékbe (PVC) iranyita-
sa mind a DSLAM, mind pedig a CPE oldalon tamoga-
tott legyen.
Tébb lehet6ség is adott a hozzarendelés megvalo-
sitasara:
— Az Ethernet fejléc 802.1p mezdjének érteke
alapjan.
(Ez az ugynevezett VC bundlingnak felel meg.)
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— A csomagot fogado fizikai vagy logikai interfész
alapjan (tipikusan VLAN azonosité a DSLAM
oldalon és fizikai interfész a CPE oldalon).

— A DSLAM-ban, illetve a CPE eszkdzben |1évé
Layer 2-es vagy esetleg Layer 3-as csomag-
tovabbitasi logika alapjan.

* MLPPP/LFI PPPoE esetében
Amennyiben PPPoE fut a CPE és a BRAS kozétt, a
MLPPPoE/LFI egy potencialis megoldas lehet, habar
ennek a gyakorlati megvalésitasa a Cisco platformokon

csak limitaltan all rendelkezésre.

Problémak a ,jol bevalt” MLPPP-vel Ethernetes ADSL

kérnyezetben:

— Priorizalt forgalmi osztaly esetén a MLPPP
egyszerl PPP fejlécet hasznal, mig nem priorizalt
forgalom (fregmentalt) esetén pedig MLPPP
fejlécet. A PPPoE esetében az dsszes forgalom
fregmentalt és MLPPPOE fejléccel ellatott.

— A masik probléma lehet, hogy a MLPPP session
végponttol végpontig terjed, ezért amennyiben
az ligyfél oldalon PC van és nem kiilénall6 CPE
berendezés, a PC-n futd6 PPP sztekknek is
tamogatnia kell a MLPPPoE-t, ami nem &ltalanos.

— A hangcsomagok esetében a feldarabolt adat-
csomagok kozétti illesztéshez valamilyen intelligens
bufferelési megoldasra (shaping with queuing)
van szlkség, ami PPPoA esetében viszonylag
egyszerlen megoldott, itt viszont lefelé
(downstream) iranyban szolgaltatasi osztaly/
felhasznald szintl forgalom korlatozasra
(shapingre) van sziikség.

*« ADSL2+

Az ADSL2+ esetében rendelkezésre all — megfeld
min6segu rézérpar és korlatozott tavolsag esetén — ak-
kora savszélesség az eléfizet6t6l a DSLAM felé (up-
stream), hogy ne legyen sziikség fregmentaciora. A
DSLAM és CPE gyarték dént6 tébbsége jelenleg mar
olyan berendezést gyart, amely tamogatja az ADSL2+
technoldgiat.

6. A QoS szabalyok beallitasa
a Cisco aggregacios eszkozeiben

A CPE berendezésekben beallitasra kerll6é szabalyok
(példaul hangforgalom esetén priorizacid) legtdbb eset-
ben manualis médon az eszkdz beallito fellletérdl (GUI
vagy CLI) kédnnyen elvégezhetdk.

A logikai aggregaciot végz6 BNG/BRAS eszkdzon
az eddigiekben targyalt szabalyrendszer beallitdsat és
alkalmazasat az egyéni illetve Uizleti eléfizeték forgalma-
ra leggyakrabban dinamikus médszerrel, RADIUS attri-
butumok automatikus letdltésével célszer(i elvégezni.

A nagy el6fizet6i bazissal rendelkez8 szolgaltatok
szinte mindegyike ezt a metédust hasznalja, azaz az
eléfizetd iranyaba mend downstream illetve az eléfize-
t6tél jové upstream forgalomhoz — amely a BNG (BRAS)
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eszkdzben egy virtualis interfészen keresztiil halad —
dinamikusan rendelik hozza a megfelel6 QoS szaba-
lyokat.

Ez a technoldgia még olyan kérnyezetekben is kiva-
I6an alkalmazhato, ahol a hang és adatforgalom, vala-
mint az IPTV kil6én valik egymastol a halézatban.

A Cisco ajanlasa Triple-play kérnyezetekre disztribu-
talt szolgdaltatas terminaldson és tovabbitdson alap-
szik, tehat az IPTV forgalomnak nem célszer(i a BNG-
n keresztlil haladnia, hanem 6énallé, Layer3-as szinten
processzalt forgalomként ,route-olédik” a halézatban.

A BNG eszkdzon tipikusan Internet forgalomra beal-
litott QoS értékeket tehat a kévetkez6 modon, harom
Iépésben allithatjuk be:

— Forgalmi osztalyok kialakitasa.

— A forgalmi osztalyok és a szabalyrendszer dssze-

rendelése.

— A RADIUS szerver az adott felhasznaldi név/jel-
sz06 parhoz az el6re bedllitott szabalyrendszer
nevét tolti le az eszkdzbe, ami aztan a konfigura-
ciéban a szabalyrendszer alatt definialt paran-
csokat (forgalomkorlatozas-shaping, policing stb.)
egymas utan végrehaijtja.

A RADIUS szabvany lehet6séget ad Ugynevezett
gyartospecifikus attribdtumok hasznalatara (VSA),
amelyek esetében a VSA mez§ értéke (szabalyrend-
szer neve) letdltésre és értelmezésre kerll a haldzati
eszkdzben, jelen esetlinkben BNG/BRAS-on.

Létezik upstream (VSA37) és downstream (VSA38)
iranyd attribGtum is a kiilénbdz4 tipusu forgalmak keze-
lésére.

7. Universal Subscriber Edge (USE)
architektura

Az eddig targyalt metddusok kitlinéen alkalmazhaték a
Cisco eszkdzo6kon, a bedllitasok finomhangolasaval j6
min6ségli adat/hang/vided tovabbitas érheté el.

A halézati trendeket kovet6 szakérték az ADSL-en
nyUjtott szolgaltatasok jévébeli kib6vilésére hivjak fel a
figyelmet, azaz olyan értékndvelt szolgaltatdsokra sza-
mithatunk, mint a felhasznalé &ltal dinamikusan, webes
fellleten allithato le- és feltdltési sebesség (Turbo gomb
hasznélata), vagy a szintén webes fellleten beadllitha-
t6 felhasznaloi profilok megjelenése, amellyel példaul a
szolgaltatasért fizet6 szil6k egyszerli médon tudnak
biztonsagos tartalomsz(ir§ feltételeket definialni csa-
ladtagjaik részére.

Az ilyen tipusu szolgéltatasi formakhoz a legtébb
esetben egy Ujabb komponens mikddtetése sziiksé-
ges a halézatban, amelyet Policy Szervernek neve-
zlink. A policy szerver egylttmiikédve az autentikaciot,
autorizaciot és accountingot végzd RADIUS szerverrel
képes olyan funkcidkat biztositani, hogy az emlitett
szolgaltatas példak lehetévé valjanak.

A technoldgiai fejleszt6k mas teriileteken is komoly
eredményeket mutattak fel ebben a tekintetben, j6 pél-
da erre a RADIUS CoA (Change of Authorization) kiter-
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Min8ségi szolgaltatdsok ADSL kérnyezetben

jesztés, melynek segitségével egy adott IP vagy akar
PPP session QoS paraméterei megszakadas nélkil di-
namikusan valtoztathatok.

8. Osszefoglalas

Osszefoglalva tehat a szolgaltaték napjainkban izgal-
mas fejlesztési iranyvonalakkal foglalkoznak a téme-
gekhez eljuttatott szélessavi ADSL szolgéltatas fej-
lesztésével kapcsolatban, ezek megvaldsitdsahoz min-
denképpen szlikség van (lesz) a mindségi szolgaltatas
(QoS) paraméterek preciz hangolasi lehet6ségeire,
amelyhez a Cisco eszk6z6kén rendelkezésre all6 tech-
noldgiak megfeleld segitséget nyujtanak.
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Lektoralt

Kulcsszavak: DSL, sorbanallasos modellek, csomagiitemezd

Jelen munkaban azt tlztik ki célul, hogy leirjuk egy szigoru prioritdson alapulé DSL (itemezé teljesitmény analizisét. A kap-
csoléddé csomag-szinti modell egy véges pufferes prioritdsos sorbandllasi rendszer elemzéséhez vezet, melyben az igények
csoportokban érkeznek, és a pufferek telitédése esetében teljes vagy részleges visszautasitast alkalmaznak.

1. Bevezetés

Napjaink hozzaférési halézataiban a DSL (Digital Sub-
scriber Line) technolégiak altal nyujtott elérés fénykorat
eli [1,2]. Habar az ezen technoldgiak altal nyujtott sav-
szélesség egyre ndvekszik és ugyanakkor az elérés is
egyre megbizhatdbba valik, mégis tébbnyire ez az 6ssze-
kottetés bizonyul a legszlkebb keresztmetszetnek. Ko-
vetkezésképpen ez a hal6zati szegmens a legfontosabb
a biztositott minéségi szolgaltatdsok szempontjabol.

A szolgaltatasbiztositashoz vezetd legrévidebb at a
folyamok osztalyokba sorolasaval valésithaté meg. En-
nek érdekében, ahogy ezt a 3GPP és ITU-T is javasol-
ja, az igényeket négy kilonb6z6 prioritast osztalyba
soroljuk a forgalmak QoS kévetelményeinek megfelels-
en. A kiszolgalas soran a csomagok a kilénb6z6 osz-
talyokhoz rendelt pufferekben tarolédnak és tébbnyire
az osztalyok kézott szigoru prioritasos ltemezést hasz-
nalnak a csomagok kiszolgalasara napjaink eszkéz
szintli megvaldsitasaiban [3].

2. DSL-alapu hozzaférési halézat

A DSL felhasznalok DSL modemeket hasznalva kap-
csolédnak a hozzaférési halézatba, melyek a DSLAM
(DSL Access Multiplexer) eszkdézben aggregalédnak, a-
hogy ezt az 1. abra is mutatja.

A DSL legujabb szabvanyai [1,2] két lehet6séget ki-
nalnak a magasabb szintli csomagok tovabbitasara a
DSL vonalakon. Az ATM (Asynchronous Transfer Mode)
alapu megoldassal a DSL végpontok kisebb cellakba
szegmentaljak az atkiildendé magasabb szint( IP vagy
Ethernet csomagokat.

Ezen cellak 53 bajtosak, melybdl 5 bajt a fejléc, és
tovabbi 48 bajt a tiszta adat. Ez Ggy valésul meg, hogy
a SAR (Segmentation and Reassembly) alréteg a mar
AAL5 (ATM Adaptation Layer 5)-0s keretbe agyazott
magasabb szintld csomagokat ATM cellakba darabolja,
még azel6tt hogy az adatokat atkildené a fizikai vona-
lon. Az ATM cellai kicsik a tébbi hasonl6 rendeltetés(i
rendszerhez képest és pontosan ezért képes egyideji-
leg akar hangot, videdt és egyéb dokumentumot is ha-
tékonyan atvinni. Mindezek mellett az ATM alapu atvi-
telben hasznalt PVC (Permanent Virtual Circuit) megol-
das alkalmazasa biztosit arrél, hogy az atjuté adatfo-
lyambdl szétvalaszthatok legyenek az eredeti adatok.
A médszer rossz hatékonysaga a fejlécek méretébdl fa-
kad, ugyanis egy, az IP kommunikaci6é soran gyakran
hasznalt 64 bajtos Ethernet-keretet csak két részletben
lehet atvinni, az egyik 48 bajt + 5 bajt hosszusagu, a
masik fele 16 bajt + 5 bajt. Mivel az AAL5 szegmenta-

1. abra
DSL elbfizet6i vonalak aggregdcidja és csomagszintl
modellje napjaink hozzaférési hdlézataiban
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las miatt a masodik cella megmarad6 részét sem lehet
masik csomaggal feltdlteni, a 64 bajt atviteléhez dssze-
sen 106 bajt atvitele szlikséges, ami megkdzelitbleg
60%-0s kihasznaltsagot eredményez erre a csomag-
méretre.

Ezzel szemben az Ethernet alapu DSL technolégi-
ak egyik legfontosabb Ujitdsa a 64/65-6s beagyazas,
vagyis 64 bajt informacié mellé csak egy bajt fejléc ke-
ril. IEEE 802.3ah egy specidlis Ethernet PTM-TC (Pa-
cket Transmission Mode — Transmission Convergence)
megoldast definial, mely 64/65-oktett darabolast végez
a magasabb szintl csomagokon. A fenti 64 bajt atvite-
Iéhez ebben az opcidban csak 65 bajt adatot kell atvin-
ni a fizikai vonalon. Mivel a PTM-TC lényegesen haté-
konyabb és a modern IP alapu hozzaférési hal6zatok-
kal valé egyittm(kddése is konnyebben kezelhetd, min-
den valoszinliség szerint, a VDSL2 elterjedésével az
Ethernet-alapu atvitel fog elterjedni az ATM ellenében.
Mindkét esetre alkalmazhaté a modell, miszerint a ma-
gasabb rétegekbdl érkez6 csomag kisebb adategysé-
gekre darabolddnak és ezek a szegmensek a QoS pa-
ramétereiknek megfeleld pufferben tarolddik, miként az
az els6 abran is lathat6. Ez a darabolasi eljaras megold-
ja azt a problémat, mely soran a magasabb prioritasu
csomagoknak meg kell varniuk a nagyméretl alacso-
nyabb prioritdsi csomagok teljes kiszolgalédasat, ami
jelent8s késleltetést jelent a magasabb prioritasu cso-
magok atvitelében.

3. Prioritasos sorbanallasi rendszerek
elmélete

A fent bemutatott itemez8 modellezhet6 egy szigoru
prioritast haszndal6 sorbandllasi rendszerrel. Habar a prio-
ritdsos sorok tanulmanyozasa még mindig népszerd ré-
sze a sorbandllasi rendszereknek, a véges pufferekkel
es borszt erkezéssel miikods rendszerek pontos leira-
sara eddig nem sziletett eredmény.

A kiszolgalasi rendszerek témakdrében sziletett mo-
nografiak, példaul Kleinrock [4] és Tejms [5] nem érin-
tik ezen dolgozatban targyalt prioritassal rendelkez6
rendszereket. Daigle [6] 2005-ben megjelent monogra-
fidgjaban végtelen pufferes, prioritdsos rendszerek ese-
tén meghatarozta a varakoz6 csomagok szamanak, és
a varakozasi idének a generator fliggvényét. Tovabba
ezen mennyiségek varhat6 értékére vezetett le formu-
lakat.

Végtelen pufferek feltételezése sok esetben egy-
szerlsitést jelent, mert a matematikai eszkdzok hatéko-
nyabbak ilyen strukturakon, igy tdomérebb, sok esetben
zart formuldkat kaphatunk eredményiil. Mivel a felhasz-
nalasat tekintve altalaban nagy pufferek fordulnak elé,
ezert jol lehet kozeliteni a véges pufferes értékeket a
végtelen pufferes megfelel§jébdl kiszamolt értekekkel.
Takacs Lajos [7] korai munkajaban, amelyben Poisson
beérkezéssel szamolt, sziikséges és elégséges felté-
telt adott a varakozasi id6k stacionarius hatareloszla-
sara, majd ezen hatareloszlasnak a Laplace-transzfor-

LXIl. EVFOLYAM 2007/4

DSL hozzaférési halézatokban alkalmazott csomagitemezé...

maltjanak a segitségével kiszamolta az elsé harom mo-
mentumat. 1972-ben Hooke [8] két csatorna esetén az
alacsonyabb prioritast osztaly varakozasi idejére és a
teljes rendszerben varakozd csomagok szamara bizo-
nyitott hatareloszlas tételt Laplace-Stieltjes transzfor-
malt segitségével. 1999-ben T. Takine [9] munkajaban
a beérkezések Markov-folyamatot, a kiszolgalasi id6k
altalanos eloszlast kévetnek. Generator fliggvény mod-
szer és matrix analizis segitségével meghatarozta a
sor hosszlusagok marginalis eloszlasat, illetve Laplace-
Stiltjes transzformalt segitségével elemezte a varako-
zasi id6k eloszlasat.

2005-ben Xue és Alfa [10] munkajukban szintén Mar-
kov-folyamat szerinti beérkezést feltételeztek, tovabba
a legfelsé csatornaba borsztékben érkeztek a csoma-
gok. Eredményeik két csatornas rendszerekre vonat-
koztak. Elégséges feltételt adtak arra nézve, hogy a
varakoz6 csomagok szama aszimptotikusan geometriai
eloszlas legyen. Ezen feltétel mellett hatékony mod-
szert adtak a veszteségi valdszinliségek meghataroza-
sara. Alfa, Liu és He [11] matrix geometria mddszerrel
adtak megoldast egyszer(i, markovi beérkezés esetén
a rendszer staciondrius eloszlaséra.

A szamitasi igények lerdviditése a célja Van der Heij-
den, van Harten és Sleptchenko [12] munkajanak. ira-
sukban megmutatnak egy modszert, amelyben egy N
soros rendszer vizsgalatat visszavezetik N darab két
soros rendszer vizsgalatara. Lényegében a masodik sor-
ba aggregaljak az 6sszes tobbit, és azt kozelitik hiper-
exponencidlis eloszlassal.

A véges pufferes rendszerrel foglalkozott Sharma
es Virtamo [13]. Két sort, Poisson érkezést, folytonos
bérszt méret eloszlast és tetszbleges kiszolgalast felté-
telezve. Algoritmust mutattak stacionarius eloszlas ki-
szamolasara, majd hatareloszlas tételekre alapozva meg-
hataroztak a varakozasi id6 eloszlasat és a csomag-
vesztések valdszinliségeit.

4. A sorbanallasi modell

A fentiekben leirt, DSL halézatok csomagiitemezési és
kiszolgalasi modellje visszavezethetd egy sorbanallasi
rendszer analizisére. Tekintsiink egy kiszolgalds priori-
tasos sorbanallasi rendszert allandé kiszolgalasi sebes-
séggel (V bit/s). Egy ilyen rendszerben az litemezés
miatt csak akkor valaszt kiszolgaland6 igényt alacso-
nyabb pufferbél, ha mar az 6sszes magasabb priorita-
su tarolo Ures. A rendszer nem-megszakitasos elvvel
(non-preemtive principle, NPRP) mikddik, ami azt jelen-
ti, hogy egy kiszolgalas alatt all6 igény kiszolgalasa nem
megszakithaté.

Feltételezzlk, hogy adott rendszernek / darab prio-
ritdsos csatorngja van, ahol a kisebb indexd csatorna
nagyobb prioritast jelél. Minden egyes csatorna véges
pufferrel rendelkezik, amelyeknek hossza rendre bl), i=
1,2,...,I. A pufferekben levé csomagok FCFS (First Co-
me, First Served) elvvel szolgalédnak ki. Az igények a
rendszerhez bérsztokben érkeznek, amelyek a beérke-
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z6 csomagok szegmenseit reprezentaljak. A bérsztok
beérkezése Poisson-eloszlas szerint torténik A(), i=
1,2,...,/ intenzitassal. A borsztok mérete diszkrét X() el-
oszlast kdvet. Modelliinkben ez az eloszlas csatornan-
ként kilénbdz8 lehet. Egy borszt tetszéleges szamu
szegmenst tartalmazhat, amelyeknek mérete allandd
(L bit). A rendszer teljes vagy részleges visszautasitast
alkalmaz, azaz ha egy érkez8 bérszt nem fér a megfe-
lel§ pufferbe, akkor az egész boérszt eldobddik (teljes
visszautasitas), illetve a rendszer feltélti szegmensek-
kel a puffert és csak a maradék dobodik el (részleges
visszautasitas). A rendszer stabilitasanak feltétele, hogy

L-EX" -2 <1 korlat teljes(ljon.

A fentiekben leirt rendszer-modell illusztracidja a 2.
abran lathato.

5. A modell matematikai feldolgozasa

Mivel a teljes rendszer leirasa kezelhetetlenil nagy al-
lapotteret eredményezne, elsé 1épésként a bemutatott
alland6 sebességu / sorbdl allé sorbanallasi rendszert
visszavezetjik / darab M,/G/1/b sorra. Ebben az eset-
ben a korabbi fix (L/V) kiszolgalasi id8 helyett altalanos
kiszolgalasi id8 eloszlast feltételeziink, mely kiszolgala-
si id6 az adott sorra van vonatkoztatva. Ehhez figyeljik
meg a rendszer miikddését az iedik sor szemszdgé-
bél. A borszték L-méretl szegmensekbdl épiilnek fel,
és A paraméter(i Poisson-folyamat szerint érkeznek.

A létrehozott / darab U] sorban ezek utan a kiszol-
galasi id6 nem egy szegmens kiszolgalasi idejét jelen-
ti, hanem az adott sorra azt az id6t, amely egy idik sor-
bél valasztott igény kiszolgalasanak megkezdése és a
kévetkez6 olyan idépillanat k6zétt telik el, amikor a ki-
szolgald Ujra kész az iedik sorbdl szarmaz6 igény kiszol-
gélasara. Ez az id§ magaban foglalja azokat az id6ket
is, amelyek azzal telnek el, hogy az adott sor két szeg-
mensének a kiszolgalasa koézott a rendszer kiszolgalja
az id6kozben érkezett magasabb prioritasi szegmen-
seket. Ezt a kiszolgalasi id6t a tovabbiakban jeldljik
St-vel. A rendszer megoldasahoz rekurziét hasznaltunk
az S0 id6k eloszlgsara, mely az el6z6 sor kiszolgalasi
idejen és foglaltsagi idején (TW) alapszik:

s+l _s® oW W) i=12K,1I.

A tovabbiakban a rendszer teljes leirasahoz sziik-
séglink van még az (res sorba érkezd borsztok els6
szegmensének a kiszolgalasi idejére (S*). Ez a valészi-
niségi valtozé fligg a tébbi sor allapotatdl, ennek a ke-
zelése egy, a fentihez hasonl6, de bonyolultabb rekur-
zidéval megoldhato.

Kovetkezd Iépésként meghatarozzuk egy specialis
elsé kiszolgalasi idével ellatott M/G/1/b sor hosszu tava
atlagos eloszlasat. Annak a valészinliségét, hogy jszeg-
mens van a sorban jeléljlik pivel, és a j szegmenshez
tartozé allapotban t6ltétt id6hanyad hatarértékével de-
finialjuk. Ennek a valészinliségnek a meghatarozasa-
hoz a felujitasi folyamatok elméletét alkalmazzuk, pon-
tosabban felosztjuk az egész id§ intervallumot az adott
sor kiszolgalasi idGire és megvizsgaljuk, egy kiszolgala-
si id6 alatt mennyi id6t t6lt a rendszer j szegmenssel a
sorban. Ennek a varhatd értékét annak a fliggvényé-
ben szamoljuk ki, hogy a kiszolgalas legelején hany szeg-
mens volt a sorban. Jeldljik t; -vel azt a varhato erte-
ket, amely azt fejezi ki, hogy amennyiben i szegmens
volt a kiszolgalas megkezdésekor a sorban, akkor var-
hatéan mennyi id6t tdlt a kiszolgalas alatt j allapotban.

Ahhoz, hogy megkapjuk p; értéket, t; ; értékeket su-
lyoznunk kell annak a val6szinliségével, hogy a kiszol-
galas i szegmenssel kezd6détt. Ennek megoldasahoz
felirjuk azt a Markov-lancot, amelynek az allapotai a ki-
szolgalasok elején a sorban lévé szegmensek szama.
Ehhez szlikséges a Markov-lanc allapotatmeneti mat-
rixa, ami kdnnyen szamolhatd, ezek utan egyszerien
adodik a stacionarius eloszlasa (d), ami pont azt fejezi
ki, hogy milyen valészinliséggel kezd i szegmenssel egy
kiszolgalasi id6. A fenti gondolatmenet a kévetkez6 kép-
letet adja: dt

» +dt,, +L dyt,  +dt,  +L +d 1t
I

0.

d, .5:. +(d,+L d,)ES +(d_ +L +d, )ES

A t; -k szamolasanak az alapétlete az, hogy ha mar
a pufferben van j szegmens, akkor ez csak kétfélekép-
pen valtozhat meg, vagy érkezik egy Uj bérszt, amibdl
keriil szegmens a pufferbe, vagy véget ér a kiszolgalas
es eggyel csbkken a szegmensek szama a pufferben.

2. abra A sorbanallasi modell
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Uj borszt beérkezéséig exponencialis ideig kell var-
nunk, tovabba a kiszolgalas végeéig hatralévé idé elo-
szlasat ki lehet szamolni i és jfuggvényében. t; ;ennek
a két mennyiség minimumanak a varhaté értéke.

A varakozasi id6re a fenti eredményeket figyelembe
véve kdnnyen adddik az alabbi ésszefliggés:

{ L+X-1 .1!_
W =R+ ZSA. + Z.Sk +=—.
-~ P 4

Ennek jelentése az, hogy a bérszt X szegmenssel
érkezik a sorba, ahol mar U szegmens varakozik. Ekkor
a borszt teljes kiszolgalasaig meg kell varni az aktualis
kiszolgalasbdl még hatralévé id6t (R), a sorban mar ko-
rabban is varakoz6 U szegmens kiszolgalasat, a sajat
szegmensei kdzil az elsé X-1 teljes kiszolgalasi idejét
és végll az utolsé szegmens kiszolgalasat, amely L/ V.
Mivel ezek az id6k fliggetlenek, egy egyszer( véletlen
tagszamu konvoluciét kell alkalmazni, ahol a tagszam
eloszlasa ismert. Megjegyezzik, hogy az R eloszlasa-
nak a szamolasa nagyon hasonlo a t; ; szamolasahoz,
azonban R azt fejezi ki, hogy ha jszegmens van a puf-
ferben és elébb érkezik bdrszt, mint vége lenne a ki-
szolgalasnak, akkor mennyi id6 marad hatra a kiszolga-
lasbdl a borszt érkezése utan.

A visszautasitasi valdszin(iség kiszamolas egyszer(
a sorhossz eloszlas ismeretében:

Py =3 PU=)P(X >b-))

A két kilénb6z6 visszautasitasi szabaly alkalmaza-
sa az algoritmusokban két fontos kiilénbséget eredmé-
nyez. Az els§ abban a matrixban van, amely egy bérszt
beérkezése esetén a sorhossz valtozas valdszinlisé-
geit mutatja. Ezt a matrixot felhasznaljuk a kiszolgalasi
id6 eloszlasanak és a fent emlitett Markov-lanc stacio-
narius eloszlasanak a meghatarozasahoz is. Emellett a
masik kilonbség a t;; és R szamolasaval kapcsolatos,
ugyanis mindkét mennyiség meghatarozasaban szere-

3. abra
A kiszolgalasi idé numerikus és szimuldaciés eredményei

DSL hozzaférési halézatokban alkalmazott csomagitemezé...

pet jatszik egy exponencialis id§, amely azt mondja meg
hogy ha j szegmens van a sorban, akkor mennyi id6
mulva érkezik a pufferbe Uj szegmens. A klilbnbség ab-
ban jelentkezik, hogy teljes visszautasitast alkalmazva
Uj borszt érkezés esetén csak akkor kerll szegmens a
sorba, ha a borszt teljes egészében befér, tehat ebben
az esetben a kérdéses exponencialis id§ paramétere
nagy j esetén eltér a sorhoz tartoz6 paramétertél. Azon-
ban részleges visszautasitas esetén, amennyiben nincs
tele a puffer és érkezik bérszt, akkor keril Uj szegmens
a sorba. Ezért ebben az esetben, ha nincs tele a puf-
fer, akkor a beérkezés intenzitdsa minden allapotra meg-
egyegyezik a sorhoz tartozé beérkezési intenzitassal.

6. Numerikus eredmények

Az eléz6 fejezetben vazolt numerikus algoritmust imple-
mentaltuk C nyelvben, és hogy igazoljuk az analizisiink
helyességét, valamint pontossagat szimulaciés eredmé-
nyekkel hasonlitottuk &ssze. A rendszer paramétereket
valésaghoz kézelinek valasztottuk, a rendszer beme-
neti forgalmat a kimeneti link kapacitdshoz mérten 50%,
70% és 90%-ra valasztottuk, a négy csatorna kdzott fel-
osztva 4%, 12%, 24% és 60% aranyban. A csomagmé-
reteket az els6 sorban hang forgalomnak megfeleléen,
a tébbiben internet forgalmat empirikusan leiré IMIX mo-
dell alapjan valasztottuk. Tovdbba fontos megjegyezni,
hogy a numerikus analizis soran a végtelen 6sszegzé-
sek helyett az eloszlasokat 10°hibahatarral szamoltuk.

A 3. abran azt lathatjuk, ahogy a szimulaciés ered-
mények egyre jobban kdzelitik a numerikus eredménye-
ket. Az eredmény a negyedik csatorna kiszolgalasi ide-
jének komplementer eloszlasa van abrazolva 90%-o0s
terheltseég mellett. A numerikus eredmények mellett a
szimulaciés eredményeket is dbrazoltuk 10° 10, illetve
10°® csomag beérkezéseére.
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4. abra
Sorhossz eloszlas teljes és részleges visszautasitas esetén
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Osszehasonlitasként elmondhatjuk, hogy pontossag-
ban a numerikus eredmények messze fellilmuljak a szi-
muléciés eredményeket, hiszen az abrazolt tartomany-
ban a numerikus eredmények 10" csomag beérkezés-
bél szamitott eloszlas pontossaganak felelnek meg.

A 4. abran a teljes és részleges visszautasitas ko-
z0tti kiilénbség lathaté a sorhossz valdszin(iségeket
abrazolva a masodik csatornara 50%-os terhelés mel-
lett. Egyértelm(en lathat6 a kilénbség a két eloszlas
kézelében a puffer telitettség hataran, ugyanis részle-
ges visszautasitas esetében a maradék szegmensek
bekeriinek a pufferbe ezzel névelve a valdoszinliséget
a puffer méret kdzeli tartomanyban.

Az 5. és 6. abran a varakozasi id§ eloszlasa latha-
t6 mind teljes mind részleges visszautasitas esetén. Az
5. abran nem lathat6é kéztik nagy kilénbség, de ha
kdzelebbrdl megvizsgaljuk, mint ahogy az a 6. abran is
latszik, a teljes visszautasitas eloszlas-fliggvénye a rész-
leges fol6tt van.
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Ebben a cikkben bemutatjuk, hogy a GMPLS Uj uUtvonalvdlaszté architektiurdja, az Utvonal Szamité Eszkézre (Path Compu-
tation Element — PCE) épiilé modell hogyan alkalmazhaté atjaré szerverek valasztasara. A valasztas célja egyrészt az, hogy
elkeriljik a szerverek tulterhelésébdl adédo hivas blokkolast, mdsrészt az, hogy minimalizaljuk a transzport halézat éssz-
terhelését, és ezekkel egyilittesen elérjik, hogy a felhasznaldk altal érzékelt szolgaltatasi min6ség ne romoljon. Olyan algo-
ritmusokat mutatunk be, amelyek csak egyik vagy mindkét szempontot (a szerverek terheltsége illetve a hdlézati topoldgia)
figyelembe veszik, amikor a felhaszndlé kérésére atjarot valasztanak. Halézatszimuldcio segitségével ésszehasonlitjuk a
kilénbdzé algoritmusokat és megmutatjuk, hogy alacsony blokkoldsi ardny, illetve megfelel6en alacsony hélézati terhelés
érhetd el azokkal, amelyek mindkét szempontot figyelembe veszik a déntés soran.

1. Bevezetés

A mai szamitégép-halézatokban gyakran osztunk szét
valamilyen képességet tébb entitas kozétt. llyenkor min-
den entitas ugyanolyan képességekkel rendelkezik, a
felhasznal6 szamara mindegyik pontosan ugyanazt a
szolgaltatast tudja nyujtani. Az er8forrasok ilyenforma
szétosztasaval a rendszer skalazhatdésagat ndveljik,
mert elkeriljik, hogy az eréforrasok a halézat sziik ke-
resztmetszetévé valjanak. Mivel tébb szerver is rendel-
kezésre all, biztositani kell egy valasztasi mechaniz-
must, mely az adott igényhez egy eréforrast rendel a
csoportbdl.

A valasztasi algoritmusnak tébb célja is lehet. Egy-
részt fontos a szerverek terhelését megfeleléen szét-
osztani, annak érdekében, hogy egyik szerver se le-
gyen meég ideiglenesen sem tulterhelt. A tllterhelés
ugyanis oda vezethet, hogy a szolgaltatas egy bizo-
nyos ideig a felhasznaldk egy része szamara nem lesz
elérhetd, illetve bizonyos esetekben a felhasznaloi adat-
forgalom is megszakad, igy a felhasznaldk altal érzett
min6éség csdkken. Masrészt fontos szempont, hogy a
valasztott szerver a felhasznal6tdl révid Gton elérhetd
legyen. Ardvid Gt a valaszidd, illetve a késleltetés csok-
kenését jelentheti a felhasznaldnak, illetve a torlédas
kialakulasanak valoszinliségét is csdkkenti, hiszen ke-
vesebb kapcsolat terhelését ndveli egy Uj adatfolyam.
Nem mellékes mellékhatas az sem, hogy a halézat ki-
hasznaltsaga is javul.

Halézati terheléselosztassal tébb szituacidban is ta-
lalkozhatunk. Legkézenfekv8bb alkalmazasa a Web [1].
Ekkor tobb Web szerver all rendelkezésre, amelyek
mind ugyanazt a tartalmat taroljak. Eléfordulhat olyan
eset, amikor egy weblap latogatottsaga hirtelen meg-
né, s ilyenkor a terhelés megfelel6 elosztasa nagyon
fontossa valik. Cél, hogy a szerverek terheltségét egyen-
letesre allitsuk be. Erre egy Ugynevezett halézat-alapu
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megoldasi lehetdség (azaz amikor nem a felhasznalg,
hanem a halézat valaszt) a DNS-szervereken alapuld
megoldas. Ennek lényege, hogy a DNS-szerver az IP-
cim feloldasakor mindig mas és mas szervert valaszt-
hat. Azonban mivel lokalisan is tarolhatjuk a név-IP-cim
Osszerendeléseket, illetve a kdzbiils6 DNS-szerverek is
megteszik ezt, nem biztos, hogy a kérés minden eset-
ben eljut a megfelelé helyre. A DNS-szerver tipikusan
egy egyszer( algoritmus alapjan valaszt szervert, pél-
daul kériilfordulasos (Round-Robin) stratégiat alkalmaz.

Haldzati terheléselosztasrol beszélhetlink akkor is,
amikor egy ad hoc hal6ézatban a forgalmazni kivané
csomépontok szamara atjarékat rendeliink az Internet
felé. Az erre vonatkoz6 kutatasok arra jutottak, hogy
nem elég csupan a kdzelségi informacidkat figyelembe
venni, hanem a szerverek terhelésére vonatkozé infor-
maciok is szilkségesek a jo déntéshez [2].

A terhelés minél egyenletesebb elosztasara hasz-
nalhaté az IPv6-ban megtaldlhaté anycast cimzés is.
Ekkor tdbb szervernek is ugyanaz az anycast cime, ami
azt fejezi ki, hogy egy csoportba tartoznak. A cimzés
Iényege, hogy az anycast cimre kildétt csomagot a ha-
I6zat legalabb egyik tagja meg fogja kapni, de azt a ha-
I6zat donti el, hogy pontosan melyik. A megoldasok ja-
va része a kérést a legkdzelebbi szerverhez iranyitja,
egy masik megoldas viszont a terhelésekre vonatkozé
inform&cidkat hasznalja fel az aktiv dtvalaszté techno-
l6giat hasznalva, azonban itt a kdzelségi informaciok fi-
gyelembevétele hianyzik [3].

Cikkinkben bemutatjuk, hogy a GMPLS (Generali-
zed Multiprotocol Label Switching) PCE-alapu, Uj atvo-
nalszamitasi modellje hogyan hasznéalhaté halézati ter-
heléselosztasra és ezzel a szolgaltatas min6ségének
javitasara. Az altalunk vizsgalt halézatban a kiilsé ha-
I6zatot atjard szerverek egy csoportjan keresztiil érhet-
juk el. A felhasznaléi adatforgalom megkezdésekor a
PCE fog atjarot rendelni a végberendezéshez. Sajnos
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a szerverek tllterhelésének kiveédése és mindig a leg-
kdzelebbi szerver valasztasa két, egymasnak erdsen
ellentmond6 szempont. Egyszer( valasztasi algoritmu-
sokat javaslunk, amelyek mindkét szempontot figyelem-
be veszik a dontéskor, és ezeket sszehasonlitjuk azok-
kal, amelyek csak egy szempont alapjan déntenek.

2. A GMPLS és a PCE-architektara

A GMPLS protokollcsalad egy széles kérben hasznalt,
altalanos kontrolimegoldas [4]. Az MPLS altalanosita-
saként azon alapszik, hogy tartalmazza az alagutazas
(tunneling) koncepcidjat: a felhasznaléi adatforgalom
megkezdése el6tt a forras és a nyel6 kézott egy Ugyne-
vezett cimkekapcsolt utvonalat (Label Switched Path —
LSP) hozunk létre. Az MPLS-ben a felhasznaldk cso-
magjait egy plusz fejrészben talalhaté cimkék azonosit-
jak, és a halézaton beliil a csomagok tovabbitasa a (cim-
ke, bemeneti interfész) par alapjan térténik. A GMPLS
az MPLS-sel szemben abban igazan uj, hogy mar nem-
csak csomagkapcsolt hal6zat felett képes miikédni, ha-
nem mas, példaul hullamhosszkapcsolt hal6zatok felett
is, és segitségével kilonb6z8, egymastol Iényegesen
eltérd haldzati technikakat lehet egységesen vezérelni.
A GMPLS-ben mar altalanositott cimkérdl beszéllnk,
ami egy virtualis cimke, amit példaul egyes idérések,
hullamhosszok azonosithatnak, és természetesen a ko-
rabbi MPLS-cimke is GMPLS-cimke.

A GMPLS protokollcsalad harom protokollt tartalmaz.
A jelzési protokoll feladata cimkekapcsolt dtvonalak l1ét-
rehozasa, mddositasa, illetve térlése felhasznaldi igény
felmerllése esetén. Elterjedt jelzési protokoll az RSVP-
TE (Resource Reservation Protocol — Traffic Engineering).
A routing protokoll feladata Gtvonalvalasztasi informaci-
Ok terjesztése a GMPLS-halézatban. A GMPLS gyak-
ran hasznalt routing protokollja az OSPF-TE (Open Shor-
test Path First — Traffic Engineering). Az OSPF-TE opa-
que LSA (Link State Advertisement) [5] Uizenete teszi
lehet6vé, hogy kilénb6z6 forgalom menedzsmenthez
szlikséges informaciokat is elterjeszthessiink a halé-
zatban (példaul savszélesség vagy képesség-informa-
ciok). Opaque LSA hasznalataval mas alkalmazasok is
elterjeszthetik informaciodikat a hal6zatban. Ezeken ki-
vil a GMPLS még tartalmaz egy menedzsment proto-
kollt is (ez tipikusan az LMP — Link Management Proto-
col), aminek feladata vezérl§ csatornak Iétrehozasa szom-
szédos vezérl§ entitasok kdzott, hibak észlelése és lo-
kalizalasa.

LSP kiepitése el6tt a jelzési folyamatot megkezdd
csomopont altalaban a jelzési (izenetbe agyazza a cél-
csomopont felé haladd Ut csomépontjainak listajat,
azaz forras-vezérelt Gtvonalvalasztasrol beszéllnk.
Gyakran el6fordul azonban olyan eset, amikor a teljes
utvonal nem all helyben rendelkezésre, tipikusan olyan
esetben, amikor a cél csomoépont a halézat egy masik
tartomanyaban helyezkedik el, hiszen a csomoépont csak
a sajat tartomanyardl rendelkezik teljes képpel. llyenkor
egy lehet8ség, hogy a forras csomdpont egy tavoli en-
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tithshoz fordul, amely képes — sziikség szerint tovabbi
entitasokkal egylttm(ikddve — dtvonalat szamolni a for-
ras és a célcsomédpont kdzott. A tavoli entitas neve PCE
(Path Computation Element). Egy tartomanyu esetben
is van értelme PCE hasznalatanak: a csomoépont felté-
telezheti, hogy a PCE tovabbi szempontokat is figye-
lembe tud venni a déntéskor, és igy valamilyen érte-
lemben jobb utat tud szamolni.

A PCE definicioja nagyon altalanos: a PCE egy olyan
entitas, amely képes egy, a halézatot reprezentalo gra-
fon utvonalak kiszamitasara, és ekézben képes a meg-
felel6 kényszerek figyelembevételére is [6]. Azt a cso-
mopontot, amely Utvonalszamitasi kéréssel fordul a
PCE-hez, PCC-nek (Path Computation Client) nevezzik.
A PCC, illetve a PCE kéz6tti kommunikacio egy egysze-
r, kliens-szerver protokoll segitségével térténik: idedlis
esetben a PCC Utvonalszamitasi kérelmét tartalmazé
Uzenetére, mely a célcsomépont cimét és esetleges
kényszereket tartalmaz, a PCE olyan Uzenettel vala-
szol, mely tartalmazza a részleges, vagy teljes utvonal-
listat a célcsomopont fele.

A PCE-k szamat, elhelyezkedését illetve egylttmdi-
kddését illetéen a PCE-architektiranak tobb modellje
létezik. Elhelyezkedés szempontjabdél a PCE lehet az
Utvalaszté egy komponense, ilyenkor a PCC, illetve a
PCE ugyanabban a hal6ézati csomépontban helyezke-
dik el. Masrészt a PCE lehet egy tavoli hal6zati kompo-
nens. Ez a megkllénbdztetés nem éles, hiszen el6for-
dulhat, hogy egy csomdpont egy masik csomépont
szamara PCE-ként funkcional, azonban bizonyos mas
helyzetekben kliensként fog mdkédni.

Nem szlkséges azonban, hogy egy Utvonalat egyet-
len PCE szamoljon ki. llyenkor tébb PCE-altali utvonal-
szamitasrél beszélink. Itt is két alesetet kilonbdzte-
tink meg aszerint, hogy van-e PCE-PCE kommunika-
cid, vagy nincs.

A modellek elosztottsag szempontjabdl is csoporto-
sithatok. A centralizalt modellben egy tartomanyon be-
Iil az Gtvonalszamitasi felel6sség egy csomoépontté,
mig az elosztott modellben egy tartomany tébb, egy-
szerre m(kédd PCE-t is tartalmaz.

Vizsgélatainkban a centralizalt modellre szoritkozunk,
és a PCE minden csomépont szamara tavoli halézati
komponens. Az altalunk hasznalt modell az 1. dbran
lathaté.

3. Atjaré-valasztasi algoritmusok

Ez a fejezet a PCE 4altal hasznalt egyszer( atjar6-va-
lasztasi algoritmusokat mutatja be. Mig az atjaré-valasz-
tasi stratégia minden esetben mas és mas, az Utvonal-
valasztas mechanizmusa mindig ugyanaz: a PCE a PCC
és az atjard kozotti legkisebb 1épésszamu utat fogja va-
lasztani. A bemutatott algoritmusok két csoportba oszt-
hatok. Az egyik csoportba azok az algoritmusok tartoz-
nak, amelyek egy fazisban valasztanak atjarét, mig a ma-
sikba azok, amelyek két kérben déntenek — azaz egy-
més utan két szempontot is igyekeznek figyelembe venni.
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Az egyik legegyszerlibb algoritmus a UNIFORM. Ek-
kor az atjarék kozoétt egyenletes eloszlassal véletlen
valasztunk, és az egymast kdvetd valasztasok fligget-
lenek egymastol.

A ROUND-ROBIN algoritmus egyszer( kérbefordula-
sos stratégia alapjan rendel atjarét a felhasznaléhoz.

A koévetkez6 két algoritmus mar figyelembe vesz az
atjarok elhelyezkedéseére, illetve terhelésére vonatkozé
informéacidkat. igy a NEAREST algoritmus mindig a leg-
kdzelebbi atjarot fogja a PCC-hez rendelni. Ez lehetsé-
valtozasok utani révid tranziensek kivételével pontosan
ismeri. Amennyiben tébb atjar6 is pontosan ugyanany-
nyi lépésre lenne a PCC-t6l, akkor a dont6 logika egy
el6re definialt, dnkényes sorrendet figyelembe véve old-
ja fel a holtversenyt. igy vegytik észre, hogy ezen algo-
ritmus, amennyiben nem térténik topoldgia valtozas, az
egyes PCC-k szamara minden esetben ugyanazt az at-
jarét valasztja.

A GREEDY algoritmus olyan értelemben mohé, hogy
mindig a legkisebb terhelési atjaréhoz iranyitja a fel-
hasznalot. Azonban itt, nem Ugy, mint a topolégia-infor-
maciok figyelembevételekor, mar nem garantalt, hogy a
PCE pontos képpel rendelkezik a halézatrél. A PCE al-
tal a szerverek terheltségérdl latott képet két dolog be-
folyasolja déntéen: egyrészt az atjardk altal opaque
LSA-kba agyazott és rendszeresen kuldétt terheltségi
informacidk, masrészt az a tény, hogy a PCE a sajat
doéntéseit képes nyomon kdvetni, igy az atjardk allapo-
taban torténd valtozasokat bizonyos mértékben figye-
lembe tudja venni, azonban a felhasznal6i forgalom
befejezésérdl nem értesil. Emiatt fontos tényezd, hogy
az atjarék milyen gyakran frissitik a terhelési informéacié-
kat. Amennyiben az atjarék gyakran kiilldenek lizenetet
allapotukrol, akkor a PCE-k helyes képpel fognak ren-
delkezni a halézatrdl, azonban ennek ara sok vezérl6
lzenet, ami a skalazhatésag rovasara megy. Ezzel el-
lentétben, hosszu frissitési periédus esetén a PCE-k
altal latott kép elavultta valhat, ekkor viszont sokkal ke-
vesebb vezérl§ lizenetre van sziikség.

1. dbra A PCE architektira és egy példa

A kovetkez8 két algoritmus két szempontot is figye-
lembe vesz. A LOADNEAR(d) az elsé kérben a d darab
legkevésbé terhelt atjarét engedi at a rostan, majd
ezek koziil a PCC-hez legkdzelebbit valasztja. Eszreve-
hetd, hogy az algoritmus d=1 paraméter esetén éppen
ugy mikoédik, mint a GREEDY, mig ha az elsé kérben
egyetlen atjarét sem sz(irlink ki (d=), a NEAREST al-
goritmushoz jutunk.

A NEARLOAD(d) ettél csak a szempontok figyelem-
bevételének sorrendjében kiilénbézik: el6szoér a topo-
I6gia-informé&cidk alapjan engediink at d szervert a sz(-
rén, majd ezek kozll a legkisebb terheléslit valasztjuk.
Természetesen a PCE altal latott kép helyességére va-
16 fenti megfontolds ennél a két algoritmusnal is érvé-
nyes.

4. Szimulacios eredmények ismertetése

A szimulacidkhoz az ns-2 halézati szimulator alkalma-
zast [7] bévitettik ki a szlikséges funkciokkal.

A vizsgalatokat tébbszintd, 6sszekapcsolt gy(riikbdl
allé topoldgian végeztik. Az els§ abran az egyszeri-
ség kedveéért csak egy kétszintl haldzatot tiintettiink
fel, azonban a munka soran haromszint(i hal6zattal dol-
goztunk, amely dsszesen 84 csomopontot tartalmazott.
A csomopontok egyben PCC-k is, melyekhez a felhasz-
nalék kapcsolédnak. A halézatban egy kézponti PCE-t
helyeztink el, atjar6 szerverek pedig az elsé és a ma-
sodik hierarchiaszint gy(r(ihez csatlakoznak, azaz sza-
muk 6sszesen 20.

A felhasznaldi igények érkezési folyamata minden
PCC esetében Poisson-folyamat, azonban a kdztes id6k
eloszlasa minden PCC-re mas és mas, valasztasa egy
meghatarozott intervallumbdl térténik egyenletes elosz-
las alapjan. Igy lesznek olyan csomépontok, amelyek
gyakran fordulnak Utvonal-valasztasi kérelemmel a PCE-
hez, illetve olyanok is, amelyek ritkdbban. A hivastarta-
si id6 minden felhasznalé esetén exponencialis elosz-
last, 120 masodperces varhato értekkel.

Az alkalmazott modellben az atjarék kapacitasa ve-
ges. Ez azt jelenti, hogy az altaluk egyszerre kiszolgal-
hat6 felhasznal6k szama korlatozott. Az

egyes atjar6 szerverek kapacitdsat ugy
allitottuk be, hogy idedlis elosztas esetén
az atlagosan felajanlott forgalom 120%-
at képesek legyenek elvezetni.

A szimulaciok soran a blokkolasi a-
ranyt és az utak atlagos hosszat mértik.
Blokkolas akkor Iéphet fel a rendszerben,
ha a PCE olyan atjarét rendel a felhasz-
naléhoz, ami éppen tele van. Az utak at-
lagos hosszaval pedig a transzporthalé-
zat terheltségére, a késleltetésekre és a
torlodas valdszinlségére kdvetkeztethe-
tnk.

El8sz6r megvizsgaltuk az altalunk ja-
vasolt két Uj algoritmus (LOADNEAR, illet-
ve NEARLOAD) viselkedését a d para-

LXIl. EVFOLYAM 2007/4

36




HiRADASTECHNIKA

. —e— LN{adv=20s) |
— % LN(adv=100s) /s
LMN(adv=300s)

—~— NL(adv=20s)
I —3— NL(adv=100s)
MNL(adv=300s)

W B U & ~ @ O

blokkalasi arany (%)

N

5 .
45 |  —#—LOADNEAR X
'4 —s— NEARLOAD W____,xf’
] —
35 ™~ e
! \\&«E__g(--—"—_-_“
= 3 T T
] B A
% 25 e as —
= 2
e
E 15
£ 1
0.5
0 . . . . |
3 5 7 9 11 13 15 17 19
d

2. és 3. abra Blokkolasi arany és az utvonalak atlagos hossza a d paraméter fiiggvényében

meéter, azaz az els6 fazisban kivalasztott atjarék szama-
nak fliggvényében. Az eredmények a 2. és a 3. abran
lathaték.

A periodikus frissités gyakorisaga az utak atlagos
hosszara nem volt hatassal, ezért ezt nem is dbrazol-
tuk. A d paraméter névelésével a LOADNEAR eseté-
ben csékkent, mig a NEARLOAD esetében nétt a va-
lasztott Utvonalak hossza. Az abrakrdl leolvashatd, hogy
a NEARLOAD algoritmus méar d=3 esetén is alacso-
nyan tartja a blokkolast. A LOADNEAR algoritmus ezzel
szemben, amig a d paraméter értéke nem éri el az at-
jarok szamanak felét, jol teljesit, kés6bb viszont a blok-
kolasi arany egyre rohamosabb ltemben névekszik.

Ezen meggondolasokat megfontolva arra juthatunk,
hogy ezen a topolédgian a NEARLOAD d=3, mig a
LOADNEAR d=10 esetén produkalja a legjobb ered-
ményeket, mindkét szempontot figyelembe véve. A to-
vabbi abrakon ezért mar csak ezen paraméterértékek
melletti eredményeket tlintettik fel.

A 4. abran lathatéak a kiilénb6z6 algoritmusok altal
produkalt blokkolasi aranyok az informacidterjesztés
gyakorisaganak fliggvényében. Lathatd, hogy a leg-
rosszabb eredményeket a NEAREST algoritmus produ-
kalta, azonban az 5. dbra mutatja, hogy sikeresen mi-
nimalizalta az utak hosszat. Véletlen algoritmus hasz-
nalataval (UNIFORM) a blokkolasi arany csékkenthetd,
azonban ennek ara az utak megnévekedett hossza. A
ROUND-ROBIN algoritmussal az utak hosszat tekintve
javulast nem tudunk elérni, azonban a visszautasitott
halézati kapcsolatok szama csékken a UNIFORM-hoz
képest. Ennek oka abban keresendd, hogy ez az algo-
ritmus mindig U] atjarét valaszt, mig a UNIFORM eseté-
ben lehetséges egy atjaro tébbszéri egymas utani va-
lasztasa is.

Az intelligensebb algoritmusok (GREEDY, NEARLOAD,
LOADNEAR) teljesitményére kihat az informaciofrissi-
tés gyakorisaga. Az eredményekbdl azt tapasztaltuk,
hogy az informacioklldés ritkitdsaval egyre rosszabb

4. és 5. abra Az utvonalak atlagos hossza és a blokkolasi arany kiilénb6z6 informdcidterjesztési intervallumok esetén
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eredmeényt érnek el, illetve mindharom teljesitménye a
ROUND-ROBIN algoritmus eredményeihez konvergal.
Ez azért van igy, mert a PCE figyelembe veszi sajat ko-
rabbi dontéseit, azonban a felhasznalok tavozasarol
nem értesdil. igy, ha két frissités kozott sok idé telik el
el6szor kiegyenliti a szerverek terheltségét az altala 1a-
tott haldézati képben, majd gyakorlatilag kérllfordulasos
modon valaszt atjarét a kdvetkez§ frissités vételéig.

Azt kaptuk, hogy a LOADNEAR, illetve a NEARLOAD
megfelel§ paraméterértiékek melletti alkalmazasaval — a
blokkolasi rata kis ndévekedése aran — jelent6sen csok-
kenteni tudjuk az atjarékhoz vezeté Utvonalak atlagos
hosszat. A legjobb blokkolasi rata a GREEDY alkalma-
zasaval érhet6 el, de mivel ez nem veszi figyelembe a
topologiat a déntéskor, hosszu Utvonalakat fog létesi-
teni a halézatban.

5. Osszefoglalas

Ha egy bizonyos igénytipust halézati szerverek egy cso-
portja képes kiszolgalni, akkor egy konkrét igény kiszol-
galasat elvégz6 szerver kivalasztasa egy megoldandé
feladat. Mivel a halézati terhelés alacsonyan tartasa, il-
letve a szerverek terheltségének megfelel6 elosztasa
két, egymasnak ellentmondd szempont, igy lehetetlen
olyan algoritmust talalni, amely mindkét szempont sze-
rint optimalis eredményt ad. Szerencsére egyszeri al-
goritmusok hasznalataval, melyek mindkét szempontot
figyelembe veszik, j6 kompromisszumot lehet elérni. Osz-
szességében a paraméterek megfelel6 valasztasa mel-
lett a NEARLOAD, illetve a LOADNEAR megfelel6 ered-
ményt nyujt.
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Legutébbi, 2007/3-as szamunk 19-23. oldalan, Csurgai-Horvath Laszlo és Bit6é Janos:
»Fading idétartam-modellezés miiholdas féldi mozgé radiécsatornan” cim( cikkébe
sajnalatos modon tébb, értelemzavaré hiba kerilt, melyek a kdvetkez6k:

* Az 1. tablazat helyére

egy rokon témaju cikk hasonld Miihold neve MARECS (d=39150 km)
tartalmu tablazata kerdlt. Elevacio 24°
Az ide tartozé tablazat helyesen: ;
Frekvencia 1.54 GHz
« A (3) és (4) képletekben Mintavételezési frekvencia 300.5 Hz
az eredeti, gérég szumma
helyett hibas karakter CSé_l_toma ID ,14,
jelent meg. Kornyezet Autopalya
o . Meérési idGtartam 81.2 perc
* A 2. tablazat felirata Jarmi sebessége 60 km/h

pedig helyesen:

.Paraméterek
a (7-8) egyenletekhez”

A szerz6kiél és olvasodinktol egyarant elnézést kériink!
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Kulcsszavak: RFID, olvasok, transzponderek, iitkizésfeloldas

Cikkiink az RFID kérnyezetben felmeriilé tébbes leolvasasi problémak megolddsara rendelkezésre allé litkézésfeloldé algo-
ritmusok ismerteti kitérve az olvasék és a transzponderek (itk6zésére egyarant. Tovabba az I1ISO 18000-3 Mode 1 (itk6zésfe-
loldasra hasznalt algoritmusanak szimulaciés eredményeit is ismertetjlik.

1. Az RFID rendszerek
és a tobbes leolvasas problémakaore

Az RFID az angol Radio Frequency ldentification, azaz
a radiéfrekvencias azonositas kifejezés roviditése. Ez
a technoldgia automatikus azonositasra szolgal, jelle-
gét tekintve a birtok alapl azonositasi rendszerek ko-
zé sorolhaté.

Az RFID rendszerek alapvet6en legalabb két esz-
kézbdl alinak: egy azonositobdl és egy azonositando-
bél. Az azonositd adatkapcsolatot kezdeményez az
azonositandéval, mely soran mindkét vagy csak az
egyik iranyba adatatvitel térténik. Ahogyan a technolé-
gia nevebdl is kideriil, a kommunikacié radiéfrekvenci-
an zajlik, ezért mind az azonositénak, mind az azono-
sitottnak radios interfésszel kell rendelkeznie.

Az azonositani kivant objektumon (pl:. arucikk) egy
transzpondert helyeznek el. Az azonosité egy RFID ol-
vasoO, amely képes olvasni és/vagy irni a transzpon-
dert.

Egy az el6bb vazolt egyszerl RFID rendszer kiegé-
szlilhet még alkalmazasi kérnyezettdl fliggéen vezerld
szamitogéppel, mely tébb olvasé miikddésének dssze-
hangolasat vezérli, valamint dsszekodttetést teremt az
olvasok és a hattéradatbazis(ok) kézoétt. A hattéradat-
bazis funkcionalitasat tekintve alkalmas az olvaso(k) ér-
zékelési tavolsagan belili transzponderekkel kapcsola-
tos informaciok taroldsara; nem csak lekérdezhetbek,
hanem az adatatvitel alatt irhatéak is. Az 1. dbra egy
RFID rendszer felépitését mutatja.

Az RFID alkalmazasok az ellattasi lanc teljes hosz-
szan, azaz az egyes alkatrészek, alapanyagok el8alli-
tasatdl, el6készitésétdl egészen a végfelhasznaldkhoz
valé eljutasig jelen vannak. Eppen ezért gyakori, hogy
egy raktari alkalmazas esetében masodpercenként tébb
szaz cimkét kell leolvasni. Az alapveté kdvetelmény az
RFID rendszerek esetén a minél tébb cimke minél rdvi-
debb id§ alatt térténd leolvasdasa nagy megbizhaté-
saggal, azaz ne maradjon ki egyetlen cimke sem a le-
olvasasbol. Eléfodulhat az is, hogy nem a transzpon-
derek Utkdznek, hanem az olvasok. llyen kérnyezet kép-
zelhet6 el egy hipermarketben, ahol sok leolvasé kapu
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sorakozik egymas mellett a pénztaraknal. Ebben az
esetben (itkdzés léphet fel az egyes olvasok kdzoétt, hi-
szen két vagy tébb olvasé altal lefedett térrészeknek
lehetnek kozds terlletei. Ha itt tartézkodik egy transz-
ponder, akkor Utkdzés 1ép fel az olvasdk kdzott.

Az (tk6zések legszembet(in6bb negativ hatasa a
leolvasasi sebesség csdkkenése. Ennek kikliszébolé-
sére két modszer kinalkozik: a savszélesség névelése
és az ltkdzések eliminalasa. A savszélessége ndvelé-
sének fizikai korlatja mellett szempont az is, hogy ennek
a mobdszernek a kivitelezési kodltsége joval nagyobb,
mint egy beépitett algoritmus futtatasanak. Ezért a to-
vabbiakban a kiilénb&dzé Gtkdzésfeloldd algoritmusokat
ismertetjlik a legelterjedtebb szabvanyok esetén, to-
vabba bemutatunk néhany szimulaciés eredményt is
arra vonakozdan, milyen paraméterek befolyasoljak a le-
olvasasi id6t.

RFID rendszerekben litkdzésfeloldd eljarasnak ne-
vezzik azt a technikat, vagy protokollt, amely lehetévé
teszi az interferencia nélkilli tdbbszérds hozzaférést.

1. dbra RFID rendszer felépitése

RFID olvaso RFID olvasé

]

hattér adatbazis

1
KL

vezeérd szamitogeép
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2. Utkozésfeloldé algoritmusok
olvasok litkozésére

Az olvasok utkdzéséenek feloldasara harom algoritmus
terjedt el: NAK-alapu, beacon-alapi megoldasok, vala-
mint a valtoztathat6 hatétavolsagu olvasék alkalmazasa.

A NAK-alapu (itk6zésfeloldas feltétele, hogy min-
den olvas6 sajat vezérl6csatornaval rendelkezzen. E
vezérl6csatorna hatdésugara elég nagy ahhoz, hogy az
olvas6 az 0sszes, a kdrnyezetében lévé — az adat-
csatornaban interferenciat el6idéz8 — olvasérdl tudjon.
(A NAK a Not Acknowledged, azaz nem nyugtazott ki-
fejezés roviditése.)

Ennek megfeleléen az olvasé el6szoér egy RTS lze-
netet kiild szét a kérnyezetében 1év6 dsszes olvaso-
nak. Amelyik épp foglalt, egy NAK Uzenetet kild vis-
sza. Ha az olvasé legalabb egy NAK-ot vesz, korlatoz-
za az adatcsatornahoz valé hozzaférését. Ezt a folya-
matot szemlélteti a 2. abra.

A beacon-alapu olvasdk kéz6tti (itkézésfeloldas fel-
tételei a NAK-alapu megoldassal azonosak: sajat, nagy
hatésugaru vezérlécsatorna. Az eljaras szerint az olva-
s6 — olvasas kdzben — periodikus beacon lzeneteket
kild a vezérlécsatornajan. Ha egy masik olvaso is ol-
vasni szeretne, el6bb ellendrzi az utolsé beacon 6ta el-
telt id6t. Ha ez kisebb, mint egy megadott érték (vagyis
a beacon periddusideje), az olvasas valdsziniileg még
folyamatban van, tehat varakozik, mig az el8irt id6 alatt
nem jo6n Ujabb beacon. Az algoritmus mikddése a 3.
abran kévetheté nyomon.

Kézenfekv6 és egyszer(i megoldas az egyes olva-
sok hatosugaranak adaptiv valtoztatasa. Az eljaras min-

2. dbra NAK alapu (itkézésfeloldas

/ \ RTS fogadésa, NAK
_-a-t‘ IDLE f.I killdése
[ } f
Vg ohvimina
CSMaA
| NAK vétele, BackOff
vilasztisa
BackON vk s
— |
| RTS fogadésa,
- BackOff virakozds R ideig
&
TR A0 v
—|
Legalibb 1 NAK
RTS_SENT fogadésa, BackOff
vilasziisa

HNncs vet NAK
RTS fogadasa,

Olvasds * BackOff valasztasa,

den n olvasasi ciklus utan a felligyelt teriilet duplazasa-
val, Utk6zés esetén pedig p valdszinliséggel ennek csok-
kentésével optimalizélja a leolvasasokat. Ezzel gyakor-
latilag egy SDMA (Space Division Multiple Access), azaz
térosztasos tobbszdrés hozzaférés valdsul meg.

3. Utkozésfeloldé algoritmusok
transzponderek litkozésére

Transzponderek (itk6zése Ugy johet Iétre, hogy az ol-
vaso hatésugaraban szamos tag van jelen. Olvasaskor
a leolvasé egység egy request lizenetet broadcastol a
tag-eknek. Amennyiben csak egyetlen tag tartézkodik
a térben, az olvasé egyetlen valaszt vesz. Ugyanakkor
minden tag visszakdildi a valaszat az olvasénak, ha
tébb is van belélik a rendszerben. Ez itkdzést ered-
ményez a radidécsatornan, igy valasziizenetik nem lesz
ertelmezhetd. Ennek kikiiszébdlésére fejlesztettek ki sza-
mos (tkdzéselkeril§ algoritmust, amelyeket az alabbi-
akban ismertetink.

Az (tk6zések feloldasa az esetek nagy részében
valamilyen tébbsz6rés kbzeghozzaférési feladat meg-
oldasara vezethet6 vissza, igy a kdvetkezékben ezek
a — részben mar mas terlletekrdl ismert — algoritmusok
kerlilnek bemutatasra.

Az RFID rendszerekben is négyféle tdbbszdrds hoz-
zaférési eljarast kulénbdztetlink meg: térosztasos tébb-
sz6rds hozzaférés (SDMA, Space DMA), frekvencia-osz-
tasos tébbsz6rds hozzaférés (FDMA, Frequency DMA),
id6osztasos tébbszords hozzaférés (TDMA, Time DMA)
és vegll a kédosztasos tobbszords hozzaférés (CDMA,
Code DMA). Fontos megjegyezni, hogy néhany gyarté
nem hozza nyilvanossagra sajat ltkdzésfeloldo algorit-
musait, mig masok a szabvanyban is lefektetett, elter-
jedt megoldasokat hasznaljak. Altalanossagban elmond-
hatd, hogy az egyedi megoldasok is ezen szabvanyok-
bél taplalkoznak némi alkalmazas-specifikus kiterjesz-
tés felhasznalasaval.

3. abra Beacon alapu (itkézésfeoldas
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Az SDMA eljaras a rendelkezésre allo teriletet sze-
letekre osztva ndveli meg a kapacitast.

Egyik lehetséges megoldas az olvasok hatétavolsa-
ganak jelentds csékkentése, ezzel egyiitt sok olvasé
és antenna elhelyezése a mez6ben. Az igy létrejové
témbok nagyjabdl hézagmentesen fedik le a kivant te-
riletet. Ennek eredményeképpen a szomszédos olva-
sOk szamara toébbszérdsen is rendelkezésére all a csa-
tornakapacités.

Egy masik lehet6ség az adaptiv SDMA megvaldsi-
tasa, amikor elektronikusan vezérelt iranyitott antennat
hasznalunk az olvaséban, mely akarmikor az aktuali-
san kapcsolatban 1évé transzponderre iranyithaté. igy
az egyes tag-ek akar térbeli helyzetlk, egyméassal és
az olvasdval bezart szogik alapjan kilénbéztetheték
meg. llyen 6sszekodttetések 850 MHz feletti RFID rend-
szerekben valdsithatok meg leginkabb. Az eljaras leg-
f6bb hatranya az 0sszetett antenna és antennarend-
szerek kiépitése, mely csak specidlis alkalmazasokban
teremt neki létjogosultsagot. Adaptiv SDMA rendsze-
rekben az elektronikusan vezérelt antenna iranya a
fenti moédon kérforgasban is valtoztathatd, igy lépésr6l
|épésre haladva minden transzponder beleesik a nya-
labba.

FDMA felhasznalasa soran egyidejlileg tébb tag
szamara is rendelkezésre all egy-egy teljes értékl, mas-
mas frekvenciaju vivé. RFID rendszerekben ez szaba-
don &llithato, alharmonikus viv6ket hasznald transz-
ponderekkel valdsithatd meg. Mind a broadcast szink-
roncsatorna, mind az energiaellatds egy alkalmasan
valasztott f, frekvencian keril tovabbitasra. A transz-
ponderek valaszukat a rendelkezésre allé néhany (f; -
fy) valaszcsatornan kildik vissza, igy teljesen mas frek-
venciatartomany hasznalhaté up- és down iranyokra.

Backscatter és terhelésmoduldalt rendszerek szama-
ra egy rendelkezésre allé lehetéség tébb fliggetlen vi-
véfrekvencia hasznalata tag - olvasé iranyban. Ezen
eljaras hatranya szintén anyagi jellegl. Az olvas6kba
minden frekvenciahoz dedikalt vevéket kell elhelyezni,
ami jelent6sen megnoveli az el6allitasi koltségeket. E-
miatt az FDMA hasznalata csak egyes specialis alkal-
mazasokban ajanlott.

A TDMA azon eljarasok ¢sszessége, melyek hasz-
nalata soran a teljes rendelkezésre allé csatornakapa-
citds — a tag-ek valamilyen sorrendjét kbvetve — az egy-
mas utan kévetkezd tag-ek szamara teljes mértékben
kiosztasra keriil. Széles kdrben elterjedt az alkalmaza-
sa tobbek kozt a digitalis mobil radiérendszerekben.
RFID rendszerekben (tkdzés feloldd algoritmusokban
talalkozunk vele. Megkilénbéztetlink transzponder-ve-
zérelt és add/vevl-vezérelt eljarasokat.

A transzponder-vezérelt eljarasok aszinkron médon
mUikddnek, mivel az olvasé nem szl bele az adatatvi-
tel vezérlésébe (ezen az elven miikddik a késébbiek-
ben targyalt ALOHA eljaras is). Tovabb is csoportosit-
hatjuk az aszinkron médszereket: megkllénbdztethet-
jlk az eljarasokat aszerint is, hogy az olvasé kiild-e egy
-Kikapcsol” jelzést a transzpondernek a sikeres adatat-
vitel utan.
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A transzponder-vezérelt eljarasok nem elég flexibili-
sek, ugyanakkor eredendden lassuak. A legtébb alkal-
mazas ezeért az add/vevé-vezérelt eljarasokat hasznal-
ja, mely soran az olvas6 vezérli az adatatvitelt. E mdd-
szerek szinkron eljarasoknak tekintheték, hiszen min-
den transzpondert az olvaso ellendriz és vezérel folya-
matosan.

M(kédése soran az olvasé mindig pontosan egy
transzpondert valaszt ki a zénan belll, majd e két fél
kdzo6tt megindul az adatatvitel (hitelesités, iras/olvasas
stb.). Kizarélag ezutan térténhet meg a kapcsolat bon-
tasa és az Uj 6sszekottetés létesitése egy masik transz-
ponderrel. Ezek az eljarasok is tovabb csoportositha-
tok polling, azaz lekérdezéses, valamint binary search,
azaz binaris keresés elven m{kddé algoritmusokka.
Minden eljaras kéz6s abban, hogy az egyes tag-eket
egy egyedi azonositd alapjan valasztja ki.

Lekérdezéses eljarasok

A lekérdezéses eljarasnak a korrekt mikoédéshez
feltétlenll sziiksége van a kommunikaciéban vélhetd-
leg részt vevd tagok azonositdjardl készdilt listara. A le-
kérdezéses folyamat soran az olvas6 egyenként végig
Iépked ezen a listan, egészen addig, amig egy transz-
ponder a megfelel§ szériaszammal valaszol. Ez a méd-
szer elég id6igényes, csak kis szamu transzponder ese-
tén alkalmazhat6 hatékonyan.

A lekérdezés elven mikédd eljarasok kdzil a kévet-
kez6ket fogjuk részletesen ismertetni: binaris keresés,
dinamikus binaris keresés, réselt binaris fa és a bitr6l
bitre binaris fa.

A bindris keresés az egyik legelterjedtebb és legfle-
xibilisebb algoritmusok egyike. Miikédése soran a transz-
pondert egy olyan csoportbél valasztja ki, melyek azo-
nositéit szandékosan (itkdzésbe hozza egymassal ugy,
hogy a tag-ek egyszerre kildik vissza sorszamaikat az
olvasé kérésére valaszolva. Ehhez sziikséges, hogy az
olvasé képes legyen az egyes bitpozicidk pontos de-
tektalasara, melyet a helyes kddolas megvalasztasaval
er el (pl. Manchester-kédolas).

Az algoritmus el6re definialt interakcidk (parancsok
és valaszok) sorozatat tartalmazza, mely segitségével
képes kapcsolatot teremteni az olvasé és a tag-ek ko-
z06tt azzal a céllal, hogy kéziilik majd egyet adatatvitel
céljabol kivalasszon. A tényleges mikddéshez egy pa-
rancskészletet definial REQUEST, SELECT, READ
DATA ES UNSLECT utasitasokkal. Ezen kiviil minden
transzponder egy egyedi sorozatszammal rendelkezik.
A kénnyebb megértés érdekében az algoritmus mdako-
dését egy olyan példaval szemléltetjiik, melyben 8 bi-
tes ID-k szerepelnek, ezzel 256 kiilénb6z8 tag egyedi-
ségét garantalva.

A 8 bites sorozatszamokat hasznal6 transzponde-
rek a hexadecimalis szamrendszerben a 00-FFh, a de-
cimdlis szamrendszerben a 0-255, mig a binaris szam-
rendszerben a 00000000-11111111 azonositdkkal jel-
lemezheték. Az algoritmus elsd Iépéseként az olvasd
egy REQUEST parancsot kiild broadcast lzenetként
(<=11111111) argumentummal. A 11111111b-es azono-
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sit6 a legnagyobb érték( a 8 bites sorozatszamok ko-
z06tt. Ez azt jelenti, hogy a zénaban lévé minden tag
valaszolni fog erre a kérésre, hiszen csak kisebb, vagy
egyenld lehet az azonositojuk, mint 11111111b.

A preciz bitszinkron elengedhetetlen az algoritmus
mUlkddéséhez, ennek biztositasa kritikus az tk6zések
elkerlilése és felismerése szempontjabol.

Az 1. tablazatbanlathaté, hogy a 0., a 4. és a 6. bit-
pozicidban ltkdznek a sorozatszamok, mivel ezeken a
helyeken a kiilénbdz6 bitértékek szuperponalédnak. Az
Utk6zés az olvasd szamara azt jelenti, hogy legalabb
két transzponder tartézkodik a zéndban. A vett jel a ké-
vetkez6 lenne: 1X1X001X.

A 6-0s bitpozicié a legmagasabb értékd a sorozat-
szamon belil, ahol még (itk6zés tértént az elsd iteracid
soran. Ez azt jelenti, hogy legalabb egy transzponder
talalhaté az SNR >11000000b és az SNR < 10111111b
tartomanyokban. Ahhoz, hogy egyetlen transzpondert
legylink képesek kivalasztani az egyel6re ismeretlen
szamu csoportbdl, limitalni kell a lehetséges sorszam-
tartomanyt a kdvetkez§ iteraciok soran.

A folyamatot kezdjik a < 10111111b tartomannyal,
vagyis a 6. poziciét 0-nak régzitjik, és figyelmen kivil
hagyjuk az alacsonyabb tartomanyt, az adott bitérté-
kek 1-esre allitasaval.

Amint az olvas6 kiadta a REQUEST (<=10111111)
parancsot, minden — a feltételt kielégité — transzpon-
der sajat sorszamaval valaszol. A példaban ezek az 1,
2 és 3-as szamu transzponderek. Ebbdl megallapitha-
td, hogy legalabb két transzponder lesz jelen a maso-
dik iteracidban is. A vett bitsorozat (101X001X) még
mindig négy lehetséges sorozatszamot takar. Az (itko-
zések ismételt jelenléte a 2. iteracié soran Gjabb sz(ki-
tést igényel a 3. 1épésben.

Ekkor az olvas6 a REQUEST (<=10101111) paran-
csot adja ki a 2. tabldzat szerinti szabalyok alapjan. Ezt
a feltételt csak a 2-es transzponder teljesiti a 10100011
sorozatszammal. Mivel sikerllt egyetlen valés sorozat-
szamot kivalasztani, tovabbi iteraciéra nincs sziikség.
Jelenleg tehat kommunikéaciéra vagyunk képesek a 2-
es szamu transzponderrel. irhatjuk, olvashatjuk, anélkiil
hogy a tébbi tag-gel interferenciaba keriilne. Az adat-
atvitel vegeztével egy UNSELECT kiadasaval elnémit-
hatjuk az ismételt REQUEST-ig igy biztos inaktiv tag-et.
A maradék tag-ek kivalasztasahoz szlikséges iteracidk
szama egyre csdkken, ahogy sorban valnak UNSELE-
CED allapotuva a transzponderek.

Az iteraciok atlagos L szama, mely megmondja hany
Iépésben detektalhatd egyetlen transzponder egy n tag-
bél allé csoportban kédnnyen szamolhaté:

Amennyiben egyetlen transzponder tartézkodik a
zonaban, az iteracidk szama természetesen egy, ha
ennél tébb, L kénnyen megndéhet.

A binaris keresés algoritmus legf6bb negativuma a
rendkivil pazarl6 mdkdédése volt, hiszen mind a kere-
sesi/lekérdezési kritériumok, mind a sorozatszam teljes
hosszaban atvitelre ker(ilt minden 1épésben. Ezt kiisz6-
béli ki a dinamikus binaris keresés algoritmus: a teljes
sorozatszamok atvitele helyett most azoknak csak egy
részét, X-nél vagott hanyadukat visszik at. X jeldli azt
a legmagasabb bitpoziciot, ahol az el6z6 iteracio soran
Utkdzés volt. Az olvasé tehat csak (N-X) ismert részét
kildi el a REQUEST parancs argumentumaként, majd
leallitja az adast. Minden transzponder, mely sorozat-
szama kezdete egyezik (N-X)-szel, valaszol az (X-1)-t6l
0-ig tarté, fennmaradé bitek atvitelével.

A réselt binaris fa algoritmus miikddése a kovetke-
z6: amennyiben az i. idérésben (itk6zés térténik, min-
den transzponder, mely nem vett részt benne, var an-
nak feloldasaig. Az (itk6z8 tag-ek véletlenszerlen két
csoportba (nullas, egyes) kerlilnek szétvalasztasra. Az
els6 (nullas) csoportban Iévé tag-ek az (i+1). id6résben
adnak Ujra, mig a masik csoportban 1évé transzponde-
rek varnak ennek sikeres végrehajtasaig. Amennyiben
az (i+1). id6rés lres, vagy sikeres atvitel tdrtént benne,
Ugy a masodik csoport elemei az (i+2). idérésben ad-
nak Ujra. Amennyiben az (i+1). id6rés Utkdzést tartal-
maz, Ugy az egész eljaras Ujra megismétlédik.

A sziikséges iteracidk szama n szamu tag esetén a
kdvetkez8 egyenlet alapjan alakul:

no(BY 2k =D(=1)"
... =1
5B1 +2£‘—'3[k][]—pk—“—p)k]

Véqgll a bitrél bitre binaris fa tipusu keresést mutat-
juk be az ALOHA tipusu (tkdzéselkerllé algoritmusok
ismertetése el6tt. A bitrdl-bitre algoritmus indulaskor be-
kéri a transzponderek azonositéjanak 1. bitjét. Miutan
a tag-ek elkildték a 0-t, vagy az 1-et, az olvas6é meg-
nézi, volt-e (tkdzés, mielbtt bekéri a kdvetkezd bitet.
Amennyiben volt, két csoportba osztja az (itk6z6 tag-
eket, majd kivalasztja az egyiket, és csak t6lik bekéri a
kévetkez§ bitpozicié értékét.

Az algoritmus e lépéseket ismétli, mig a teljes — so-
rozatszamokbdl felépitett — binaris fat be nem jarja. Ha
Utkdzés nélkil veszi a k. bitet, annak értékét eltarolja a

Ve

bitet 0-ként menti el, majd inaktiv allapotba kildi az 6sz-
szes tag-et, melyek k. bitje 1. Ebben az allapotban a
transzponderek ideiglenesen letiltjak sajat azonosito-
juk kildését egészen addig, mig egy tag teljesen azo-

, , log(N) nositdsra nem kerllt. Az algoritmus addig ismétli ma-
L(N)=1d(N)+1= log(2) +1 gat, mig ezzel minden tag-et azonosit.
A sziikséges iteraciok (lggt) szama: lggr = n x ji.
Transzponder 1 | 1011 00 10 1. és 2. tablazat
Transzponder 2 | 10100011 Parancs 1. iteracié n. iteracié
Transzponder 3 | 10110011 REQUEST > RANGE 0 Bit(x) = 1, Bit (0-161 (X-1)-ig) =0
Transzponder 4 | 11 1000 11 REQUEST < RANGE | SNRmax | Bit(x) =0, Bit (0-t6l (X-1)ig) = 1
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ALOHA-tipusu eljarasok

A transzponder &ltal vezérelt Utk6zésfeoldd eljara-
sasok ismertetése soran az ALOHA-tipusU eljarasokrol
lesz sz6.

Az ALOHA eljaras miikodésének alapjat az képezi,
hogy amint egy adatcsomag készen all a kildésre, az
nyomban tovabbitasra is kerdl.

Ez a moédszer altalaban csak olvashat6 transzpon-
derekkel egyiltt hasznalatos, azok alacsony csomag-
mérete miatt (jellemzéen azonositék). Ez az adat cikli-
kus sorozatban keril kiildésre, mely hosszi adasok
kozti sziinetekkel jar egyitt. Ugyanakkor az egyes tag-
ek altal hasznalt ismétlési id6k nagyban kilénbdznek
egymastol. Ez azt jelenti, hogy nagy eséllyel kilénbd-
z6 id6pillanatokban Iépnek fel az egyes tag-ek adatat-
viteli igénnyel, kicsi a torlédas/iitkzés esélye.

A terhelés természetesen &sszhangban van az
egyes id6pillanatokban egyidejlleg adé transzponde-
rek szamaval. Az atlagos G terhelés egy T megfigyelé-
si id6tartamra vett atlag, mely kdnnyen szamolhat6 az
adatcsomag T atviteli idejébdl: "

. T
o= 2 T r

ahol n a rendszerben lévé transzponderek szama,
ésrn=0,1,2,..azl transzponder altal atvitt adatcso-
magok szama. Az s-sel jelzett atereszt6képesség érte-
ke 1 a hibamentes atvitel idejére (litk6zésmentes eset-
ben), valamint 0 minden mas esetben (példaul nincs
adatatvitel, torlédas miatt nem tovabbithaté adatcso-
mag hiba nélkdl).

Az atlagos S kibocsatas a felkinalt G terhelésbdl
szamithat6: S = G Te™°.

Ha megvizsgaljuk az S kibocsatast a felkinalt G ter-
helés fliggvényében, azt talaljuk, hogy G = 0,5-nél S-
nek egy maximuma van, mely értéke 18,4%.

Kisebb terhelés esetén a csatorna az id6 nagy ré-
szében (res lenne; nagyobb terhelés az (itkdz8 transz-
ponderek szamanak rohamos ndévekedéséhez vezet-
ne. llyen forman a csatorna kapacitasanak 80%-a ki-
hasznalatlannak latszik. Az ALOHA egyszer( imple-
mentacidja viszont lehetévé teszi annak utkdzeés felol-
dé algoritmusként val6 hasznalatat. Ezen eljarast hasz-
naljak digitalis hirhalézatokban, mint példaul a csomag-
kapcsolt radio, mely vilagszerte kedvelt kommunikaciés
forma a radidamatérok kozott.

A sikeres atvitel g valészinlisége az atlagos G ter-
helésbdl és az S kibocsatasbol szamolhaté az aldbbi

képlet alapjan: g )

lfjI = E= e

A k szamU adatcsomag T idd alatt sikeres atvitelé-
nek p(k) valészinlisége kénnyen szamolhat6 az atvitel-
hez sziikséges ridd, valamint az atlagos G terhelésbdl.
A p(k) eloszlas Poisson-jellegu: .
(G=)° 7
B S

plk)= T e
Az ALOHA relativ alacsony teljesitményének néve-
Iésére fejlesztették ki a réselt ALOHA (S-ALOHA, Slot-
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ted ALOHA) eljarast. A tag-ek, amennyiben ezt az algo-
ritmust hasznaljak, csak meghatarozott idépillanatokban
kezdeményezhetnek adast (szinkronpontok, idérések).
A tag-ek szinkronizacidja az olvas6 feladata, ami kvet-
keztében ez egy sztochasztikus, add/vevé-vezérelt
TDMA (itk6zésfeloldd eljaras. Ezt hasznalva utkézés
fele akkora periédusban kovetkezhet csak be, mint
ALOHA-t hasznalva.

Azonos méret( adatcsomagokat (és ezaltal azonos
atviteli idét) feltételezve, ALOHA haszndlata soran (t-
kdzés Iép fel, amennyiben két transzponder T < 2T id6-
intervallumon belll kild. Réselt ALOHA és a szinkron-
pontok hasznalataval ez az intervallum T = T -ra cs6k-
ken le. A réselt ALOHA atereszt6képessége ezen meg-
fontolasok alapjan szamolhaté: S = G Ce™®.

A réselt ALOHA rendszerek S kibocsatasa maximum-
mal rendelkezik G=1 terhelésnél. Ez azt jelenti, hogy
pontosan annyi transzponder van a zénaban, ahany
szabad idérés. Ha tdl sok transzpondert helyeziink a
térbe, az atbocsatdképesseég hamar 0 kdzelébe esik
le, legrosszabb esetben végtelen szami prébalkozas
utdn sem leszlink képesek sorozatszamot detektalni.
Ez a jelenség elkerllhet6 megfelel6 szamu id6rés meg-
hatarozasaval, ugyanakkor varhat6 az Utkézésfeloldd
algoritmus teljesitményének csdkkenése. Ennek oka az,
hogy a rendszernek allandoéan figyelnie kell minden el-
érhet6 transzponderre a zédnaban a szeletek teljes idé-
tartama alatt akkor is, ha csak egy transzponder tartéz-
kodik a térben.

A dinamikus réselt ALOHA ezen prébal segiteni
az idérések szamanak dinamikus megvalasztasaval.

Egyik lehet8ség erre a rendelkezésre allé idérések sza-
manak atvitele, melyet a transzponderek a REQUEST
parancs argumentumaként kapnak meg: varakozé tizem-
modban az olvasé ciklikus REQUEST parancsokat broad-
castol, melyet egy vagy két idérés kdvet a lehetséges
transzponderek szamara. Ha a transzponderek nagy
szama jelenti a sz(ik keresztmetszetet az idérésekben,
minden REQUEST (izenettel megné ezek szama, amig
egy egyedi transzponder tisztan detektalhatéva valik.
Ezt kbvetben az olvasé egy BREAK lizenetet kild ki,
mely hatdsara a detektalton kivili transzponderek blok-
kolt allapotba kerlinek.

4. SimTag szimulacio

Most, hogy mind az olvas6k, mind a traszponderek (it-
kdzéseit feloldo alkalmazhaté algoritmusokat ismertet-
tik, érdemes megvizsgalni, hogy a gyakorlatban milyen
paraméterek befolyasoljak a tdbbes leolvasas idejét,
hatékonysagat. Ehhez egy ISO altal kibocsatott szab-
vany szerinti (itkdzésfeloldo algoritmus szimulaciés ered-
ményeit mutatjuk be.

Az ISO 18000-3 MODE 1 alapértelmezésben nem
definial Gtkézésmenedzsmentet. Ez a m(ikddés egy si-
ma ALOHA eljarasnak feleltethet6 meg, mely soran az
Utk6z6 tag-ek valamikor a kés6bbiekben djraadnak. A
szimulaciét a SimTag utkoézésfeloldd protokollok szimu-
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ey

kiterjed6 paraméterkinalataval szamos kiilénb6z8 szi-
mul&ci6 futtatasat teszi lehetévé.

A szimulaciés eredmények értelmezésének kulcsa
az algoritmus Main és Extended mddja kézti kiilénbsé-
gek alapos ismerete. A két eljaras kézotti szembet(ing
kilénbség az id6rések kiosztdsaban van. Mig a Main
mod fix 16 idérés/kér paraméterrel dolgozik, addig az
Extended mdd adaptiv médon, dinamikusan, a tag-ek
és az Utkdzések szamanak fliggvényében allitja ezt a
paramétert mikddés kézben. A tartomany hatarai az el6-
zetes konfiguracié soran adhatdék meg.

A szimulacidkat két 6 terliletre koncentralva futtat-
tuk le: a teljes leolvasasi id6t vizsgalva, illetve az id6ré-
sek szamanak valtoztatasaval futtatva a programot.

A teljes leolvasasi idé vizsgalata

A teljes leolvasasi id6k szimulacidja soran megvizs-
galtuk, hogyan fligg a populacié méretétél az abszollt
leolvasasi id6 rogzitett paraméterek mellett Main, illetve
Extended médok hasznalata esetén.

Elsé Iépésként egy tesztet futtattunk Main médban,
mely 1-t6l 350-es populacioig vizsgalta a transzponde-
renkénti leolvasasi id6ket. Ezt 6sszegeztiik, kés6bb —
mint egy idealista — viszonyitasi alapként szolgalt: mek-
kora lenne a teljes leolvasasi id6, ha ez kizardlag a transz-
ponderenkénti leolvasasi id6kbél allna 6ssze, semmifé-
le jarulékos id6t nem tartalmazna.

Ezzel szemben all egy masik teszt eredménye, mely
— Main, valamint Extended médokban lefuttatva a szi-
mulatort — tartalmazza 6 teljes leolvasas atlagolt ered-
ve. A teszt eredménye 1-t6l 320-as populaciéig 10-es
Iépésekben egyenként 6 mérés atlagat tartalmazza.
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4. abra

A leolvasdsi id6k alakulasa a transzponderek szamanak
figgvényeében MAIN és EXTENDED mddban

Az eredmények egymasra helyezett grafikonjai (4.
abra) j6l mutatjak az egyes algoritmusok kdz6tti alapve-
t6 kilonbségeket.

A transzponderenkénti 6sszeg j6 kdzelitéssel egy li-
nearis gorbe, hiszen a Main moédban leolvasott transz-
ponderek 6sszege néhany tiz transzponder felett nem
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ingadozik nagy mértékben. Ehhez képest a valddi (it-
kdzésfeloldd algoritmus (Main médban) szintén lineéris,
de meredekebb jellegii gbrbe. A jarulékos kommunika-
ciés idék tehat egyre nagyobb mértékben rakédnak ra.
Ennek oka a Main méd m(kddésében keresendd. Az
eljaras fix, 16 idérést hasznal kérénként. Ez a nem di-
namikus, adaptiv algoritmus egyre rosszabb hatasfok-
kal mdkddik, ahogy a populacié mérete né.

Ennél Iényegesen jobb, gyorsabb miikddésl az Ex-
tended méd. 300-as populaciéval 1,36 mp alatt végez,
mig a Main méd 4,5 mp alatt teszi ezt. Az el6bbi algo-
ritmus el6nye annal nagyobb, minél nagyobb a popu-
lacié, éppen ezért nagy szamu tag-eket hasznalé alkal-
mazasokban érdemes implementalni az Extended mo-
dot. Az algoritmus adaptiv, dinamikusan valtoztatja a
kéronkénti idérések szamat (természetesen az eléze-
tes konfiguraciétol fliggéen), igy sokkal flexibilisebb,
képes alkalmazkodni nem csak a transzponderek szama-
hoz, hanem az tkézések aranyahoz is.

Idérésparaméterek hatasvizsgalata

Az id8résparaméterek hatasvizsgalatanak szemlél-
tetése el6tt érdemes megjegyezni, hogy a szimulacié
annak készdénhetéen végezhetd el, hogy az Extended
mod harom paraméteren keresztll kinal fel lehet8séget
az id6rések szamanak befolyasolasara. A kezdg, a mi-
nimalis, valamint a maximalis id6érések szamaval tag ha-
tarok kozott konfiguralhaté az itkézésfeloldd algoritmus,
melynek eredményeit a kdvetkez6kben ismertetem.

A kezdb — vagyis az els korben kiosztasra kerllé —
id6rések szama alapjaiban befolyasolhatja a leolvasasi
id6ket. Hogy ez miként fligg a zénaban Iévé transzpon-
derek szamatol, azt az aldbbi szimulacié ismerteti.

Elsé lépésként hét szimulaciot futtattunk 8, 16, 32,
64, 128, 256, valamint 512 kezdd idérés hasznalata-
val. A tesztek 320-as populacioval késziiltek, egyen-
kéent 25-25 mérés atlagaként. Az 6sszesitett eredmé-
nyeket a kévetkez8 oldalon az 5-8. dbrak szemléltetik.

Lathatd, hogy a tébb idéréses els6é kér hatrannyal
indul kis szamu transzponder esetén, ami természetes
is, hiszen rengeteg id6rés marad kihaszndlatlanul ez
esetben, ami megndveli az atviteli idét. Ez a hatrany
azonban elfogy 150-200-as populacional, mely felett a
tébb idéréses leolvasasok jobban teljesitenek. Ugras-
szer(i a névekedés 512 id6rést hasznalata esetén, de
a 8-hoz képest mar a 64-es id6rés szam is szembetu-
né ndvekedést jelent. Az id6rések szamat tehat célsze-
rli az adott alkalmazashoz igazitani, hogy a kihaszna-
latlan id6rések ne rontsak az algoritmus teljesitményét,
ezzel pedig az olvasdas idészikségletét. Fontos még
egyszer megjegyezni, ezek az eredmények az adott
populacioét alkotd tag-ek egyenkénti leolvasasi idejére
vonatkoznak, nem pedig a teljes idére.

A kérénkenti minimalisan kiosztando id6rések szama
szintén erds befolyasold tényez6. Tulzottan magas ér-
tékevel rengeteg kihasznalatlan idérés keletkezik, ala-
csonyra allitasa ugyanakkor sok Utkézéest eredményez.
Pontos beallitasa szintén szimulacié segitségével tor-
ténhet a rendszerépités ezen fazisaban.
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A kévetkezd abrak (9-12.) a minimalis idérések sza-
manak hatasait illusztraljak, annak kilénb6z6 értékei
esetén. Szintén 320 transzponder adatainak atlagabol
készlltek a grafikonok. A vizsgalt tartomanyban nagy
meglepetés nincs: tébb idérés rosszabbul teljesit, a leg-
gyorsabb leolvasast a legkevesebb idérés hasznalata
adja. Figyelem: ez csak egy als6 korlat az adaptiv al-
goritmus szamara. Az eljaras maga dont arrél, hogy e
keretek k6z6tt milyen szamu id6rést valaszt. Nem meg-
lepd tehat, hogy a legjobb eredmény akkor adddik, ha
az algoritmus szabad kezet kap.

A maximalisan kiosztando id6rések szamat vizsgalo
szimulacié hasonl6 az el6z6héz, megvizsgalja mi torté-
nik, ha az id6érések szamat meghatarozé algoritmus kor-
latok kozé szorul.

Véarhato, hogy igen leromlik a teljesitmény kis sza-
mU maximalis idérés hasznalataval, nagy szamu korlat
esetén viszont az algoritmus maga dént a j6 valasztas-
rol. A szimulacié eredményei a 13-14. abran lathatok.

A grafikonok igazoljak a feltételezést: 8, valamint 16
id6rés hasznalata 50, illetve 150 transzponder felett
gyakorlatilag soha véget nem ér6 leolvasast eredmé-
nyez. A minimdlis leolvasasi id6ket t6bb szaz transz-
ponder esetén a 64, 128, 256, valamint 512-es bealli-
tasok adjak, az ennél kevesebb id6rést hasznal6 tesz-
tekben az id6k exponencidlis jelleggel nének a transz-
ponderek szamanak ndvelésével. Az algoritmus tehat
optimalisan m(ikédik alaphelyzetben, ha tag hatarok kézt
tartiuk a mikodési teriiletét, ezzel elérve a sajat maga
altali optimalis valasztast, mely a leghatékonyabb md-
kddést eredményezi.

A szimulacié eredményeibdl vildagosan latszik, hogy
nagyban befolyasolja a kiosztott idérések szama, illet-
ve a rendszerben lévé transzpoderek szama a leolva-
sasi id6t. Nyilvanvaléan minél tébb a transzponder, an-
nal nagyobb az (itk6zés valdszinlsége, és igy ndvek-
szik a leolvasasi idé, illetve minél tébb idérést oszt ki az
algoritmus az egyes transzpondereknek, annal tébb-
sz0Or lesz kihasznalatlan a csatorna, illetve megtalalha-
t6 az az optimalis id6rés populacionként, ahogyan a
legjobb hatasfokkal futhat az algoritmus.

Fontos megjegyezni, hogy a szoftver mikddését a
Gemplus és a TagSys mérndkei tesztelték, eredménye-
iket sajat protokolljaikban is felhasznaljak. A szimulacié
tényleges rendszerépitési- és méretezési kérdésekre is
valaszt ad, ugyanakkor altalanossagéban is targyalja a
felmer(l§ problémakort.

5. ISO és EPCglobal szabvanyok
az RFID teriiletén

Veégul egy nagyon révid, nem atfogd leirast adunk az
RFID szabvanyokkal kapcsolatban.

A két legjelent8sebb ellatasi lancokkal kapcsolatos
szabvany kidolgozdja az ISO (International Standariza-
tion Organization) és az EPCglobal Inc. A legtdbb nem-
zeti és ipari szabvany ezekre épil. Az ISO 18000-es
szamu szabvanya foglalkozik. Az EPC szabvanyok ne-
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viket az Electronic Product Code-rol, azaz az elektro-
nikus termékkodrdl kaptak, mellyel minden terméket
egyedileg lehet azonmositani, az EPC eszk6zoket pe-
dig osztalyokba és generaciokba soroltak: A Class1 be-
sorolas passziv, csak olvashatd, Ggynevezett back-
scatter tag-eket takar egyszer irhatd, nem felejt6 me-
moriaval. A Gen2 generacidé pedig a 860-960 MHz-es
m(ikodési savra és a 96-256 bites azonositéformatum-
ra utal.

6. Osszefoglalas

A bemutatott itkdzésfeloldd algoritmusok jo kiindulasi
alapként szolgalnak a jévében még gyorsabb és haté-
konyabb tébbes leolvasasi algoritmusok fejlesztésére.
Természetesen alkalmazasi kdrnyezettél fiigg, hogy mi-
lyen algoritmust célszer(i hasznalni a specidlis igények-
nek megfeleléen. Az azonban elengedhetetlenil fon-
tos, hogy megfeleljenek a kidolgozott eljarasok valame-
lyik szabvanynak, hiszen csak igy biztosithaté a szé-
leskoérd felhasznalhatésag. Mivel az EPCglobal Gen2-
es szabvanyat atadtak az ISO-nak, hogy az a 18000-
es szabvanycsalad része lehessen, célszer(i ennek alap-
jan kidolgozni, fejleszteni, esetleg javitani a meglévé
Utkdzésfeloldd algoritmusokat.

Ha kell6en megbizhato és j6 teljesit6képességl al-
goritmus készll el, akkor azt a kés6bbiekben széles
kérben lehet hasznalni kezdve egy hipermarketben tor-
ténd vasarlast kdvet fizetéstdl egy raktarbazis tartal-
manak lekérdezésééig. Ehhez nagyon jé eszkdzként
szolgalnak a kil6féle szimulacids szoftverek, melyekkel
akar teljes rendszerek megtervezése is lehetséges. A
cél minden RFID-vel kapcsolatos fejlesztés soran az,
hogy mindenki altal hasznalhatd, egyuttm(ikédé rend-
szerek jOjjenek létre, varhatéan tehat ez fogja vezérel-
ni a jév6ben a tdbbes leolvasasi fejlesztéseket is.

A kutatast a Mobil Innovaciés Laboratériumban vé-
geztilk a Nemzeti Kutatasi és Technoldgiai Hivatal Jed-
lik Anyos programjaban a radiéfrekvencias azonositas
ipari tovabbfejlesztési lehet6ségeinek témajaban.
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Az értekezésben kiilénb6z6 mobilitasi stratégiakat tanulmanyozunk a halézati jelzésforgalom (signaling), az egyes csomépon-
tokban fellépé feldolgozas (processing) és a radids interfész (air) kbltsége alapjan. Bevezetiink egy eljarast a kiszolgalé ha-
16zat és a vezetéknélkiili csomdpont mobilitasanak modellezésére, meghatarozunk paramétereket a topoldégiabdl hogy a vizs-
galt halézatot megfelel6en leirhassuk. Kiilébnb6z6 csoportokat alakitunk ki Iétez6 és elméletileg lehetséges protokollok alap-
jan, amiket 6sszehasonlitunk kilénbéz6 mobilitasi és hdlézati kérnyezetekben. A végsé cél egy olyan irdnyelv létrehozasa

amely segitséget nyujt ujgenerdciés, mobil halézati menedzsmentrendszer megtervezésében.

1. Bevezetés

Az informacié mobilitdsa a modern vilag egyik legfonto-
sabb szolgaltatasa, készénhetben elssorban a sokfé-
le, egyre kedvez6bb mobil hozzaférési technolégianak,
és az olcsd, tobbféle vezetéknélkili interfésszel rendel-
kez6 ,okos” telefonok elterjedésének. Mi sem bizonyit-
ja jobban az informacios tarsadalom ,minden id6ben és
helyen barmilyen informaciét” tendenciajat, hogy szak-
mai forumokon rendszeresen jelennek meg az Uj mobi-
liths menedzsment protokollok, vagy éppen a régiek
modositott valtozatai.

A mobil szolgaltatdsoknak sok kiilénbdz8 kdvetel-
ménye van, és altaldban a kiszolgalé halézatban az
er6forras véges és draga. Az elsd vezetéknélkili proto-
kollok legfébb célja a jol mikédd mobilitas megvaldsi-
tasa volt, és nem helyeztek nagy hangsulyt a vezeté-
kes kiszolgalo halozat jelzésforgalmanak optimalizala-
sara. Ennek j6 példaja a vilagszerte m{ikédd Global
System for Mobile Telecommunications (GSM) rend-
szer. Id6vel az IP protokoll kerilt el6térbe a tavkdzlés-
ben és igy a mobil tavkdzlésben is a Mobile IP (MIP)
megjelenésével. Ebbdl, a hierarchikus szemlélet vagy
éppen a location tracking bevezetésével, a MIP kilén-
béz68, bizonyos szempontok szerint optimalisabb kiter-
jesztései fejlédtek ki. Kialakultak mas mobilitas kezeld
megoldasok is, példaul halézati rétegben a Host Iden-
tity Protocol (HIP) vagy szallitasi rétegben a Multimedia
Stream Transmission Controll Protocoll (mSCTP). Ezek
a megoldasok mas mddon tamogatjak a mobil felhasz-
nalé6 mozgasat, de mégis altalanos szemilélettel tekint-
ve 0sszehasonlithatdéak és vannak kézds vonasaik.

A j6v8 mobilitas protokolljai talan mas-mas algorit-
musokat alkalmaznak majd eltéré hordozé technoldgia-
kon. Ezért, és a mar most megtalalhaté protokollok sok-
félesége miatt, az 6sszehasonlithatésag érdekében, a
mobilitast egy absztrakt probléemakeént kezeljik, fligget-
lendl a technolégiatél. Ennek megfeleléen prébaltuk
0sszehasonlitani munkank soran a mobilitds megolda-
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sokat, megmutatni hogy az egyes halézati paramete-
rek hogyan hatnak a protokollok teljesitményére.
Célunk, hogy kilénbdz8 helyzetekre megtalaljuk a
legmegfelel6bb mobilitas megoldast, hogy iranyelvet ad-
junk, melyek kdvetésével egy adott protokollhoz meg-
adhat6 a legoptimalisabb hal6ézat, vagy éppen egy
adott hal6zathoz megtalalhaté a loptimalisabb protokoll.

2. A mobilitas menedzsment,
mint absztrakt probléma

A modellezés soran a mobilitast altalanosan kezeljik, a
pontos, alkalmazott technol6giara val6 tekintet nélkiil.
Megmutatjuk hogy az egyes |étez6 és lehetséges pro-
tokollok hogyan illeszthet6k az altalunk definialt straté-
giak k6zé. A mobilitas legjellemzébb tulajdonsagait proé-
baljuk megragadni, és ennek tiikrében definialunk egy
Mobilitas Menedzsment Rendszert. Ennek elemeit
egyértelmiien meghatarozzuk, definidljuk a rajtuk futd
alkalmazast, mely képes lesz meghatarozni egy mobil
allomas helyzetét tetszéleges iddpillanatban.
A halézati elemeink a kdvetkez8ek:

— Mobil dllomas (Mobile Node, MN):
mozgd csomdpont, amely mas mobil vagy fix allo-
massal kommunikal.

— Mobil hozzaférési pont (Mobile Access Point, MAP):
az egyetlen olyan tipusu, fix entitds a hal6ézatban,
amelyhez a mobil allomas képes kapcsolodni, és
rajta keresztll kommunikalni. Szikségszer(en fut
rajta az adott mobilitds menedzsment algoritmus.
(Nem feltétlenl felel meg ez egy hozzaférési pont-
nak a valds haldézatban, hanem akar halézatot,
vagy hozzaférési pontok halmazat is jelentheti ab-
ban az esetben példaul ha a mobil egyidejlleg
képes tobb bazisallomassal is kapcsolatban allni).

— Mobil ligynék (Mobile Agent, MA):
fix csomoépont, melyen fut az adott mobilitds menedzs-
ment algoritmus, de mobil nem tud csatlakozni hozza.
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— Egyéb csomépont (Node, N):
olyan csomépont a halézatban, amely nem rendel-
kezik mobilitas menedzsment szemszdgébdl sem-
milyen funkcidval. Ide tartoznak a fix kommunikacios
partnerek, routerek és egyéb halozati elemek.

Ezzel az egyszer( leirassal az alapvetd funkciok leirha-
tok, azonban néhany praktikus megkdtést még beveze-
tink:

— A mobil hozzaférési pont (MAP) minden esetben
mobil Ggyndk (MA) is. (Ahogy mar emlitettik a MAP
jelenthet egy alhal6zatot is magaban foglalva tébb
hozzaférési pontot, és kommunikacios partnereket.
Ez teszi lehetévé hogy sziikség szerint mikromobili-
tast vagy éppen magasabb szintd mobilitas model-
lezésre alkalmazzuk a modszeriinket).

— A mobil entitds (MN) legalabb eggyel, de akar tdbb
MAP-al is kapcsolatba keriilhet. Helyzetérdl rele-
vans informaciét mindig egy ligynok tarol, ezeért a fe-
ladat hogy megtalaljuk a mobilt, ekvivalens azzal
hogy megtalaljuk a hozzatartoz6 MAP-ot.

— Feltételezziik hogy a csomépontok a hal6ézatban
mindig hasznalnak egy adott metoédust, vagy proto-
kollt (példaul Internet protokoll), amin keresztiil kom-
munikalnak és megtalaljak egymast cimzés segitsé-
gével, ezért ezzel nem foglalkozunk.

Ezzel a mobilitas kezelést MAP (hozzaférési pont)
megtalalasanak feladatava egyszer(sitettik Ezen meg-
vizsgalva a kiilénb6z8 menedzsment stratégiakat a jel-
zés és feldolgozasi kdltségek szamszer(sithetbek, és
egymassal 6sszehasonlithatdak.

A stratégidkat, a Centralizalt, Hierarchikus, Cellds és
Tracking csoportokba osztjuk be. Ennek részletezése
az 4. részben olvashato6.

Az egyedi vagy mas konkrét protokollok modellink-
be térténd integralasat az olvaséra bizzuk.

3. A halozat és a mobil entitas
paraméterei

Ebben a fejezetben a mobilitasi stratégiakat megvalo-
sit6 alaphal6zat modelljét mutatjuk be. Ahhoz, hogy le-
vezessiik a f6 paramétereket, a mobil viselkedését kell
megfeleléen modellezni. Meghatarozunk altalanos és
algoritmus specifikus tényez8ket, melyeket halozati struk-
tarabol és a mozgasi tulajdonsagokbdl vezetiink. Be-
vezetjik a harom, kiilénb6z8 kéltség-dimenzidt, amit ki-
szamitunk az egyes stratégia csoportokra, a ,jelzés-
koltséget” (Csignal), processzalasi kéltséget” (Crrocess)
és a ,radids interfész koltséget” (Cair).

3.1. Héldzat modellezése

A halézat modellezés egyik lehetséges megvaldsi-
tasa, amikor egy protokoll jellemzéséhez egy konkrét,
specifikus halézat reprezentaciét hasznalnak fel. En-
nek nyilvanval6 hatranya, hogy mas protokollnal, mas
kontextusban nem haszndlhaté fel. Emiatt sok érteke-
zésben a hal6zatot egy egyszerd, altalanos paraméter-
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rel irjak le, mint példaul a csomépontok kdzétt atlagos
tavolsag. Ezzel barmilyen halézat leirhat6, azonban a
modell ereje gyenge, ha kilénb6z6 protokollok viselke-
dését szeretnénk 8sszehasonlitani az egyes halézati
struktarakon.

Osszegezve a tapasztalatokat, megprébaljuk 6tvoz-
ni a két megoldast, megadunk altalanos jellemzdéket, il-
letve bevezetlink specialis, adott protokoll korrekt leira-
sahoz szlikséges halbzati paramétereket is.

3.2. Haldzat paramétereinek meghatarozésa

A mobil entitas két MAP k&z6tti handover frekven-
ciajat Poisson-folyamat modellezi. Jelélje Bg=[b;] a mo-
bil tulajdonsagat leir6 folytonos Markov lanc nxn-es ra-
ta matrixat (mas munkakban is jellemz8 ez a modelle-
zes, példaul [5]), ahol b;; jeloli a MAPi és MAP]j kozotti
atlépési frekvenciat. A Markov lanc n darab csomépont-
ja mutatja a lehetséges MA-kat és MAP-eket. Ahogy
mar korabban is emlitettiik, a MA altalaban egy hozza-
férési pontot jeldl, de jeldlhet egy otthoni ligyndkét, vagy
akar egy alhal6zatot is. A rata matrixbdl levezethetd az
atlépési By matrix, ami MA-hoz tartoz6 null sorok és
oszlopok nélkil irreducibilis és aperiodikus, tehat a mat-
rix stabil és létezik a hatareloszlasa, amit jeléljon b. En-
nek elemei hatarozzdk meg azt, hogy a mobil milyen
valdszinliséggel talalhaté meg az egyes MAP-oknal.

A héldzat topologiai felépitését, MA-k kdzotti kap-
csolatokat nxn A matrix reprezentalja. Floyd algoritmus
felhasznalasaval a node-ok koz6tti optimalis tavolsagok
kiszamithatdak, aminek eredményét taroljuk az Ay mat-
rixoan. Ennek a matrixnak az i. sora jel6li csomépontok
tavolsagat az i. mobilitas tgynoktél (MA). A hazai lgy-
noktdl, mint egy specialis MA-tél szamitott tavolsagokat
az A, matrixbdl kiemelve az a vektor tartalmazza.

Végll vezessiik be a w paramétert a hal6zat atla-
gos sulyanak jelélésére, amit az A, matrix elemeinek
Osszegét elosztva n*-tel kapunk meg.

3.2.1. Az m paraméter

Az m paraméter jeldli a mobil atlagos tavolsagat, az
otthoni Ugynoktél, azaz a halézati topoldgia grafban az
élek atlagos szamat az MN és a HA kdz6tt. Nyilvanva-
6 hogy a csomdpontok atlagos szama ezen az Gton
m+1. Ennek kiszamitdsahoz A, matrixot, illetve a HA-ra
vonatkozd specialis sorat az a vektort hasznaljuk fel,
majd normalizalunk a kordbban bevezetett w értékkel.
A sllyozast a Markov-lanc hatareloszlasaval végezzik
el. Igy az m a kévetkez6képpen alakul:

;rr=£$é (1)

W
A * skalaris szorzatot jelél. Azok a csomopontok akik
nem MAP-ok, a hatareloszlasban 0 értékkel szerepel-
nek, azaz az atlagos tavolsag kiszamitdsa soran nem
kapnak szerepet.

3.2.2. A g, parameter

Az m-hez hasonl6 érték meghatarozasanak szlkse-
gessége is felmeril bizonyos stratégiak esetében, ami
azon ket MA vagy MAP csomoépont atlagos tavolsaga,
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amelyek egy adott mobil handover folyamata soran sze-
repet jatszanak. Ezek lehetnek kézvetlenil kapcsolat-
ban, de akar nagyon messze is eshetnek egymastol lo-
gikailag, mint példaul vertikalis handover esetében. Te-
hat két tetszéleges MA, vagy MAP atlagos tavolsagat,
amit g-vel jel6link a Tracking tipusu mobilitaskezelés-
ben bet6ltétt fontossaga miatt, a kdvetkez6képpen sza-
. #fr(A, -
mithatjuk 52 b n(j;f B,) @)
A képletben a tr() fliggvény egy matrix atléelemeibdl
képzett vektort adja eredményiil.

3.2.3. A gy paraméter

Hierarchikus mobilitaskezelés esetében fontos sze-
repet jatszik, hogy a mobil csomépont atlagosan milyen
messze esik a legkdzelebbi hierarchikus ,keresztez6-
déstdl”, ahol beregisztralhatja elérhet6séget. Természe-
tesen err6l csak akkor beszélhetiink, ha a halézati gra-
fot lehetséges lefedni egy olyan faval aminek cslcsa-
ban az otthoni ligyndk helyeszkedik el. A keresett cso-
mopontot az otthoni Ggyndktél a mobil régi és Uj csat-
lakozasi helyéhez vezetd Ut keresztez6dése determi-
nalja. A gy paraméter meghatarozasanak részletes le-
vezetése a [6]-ban olvashaté.

3.2.4. Agc paraméter

A g érték specidlisan a Cellas tipusi megoldasok-
ban jelenik meg. Jelentése egy jol definialt, Ggyneve-
zet ,paging” terileten megtalalhat6 MAP-ok és a teri-
let felett elhelyezkedd gateway MA koz6tti atlagos ta-
volsag. Az optimalis paging lefedettség megtalalasa NP
teljes probléma, azonban az irodalomban megtalalhaté
jonéhany hatékony kozelitést nyljtd algoritmus, melyek
kézil a [12]-t hasznaltuk fel a g meghatarozasara.

3.3. Mobil csomdpont modellezése

A mobil viselkedésének egyszer(i modellezésére hasz-
naljuk a p-t, ahogyan a [6]-ban, ami az Ugynevezett
mobilitasi viszony, azaz annak a valoszinlisége hogy a
mobil handovert hajt végre miel6tt egy ,hivas” érkezne
hozza. Az érték determinalhaté a B, matrix alapjan,
amiben a legkulénfélébb mozgasi viselkedések is leir-
hatok. Ha ennek a matrixnak az i. sorat 6sszegezzik,
megkapjuk hogy a mobil milyen frekvenciaval lép el az
i. MAP-t6l. Ha minden sorra elvégezzik ezt, és eloszt-
juk n-nel, akkor megkapjuk az atlagos frekvenciat, amit
jeléljink A-val.

A hivas frekvenciajat determinalja y, ami er6sen
fligg az adott id6szaktol, ezért optimalisan, a A-hoz ha-
sonléan, az atlagos értéket szamoljuk bel6le is. Ezek
utan a p meghatarozasa:

(3)

3.4. Konstans koltségek determinaldsa

Ebben a fejezetben a konstans kéltségek harom
nagy csoportjat és tagjait vezetjik be. Egyes koltség-
fajtak szamszer(sitését, valtoztatasat korlltekintéen kell
végrehajtani, mivel ahogyan az a 4. részben lathaté
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lesz, er6sen befolyasolhatja a protokollok kéltségeinek
meghatarozasat és ezzel az 6sszehasonlitas végered-
ményét is. Ezek meghatarozasara létez6 protokollok
szimulacios valtozatait készitettiik el amelynek részle-
teit az [1] tartalmazza.

3.4.1. Vezetékes atviteli kbzeghez két6dé kéltségek
¢, a helyzetinformacio frissitésének
egy linkre es6 kéltsége (update).
¢4 hivas esetén a mobil felé térténd adat-
forgalmazas egy linkre es6 kéltsége (delivery).

3.4.2. Csomdponthoz kétédé kdltségek

c,: regisztracié soran felmerild processzalasi kéltség
az adott MAP-nal, amikor egy MN csatlakozik
hozza (adatbazis irasa, IP cim kiosztasa stb.)

¢y, csomag tovabbitasanak kéltsége egy tetszéleges
csomopontnal a halézatban.

Cm: MN-hez tartoz6 bejegyzés modositasanak
kéltsége egy MA/MAP-nal.

C..: Tunneling esetén az IP becsomagolas procesz-
szalasi kéltsége MA/MAP-nal (altalanossagban
jelentheti egy szabvanyos IP csomag eljuttata-
sanak processzalasi kéltségét a mobil allomas
felé, ha a csomag célcime nem egyezik
a mobil aktudlis elérhet6ségével).

C,.- Tunneling esetén az IP Ujracsomagolas
processzalasi kdltsége MA/MAP-nal.

C40: Tunneling esetén az IP kicsomagolas
processzalasi koltsége MA/MAP-nal.

3.4.3. Radios interfészhez két6dé koltségek
C,,-Az uplink irdny( Gzenet egységnyi kéltsége
az MN és a MAP kozott.
C,q0-A downlink iranyu (zenet egységnyi kéltsége
az MN és a MAP kozott.

4. Mobilitas kezelési stratégiak

Ebben a fejezetben a négy nagy mobilitds menedzs-
ment stratégiat mutatjuk be, leirjuk alapvetd jellemzdi-
ket és bevezetjik a kilénbdz8 kéltségfliggvényeiket.
Részletesebben a csoportok leirdsa és kéltségfliggve-
nyek az [1] cikkben talalhatéak meg.

4.1. Centralizalt
E technolégia esetében a mobil allomas minden

kézponti management node-nak vagy node csoport-
nak, aki egy adatbazist tart fenn, amiben tarolja a mo-
bil pontos elérhet6ségét. Mivel ez a kézponti node min-
dig tudja a mobil allomas helyét, ezért képes tovabbi-
tani a mobilnak sz6l6 csomagokat (Mobile IP [10]), vagy
eppen meg tudja mondani a mobil allomas elérhetdsé-
gét (SIP). (4)

( T process

cevy = Ple.+(m=1c, +c )+(1=p)c, +(m=2)c, +c,)

E !
Copvy = pme, + (1= p)me,
T : - \ o
Cépng = ey + (1= pleyy
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A kéltségfliggvényei ennek a csoportnak (4. egyen-
letek) nagyon egyszeriiek, emellett a méasik el6nye a
megoldasnak, hogy a halézatban egy kdzponti igyndk
felallitasaval gyakorlatilag miik6d6képes lehet. Ezek a
rendszerek ilyen szempontbdl egyszerliek, de nagy és
felesleges haldzati jelzés overhead-et eredményeznek.
Ennek ellenére a legtdbb, 1étez6 mobilitasi protokoll eb-
be a csoportba sorolhat6.

4.2. Hierarchikus
A kézponti, globalis menedzsmenttel ellentétben itt
lokalis management node-okat alkalmazunk, amik egy
jol definialt terileten belll kezelik a mobil mozgasast
(Hierarchical Mobile IP). Ugyanugy jelen van egy kéz-
ponti management node is, azonban az étlet ott rejlik,
hogy a helyzetirissité informaciokat csak a kdzponti
node felé vezet6 régi t, és az Uj 4t metszésében elhe-
lyezkedd MA/MAP-ig kdildi el a mobil (g, tavolsagra a
mobil allomastdl), ennek megfeleléen valtoznak a kélt-
ségfliggveények is (5. egyenletek):
(-‘rl;ﬁ:'fr.r« w = Pgyc, +(1- plne,
= ple, + (,L{“ = ”C_I +¢,)+
+(1-pMec, +(m-g, -, +c, + (g, - I)’.'_r
Crirarcn = PCoy + (1= plcy
A megoldas el6nye, hogy nem terheljik az egész
hal6ézatot, azonban bonyolultabb strutktarat eredmé-
nyez, mint az el6z6. Legjellemz8bb példaja ennek a
csoportnak a Hierarchikus Mobil IP (HMIP) [4].

(T Bra
HIERARCH

()

4.3. Cellas

A mobilitaskezelés egyik legrégebbi stratégiai a GSM-
bél is jol ismert cellas megoldasok. Altaldban mikromo-
bilitas szintjén alkalmazzak ezt a lehet6séget, de beve-
zethet6 magasabb mobilitasi hierarchiakban is.

Elénye a gyors handover mechanizmus, hatranya
viszont a cellas és cellakat 6sszefogé paging felosztas

koriltekintd megtervezése, ugyanis suboptimalis eset-

ben a handover jelzések kiilondsen nagy, felesleges
jelzésforgalmat okozhatnak. Ezek a megoldasok hate-
konysag szempontjabol arra a tényre épitenek, hogy a
mobilok csak nagyon kis szazaléka az aki éppen aktiv
és csomagot fogad, vagy éppen kiild.

Koltségfliggvények meghatarozasahoz sziikségiink
van még a kdvetkezd haldézati paraméterekre:

ng: a teljes halézatban lévé page terlletek szama.

n,: egy page terlleten belil taladlhaté MAP-ok

atlagos szama.

Harom altipusat és hozzajuk tartoz6 kéltségfiiggvé-

nyeket mutatjuk be a kdvetkez6 alfejezetekben.

4.3.1. Standard cellas megoldas

A Standard cellas megoldas alapgondolata jol is-
mert Cellular IP (CIP)-t [3] kdveti. Azaz pontosan defini-
nalt page teruleteket vezetlink be, melyen beliill a mo-
bil jelzés nélkil végezhet handovert, viszont page teri-
let atlépésénél minden esetben frissiti a helyzetinfor-
nak sz6lé csomagot teljes biztonsaggal csak a page te-
rilet gateway MA-jaig tudja eljuttatni, innen vagy ismert
a pontos helyzete a mobilnak, vagy elarasztast kell al-
kalmazni. A kéltségfliggények ezzek tekintetében a ké-
vetkezbek (6):

( vigmmd

CELLULAR = Pll i P }gH"-"u + (l = P)(U-‘f' Be ) +(ngqCyh)+ gct,
Clarmam =PU(1=-F)c, + g e+ )+
+(1-pXe, +(m=-g- =), +c, +(g- -Dn.c, +c,c,)

( I:‘t’i"f..’.(}’_JH = p(“ £ "ri }""Iem }+ “ T .0 I ”_r":'l;.uf +E)

au

ahol a P; annak a val6szin(isége hogy a mobil at-
Iép egy masik page-teriiletre.

4.3.2. Hierarchikus paging

A hierarchikus paging [8] csak annyiban kilénbdzik
az el6z8ekben ismertetett standard cellas megoldastal,
hogy az alsé szinten hasznalt elarasztast a felsé hier-
archia szinten is alkalmazza a page gateway MA meg-

1. abra Centrdlis és Hierarchikus stratégia
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talalasara. Ezzel jelzéskoéltséget spérolhatunk, mivel a
helyzetinforméaciot nem kiildjik el egészen a HA-ig, ha-
nem csak a gateway MA-ig, azonban a multilevel ela-
rasztas nagy haldzati terhelést okozhat. Az el6z6hoz
nagyon hasonlé kéltségfliggvényt a 7. egyenletek mu-
tatjak:

( ~signeal

up =pd- Fgee, +(1=p)im=ge)+(negeeg )+ goc,

(" process

i = pl(l1-F)e, +8oCr +Cy )+

+(l=ple+(m=ge=Dngep+c, +(ge=-Dnpcy +c4.0.)

( .n.‘:"l; = P[(I = P(' o) + (1- PicCaq +Cgy)

4.3.3. MANET jellegli

Abban az esetben ha az infrastruktdra kiépitése
nehéz, draga vagy éppen felesleges lenne, és a radi-
0s interfész nagyobb terhelése nem okoz problémat,
akkor a MANET (Mobile Ad-hoc Network) [9] mobilitas
page-en beliili hasznalata a legjobb megoldas. Alkal-
mazasanal alapvetd feltevés, hogy minden mobil allo-
mas elérhet6 mas mobil allomasokon keresztil, ad-hoc
hal6zat hasznéalataval.

Ebben a menedzsment rendszerben ugyanugy pa-
ging teriileteket definidlunk, azonban ezekben csak
egy MAP talalhaté amin keresztiil egy optimalis MANET
[9] algoritmus hasznalataval elérhetéek a mobil alloma-
sok, és jelzéskoltségek is csdkkenthetbk (2. abra).

A koltségfliggvények a kdvetkezbek (8):

. signal
( ﬁjrﬁ“\",";r' =pll-F.)gec,

PrOCEss
Crper =pUL=

+(l=p)(m=-ge +D)+(Pynegeeg) + goc,
}C.,. * By C.f + Cin ] +
-1

+{l=ple,. +(m—ge r+Ce ¥ Pynegeer +o4.0,)

Cigaver = PU = P )gc =g, ) + (1= p)Pyncge

Cad ¥ Cay )

ahol Py annak a valészinlisége hogy a page-en be-
|Gl minden mobilt érint a csomag tovabbitasa.

4.4. Tracking tipusu

A tracking megoldasokban minden mobilnak ugyan-
Ugy van egy bejegyzése a kdzponti Gigyndknél, mint a

korabbi megoldasoknal. A kézponti allomas annak a
MAP-nak a cimét tarolja, ahonnan legutébb kapott hely-
zetinformacid frissitést a mobiltol. Amikor kérés érkezik
a mobilhoz, akkor a kézponti Uigyndk az eltarolt MAP-
felé tovabbitja azt. A mobil allomas vagy még mindig ott
tartézkodik, vagy a MAP ismer egy masik MAP-ot, ahol
megtalalhaté lehet a mobil. igy a csomagokat az egyes
MAP-ok igyekeznek a mobil allomas utan kildeni, mig
végul a lanc végén elérik a mobilt.

Tehat handover végrehajtasat kévetéen a mobil az Gj
helyzetét a régi hozzaféresi csoméponttal kdzli és nem
minden esetben szdl feljebb a hierachidban (tracking
handover). Bévebb leiras talalhat6 a [2,6,11] cikkekben.

4.4.1. Vezetéknélkiili tracking

Vezetéknélkdli tracking esetében a tracking hando-
ver soran a visszajelzést a régi hozzaférési pontnak az
Uj MAP-rél a radios interfészen végzi a mobil allomas.
Ennek megfeleléen a kéltségfliggvény (9):

Ciisom = PPe8yc, + (1= p) gy, + MIh 1gzc, + (1= B)gye,

w =P =F e, +e,) + P le, +(g, —De, +c¢,) +
+(1=pie,
(=P XM[B (8, -Ve, +e. )+, +(g, —1)e, +¢,))

+(m=1)c, + Fe, +

Citsse = PCu + (1= ples,

ahol a M[h,] normal handovert kévet6en mobil altal
végrehajtott tracking handoverek szama, P, annak va-
I6szinlisége hogy éppen az H. allapotban vagyunk a
LTRACK Markov modell szerint [6] azaz normal hando-
vernek kell kévetkeznie.

4.4.2. Vezetékes tracking

A radios interfész kimélése érdekében a tracking
handovert kdvetd visszajelzéshez a vezetékes haldza-
tot is igénybeveheti a mobil csomépont, ennek példaja
a Vezetékes tracking (10):

g

Crstog = plar (1=Py ) + g1 Py de, + (1= p)mey +MIh, grey + (- Bygye,

2. abra Standard cellas és MANET megoldas
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Mobilitas-menedzsment algoritmusok...

Crrmae = Ple, +(g =De, +e, )+ (1= pe, +(m=1)c, + P, +

(1= P XMh (g D), +¢,) +ey +(g, ~De; +¢,)

Citnicr = Pey, +(1=plc,,

5. Numerikus eredmények

A fent bemutatott modellezési kérnyezetben implemen-
talt protokollok kéltségeit tobbféle konkrét hal6zaton és
hal6zati valamint mobilitasi paraméterekkel vizsgalhat-
juk meg. izelitének szeretnénk bemutatni néhanyat.

Az els6 két abra (3. abra) a mobilitasi paraméter fligg-
vényében mutatja be az egyes protokollok kéltségfligg-
vényeit. Lathaté, ahogyan hagyomanyos MIPv4 meg-
oldas koltsége linearisan ndvekszik, és magas mobilita-
si érték esetén meghaladja minden mas megkdzelité-
sét.

Kilén kiemelnénk a hierarchikus mobil IP megoldast
mely kdltsége ebben az esetben mindig a MIPv4 goér-
béje alatt marad. Modelllinkben ez mindig igaz lesz,
amennyiben az utébbi megoldas tunelling-jellegl kolt-
ségei nem lesznek til nagyok. Erdekes megfigyelni,
hogy a Tracking tipusi megoldasok kis mobilitasra ha-
sonld koéltséglek, mint a hirerchikus (ez azzal magya-

razhato, hogy azonos kéltségallandok esetén, ha az
optimadlis tracking handoverek szama 0, ezek a proto-
kollok identikusak), nagy mobilitas esetén azonban a
tracking handoverek optimalis szamanak névekedésé-
vel egyre tobb a megtakaritas a felesleges update-ek
elhagyasaval.

Egyértelmd, hogy egy mobilitastél fliggetlen cella-
mérettel dolgozé cella alapl megoldas esetén a nagy
mobilitasi tartomanyban varunk jo teljesitményt. A két
abra kézti kiilénbséget a kdltség-allanddk valtoztatasa-
val kapjuk. A masodik esetben ugyanis csdkkentettiik a
delivery kéltséget az update-tel szemben, igy a veze-
tékes tracking megoldas esetén is hamarabb érzékel-
het6 a tracking handoverek jotékony hatasa, a cellas
megoldas, a paging kéltség névekedésével pedig egy-
ertelmen magasabb.

A masodik két abran (4. dbra) az utébb emlitett de-
livery és update kéltségek aranyaban abrazoljuk a pro-
tokollok kéltségeit, logaritmikus skalan a 0.7 és 0.9-es
mobilitasi szelvényben (az eléz8ektdl kilonbdz6 hals-
zati paraméterekkel). Lathaté az egyértelmd kilénb-
seg, hogy koéliinb6z6 mértekl mobilitas esetén nem csak
az egyes protokollok kéltségfliiggvényei, hanem egy-
mashoz képesti helyzetlik is médosul.

3. abra
Kéltségek alakulasa mobilitasi paraméter fliggvényében, két kiilébnbdzé halézaton
(szaggatott egy ponttal — Centralizalt; szaggatott két ponttal — Hierarchikus; szaggatott — Vezetéknélklili Tracking;
folytonos — Vezetékes Tracking; pontozott — Cellas)

aosT
22.5 1
20 | ] i
17.5 } )
0 - - - =T = T == T
— - r
0.2 0.4 0.6 0.8 1 0.2 0.4 0.6 0.8 1
4. dbra Koéltségek alakulasa delivery és update paraméterek fiiggvényében
aosT COST
22.5 | 20!
20 18
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Az 5. abra a kiilénb6z6 cellas megoldasok koéltsé-
geinek alakulasat mutatja a radiés interfész koltésége-
inek aranyaban logaritmikus skalan. A kiindulasi érték
azért 7.8, mert a szimulacié eredményeképpen a radi-
0s interfészen a feltdltési kdltségre ezt az értéket kap-
tuk. Jél megfigyelhetd a figgvényeken hogy alacsony
kéltség aranynal a MANET a legoptimalisabb. A Hierar-
chikus Paging gérbéjéhez a Standard Cellas a kéltségek
ndvekedésével hozzasimul, de soha nem ker(l folé.

0BT

5. abra

Cellas stratégiak kéltségei a radids interfész aranyaban
(szaggatott vonal — MANET;

szaggatott két ponttal — Standard Cellas;

folytonos — Hierarchikus Paging)

Tovabbi érdekes szamitasokat lehetne végezni sok-
féleképpen, sokféle protokollra. Erre mi egy altalunk fej-
lesztett Mathematica-programcsomagot hasznaltunk,
mely tetszés szerint bévithetd.

6. Osszefoglalas

A munkakkal ravilagitottunk arra, hogy az IP mobilitas
protokollok 6sszehasonlitasa sokrétd lehet. Teljesitmé-
nylk implementacio és halézatfligg6, igy igazi d6ssze-
hasonlito-elemzést csak specidlis esetben végezhe-
tink. Az &ltalunk bemutatott mobilitas értékel6 modell
azonban alkalmas arra, hogy megmutassuk, hogy mi-
lyen halézati paraméterek esetén mely megkoézelitések
adhatnak jobb megoldast, ezaltal iranyvonalat talalha-
tunk egy kérnyezet és alkalmazas fliggvényéeben opti-
malis protokoll megtervezéséhez.

A Mathematica programnyelven, a programcsomag-
hoz implementalt szoftveriink tartalmazza az irodalom-
ban fellelhetd legtébb IP mobilitdsi megkdzelitést, de
barmikor bévithetd, és U étletek megvizsgalasara alkal-
mas. Ennek hasznalataval célunk az IP mobilitas to-
vabbi vizsgdlata, Uj megkodzelitések javaslata.
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HORVATH LASzLO

Puskas Tivadar Tavkézlési Technikum
lacibacsi@puskas.hu

Lassan elmilnak a szép napok: két atreplilés k6zott egy par perc (6ra) félalom... Az elsé fiam érkezésére emlékeztet az egész.
Talan azért, mert mig 1980. majusaban a mi Farkas Bercink az (rben szélldogalt Kubaszovval, addig a mi Balintunkat is meg-
hozta a ,gdélya”. Keservesen boldog a kispapak élete az elsé néhany napban: két etetés k6zo6tt mosas, vasalas, f6zés és tu-
ddsitas a nagyik iranyaba, aztan mar ordit is ,6felsége” és kezdbdik minden elélrél... Ugyanilyen feszitettek a kezdé drva-
ddsz napjai is. Két atreplilés k6zétt hang- és képvagas, palyaadat-egyeztetés, interju interji hatan és mar jén is az ujabb at-
replilés. Csak egy-egy szendvics... és néhdny dra a hdlézsakban a radidallomason. De nézziik a részleteket...

A gondolat

Gschwindt Andras docens ar, a md-
egyetemi radidamatérok atyja mar Far-
kas Bercinél is megprébalkozott radio-
kapcsolatot teremteni a Szojuz (irhajo-
val, de akkor azt biztonsagi okokbdl
nem engedélyezték.

Sokat valtozott az azéta csak ,fo-
koz6d6” vilag. Elészér a MIR (irallomas
legénységével lehetett QSO-zni ékes
orosz nyelven egy-egy atrepllés 8-10
perce alatt. Késébb a Nemzetkozi
Urallomason, az ISS-en is engedélyezték ezt, angolul.
A Iényegi valtozast az amerikai (irhajésok témeges meg-
jelenése hozta. Nekik mar a kiképzés soran radiéamatdr
vizsgat kell tennilk, és mindegyiknek kotelez harom
amerikai iskola diakjaival elbeszélgetni. (Kevés kisdiak
szeretne merndk, fizikus, (rhajés lenni az USA-ban is,
€s ez mar a gazdasag rovasara megy.) Kell a természet-
tudomanyoknak ott a reklam, elkelne itthon is!

Simonyi Karoly is megkapta a kételezé harom iskola-
jat és emellett bevallalt még egy magyart is. Ebben az
a csodalatos, hogy mindez kézds anyanyelviinkén, va-
gyis magyarul lett lebonyolitva.

Miért a Puskds Technikum lett a partner?

Szak- és amat6r berkekben a valasz trivialis! Nézziik
a részleteket: Miutan Gschwindt Bandi felkéré levele az
Osszes sz(rén atcsusszanva eljutott Simonyi Karolyhoz
és 6 igent mondott, mar csak egy j6l mikddd radidklub-
bal rendelkez@ altalanos iskolat kellett keresni széles e
hazaban. Mivel nem talaltatott, a kévetkez6 1épés egy
kdzépiskola volt. Itt a Gyali dton van az orszag 150 ta-
got szamlalo6 legnépesebb radidklubja és itt tananyag az
(rtavkozlés (Zh-t kell belble irni, méréseket kell minden-
kinek elvégeznie és képesité is, vizsgatétel). Most mar
csak a NASA-nak kellett elfogadnia a vezet6 operator és
az intézményvezetd pedigréjét (ez egy 20-30 oldalnyi
kérddiv volt angolul), majd a diakok kérdéseit kérték an-
golul és magyarul. (Az 8 pedigréjik nem kellett!)

Utdlag készdnetet kell mondanom mind az amerikai,
mind az orosz szervez8knek, mert a fenti biztonsagi in-
tézkedések utan a nyilt Iejévé (downlink) frekvencia mel-

LXIl. EVFOLYAM 2007/4

lett kaptunk egy ,titkos” (ez nem vicc!ll)
felmend (uplink) frekvenciat. igy a dia-
kokkal megvalésitott kapcsolat zavar-
mentes volt, mig a el6z6 napi kisérlet
kevésbé.

A diakok kivalasztasa

Nekiink, 50 év feletti villamosmér-
nokodknek, fizikusoknak, természettu-
désoknak a Simonyi Kéaroly név a Pro-
fesszor Urat — a csaladnak Karit — je-
lenti a BME-n és szerte az orszagban.

El6sz6r az EIméleti vilamossagtan, majd a Fizika kul-
turtérténete cimi fantasztikus kényvét ismertiik meg.
(Az elmult héten éppen azon ment a bruszt, ,hogy ne-
kem az elsé kiadas van meg 1978-bol”, valakinek meg
csak a CD!) A fentiek alapjan trivialis volt, hogy Karolytdl
csak olyan kérdezhet, aki Karindl tett valamit az asztal-
ra. A Természet Vilaganak van egy esszépalyazata a
kultdra egységérdl. Harman ennek gy6zteseibdl ker(ilt-
ek ki, két didk a Simonyi Kéarolyrdl elnevezett elektro-
technika verseny nyertese volt az elmult években, Ma-
gyari Déra pedig 15 éves koraban Kazinczy érmet nyert
a Szép magyar beszéd versenyen. Az mar csak hab a
tortan, hogy azt a kérdést tehette fel Simonyi Kéaroly-
nak, amit kiképzett (rhajés apjanak, Magyari Bélanak
soha: ,Hogy érzi magat a sulytalansagban?”
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Felkésziilés

Az interneten szép, didaktikus és j6 szimulatorok
vannak az (rhajok, (rallomasok, mlholdak kdvetésé-
nek, vételének megkdnnyitésére. Ezeken a Fold egy
henger bels6 palastjara lett kivetitve, majd kiteritették
azt. Az 6t kontinens a megszokott, csak a Déli-sarok lett
nagyon hosszu. Az (irallomasok szinuszos palyat irnak
le, és a Fold forgasa miatt ezek a szinuszok parhuza-
mosan tolédnak el. A nappal és az éjszaka is kivaloéan
latszik. Az id6 és a hely is tetsz6legesen beallithatd.
Ezen program segitségével, az ado6 és vevkészilékek
ismeretében kénnyen megvalaszthat6 volt az antenna-
rendszer is. Alacsony pdalyan egy vizszintesen forgatha-
t6 5 elemes YAGI-t hasznaltunk, amely kb. 10 dB nye-
resegli, a meteorologiai mdholdak vételénél bevalt kb.
5 dB nyereségi ugynevezett QH — négybekezdési he-
lix — antenna lzemelt.

Itt mindenképpen meg kell allnom, és meg kell emli-
teni Muhari Istvan (hivéjele: HASCH) amat6rtarsunkat,
aki napi rutinnal kommunikal szinte tetszéleges (rallo-
massal, illetve miholdas atjatszéval. O tanacsolta a fen-
ti antennakat és tanitotta be a vele egyiitt het f6s sta-
bot a feladat végrehajtasara. Alljanak itt a nevek: Téth
Istvan (HA50J) vezetd operator, Rigd Istvan (HASAUC)
segédoperator, Horvath Mark (PhD hallgat6) a folyama-
tos internetkapcsolat tartéja, Fazekas Akos (villamos-
mérndk) hangtechnikus, Varsanyi Zsolt (villamosmérnok)
operatér és Gratz Mark (Puskas/Kandé) adasrendezé.

A kisérleti atrepiilés

Nehéz leirni azt a varakozassal teli fesziltséget,
amely 2007. prilis 12-én 0 6ra 55 perckor kezd&dott és
kérllbeldl 10 perc mulva be is fejez6doétt. Ez volt a ko-
vetkez8 napi dsszekottetés féprébaja. Nyilt frekvencia-
kon 34 magyar amatér iratkozott fel a Simonyi Karoly-
hoz eljuttatott listara az (rallomas palyajanak megfelels-
en Soprontdl Csongradig, kdzoéttiik ketten a felvidekrél,
harman a Vajdasagbol. Az (rallomas HA5SIK hivojellel
hivta sorba az amatéroket, akik nyugtaztak a vételt. A
34 6sszekottetés 6-8 perc alatt szép kihivas, mar a fele
is vilagesucs!

A résztvev6kdn kiviil harom TV csatorna stabja és j6
néhany fotds, riporter is szorongott a Gyali Gti laboratéri-
umban. Amikor a szimulatoron az (irallomas irorszag folé
ert, elcsendesedett a tarsasag. A 28.000 km/6ras se-
bességgel szaguldé (ralloméas Anglia partjainal elérte a
3°-0s magassagot, amikor is el6sz6r angolul megszoélalt
HA5SIK, az elsé magyar amatér az Grbdl.

Torténelmi pillanat volt, majd HA1XY zalaegerszegi
amatért hivta magyarul a Nemzetkézi Urallomas. Béla
baratunkat Budapestrdl természetesen nem hallottuk,
csak az 5SIK nyugtajat: ,szervusz Béla, itt Karoly beszél
QSL"...

Es mar kdvetkezett a lista masodik allomasa; Simo-
nyi Karoly éreg amat6roket megszégyenité rutinnal ve-
zényelte le a teljes forgalmat. 20 allomast, vagy nyugta-
jat mi is hallottuk Budapestrél. A hangfelvételek 6ssze-
sitése alapjan 25-30 6sszekdttetés lehetett sikeres. Mar
a 20 is vilagrekord!
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A stab nyugodtan vette tudomasul, hogy ura a hely-
zetnek. Szamukra a fépréba tokéletesen siker(lt. Talan
a sok-sok prébalkozo, tehat a listara be nem jelentke-
zett hazai és kilféldi amat6r okozott csak némi ,zajt”.

Az el6adas, vagyis amikor a didkok kérdeztek

2007. aprilis 13. 01 éra 15 percre az el6z8 nap ta-
pasztalatai alapjan nyugodtan késziltiink. Tiz TV stab
egészen j0l elfért a laborban, a fotésok szokatlanul visz-
szafogottan vakuzgattak. A mintegy szaz f6s kdzénség
a nagyel6adoban kivetit6n kovette a fejleményeket. Az
el6z6 nap eseményeinek felvétele, valamint egy Ma-
gyarorszag feletti atrepiilés kommentalt levetitése kells-
en a témara hangolta a néz6éket. 0 éra 45 perckor meg-
lepetés-vendégként megjelent Magyari Béla kiképzett
(rhajés és Simonyi Tamas (Karoly 6ccse), aki egyene-
sen Bajkonurbdl érkezett. A késGi éraban a fotdsok és
riporterek csak lassan eszméltek, habar a Simonyi test-
vérek hasonldésaga igazan feltlin6, meg aztan az (irha-
jos dzseki a 15. expedicié magyar-orosz-amerikai zasz-
16s jelvényével elegendd volt ahhoz, hogy elszabadul-
jon a ,pokol”. Mindenki felélénkiilt, fotdézott, kérdezett,
jegyzetelt. (A kameramanok 6vatossagbol mar a radio-
allomason voltak.)

Az dsszekottetés mar rutinszerlien zajlott. Kapcsolat-
felvétel Anglia partjaindl. Kival6 érthet6ség, nagy hang-
erd, melybdl a doppler okozta problémakat az operator
rutinosan ,kihangolta”. (Ez kiilénben a legmagasabb pa-
lyapontjan, tehat Magyarorszag felett volt a legkritiku-
sabb.) A jol felkészitett didkok minden félelem nélkiil,
szépen intonalva tették fel sorban egymas utan kérdé-
seiket, melyekre Simonyi Karoly hosszan, érdemben ke-
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rek mondatokban, kivalé6 magyarsaggal valaszolt. Kihal-
latszott sz6f(izésébdl, hogy hazai k6zépiskolaba jart és
folyamatosan gyakorolja anyanyelvét.

Talan a legérdekesebb valasz Fekete Soma 24 éves
épitémérndk hallgatd kérdésére érkezett, aki a Termé-
szet Vilaga palyazatanak egyik nyerteseként keriilt a
csapatba. A kérdés igy szélt: ,Melyik kényv és melyik
személy volt nagy hatassal Onre szakmai palyafutasa
kezdetén?” A valasz pedig: ,En Zsombok Zoltant emlite-
ném, aki fiatalon meghalt. Nagyon, nagyon tehetséges
mérndk volt, aki engem programozasra tanitott még ‘64-
ben és ‘65-ben. A kényv pedig,... akkor még elég fiatal
voltam, tehat Obadovics Jézsef Gyula matematika kény-
vébdl tanultam a matematikat, Szamitégépet persze
nem lehetetett még semmibdl sem tanulni.”

A vélaszok elhangzasa utan a két allomas — a radio
forgalmazas szabalyai szerint — nyugtazta az 6sszekoét-
tetést és az amatér szokasoknal hosszasabb bucsuzko-
dassal befejez6détt a 6 perc 48 masodperces dssze-
kottetés a legendas Gyali ut és az 1SS koz6tt, magyar
nyelven.

Visszhang

A radiéamatér mozgalomrél az utébbi 25 évben nem
beszéltek annyit, mint ebben az 6t napban.

Minden napilap vezetd helyen, fotdval hitelesitve hoz-
ta az eseményt (lasd a keretes irast).

...6s lecsengés

Amikor ezeket a sorokat irom, ma is ugyanugy repdl
még felettink 320 km magasan az ISS. Lassan készdl
alandolasra... de ez mar nem érdekli a médiat. A nap hi-
re: ,Nem mi rendezziik a 2012-es foci EB-t a horvatok-
kal...”, és ez most nagyobb tragédia, mint Isonz6, a Don-
kanyar, Mohé&cs és Trianon egyUttvéve...

Koészéndm neked Uram, hogy biztositottad nekiink
egyszerd meérndk-halanddknak ezt a 4-5 balhémentes
napot, igy jobb hijan az tjsagok cimlapjara kerilhettlink.

Mély alazattal a Te szolgad:

lacibacsi,
alias a blszke HA5PTL, a Gyali utrdl
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Amit senki nem
kérdezett meg téolem...

Ha az utobbi napokban valaki 6vatlanul kinyitotta
a ,csapot” barhol az orszagban, akkor mindenhol a
Puskas Technikum, néha Puskas Tivadar Technikum
igazgatéjat faggattak a Charles Simonyi-féle Grrepu-
lésr6l. Minden ismertebb csatornan adtam él6ben in-
terjat. Reggel, hajnalban és éjszaka is.

Hatalmas élmény volt. Hogy mi?... Nem, nem a ra-
didkapcsolat az (rallomassal... 320 km direkt ralatas-
sal a 144 MHz hullamsavban, FM-ben nem egy ko-
moly radidatviteli probléma. Hanem a riporterek, mu-
sorvezet6k, szerkesztok, f6szerkesztbk (és a csinos
sminkesek) kérdései és egy mérndk szamara szokat-
lan megkdzelitései, valamint racionalis gondolkodéas-
tol tavoli kdvetkeztetései jelentették szamomra az
unalmas hétkéznapokon — a dokkolastél a masodik
beszélgetésig — a sikerélményt, a megnyugvast, a fel-
tolt6dést.

Csonka Picit6l Jakupcseken &t Pallagiig, sok-sok
kérdést kaptam. Hol 4, hol 8 percben valaszolgattam
is rajuk, kézben legalabb 15 interjut is adtam a legku-
I6nb6z6bb Ujsagoknak, csatornaknak... Csak egyet
nem kérdezett meg senki: Miért? Kinek a kedvéért?
Kinek a dicséségére csinalom veégig ezt a tortdrat? Mi-
kor éppen tavaszi szlinet van, én meg négy napja
nem lattam a csalddomat, azéta csak a tornacsarnok-
ban délok le néhany érara ,hajnalban, hajnal el6tt”,
mint egy jozanul részeg kocsmatoéltelék...

Kérdés nélkil mindig csak annyit sikerilt elmonda-
nom, hogy egy nagytudasu, humanista tanarom O ne-
kem, a Professzor Ur, Simonyi Karoly. En még vizs-
gazhattam, szigorlatozhattam nala ,villamossagtan-
bol”, elektronfizikabdl. Négy alairasa is disziti az inde-
xemet. Majd 15 évig egy tanszéken dolgoztunk... de
ez nem igazan érdekelt senkit...

Tisztelt Professzor Ur!

Ezuton szeretném megkdszénni Neked
Kértilbelil hiszezer magyar

és nem tudom hany ezer német, orosz,
roman és kinai villamosmérnék nevében,
hogy olyan szinten megtanitottad
neklink a szakma alapjait, hogy képesek
voltunk évtizedek multan is a fejlink
felett elszaguldo fiaddal biztos radio-
kapcsolatot létesiteni.
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QoSE: Four letters or much more?
Keywords: QoS, Quality of Service Experienced,
expectation, satisfaction, IPTV

In this article we study the origins and the measurable
indicators of QoSE (Quality of Service Experienced) and
examine the definition of this concept, with the help of an
example. We identify the factors that put this concept into
the focus. We show, by an other example, that QoSE may
be a tool for a popular service (IPTV) in the way, helping
service providers in their fight for competition preference.

Effect of QoS on infocommunication applications
Keywords: QoS, IPv4, IPv6, TCP, UDP, congestion,
jitter, VoIP, codec, H.323, H.261/H264, ATM

The quality of service (QoS) in network environment is
a special function to handle data traffic for network appli-
cations. For this purpose we need traffic manipulation and
control algorithms. The QoS functionality serve both net-
work applications and network management teams. While
network administrators restrict network resources usage,
network applications tend to use huge resources of the
network. More than 95% of today’s applications end in Et-
hernet nodes. This facility involves service cost reduction
because it needs no protocol conversion during the data
transfer. In this paper, we analyze the effect of QoS in L2
and L3 layers having H.261 and H.264 coded video stre-
ams in a single QoS domain. Executing large number of
measurements we evaluate the characteristics of TCP and
UDP data streams in function of QoS parameters. We pro-
pose quantitative solution to measure the global quality of
videoconference based on OS (Opinion Score) metric and
give indications for coexistence of different dataflow in IE-
EE 802.3 LAN/WAN environment.

QoS and QoSE: Guidelines for evaluation of
Internet access services
Keywords: QoSE, Internet, speed-metering

From internet users’ point of view there is a gap betwe-
en service quality (quality of service experienced — QoSE)
and quality of service (QoS). In this paper we try to charac-
terize the problem, showing the steps that have been taken
nationally and internationally in the interest of the custo-
mers, and the directions of development.

Quality of Service in ADSL networks
Keywords: ADSL, traffic-shaping, policing, triple-play

The value-added services which appear in ADSL envi-
ronments eg. voice, IPTV or video streaming need speci-
fic technical requirements to be met in the network. On one
hand, these applications may require more bandwidth
from the network, on the other hand, some of them are very
sensitive to network delay, jitter and/or packet loss and
these problems also need appropriate treatment. Moreo-
ver, in ADSL-based networks, where the number of sub-
scribers can reach high numbers there is a frequent need
for limiting the bandwidth of each individual subscriber —
according to their service contract — which also require

Summaries ° of the papers published in this issue

QoS parameter modifications. These and other aspects of
ADSL QoS are discussed in Cisco’s special QoS model for
ADSL access. This article aims to give detailed informa-
tion on this architecture and implementation.

Queueing modelling and analysis of
packet schedulers of DSL access networks in the
case of complete and partial rejections
Keywords: DSL, queueing models, packet scheduler

In this paper an exact analysis is provided of priority
queuing system modelling DSL access networks with pre-
emption option on packet level. We have shown accuracy
and efficiency of our numerical analysis by presenting nu-
merical results based on simulation and numerical analy-
sis both for complete and partial rejections. Consequently,
this analysis could be applied for an in-depth packet-level
performance evaluation of recent DSL systems.

Gateway selection in the GMPLS PCE architecture
Keywords: GMPLS, gateway, Path Computation Element

In this paper we show how the Path Computation Ele-
ment-architecture of GMPLS can be used for gateway se-
lection purposes. The goal of selection is to prevent over-
load in the servers, which may cause blocking of the calls,
and minimise the transport load of the network. We propo-
se algorithms that take one or both indicators, distance
and gateway load, into consideration when selecting the
gateway server. Using network simulations we compare
the different algorithms and we show that low blocking ra-
tio and reasonably low network load can be achieved by
those algorithms which take both indicators into account.

Conflict resolution in RFID systems

Keywords: RFID, readers, transponders, conflict resolution
The paper introduces conflict resolution algorithms

available for solving multiple reading problems in RFID

environment and points out to conflicts among readers as

well as transponders. Simulation results are presented for

the conflict resolution algorithm of ISO 18000-3 Mode 1.

Numeric analysis of mobility management algorithms
Keywords: mobility management, modelling, handover

This paper investigates mobility management strate-
gies from the point of view of their need of signalling and
processing resources on the backbone network and load
on the air interface. A method is proposed to model the
serving network and mobile node mobility in order to be
able to model the different types of mobility management
algorithms. To obtain a good description of the network we
calculate parameters from given topologies that we think
are the most important ones. Mobility approaches derived
from existing protocols and other, possible mobility sce-
narios are analyzed and their performance is numerically
compared in various network and mobility scenarios. The
aim is to give general designing guidelines for the next
generation mobility anagements on given network and
mobility properties.
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