
1. Az RFID rendszerek 
és a többes leolvasás problémaköre

Az RFID az angol Radio Frequency Identification, azaz
a rádiófrekvenciás azonosítás kifejezés rövidítése. Ez
a technológia automatikus azonosításra szolgál, jelle-
gét tekintve a birtok alapú azonosítási rendszerek kö-
zé sorolható.

Az RFID rendszerek alapvetôen legalább két esz-
közbôl állnak: egy azonosítóból és egy azonosítandó-
ból. Az azonosító adatkapcsolatot kezdeményez az
azonosítandóval, mely során mindkét vagy csak az
egyik irányba adatátvitel történik. Ahogyan a technoló-
gia nevébôl is kiderül, a kommunikáció rádiófrekvenci-
án zajlik, ezért mind az azonosítónak, mind az azono-
sítottnak rádiós interfésszel kell rendelkeznie.

Az azonosítani kívánt objektumon (pl:. árucikk) egy
transzpondert helyeznek el. Az azonosító egy RFID ol-
vasó, amely képes olvasni és/vagy írni a transzpon-
dert.

Egy az elôbb vázolt egyszerû RFID rendszer kiegé-
szülhet még alkalmazási környezettôl függôen vezérlô
számítógéppel, mely több olvasó mûködésének össze-
hangolását vezérli, valamint összeköttetést teremt az
olvasók és a háttéradatbázis(ok) között. A háttéradat-
bázis funkcionalitását tekintve alkalmas az olvasó(k) ér-
zékelési távolságán belüli transzponderekkel kapcsola-
tos információk tárolására; nem csak lekérdezhetôek,
hanem az adatátvitel alatt írhatóak is. Az 1. ábra egy
RFID rendszer felépítését mutatja.

Az RFID alkalmazások az elláttási lánc teljes hosz-
szán, azaz az egyes alkatrészek, alapanyagok elôállí-
tásától, elôkészítésétôl egészen a végfelhasználókhoz
való eljutásig jelen vannak. Éppen ezért gyakori, hogy
egy raktári alkalmazás esetében másodpercenként több
száz címkét kell leolvasni. Az alapvetô követelmény az
RFID rendszerek esetén a minél több címke minél rövi-
debb idô alatt történô leolvasása nagy megbízható-
sággal, azaz ne maradjon ki egyetlen címke sem a le-
olvasásból. Elôfodulhat az is, hogy nem a transzpon-
derek ütköznek, hanem az olvasók. Ilyen környezet kép-
zelhetô el egy hipermarketben, ahol sok leolvasó kapu

sorakozik egymás mellett a pénztáraknál. Ebben az
esetben ütközés léphet fel az egyes olvasók között, hi-
szen két vagy több olvasó által lefedett térrészeknek
lehetnek közös területei. Ha itt tartózkodik egy transz-
ponder, akkor ütközés lép fel az olvasók között. 

Az ütközések legszembetûnôbb negatív hatása a
leolvasási sebesség csökkenése. Ennek kiküszöbölé-
sére két módszer kínálkozik: a sávszélesség növelése
és az ütközések eliminálása. A sávszélessége növelé-
sének fizikai korlátja mellett szempont az is, hogy ennek
a módszernek a kivitelezési költsége jóval nagyobb,
mint egy beépített algoritmus futtatásának. Ezért a to-
vábbiakban a különbözô ütközésfeloldó algoritmusokat
ismertetjük a legelterjedtebb szabványok esetén, to-
vábbá bemutatunk néhány szimulációs eredményt is
arra vonakozóan, milyen paraméterek befolyásolják a le-
olvasási idôt.

RFID rendszerekben ütközésfeloldó eljárásnak ne-
vezzük azt a technikát, vagy protokollt, amely lehetôvé
teszi az interferencia nélküli többszörös hozzáférést.
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Cikkünk az RFID környezetben felmerülô többes leolvasási problémák megoldására rendelkezésre álló ütközésfeloldó algo-

ritmusok ismerteti kitérve az olvasók és a transzponderek ütközésére egyaránt. Továbbá az ISO 18000-3 Mode 1 ütközésfe-

loldásra használt algoritmusának szimulációs eredményeit is ismertetjük.

1. ábra  RFID rendszer felépítése

Lektorált



2. Ütközésfeloldó algoritmusok 
olvasók ütközésére

Az olvasók ütközésének feloldására három algoritmus
terjedt el: NAK-alapú, beacon-alapú megoldások, vala-
mint a változtatható hatótávolságú olvasók alkalmazása.

A NAK-alapú ütközésfeloldás feltétele, hogy min-
den olvasó saját vezérlôcsatornával rendelkezzen. E
vezérlôcsatorna hatósugara elég nagy ahhoz, hogy az
olvasó az összes, a környezetében lévô – az adat-
csatornában interferenciát elôidézô – olvasóról tudjon.
(A NAK a Not Acknowledged, azaz nem nyugtázott ki-
fejezés rövidítése.)

Ennek megfelelôen az olvasó elôször egy RTS üze-
netet küld szét a környezetében lévô összes olvasó-
nak. Amelyik épp foglalt, egy NAK üzenetet küld vis-
sza. Ha az olvasó legalább egy NAK-ot vesz, korlátoz-
za az adatcsatornához való hozzáférését. Ezt a folya-
matot szemlélteti a 2. ábra.

A beacon-alapú olvasók közötti ütközésfeloldás fel-
tételei a NAK-alapú megoldással azonosak: saját, nagy
hatósugarú vezérlôcsatorna. Az eljárás szerint az olva-
só – olvasás közben – periodikus beacon üzeneteket
küld a vezérlôcsatornáján. Ha egy másik olvasó is ol-
vasni szeretne, elôbb ellenôrzi az utolsó beacon óta el-
telt idôt. Ha ez kisebb, mint egy megadott érték (vagyis
a beacon periódusideje), az olvasás valószínûleg még
folyamatban van, tehát várakozik, míg az elôírt idô alatt
nem jön újabb beacon. Az algoritmus mûködése a 3.
ábrán követhetô nyomon.

Kézenfekvô és egyszerû megoldás az egyes olva-
sók hatósugarának adaptív változtatása. Az eljárás min-

den n olvasási ciklus után a felügyelt terület duplázásá-
val, ütközés esetén pedig p valószínûséggel ennek csök-
kentésével optimalizálja a leolvasásokat. Ezzel gyakor-
latilag egy SDMA (Space Division Multiple Access), azaz
térosztásos többszörös hozzáférés valósul meg.

3. Ütközésfeloldó algoritmusok 
transzponderek ütközésére

Transzponderek ütközése úgy jöhet létre, hogy az ol-
vasó hatósugarában számos tag van jelen. Olvasáskor
a leolvasó egység egy request üzenetet broadcastol a
tag-eknek. Amennyiben csak egyetlen tag tartózkodik
a térben, az olvasó egyetlen választ vesz. Ugyanakkor
minden tag visszaküldi a válaszát az olvasónak, ha
több is van belôlük a rendszerben. Ez ütközést ered-
ményez a rádiócsatornán, így válaszüzenetük nem lesz
értelmezhetô. Ennek kiküszöbölésére fejlesztettek ki szá-
mos ütközéselkerülô algoritmust, amelyeket az alábbi-
akban ismertetünk.

Az ütközések feloldása az esetek nagy részében
valamilyen többszörös közeghozzáférési feladat meg-
oldására vezethetô vissza, így a következôkben ezek
a – részben már más területekrôl ismert – algoritmusok
kerülnek bemutatásra.

Az RFID rendszerekben is négyféle többszörös hoz-
záférési eljárást különböztetünk meg: térosztásos több-
szörös hozzáférés (SDMA, Space DMA), frekvencia-osz-
tásos többszörös hozzáférés (FDMA, Frequency DMA),
idôosztásos többszörös hozzáférés (TDMA, Time DMA)
és végül a kódosztásos többszörös hozzáférés (CDMA,
Code DMA). Fontos megjegyezni, hogy néhány gyártó
nem hozza nyilvánosságra saját ütközésfeloldó algorit-
musait, míg mások a szabványban is lefektetett, elter-
jedt megoldásokat használják. Általánosságban elmond-
ható, hogy az egyedi megoldások is ezen szabványok-
ból táplálkoznak némi alkalmazás-specifikus kiterjesz-
tés felhasználásával.
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2. ábra  NAK alapú ütközésfeloldás

3. ábra  Beacon alapú ütközésfeoldás



Az SDMA eljárás a rendelkezésre álló területet sze-
letekre osztva növeli meg a kapacitást.

Egyik lehetséges megoldás az olvasók hatótávolsá-
gának jelentôs csökkentése, ezzel együtt sok olvasó
és antenna elhelyezése a mezôben. Az így létrejövô
tömbök nagyjából hézagmentesen fedik le a kívánt te-
rületet. Ennek eredményeképpen a szomszédos olva-
sók számára többszörösen is rendelkezésére áll a csa-
tornakapacitás.

Egy másik lehetôség az adaptív SDMA megvalósí-
tása, amikor elektronikusan vezérelt irányított antennát
használunk az olvasóban, mely akármikor az aktuáli-
san kapcsolatban lévô transzponderre irányítható. Így
az egyes tag-ek akár térbeli helyzetük, egymással és
az olvasóval bezárt szögük alapján különböztethetôk
meg. Ilyen összeköttetések 850 MHz feletti RFID rend-
szerekben valósíthatók meg leginkább. Az eljárás leg-
fôbb hátránya az összetett antenna és antennarend-
szerek kiépítése, mely csak speciális alkalmazásokban
teremt neki létjogosultságot. Adaptív SDMA rendsze-
rekben az elektronikusan vezérelt antenna iránya a
fenti módon körforgásban is változtatható, így lépésrôl
lépésre haladva minden transzponder beleesik a nya-
lábba.

FDMA felhasználása során egyidejûleg több tag
számára is rendelkezésre áll egy-egy teljes értékû, más-
más frekvenciájú vivô. RFID rendszerekben ez szaba-
don állítható, alharmonikus vivôket használó transz-
ponderekkel valósítható meg. Mind a broadcast szink-
roncsatorna, mind az energiaellátás egy alkalmasan
választott fa frekvencián kerül továbbításra. A transz-
ponderek válaszukat a rendelkezésre álló néhány (f1 -
fN) válaszcsatornán küldik vissza, így teljesen más frek-
venciatartomány használható up- és down irányokra. 

Backscatter és terhelésmodulált rendszerek számá-
ra egy rendelkezésre álló lehetôség több független vi-
vôfrekvencia használata tag→olvasó irányban. Ezen
eljárás hátránya szintén anyagi jellegû. Az olvasókba
minden frekvenciához dedikált vevôket kell elhelyezni,
ami jelentôsen megnöveli az elôállítási költségeket. E-
miatt az FDMA használata csak egyes speciális alkal-
mazásokban ajánlott.

A TDMA azon eljárások összessége, melyek hasz-
nálata során a teljes rendelkezésre álló csatornakapa-
citás – a tag-ek valamilyen sorrendjét követve – az egy-
más után következô tag-ek számára teljes mértékben
kiosztásra kerül. Széles körben elterjedt az alkalmazá-
sa többek közt a digitális mobil rádiórendszerekben.
RFID rendszerekben ütközés feloldó algoritmusokban
találkozunk vele. Megkülönböztetünk transzponder-ve-
zérelt és adó/vevô-vezérelt eljárásokat.

A transzponder-vezérelt eljárások aszinkron módon
mûködnek, mivel az olvasó nem szól bele az adatátvi-
tel vezérlésébe (ezen az elven mûködik a késôbbiek-
ben tárgyalt ALOHA eljárás is). Tovább is csoportosít-
hatjuk az aszinkron módszereket: megkülönböztethet-
jük az eljárásokat aszerint is, hogy az olvasó küld-e egy
„kikapcsol” jelzést a transzpondernek a sikeres adatát-
vitel után.

A transzponder-vezérelt eljárások nem elég flexibili-
sek, ugyanakkor eredendôen lassúak. A legtöbb alkal-
mazás ezért az adó/vevô-vezérelt eljárásokat használ-
ja, mely során az olvasó vezérli az adatátvitelt. E mód-
szerek szinkron eljárásoknak tekinthetôk, hiszen min-
den transzpondert az olvasó ellenôriz és vezérel folya-
matosan. 

Mûködése során az olvasó mindig pontosan egy
transzpondert választ ki a zónán belül, majd e két fél
között megindul az adatátvitel (hitelesítés, írás/olvasás
stb.). Kizárólag ezután történhet meg a kapcsolat bon-
tása és az új összeköttetés létesítése egy másik transz-
ponderrel. Ezek az eljárások is tovább csoportosítha-
tók polling, azaz lekérdezéses, valamint binary search,
azaz bináris keresés elven mûködô algoritmusokká.
Minden eljárás közös abban, hogy az egyes tag-eket
egy egyedi azonosító alapján választja ki. 

Lekérdezéses eljárások
A lekérdezéses eljárásnak a korrekt mûködéshez

feltétlenül szüksége van a kommunikációban vélhetô-
leg részt vevô tagok azonosítójáról készült listára. A le-
kérdezéses folyamat során az olvasó egyenként végig
lépked ezen a listán, egészen addig, amíg egy transz-
ponder a megfelelô szériaszámmal válaszol. Ez a mód-
szer elég idôigényes, csak kis számú transzponder ese-
tén alkalmazható hatékonyan.

A lekérdezés elvén mûködô eljárások közül a követ-
kezôket fogjuk részletesen ismertetni: bináris keresés,
dinamikus bináris keresés, réselt bináris fa és a bitrôl
bitre bináris fa.

A bináris keresés az egyik legelterjedtebb és legfle-
xibilisebb algoritmusok egyike. Mûködése során a transz-
pondert egy olyan csoportból választja ki, melyek azo-
nosítóit szándékosan ütközésbe hozza egymással úgy,
hogy a tag-ek egyszerre küldik vissza sorszámaikat az
olvasó kérésére válaszolva. Ehhez szükséges, hogy az
olvasó képes legyen az egyes bitpozíciók pontos de-
tektálására, melyet a helyes kódolás megválasztásával
ér el (pl. Manchester-kódolás). 

Az algoritmus elôre definiált interakciók (parancsok
és válaszok) sorozatát tartalmazza, mely segítségével
képes kapcsolatot teremteni az olvasó és a tag-ek kö-
zött azzal a céllal, hogy közülük majd egyet adatátvitel
céljából kiválasszon. A tényleges mûködéshez egy pa-
rancskészletet definiál REQUEST, SELECT, READ_
DATA ÉS UNSLECT utasításokkal. Ezen kívül minden
transzponder egy egyedi sorozatszámmal rendelkezik.
A könnyebb megértés érdekében az algoritmus mûkö-
dését egy olyan példával szemléltetjük, melyben 8 bi-
tes ID-k szerepelnek, ezzel 256 különbözô tag egyedi-
ségét garantálva.

A 8 bites sorozatszámokat használó transzponde-
rek a hexadecimális számrendszerben a 00-FFh, a de-
cimális számrendszerben a 0-255, míg a bináris szám-
rendszerben a 00000000-11111111 azonosítókkal jel-
lemezhetôk. Az algoritmus elsô lépéseként az olvasó
egy REQUEST parancsot küld broadcast üzenetként
(<=11111111) argumentummal. A 11111111b-es azono-
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sító a legnagyobb értékû a 8 bites sorozatszámok kö-
zött. Ez azt jelenti, hogy a zónában lévô minden tag
válaszolni fog erre a kérésre, hiszen csak kisebb, vagy
egyenlô lehet az azonosítójuk, mint 11111111b.

A precíz bitszinkron elengedhetetlen az algoritmus
mûködéséhez, ennek biztosítása kritikus az ütközések
elkerülése és felismerése szempontjából.

Az 1. táblázatban látható, hogy a 0., a 4. és a 6. bit-
pozícióban ütköznek a sorozatszámok, mivel ezeken a
helyeken a különbözô bitértékek szuperponálódnak. Az
ütközés az olvasó számára azt jelenti, hogy legalább
két transzponder tartózkodik a zónában. A vett jel a kö-
vetkezô lenne: 1X1X001X.

A 6-os bitpozíció a legmagasabb értékû a sorozat-
számon belül, ahol még ütközés történt az elsô iteráció
során. Ez azt jelenti, hogy legalább egy transzponder
található az SNR >11000000b és az SNR < 10111111b
tartományokban. Ahhoz, hogy egyetlen transzpondert
legyünk képesek kiválasztani az egyelôre ismeretlen
számú csoportból, limitálni kell a lehetséges sorszám-
tartományt a következô iterációk során. 

A folyamatot kezdjük a < 10111111b tartománnyal,
vagyis a 6. pozíciót 0-nak rögzítjük, és figyelmen kívül
hagyjuk az alacsonyabb tartományt, az adott bitérté-
kek 1-esre állításával.

Amint az olvasó kiadta a REQUEST (<=10111111)
parancsot, minden – a feltételt kielégítô – transzpon-
der saját sorszámával válaszol. A példában ezek az 1,
2 és 3-as számú transzponderek. Ebbôl megállapítha-
tó, hogy legalább két transzponder lesz jelen a máso-
dik iterációban is. A vett bitsorozat (101X001X) még
mindig négy lehetséges sorozatszámot takar. Az ütkö-
zések ismételt jelenléte a 2. iteráció során újabb szûkí-
tést igényel a 3. lépésben. 

Ekkor az olvasó a REQUEST (<=10101111) paran-
csot adja ki a 2. táblázat szerinti szabályok alapján. Ezt
a feltételt csak a 2-es transzponder teljesíti a 10100011
sorozatszámmal. Mivel sikerült egyetlen valós sorozat-
számot kiválasztani, további iterációra nincs szükség.
Jelenleg tehát kommunikációra vagyunk képesek a 2-
es számú transzponderrel. Írhatjuk, olvashatjuk, anélkül
hogy a többi tag-gel interferenciába kerülne. Az adat-
átvitel végeztével egy UNSELECT kiadásával elnémít-
hatjuk az ismételt REQUEST-ig így biztos inaktív tag-et.
A maradék tag-ek kiválasztásához szükséges iterációk
száma egyre csökken, ahogy sorban válnak UNSELE-
CED állapotúvá a transzponderek.

Az iterációk átlagos L száma, mely megmondja hány
lépésben detektálható egyetlen transzponder egy n tag-
bôl álló csoportban könnyen számolható:

Amennyiben egyetlen transzponder tartózkodik a
zónában, az iterációk száma természetesen egy, ha
ennél több, L könnyen megnôhet.

A bináris keresés algoritmus legfôbb negatívuma a
rendkívül pazarló mûködése volt, hiszen mind a kere-
sési/lekérdezési kritériumok, mind a sorozatszám teljes
hosszában átvitelre került minden lépésben. Ezt küszö-
böli ki a dinamikus bináris keresés algoritmus: a teljes
sorozatszámok átvitele helyett most azoknak csak egy
részét, X-nél vágott hányadukat visszük át. X jelöli azt
a legmagasabb bitpozíciót, ahol az elôzô iteráció során
ütközés volt. Az olvasó tehát csak (N-X) ismert részét
küldi el a REQUEST parancs argumentumaként, majd
leállítja az adást. Minden transzponder, mely sorozat-
száma kezdete egyezik (N-X)-szel, válaszol az (X-1)-tôl
0-ig tartó, fennmaradó bitek átvitelével.

A réselt bináris fa algoritmus mûködése a követke-
zô: amennyiben az i. idôrésben ütközés történik, min-
den transzponder, mely nem vett részt benne, vár an-
nak feloldásáig. Az ütközô tag-ek véletlenszerûen két
csoportba (nullás, egyes) kerülnek szétválasztásra. Az
elsô (nullás) csoportban lévô tag-ek az (i+1). idôrésben
adnak újra, míg a másik csoportban lévô transzponde-
rek várnak ennek sikeres végrehajtásáig. Amennyiben
az (i+1). idôrés üres, vagy sikeres átvitel történt benne,
úgy a második csoport elemei az (i+2). idôrésben ad-
nak újra. Amennyiben az (i+1). idôrés ütközést tartal-
maz, úgy az egész eljárás újra megismétlôdik.

A szükséges iterációk száma n számú tag esetén a
következô egyenlet alapján alakul:

Végül a bitrôl bitre bináris fa típusú keresést mutat-
juk be az ALOHA típusú ütközéselkerülô algoritmusok
ismertetése elôtt. A bitrôl-bitre algoritmus induláskor be-
kéri a transzponderek azonosítójának 1. bitjét. Miután
a tag-ek elküldték a 0-t, vagy az 1-et, az olvasó meg-
nézi, volt-e ütközés, mielôtt bekéri a következô bitet.
Amennyiben volt, két csoportba osztja az ütközô tag-
eket, majd kiválasztja az egyiket, és csak tôlük bekéri a
következô bitpozíció értékét. 

Az algoritmus e lépéseket ismétli, míg a teljes – so-
rozatszámokból felépített – bináris fát be nem járja. Ha
ütközés nélkül veszi a k. bitet, annak értékét eltárolja a
memóriájában. Ellenkezô esetben, ütközés esetén a k.
bitet 0-ként menti el, majd inaktív állapotba küldi az ösz-
szes tag-et, melyek k. bitje 1. Ebben az állapotban a
transzponderek ideiglenesen letiltják saját azonosító-
juk küldését egészen addig, míg egy tag teljesen azo-
nosításra nem került. Az algoritmus addig ismétli ma-
gát, míg ezzel minden tag-et azonosít.

A szükséges iterációk (IBBT) száma: IBBT = n × j.
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ALOHA-típusú eljárások
A transzponder által vezérelt ütközésfeoldó eljárá-

sások ismertetése során az ALOHA-típusú eljárásokról
lesz szó.

Az ALOHA eljárás mûködésének alapját az képezi,
hogy amint egy adatcsomag készen áll a küldésre, az
nyomban továbbításra is kerül. 

Ez a módszer általában csak olvasható transzpon-
derekkel együtt használatos, azok alacsony csomag-
mérete miatt (jellemzôen azonosítók). Ez az adat cikli-
kus sorozatban kerül küldésre, mely hosszú adások
közti szünetekkel jár együtt. Ugyanakkor az egyes tag-
ek által használt ismétlési idôk nagyban különböznek
egymástól. Ez azt jelenti, hogy nagy eséllyel különbö-
zô idôpillanatokban lépnek fel az egyes tag-ek adatát-
viteli igénnyel, kicsi a torlódás/ütközés esélye.

A terhelés természetesen összhangban van az
egyes idôpillanatokban egyidejûleg adó transzponde-
rek számával. Az átlagos G terhelés egy T megfigyelé-
si idôtartamra vett átlag, mely könnyen számolható az
adatcsomag τ átviteli idejébôl:

ahol n a rendszerben lévô transzponderek száma,
és rl = 0, 1, 2, ... az l. transzponder által átvitt adatcso-
magok száma. Az s-sel jelzett áteresztôképesség érté-
ke 1 a hibamentes átvitel idejére (ütközésmentes eset-
ben), valamint 0 minden más esetben (például nincs
adatátvitel, torlódás miatt nem továbbítható adatcso-
mag hiba nélkül).

Az átlagos S kibocsátás a felkínált G terhelésbôl
számítható: S = G ⋅ e–2G.

Ha megvizsgáljuk az S kibocsátást a felkínált G ter-
helés függvényében, azt találjuk, hogy G = 0,5-nél S-
nek egy maximuma van, mely értéke 18,4%.

Kisebb terhelés esetén a csatorna az idô nagy ré-
szében üres lenne; nagyobb terhelés az ütközô transz-
ponderek számának rohamos növekedéséhez vezet-
ne. Ilyen formán a csatorna kapacitásának 80%-a ki-
használatlannak látszik. Az ALOHA egyszerû imple-
mentációja viszont lehetôvé teszi annak ütközés felol-
dó algoritmusként való használatát. Ezen eljárást hasz-
nálják digitális hírhálózatokban, mint például a csomag-
kapcsolt rádió, mely világszerte kedvelt kommunikációs
forma a rádióamatôrök között.

A sikeres átvitel q valószínûsége az átlagos G ter-
helésbôl és az S kibocsátásból számolható az alábbi
képlet alapján: 

A k számú adatcsomag T idô alatt sikeres átvitelé-
nek p(k) valószínûsége könnyen számolható az átvitel-
hez szükséges r idô, valamint az átlagos G terhelésbôl.
A p(k) eloszlás Poisson-jellegû:

Az ALOHA relatív alacsony teljesítményének növe-
lésére fejlesztették ki a réselt ALOHA (S-ALOHA, Slot-

ted ALOHA) eljárást. A tag-ek, amennyiben ezt az algo-
ritmust használják, csak meghatározott idôpillanatokban
kezdeményezhetnek adást (szinkronpontok, idôrések).
A tag-ek szinkronizációja az olvasó feladata, ami követ-
keztében ez egy sztochasztikus, adó/vevô-vezérelt
TDMA ütközésfeloldó eljárás. Ezt használva ütközés
fele akkora periódusban következhet csak be, mint
ALOHA-t használva.

Azonos méretû adatcsomagokat (és ezáltal azonos
átviteli idôt) feltételezve, ALOHA használata során üt-
közés lép fel, amennyiben két transzponder T < 2τ idô-
intervallumon belül küld. Réselt ALOHA és a szinkron-
pontok használatával ez az intervallum T = τ -ra csök-
ken le. A réselt ALOHA áteresztôképessége ezen meg-
fontolások alapján számolható: S = G ⋅ e–G.

A réselt ALOHA rendszerek S kibocsátása maximum-
mal rendelkezik G =1 terhelésnél. Ez azt jelenti, hogy
pontosan annyi transzponder van a zónában, ahány
szabad idôrés. Ha túl sok transzpondert helyezünk a
térbe, az átbocsátóképesség hamar 0 közelébe esik
le, legrosszabb esetben végtelen számú próbálkozás
után sem leszünk képesek sorozatszámot detektálni.
Ez a jelenség elkerülhetô megfelelô számú idôrés meg-
határozásával, ugyanakkor várható az ütközésfeloldó
algoritmus teljesítményének csökkenése. Ennek oka az,
hogy a rendszernek állandóan figyelnie kell minden el-
érhetô transzponderre a zónában a szeletek teljes idô-
tartama alatt akkor is, ha csak egy transzponder tartóz-
kodik a térben. 

A dinamikus réselt ALOHA ezen próbál segíteni
az idôrések számának dinamikus megválasztásával.

Egyik lehetôség erre a rendelkezésre álló idôrések szá-
mának átvitele, melyet a transzponderek a REQUEST
parancs argumentumaként kapnak meg: várakozó üzem-
módban az olvasó ciklikus REQUEST parancsokat broad-
castol, melyet egy vagy két idôrés követ a lehetséges
transzponderek számára. Ha a transzponderek nagy
száma jelenti a szûk keresztmetszetet az idôrésekben,
minden REQUEST üzenettel megnô ezek száma, amíg
egy egyedi transzponder tisztán detektálhatóvá válik.
Ezt követôen az olvasó egy BREAK üzenetet küld ki,
mely hatására a detektálton kívüli transzponderek blok-
kolt állapotba kerülnek.

4. SimTag szimuláció

Most, hogy mind az olvasók, mind a traszponderek üt-
közéseit feloldó alkalmazható algoritmusokat ismertet-
tük, érdemes megvizsgálni, hogy a gyakorlatban milyen
paraméterek befolyásolják a többes leolvasás idejét,
hatékonyságát. Ehhez egy ISO által kibocsátott szab-
vány szerinti ütközésfeloldó algoritmus szimulációs ered-
ményeit mutatjuk be. 

Az ISO 18000-3 MODE 1 alapértelmezésben nem
definiál ütközésmenedzsmentet. Ez a mûködés egy si-
ma ALOHA eljárásnak feleltethetô meg, mely során az
ütközô tag-ek valamikor a késôbbiekben újraadnak. A
szimulációt a SimTag ütközésfeloldó protokollok szimu-
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lációjára kifejlesztett programjával végeztük: mindenre
kiterjedô paraméterkínálatával számos különbözô szi-
muláció futtatását teszi lehetôvé.

A szimulációs eredmények értelmezésének kulcsa
az algoritmus Main és Extended módja közti különbsé-
gek alapos ismerete. A két eljárás közötti szembetûnô
különbség az idôrések kiosztásában van. Míg a Main
mód fix 16 idôrés/kör paraméterrel dolgozik, addig az
Extended mód adaptív módon, dinamikusan, a tag-ek
és az ütközések számának függvényében állítja ezt a
paramétert mûködés közben. A tartomány határai az elô-
zetes konfiguráció során adhatók meg.

A szimulációkat két fô területre koncentrálva futtat-
tuk le: a teljes leolvasási idôt vizsgálva, illetve az idôré-
sek számának változtatásával futtatva a programot. 

A teljes leolvasási idô vizsgálata
A teljes leolvasási idôk szimulációja során megvizs-

gáltuk, hogyan függ a populáció méretétôl az abszolút
leolvasási idô rögzített paraméterek mellett Main, illetve
Extended módok használata esetén. 

Elsô lépésként egy tesztet futtattunk Main módban,
mely 1-tôl 350-es populációig vizsgálta a transzponde-
renkénti leolvasási idôket. Ezt összegeztük, késôbb –
mint egy idealista – viszonyítási alapként szolgált: mek-
kora lenne a teljes leolvasási idô, ha ez kizárólag a transz-
ponderenkénti leolvasási idôkbôl állna össze, semmifé-
le járulékos idôt nem tartalmazna. 

Ezzel szemben áll egy másik teszt eredménye, mely
– Main, valamint Extended módokban lefuttatva a szi-
mulátort – tartalmazza 6 teljes leolvasás átlagolt ered-
ményét a transzponderek növekvô populációját tekint-
ve. A teszt eredménye 1-tôl 320-as populációig 10-es
lépésekben egyenként 6 mérés átlagát tartalmazza. 

4. ábra  
A leolvasási idôk alakulása a transzponderek számának
függvényében MAIN és EXTENDED módban

Az eredmények egymásra helyezett grafikonjai (4.
ábra) jól mutatják az egyes algoritmusok közötti alapve-
tô különbségeket. 

A transzponderenkénti összeg jó közelítéssel egy li-
neáris görbe, hiszen a Main módban leolvasott transz-
ponderek összege néhány tíz transzponder felett nem

ingadozik nagy mértékben. Ehhez képest a valódi üt-
közésfeloldó algoritmus (Main módban) szintén lineáris,
de meredekebb jellegû görbe. A járulékos kommuniká-
ciós idôk tehát egyre nagyobb mértékben rakódnak rá.
Ennek oka a Main mód mûködésében keresendô. Az
eljárás fix, 16 idôrést használ körönként. Ez a nem di-
namikus, adaptív algoritmus egyre rosszabb hatásfok-
kal mûködik, ahogy a populáció mérete nô. 

Ennél lényegesen jobb, gyorsabb mûködésû az Ex-
tended mód. 300-as populációval 1,36 mp alatt végez,
míg a Main mód 4,5 mp alatt teszi ezt. Az elôbbi algo-
ritmus elônye annál nagyobb, minél nagyobb a popu-
láció, éppen ezért nagy számú tag-eket használó alkal-
mazásokban érdemes implementálni az Extended mó-
dot. Az algoritmus adaptív, dinamikusan változtatja a
körönkénti idôrések számát (természetesen az elôze-
tes konfigurációtól függôen), így sokkal flexibilisebb,
képes alkalmazkodni nem csak a transzponderek számá-
hoz, hanem az ütközések arányához is.

Idôrésparaméterek hatásvizsgálata
Az idôrésparaméterek hatásvizsgálatának szemlél-

tetése elôtt érdemes megjegyezni, hogy a szimuláció
annak köszönhetôen végezhetô el, hogy az Extended
mód három paraméteren keresztül kínál fel lehetôséget
az idôrések számának befolyásolására. A kezdô, a mi-
nimális, valamint a maximális idôrések számával tág ha-
tárok között konfigurálható az ütközésfeloldó algoritmus,
melynek eredményeit a következôkben ismertetem.

A kezdô – vagyis az elsô körben kiosztásra kerülô –
idôrések száma alapjaiban befolyásolhatja a leolvasási
idôket. Hogy ez miként függ a zónában lévô transzpon-
derek számától, azt az alábbi szimuláció ismerteti.

Elsô lépésként hét szimulációt futtattunk 8, 16, 32,
64, 128, 256, valamint 512 kezdô idôrés használatá-
val. A tesztek 320-as populációval készültek, egyen-
ként 25-25 mérés átlagaként. Az összesített eredmé-
nyeket a következô oldalon az 5-8. ábrák szemléltetik.

Látható, hogy a több idôréses elsô kör hátránnyal
indul kis számú transzponder esetén, ami természetes
is, hiszen rengeteg idôrés marad kihasználatlanul ez
esetben, ami megnöveli az átviteli idôt. Ez a hátrány
azonban elfogy 150-200-as populációnál, mely felett a
több idôréses leolvasások jobban teljesítenek. Ugrás-
szerû a növekedés 512 idôrést használata esetén, de
a 8-hoz képest már a 64-es idôrés szám is szembetû-
nô növekedést jelent. Az idôrések számát tehát célsze-
rû az adott alkalmazáshoz igazítani, hogy a kihaszná-
latlan idôrések ne rontsák az algoritmus teljesítményét,
ezzel pedig az olvasás idôszükségletét. Fontos még
egyszer megjegyezni, ezek az eredmények az adott
populációt alkotó tag-ek egyenkénti leolvasási idejére
vonatkoznak, nem pedig a teljes idôre. 

A körönkénti minimálisan kiosztandó idôrések száma
szintén erôs befolyásoló tényezô. Túlzottan magas ér-
tékével rengeteg kihasználatlan idôrés keletkezik, ala-
csonyra állítása ugyanakkor sok ütközést eredményez.
Pontos beállítása szintén szimuláció segítségével tör-
ténhet a rendszerépítés ezen fázisában.
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5. ábra  
A tag-enkénti 

leolvasási idôk
alakulása 

az elsô körös 
idôrések száma
alapján hangsú-

lyos lefutással

6. ábra  
A leolvasási idôk

alakulása 5-15
transzponderre 

(kezdô idôrések 
száma szerint)

7. ábra  
A leolvasási idôk

alakulása 50-70
transzponderre 

(kezdô idôrések 
száma szerint)

8. ábra  
A leolvasási idôk

alakulása 280-320
transzponderre 

(kezdô idôrések 
száma szerint)

9. ábra 
A leolvasási idôk

alakulása a transz-
ponderek számának 

függvényében a
minimális idôrések
száma szerint, hang-
súlyos végértékkel

10. ábra
A leolvasási idôk

alakulása 5-15
transzponderre 

(minimálisan 
kiosztandó idôrések

száma szerint)

11. ábra
A leolvasási idôk

alakulása 50-70
transzponderre 

(minimálisan 
kiosztandó idôrések

száma szerint)

12. ábra 
A leolvasási idôk

alakulása 280-320
transzponderre 

(minimálisan 
kiosztandó idôrések

száma szerint)

13. ábra  
A leolvasási idôk

alakulása a transz-
ponderek számának

függvényében a
maximális idôrések

száma szerint

14. ábra  
A leolvasási idôk

alakulása a transz-
ponderek számának

függvényében a
maximális idôrések

száma szerint 
hangsúlyos 
végértékkel



A következô ábrák (9-12.) a minimális idôrések szá-
mának hatásait illusztrálják, annak különbözô értékei
esetén. Szintén 320 transzponder adatainak átlagából
készültek a grafikonok. A vizsgált tartományban nagy
meglepetés nincs: több idôrés rosszabbul teljesít, a leg-
gyorsabb leolvasást a legkevesebb idôrés használata
adja. Figyelem: ez csak egy alsó korlát az adaptív al-
goritmus számára. Az eljárás maga dönt arról, hogy e
keretek között milyen számú idôrést választ. Nem meg-
lepô tehát, hogy a legjobb eredmény akkor adódik, ha
az algoritmus szabad kezet kap.

A maximálisan kiosztandó idôrések számát vizsgáló
szimuláció hasonló az elôzôhöz, megvizsgálja mi törté-
nik, ha az idôrések számát meghatározó algoritmus kor-
látok közé szorul. 

Várható, hogy igen leromlik a teljesítmény kis szá-
mú maximális idôrés használatával, nagy számú korlát
esetén viszont az algoritmus maga dönt a jó választás-
ról. A szimuláció eredményei a 13-14. ábrán láthatók.

A grafikonok igazolják a feltételezést: 8, valamint 16
idôrés használata 50, illetve 150 transzponder felett
gyakorlatilag soha véget nem érô leolvasást eredmé-
nyez. A minimális leolvasási idôket több száz transz-
ponder esetén a 64, 128, 256, valamint 512-es beállí-
tások adják, az ennél kevesebb idôrést használó tesz-
tekben az idôk exponenciális jelleggel nônek a transz-
ponderek számának növelésével. Az algoritmus tehát
optimálisan mûködik alaphelyzetben, ha tág határok közt
tartjuk a mûködési területét, ezzel elérve a saját maga
általi optimális választást, mely a leghatékonyabb mû-
ködést eredményezi.

A szimuláció eredményeibôl világosan látszik, hogy
nagyban befolyásolja a kiosztott idôrések száma, illet-
ve a rendszerben lévô transzpoderek száma a leolva-
sási idôt. Nyilvánvalóan minél több a transzponder, an-
nál nagyobb az ütközés valószínûsége, és így növek-
szik a leolvasási idô, illetve minél több idôrést oszt ki az
algoritmus az egyes transzpondereknek, annál több-
ször lesz kihasználatlan a csatorna, illetve megtalálha-
tó az az optimális idôrés populációnként, ahogyan a
legjobb hatásfokkal futhat az algoritmus. 

Fontos megjegyezni, hogy a szoftver mûködését a
Gemplus és a TagSys mérnökei tesztelték, eredménye-
iket saját protokolljaikban is felhasználják. A szimuláció
tényleges rendszerépítési- és méretezési kérdésekre is
választ ad, ugyanakkor általánosságában is tárgyalja a
felmerülô problémakört.

5. ISO és EPCglobal szabványok 
az RFID területén

Végül egy nagyon rövid, nem átfogó leírást adunk az
RFID szabványokkal kapcsolatban. 

A két legjelentôsebb ellátási láncokkal kapcsolatos
szabvány kidolgozója az ISO (International Standariza-
tion Organization) és az EPCglobal Inc. A legtöbb nem-
zeti és ipari szabvány ezekre épül. Az ISO 18000-es
számú szabványa foglalkozik. Az EPC szabványok ne-

vüket az Electronic Product Code-ról, azaz az elektro-
nikus termékkódról kapták, mellyel minden terméket
egyedileg lehet azonmosítani, az EPC eszközöket pe-
dig osztályokba és generációkba sorolták: A Class1 be-
sorolás passzív, csak olvasható, úgynevezett back-
scatter tag-eket takar egyszer írható, nem felejtô me-
móriával. A Gen2 generáció pedig a 860-960 MHz-es
mûködési sávra és a 96-256 bites azonosítóformátum-
ra utal. 

6. Összefoglalás

A bemutatott ütközésfeloldó algoritmusok jó kiindulási
alapként szolgálnak a jövôben még gyorsabb és haté-
konyabb többes leolvasási algoritmusok fejlesztésére.
Természetesen alkalmazási környezettôl függ, hogy mi-
lyen algoritmust célszerû használni a speciális igények-
nek megfelelôen. Az azonban elengedhetetlenül fon-
tos, hogy megfeleljenek a kidolgozott eljárások valame-
lyik szabványnak, hiszen csak így biztosítható a szé-
leskörû felhasználhatóság. Mivel az EPCglobal Gen2-
es szabványát átadták az ISO-nak, hogy az a 18000-
es szabványcsalád része lehessen, célszerû ennek alap-
ján kidolgozni, fejleszteni, esetleg javítani a meglévô
ütközésfeloldó algoritmusokat.

Ha kellôen megbízható és jó teljesítôképességû al-
goritmus készül el, akkor azt a késôbbiekben széles
körben lehet használni kezdve egy hipermarketben tör-
ténô vásárlást követô fizetéstôl egy raktárbázis tartal-
mának lekérdezésééig. Ehhez nagyon jó eszközként
szolgálnak a külöféle szimulációs szoftverek, melyekkel
akár teljes rendszerek megtervezése is lehetséges. A
cél minden RFID-vel kapcsolatos fejlesztés során az,
hogy mindenki által használható, együttmûködô rend-
szerek jöjjenek létre, várhatóan tehát ez fogja vezérel-
ni a jövôben a többes leolvasási fejlesztéseket is. 

A kutatást a Mobil Innovációs Laboratóriumban vé-
geztük a Nemzeti Kutatási és Technológiai Hivatal Jed-
lik Ányos programjában a rádiófrekvenciás azonosítás
ipari továbbfejlesztési lehetôségeinek témájában.
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