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A teljes kiépitési IMS alapu NGN multimédia szolgdltatasokat képes nydjtani szolgaltatéi garanciakkal, kiilbnbéz6 nagy adat-
atviteli sebességli elérési technolégidakon. A valtozatos szolgaltatasok tetsz6leges kombinaciéja megkdveteli a haldzat atvi-
teli képességeinek dinamikus vezérlését. Ennek megvaldsitasahoz hatékony atvitelvezérlésre és vezérelt atviteli hdlézatra
van szikség. A cikk betekintést nyujt az NGN transzport vezérl6 architektiraba és a megvaldsitas egyes elveibe a témaban

megjelent szabvanyok tikrében.
1. Bevezetd

Az NGN ( Next Generation Network) tébb éve témaja a
szakmai sajténak. Kezdetben a beszédatvitel IP halo-
zaton tértén6 megvaldsitasa volt a fejlesztések célja. A
tavkozlési szolgaltaték szamara azonban az Internet, a
mobil és a kabeltévé piac szoritasaban egy Uj, multimé-
diat, mobilitast, valésidejl alkalmazasokat is kiszolgalo,
rugalmas szolgaltatas- és alkalmazasfejlesztést tamo-
gato6 rendszer valt sziikségessé a kiépilt nagy adatat-
viteli sebességu elérési halozatokon. Az attérést a 3GPP
altal szabvanyositott, az UMTS platformra fejlesztett IMS
alrendszer jelentette. Az IMS valt az NGN éltalanos cé-
10 szolgaltatasvezérl§ alrendszeréve, mivel a fejleszték
célkitlizései megegyeztek TISPAN NGN fejlesztési cél-

jaival, lehet6vé téve a fix-mobil konvergenciat.

Az IMS alapu NGN tébb viszonylat (session) egyide-
jd felépitését nyujtjia, melyek atviteli mindségét, bizton-
sagat a transzportvezérlés biztositja. Az NGN szolgal-
tatas és transzport vezérl6 alrendszereivel, dinamikus
er6forras felhasznalasaval lehetévé teszi valamennyi
ma ismert technoldgiafliggé szolgaltatas nyujtasat (pl.
3Play), de azok kombinacidit is egy-egy alkalmazason
belll. A variacios lehet6ségek szamat nehéz megbe-
csilni.

Az NGN-ben a service stratum (alkalmazasi réteg,
szolgaltatasvezérlés és a hozzajuk rendelhet6 felhasz-
naléi és lzemeltetési sikok) és a transport stratum
(transzportvezérlés vagy mas néven atvitelvezérlés, és
a hozzarendelhet§ felhasznaléi és lizemeltetési sikok)
elkiléniinek egymastol, kilén fejlédési lehetéséget biz-
tositva a két stratum-nak.
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2. abra

Az NGN kibontakozasahoz, az NGN-hez fliz6tt el-
képzelések megvaldsitasahoz elengedhetetlen annak
a transzportnak a megvaldsitasa, mely képes értelmez-
ni és végrehajtani az alkalmazasokhoz szikséges, a
szolgdltatasvezérlés altal igényelt minGségl atvitelt.
Ehhez sziikséges az egy végponthoz kapcsolhaté par-
huzamos kapcsolatok dinamikus QoS vezérlése. A TIS-
PAN architekturaban (1. dabra) ezt a funkciét az RACS
val6sitja meg.

Az NGN multimédia képessége egytt jar azzal, hogy
az NGN platform kiilonb6z6 felhasznal6i (user) igénye-
ket elégit ki, ezért a felhasznaldkat profiljaik alapjan
meg kell kilénbdztetni. A felhaszndaléi profilok mind a
transzport-, mind pedig a service stratum-ban eltéréek
lehetnek, ennek megfelel6en mindkét stratum-ban a
felhasznaldkat, eléfizet6ket autentikalni, er6forrasokhoz
valé hozzéaférésiiket szabalyozni sziikséges. Az NGN
transzport hozzaférés-vezérlését az NASS valdsitja meg.

A cikk a transzport (atvitel)-vezérlés és a vezérelt
transzport (atvitel) egyes megvalositasi elveibe kivan
betekintést nydjtani a szabvanyositas eddigi eredmé-
nyei alapjan.

2. Hozzaférés-vezérlés (NASS)

A halézati eréforrasok hozzaférésének ellenérzése je-
lentds szerepet jatszik az NGN-ben, hiszen az elérhet6
transzport képességek széles skalajahoz fér hozza az
a felhasznalo, aki sikeresen regisztralt. Igen fontos, hogy
ezt a tobbszords képességekkel rendelkez6 transzport
esetén hatékonyan tegyk.

Az NASS architekturat toébb elérési technolégia, a
mobilitds, az emlitett multimédia képességek figyelem-
bevételével fejlesztették (2. abra). A funkcidiba beletar-
tozik az eszkdz és a felhasznalé autentikacioja, a vég-
berendezés transzporthalézati felhasznaléi profiljanak
kijelolése, a haldzati jogosultsagainak megadasa, kon-
figurdlasa. A NASS a végberendezés helyére, az ac-
cess tulajdonsagaira vonatkoz6 aktudlis adatokat és (a
felhasznald halozati jogosultsagait tartalmazdé) profil ada-
tokat ad at a szolgaltatasvezérlés (e2 interfész) és az
RACS (e4 interfész) szamara.

Service control
subsystems
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A CLF adatok NACF és UAAF altal térténd feltolté-
sével az UE és a felhaszndl6 transzporthal6zati regiszt-
racidja megtorténik. Az NGN m(ikddése és biztonsaga
szempontjabdl alapvetd kdvetelmény, hogy az NASS
regisztracio utan a felhasznalénak csak szolgaltatasve-
zérldvel, esetleg alkalmazasszerverekkel valé6 kommu-
nikaciora legyen jogosultsaga.

Hivasfelépitésre, tavkdzlési szolgaltatasok igénybe-
vételére csak a szolgaltatas szintl regisztracié utan sze-
rezhet jogosultsagot. A szolgaltatas minGségéért és biz-
tonsagaért csak ezen az uton vallalhat garancidkat az
NGN-szolgaltato.

2.1 Az NASS felépitése és miikédése

Access Relay Function (ARF)

Az ARF e1 interfészt valésit meg az UE felé. Helyi
halozati szintl informaciokat fliz be UE és az NASS
kommunikaciojaba. Az UE rajta keresztiil kap halézati
konfiguraciés paramétereket. Részletes miikddését lasd
késébb.

Access Management Function (AMF)

Az AMF menedzseli az UE autentikacios és halézati
konfiguracids folyamatait. Az AMF forditja le az UE altal
kibocsatott kéréseket, melyek lehetnek IP-cim allokaci-
0s kérések az NACF felé, vagy autentikacids kérések
az UAAF felé. Az UAAF azonositasa, majd engedélye-
zése alapjan az AMF halézati hozzaférést engedélyez
az UE szamara. A részletes m(ikddés késébb keril tar-
gyalasra.

User Access Authorization Function (UAAF)

Az UAAF hajtja végre a felhasznalé authentikacidjat,
jogosultsaganak ellendrzését. Az azonositast a halé-
zati hozzaférést leiré felhasznaloi profilok alapjan haijt-
ja végre, melyeket a PDBF-bdl (Profile Data Base Func-
tion) hiv le. Az UAAF a PDBF rekordokbdl szamlazasi
alapadatokat is megad a CLF szamara (példaul magas
havidij esetén a forgalmidij-szamlazas sulyozésa ala-
csonyabb lehet, mint alacsony havidij esetén).

Az UAAF tdbb authentikacids eljarast is tamogat.
Transzport szintd megvaldsitasabol kdvetkez6en azon
hordozé protokollok jéhetnek szamitasba, melyek L2
szinten miikédnek. Az a3 referenciaponton megenged-
het6 a RADIUS [14] protokoll, az a4 ponton Diameter [15]
implementalasa szikséges.

Megjegyzés: az UAAF és PDBF lehet6séget ad a ta-

nusitvanyalapu azonositasra és feljogositasra [2,4].

Az authentikaciés protokollok (EAP) képesek az
egyed-tanusitvany alapu azonositasanak ,lebonyo-
litdsara”. Minden egyed tanusitvanyhoz hozzafiiz-
het6 tobb attribGtum-tandsitvany [17], melyek érvé-
nyessége eltérd id6khoz kotott és elsGsorban az en-
titdshoz rendelhet6 jogosultsagokat irjak le. Az attri-
butum-tanudsitvanyokat az egyed-tanusitvany alap-
jan a szolgaltatast nyljté szervezet bocsathatja ki.

A PDBF attribatum-tanasitvanyokban is tartalmaz-

hatja azokat az informacidkat, melyek a felhasznald

és végberendezése haldzati csatlakozasat leirjak.
A megoldas kidolgozasa a gyartdkon mulik. Az [6]
szabvany targyalja az attribGtum-tandsitvany és az
egyed-tanusitvany kapcsolatat.

Roaming esetén az UAAF proxy-ként mikodik.

Profile Database Function (PDBF)

A PDBF funkcionalis egység tartalmazza a felhasz-
nalé authentikaciés adatait (UID, a tAmogatott authen-
tikacids eljarasok listajat, kulcselemeket stb.) és infor-
jazasara vonatkozéan. Ezen informacidkat a felhasz-
nald és a transzportszolgaltaté kdzotti szerz6dés hata-
rozza meg. Mindezt felhasznaléi halézati profilnak (User
Network Profile) nevezi a szabvany.

Megjegyzés: A PDBF-UAAF interfész egyel6re nem

szabvanyositott.

Network Access Configuration Function (NACF)

Az NACEF felel6s az IP cimek UE-hez rendeléséért,
lefoglalasaért, tovabba haldzati paramétereket is meg-
ad az UE részére, példaul a DNS szerverek IP cimét, a
jelzés proxy cimét stb. Az NACF egyedi access haléza-
ti azonositéval latja el az UE-t.

Az NACF implementécidja lehet DHCP vagy RADIUS
szerver alapu, azzal a kiegészitéssel, hogy a szerver a
felhasznald haldzati konfiguraciés adatait Diameter pro-
tokollon legyen képes tovabbitani a CLF felé. Minda-
zonaltal a tavkdzlési berendezés szallitok dolgoznak
az NASS feladataira optimalizalt implementaciokon. Az
al referenciaponton megengedhet6 a RADIUS proto-
koll, a2 ponton azonban Diameter implementalasa szuk-
séges.

Connectivity Session Location and Repository Function (CLF)

A CLF rdgziti az UE-hez rendelt IP cim és a vonat-
kozé helyi haldzati informacidk kapcsolatat, példaul az
elérési haldzati eszkézdk azonositoit, IP port azonosi-
tot stb., valamint a helyi hal6ézati informacidk (Line ID)
és a foldrajzi informaciok kapcsolatat (NACF-t6l kapott
adatok).

A CLF tarolja a jogosult felhasznal6/UE azonosité
adatait is, valamint hal6zati QoS profiljat és a felhasz-
nalé rogzitett igényeit a helymeghatarozo6 informaciok-
ra vonatkozon (UAAF-t6l kapja). A CLF az NACF-tél és
az UAAF-t6l kapott informaciokat egy logikai elérési ha-
I6zati azonositd (Logical Access ID) alapjan tudja 6sz-
szekapcsolni.

CNG Configuration Function (CNGCF)

A CNGCF-t a CNG inicializalasat, illetve frissitését
végzi. A CNGCF olyan konfiguracioés informaciét nyujt a
CNG-nek, mint példaul a CNG-n belili tlzfal konfigura-
cio, vagy az IP csomagok QoS jelélésével kapcsolatos
informaciok stb. Ezek az adatok kiilonbdznek az NACF
altal nyujtott halézati konfiguraciés adatoktol.

Az NASS miikddése
Az NASS miikddését a 3. abran kdvethetjlk végig.
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Az els6 fazis az autentikacid, az itemdiagram a roa-
ming esetén lejatszddd folyamatot abrazolja. Miutan a
latogatott hal6zatba bejelentkezd eszkdz autentikalta
magat a honos hal6zatban, a honos halézat UAAF-je
megkildi a latogatott halézattal szerz6désben egyez-
tetett, és a felhasznaléra vonatkoz6 profil adatokat. A
latogatott halé6zat UAAF-je ezutan bejegyzi a felhasz-
nalét a helyi CLF-be, majd nyugtat kiild az AMF-nek és
azon keresztll az UE-nek a hal6zati konfiguracios fazis
inditasara. A haldzati konfiguracids fazis az UE és az
NACF kozétt zajlik az ARF és AMF kézrem(koédésével.

e

raciora csak az els6 két fazis utan kerilhet sor.

2.2. Az NASS vezérlés végrehajté elemei
transzport eszkd6zdkben

Lathato, hogy az ARF és az AMF része az NASS lo-
gikai rendszerének, megvaldsitas szempontjabél a transz-
porthalézat csomoponti elemeiben szerepelnek.

Az ismertetett NASS elemek halézati eszkdzdkben
megjelend elemei kilénbdz8 elérési technolégidkban
mas és mas megvaldsitasban szerepelnek. Az NASS ha-
l6zati eszk6z6kben megvaldsitando funkcionalis elemei-
nek miikddését Ethernet-protokoll esetére vizsgaljuk.

Az e1 interfész szerepének attekintése

Az TISPAN NASS architekturaja latogatott €s honos
halézatra altalanosan a 4. dbra szerinti. A latogatott

halézat NASS kapcsolata a honos hal6zattal az e5-6s
interfészen lehetséges.

Az UE a hozzaférési halézathoz el interfészen kap-
csolodik. UE el1-en keresztiil kérhet hitelesitést és jo-
gosultsagot a hozzaféréshez, valamint halézati konfi-
guraciot, azaz ezen keresztiil kaphat IP cimet és a ha-
I6zati kiszolgalék IP cimeit (DNS, P-CSCF stb.). Az UE
szemsz06gébdl nézve az IP edge rendelkezik egy ARF
funkcionalitassal, ami az UAAF-el és az NACF-fel tart
kapcsolatot az AMF-en keresztill. Val6jaban UE kérése-
ket (ARF-en keresztiil) az AMF fogadija és (lteti at Dia-
meter, vagy RADIUS protokoll elemekre.

A TISPAN NGN architekturaban az ARF a helyi hu-
rok informacié megadasaért felel6s. Nem médositva az
UE kérést, a helyi hurok informaciét beleszerkeszti a PPP
vagy a DHCP protokollba. Az e1 interfészen térténik az
UE és a haldzat kdlcsdnds autentikaciodja. Sikeres au-
tentikacio esetén az AMF engedélyezi, ellenkezd eset-
ben letiltja az UE hal6zati elérését.

A kovetkezd fejezetek a 3. abra szerinti folyamato-
kat targyaljak Ethernet-haldzatokra.

2.2.1. Autentikécids fazis Ethernet elérési haldzatokban

Alapmiikédés

Az Ethernet-hal6zatokban az autentikaciés adat-
cserét lebonyolité protokollt az IEEE 802.1x szabvany
irja le. Ez a protokoll az EAPoL (Extensible Authentica-
tion Protocol over LAN), ami az EAP Uzenetek lebonyo-
litdsat végzi a hozzaférési halézatban.
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A 802.1x 3 olyan funkcionalitdsokat definial, ame-
lyek az autentikacios és autorizacios eljarasokat vég-
zik. Ezek a kdvetkez6k:

* Supplicant: ezt a funkciét abban az eszkdzben
kell megvalésitani, ami a csatlakozni kivan a halé-
zathoz access-csomoponti eszk6zdn keresztil. A
Supplicant autentikacié esetén username/password,
certificate, token stb. tipusu ,igazolvannyal” (cre-
dentials) azonositja magat a halézatban.

+ Az Authenticator funkciot az access node valésit-
ja meg az access-vezérlés felligyeletével: engedé-
lyezi, vagy visszautasitja a halézati hozzaférést.
Az elnevezés elgondolkoztatd, mivel a funkcid in-
kébb a jogosultsagkezeléshez all kdzelebb, az au-
tentikacids protokollokat sem ez a funkcié végzéd-
teti, azokra transzparens. A hasznalé fel6l viszont
csak ez a funkcionalitas lathaté.

Az Authentication Server pedig hitelesitéssel és
a jogosultsag engedélyezésével kapcsolatos don-
téseket hozza meg. Az autentikaciés szerver ma-
gaban foglalja az eléréséhez sziikséges proxy funk-
ciokat is.

A TISPAN NGN architektura elemeivel valé kapcso-
latot az 5. abra szemlélteti. Ahogy az abran lathaté, az
UE és az ARF/AMF (Authenticator) k6zétti az EAP (ize-
neteket az EAPoL, mig az AMF és az UAAF k&zottit
RADIUS, vagy Diameter protokoll szallitja. Itt az Authen-
ticator ,csomagolja at” az UE-t6| EAPoL-on érkez6 EAP
lzeneteket az UAAF-hez killdendd RADIUS vagy Dia-
meter alapu EAP Uzenetekké. A kapcsolatban tébb
proxy is részt vehet.

RADIUS vagy Diameter

Mindkét protokoll halézati elemek kdzétti biztonsagi
protokoll. A RADIUS-t Internet AAA szerverek elérésére
fejlesztették ki, kliens-szerver kapcsolatot tesz lehetd-
vé. Az AAA szerver-t RADIUS szerverként is nevezik.

Az NGN szamara azonban korlatot jelent, hogy nincs
visszaigazolas az lzenetekrdl és nem tud peer-to-peer
lzemmaddban miikddni. Ezért az NGN vezérl rendsze-
rében a halézati eszkdzok kdézotti biztonsagi kommuni-
kaciora a Diameter-t specifikaltak kikiiszébdlend6 az em-
litett hibakat.

Az NGN-ben csak azokon a helyeken engedhet6
meg a RADIUS alkalmazasa, ahol a kliens-szerver tipu-
su mikodés van. A RADIUS kapcsolatoknak ugyanak-
kor meg kell felelnie a tavkdzlési hal6zatokra el6irt ma-

gas rendelkezésreallasi igényeknek, ezért a RADIUS-t
hordoz6 halézatot jéval magasabb megbizhatésagura
kell méretezni, mint a Diameter alkalmazasa esetén.

Az EAP-rél réviden

Az Extesible Authentication Protocol [10] jelent8sé-
ge abban all az NGN transzport szint( autentikaciéban,
hogy a hordozé technoldgiatol fuggetlen, altalanos ke-
retrendszert tud nydjtani az UE és az UAAF kozétti au-
tentikacios eljarasokban.

Rugalmassaga lehet6vé teszi, hogy tébb, magasabb
rétegekben megvaldsitott hitelesitési eljarast is képes
megvalésitani L2 szinten. Uzenetei kénnyen étiiltethe-
t6k RADIUS vagy Diameter protokollra az AMF és UAAF/
NACF kozott. Igy ugyanazon eljarasok alkalmazhatok
transzport- és szolgaltatasvezérlés szintjén. Az EAP ta-
mogatja a kdlcsénds autentikaciét és a kulcscsere algo-
ritmusokat.

Megvaldsitott EAP eljarasok: EAP-SIM, EAP-PEAP/
EAP-MSCHAPv2, EAP-TTLS/MS-CHAPv2, EAP-AKA,
EAP-TLS. A lista nem korlatozé jellegd.

A 6. abran a 802.1x alapu autentikacié folyamata
lathato.

Ha az UE-ben a 802 réteget valésitottak meg, ak-
kor az UE egy EAPoL Start keret elkildésével inditja a
folyamatot. Az Authenticator (ARF/AMF) veszi a kere-
tet, majd valaszképpen egy azonosito iranti kérést kild
az UE felé (EAP-Request). Ha a Supplicant (UE) tamo-
gatja az EAP autentikaciés mechanizmust, akkor egy
EAP-Response valaszban elkildi azonosité adatait.

Megjegyzés: az azonositénak altalaban két része

van: username és realm.

A kett6t altalaban egy Network Access Identifier-
ben (NAI) adjak meg: username@realm. A masodik
részét a honos halézati autentikaciés szerver azo-
nositdsara hasznalja a latogatott halézat. Ez per-
sze feltételezi azt, hogy a latogatott halézatnak van
szerz6dése, kapcsolata a honos hal6zattal. Ha ilyen
nincs, akkor a latogatott hal6zat nem ismeri a honos
hal6zatot és autentikaciés hibat jelez az UE felé.
Ebben az esetben az UE-nek, vagy egy masik NAI-
vel kell probalkoznia (mas domain névvel), vagy ki
kell épitenie egy Uj NAI-t a latogatott haldzattal.

Ha ezek a probalkozasok is kudarcot vallanak, ak-
kor az UE hal6zati hozzaférését letiltja a vezérlés,
vagy limitalt hozzaférést engedélyez (Green garden)
szamara.

UE ARF/AMF UAAF
e a3
Supplicant |« »  Authenticator Authentication
EAP over EAP over Server
5 sbra Lan RADIUS or
802.1X Diameter
funkcionalis
egységek P EAP -
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UE

Supplicant e A

Authenticator

A 4
-~
A 4

A

Visited UAAF H UAAF/PDBF
Authentication < » Authentication
proxy server

EAPoL Start

Y

EAP-Request/identity
EAP-Response/ldentity

A

A 4

RADIUS Access Request : EAP-Response/ldentity

6. abra

RADIUS Access Challenge: EAP-Request Challenge

v

802.1x alapu

EAP-Request Challenge

A

EAP-Response Challenge

> RADIUS Access Request : EAP-Response Challenge

autentikdcio
RADIUS
protokoll

RADIUS Access Accept : EAP-Success

) 4

felett

F

EAP Success

”
-«

Az Authenticator kicsomagolja az UE-t6l érkezd EAP
lzenetet, majd becsomagolja azt az UAAF felé mené
RADIUS, vagy Diameter (izenetbe. Az EAP és a 802.1x
egy keretrendszert ad az UE és az UAAF kozétti auten-
tikaciéhoz, ami architektdrajaban és mikoédésében is
megfelel az NASS-nek. Az EAP autentikacid pozitiv
eredményérél EAP-Success, negativ eredményérdl EAP-
Failure lzenetet kiild az Autentikacids szerver.

802.1x esetén az ARF és az AMF mindig egybeépi-
tett funkcionalitasok. (TS 183 019). Az AMF az Authen-
ticator funkciét valdsitja meg, amit egy L2 hop-on belil
kell megvalésitani a Supplicant (UE-ben talalhatd) funk-
cioval.

Annak érdekében, hogy a valés felhasznéaléi ada-
tok ne keriilhessenek mas birtokaba, mint a honos ha-
I6zatéba (4. abra), a kezdeti azonosit6 cserében az UE
hasznalhat altalanos (default) user nevet, mint példaul
,<anonymus”, vagy ,user”. PEAP és TTLS esetén tunnel
alakul ki az UE és a honos UAAF kozétt, igy mas szama-
ra lathatatlanna valnak a felhasznal6i adatok.

Tanusitvany alapu kélcs6nds autentikacié adja a leg-
biztonsagosabb hitelesitési eljarast. A latogatott halo-
zatnak ebben a fazisban nincs sziiksége a hasznéld
azonositasara, csak a honos hal6zat nevére. Mindazon-
altal a sikeres autentikacié utan a latogatott hal6zat-
nak meg kell kapnia a honos halézattél a dijazasi és
szamlazasi azonositdkat, adatokat. Ezeket a honos
halézat generalja a latogatott haldzattal valé elszamo-
las céljabdl. Az azonositét tehat csak a honos UAAF-el
kell kdzdlni.

802.1x az xDSL/FTTx elérési halézatban

Hogyan miikédik az elébbiekben leirt eljaras xDSL/
FTTx esetén?

Az xDSL/FTTx access legalabb egy access node-ot
(DSLAM, MSAN, OLT a GPON rendszerben) tartalmaz,
ami az UE szamara hozzéaférést biztosit az aggregéci-
6s halézat er6forrasaihoz.

Az UE 802.1x Supplicant szerepkérben miikédik, az
access node-ban, vagy azzal 6sszekapcsolva val6sul
meg az Authenticator funkcid, mig az Authentication
server az UAAF. Ha az UE tartalmazza a CNG-t és a vo-
natkozo6 eléfizetdi halozati eszkdzdket, akkor az 802.1x
szerinti Supplicant funkciét a CNG-ben kell megvalési-
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tani annak érdekében, hogy eleget tegylink a 802.1x

azon kévetelményének, hogy a Supplicant és az Authen-

ticator tavolsaga nem lehet tébb egy L2 hop-nal.
Megjegyzés: A fenti korlat azt is jelenti, hogy azok a
felhasznalok, akik terminal szinten azonosithatok
és a CNG-hez kapcsolédnak, nem autentikalhatok
a NASS-el. Ez a probléma a NASS és CNG specifi-
kacio tovabbgondolasat igényli.

802.1X a WLAN elérési halozatban

A WLAN elérési halézatban is legalabb egy Access
Point van, ami radiékapcsolatot biztosit a WLAN UE-k
szamara. A hozzaférési halézat, vagy a core (mag-)ha-
I6zat tartalmaz egy vezérl6t (AC, Access Controller), ami
képes menedzselni az AP-kat.

WLAN esetén a mobil UE valésitja meg a 802.1x sze-
rinti Supplicant funkcioét, az AP az Authenticator és az
Authenticaton Server-t pedig az UAAF.

WLAN hozzaférés esetén az autentikaciés folyamat
a kévetkez6:

1. UE 802.11 AP-t keres és connection request-et
generdl. Az AP, mint Authenticator valaszul
elkéri az UE azonosit6 adatait.

2. Az AP autentikacio kérésben tovabbitja az UE
adatait a helyi UAAF felé. Ezt az Access Cont-
roller-en (AC) keresztll teszi. Az AP és az AC
egyUltt valdsitjak meg az ARF és AMF funkciokat.

3. Ha az UAAF proxy tudja autentikalni az UE-t,
akkor azt helyben megteszi. Ha nem, akkor az
UE nevében taldlhaté domain név alapjan
tovabbitja azt a honos hal6zatnak.

4. A honos halézati UAAF autentikal az UE-vel,
példaul EAP protokollon, a honos PDBF adatai
alapjan. Az UAAF az autentikacié eredményét
és egy viszonylati kulcsot kiild vissza a latogatott
UAAF-nek és az AP-nak, mivel azok eddig ki
voltak zarva az egyeztetés folyamatabdl.

Ahhoz, hogy az AP-n keresztiil UE biztonsagosan
csatlakozhasson a hal6zathoz, AP-nak ismernie
kell a viszonylati kulcsot.

5. Az AP konfiguralja a viszonylati kulcsot az adat-
kapcsolati rétegben és jelzi, hogy UE sikeresen
autentikalt. Eddig a pillanatig az AP-nak miden UE
csatlakozasi, cimszerzési kisérletét blokkolnia kell.
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7. abra NGN transzportszinti hozzaférés 802.1x alapu vezetékes hozzaférési modellje

2.2.2. Haldzati konfiguracids fazis

Mint korabban lathatd volt, az NASS architektlra-
ban az NACF felel6s a halézati konfiguracioért. A sike-
res autentikaciés fazis utan az AMF-en keresztll lebo-
nyolitott DHCP kérésre az NACF IP cimet ad vissza az
UE-nek, amennyiben megkapta az UE vonali és/vagy
aramkori informacioit.

Az ARF szerepe DHCP esetén

Az ARF-nek RFC 2131-nek megfelel6 DHCP v4 Relay
Agent-et kell megvaldsitania, ami pedig megvalésitja
a DHCP Relay Agent Information kiterjesztést (Option 82).

Amikor az ARF az els6 lizenetet veszi egy adott MAC
cimrél, akkor azt 6ssze kell tudnia kapcsolni azokkal az
eléfizetSi transzport eréforrasokkal (felhasznaldi aram-
kor, vonal azonosité stb.), ahonnan az lzenet érke-
zett. Az NACF dltal ezen el6fizet6i er6forrasokhoz ren-
delt IP cimet az ARF-nek &ssze kell kapcsolnia a MAC
cimmel, és a kapcsolatot belil tarolnia kell. Ezzel meg-
allithatja minden olyan csomag tovabbitasat az NGN

felé, ahol az IP cim és a MAC cim nincs &sszekapcsol-
va (antispoofing), példaul WLAN elérés esetén.

Az AMF miik6dése DHCP kérés esetén

Az AMF-nek DHCP kérés esetén csak ismétl§ funk-
cidja van az UE és az NACF koz6tt és viszont. Az ismét-
I6 funkcidba beletartozik, hogy a kérést RADIUS, vagy
Diameter protokollra helyezi és tovabbitja az NACF felé.
Az AMF szerepe PPP esetén jelent6sebb: végzddteti a
protokollt, menedzseli az autentikécios és a halézati kon-
figuracids fazist. A PPP targyalasara terjedelmi okokbol
itt nem térink ki.

Ethernet hozzaférési hal6zat és aggregacio esetén
az ARF-nek a DSLAM-ban kell megvalésulnia, hiszen
ott allnak rendelkezésre vonali és aramkori informaciok,
mig az AMF a BRAS szintjén is implementalhato.

IPv6 alapu elérési halézatok
IPv6-alapl hozzaférési halézatban az UE-nek, az
ARF/AMF-nek és az NACF-nek RFC 3315 szerint (sor-

8. abra NGN hozzaférés 802.1x alapu WLAN access-modellje

Terminals

prdl

Access Point

Visited NGN Network

(AF)
Authenticator
B02.1x

AA/

Access
Network

Home NGN network

-
Access a3 UAAF e5 UAAF PDBF
Controller proxy
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rendben) DHCPv6 klienst, DHCPv6 ismétlét és DHCPv6
szervert kell megvaldsitania. Az RFC 3315 valamennyi
kiterjesztését tamogatnia kell (TS 183 019 v2.2.0).

3. QoS vezérlés
az NGN transzporthalézatban - RACS

Az NGN architektdraban a Resource and Admission Con-
trol Subsystem (ETSI nevén RACS, ES 282 003; ITU
nevén RACF, Y.2111) egy ddntési szerepben miikodé
alrendszer a QoS-t megvaldsité transzportfunkciok és
a szolgaltatasvezérl§ alrendszerek kézott. Az RACS al-
tal végzett eljaras alapu déntési funkciod (Policy Deci-
sion Function) transzport el6fizetésen (NASS-t6l kapott
hasznaléi profil), szolgaltatas szintl megallapodasokon,
halézati eljarasi szabalyokon, szolgaltatas-prioritasokon
[Y.2171], transzporteréforras-statuszon és a hasznalat-
tal kapcsolatos informaciokon alapszik.

A szolgéltaté szamara az RACS képességek teszik
lehetévé, hogy beléptetésvezérlést (admission controll)
és megfeleld hordozdszolgalati eljarasokat tudjon nyuj-
tani multimédias alkalmazasok szamara, ellentétben az
Internettel, ahol ez csak automatikus szabalyozassal
(TCP), best effort min6ségben van megoldva és az al-
kalmazasoknak nincs hatasuk a transzportra.

Az RACF egy absztrakt megkdzelitését adja a transz-
porthaldzati infrastruktiranak az AF felé és leveszi a szol-
galtatdk vallardl a transzport részletes ismeretének ter-
hét (halézati topoldgia, halézati elemek kdzti kapcso-
lat, er6forras-haszndlat és QoS mechanizmusok, illetve
technologiak stb.) Az RACS egyiittm(ikddik az AF-el és
a transzportfunkciokkal szamos alkalmazas érdekében
(SIP alapu hivasfelépités, videoatvitel), melyek igénylik a
transzporteréforras vezérlését, tgymint QoS vezérlés,
NAT firewall vezérlés és NAT cimadaptacio (NAT traversal).

Az RACS az AF kérése alapjan policy alapu transz-
porteréforras-vezérlést valosit meg, transzporteréforras
rendelkezésredllast hataroz meg, beléptetéssel kap-
csolatos dontéseket hoz és a helyi dontési szabalyok
végrehajtasahoz vezérlést ad a transzporteréforrasok-
nak. A halézati képességek megvaldsitasa érdekében
az RACS egyuttm(ikddik a transzport egyes funkciona-
lis egységeivel és vezérli azokat. llyen a savszélesség-
lefoglalas és -hozzarendelés, csomagsz(rés, forgalom
osztalyba sorolasa, szinezése, szabalyozasa (policing),
prioritas kezelés, NAPT és firewall vezérlés.

Az RACS képes egyittmikdédni mas NGN szolgalta-
tok alkalmazas- és szolgaltatasvezérlbivel.

3.1. Felépités és miikédés

Az RACS két 6 eleme az xRACF (Recource Admis-
sion Control Function) és az SPDF (Session Decision
Function), melyek az Rq [10] interfészen allnak egymas-
sal kapcsolatban. Az RACF két verzibjat specifikaltak,
az Access (A-RACF) és a Core (C_RACF) valtozatot.

Az RACS a Gq’interfészen kap eréforrasvezérléssel
kapcsolatos informéaciét az alkalmazasoktél, szolgalta-
tasvezérl§ alrendszerektdl, IMS esetén a P-CSCF-tdl,
vagy az |I-BGCF-tél.

Az RACS e4 Diameter alapu interfészen kap felhasz-
naléi profil adatokat az NASS-tél.

Megjegyzés: Az RACS architektira TISPAN valtozata

lathaté a 9. abran. A szabvanyositasi testllet egy-

értelmien az A-RACF felligyeletére bizza az NASS
adatokat azzal a meggondoldssal, hogy annak el-
lendriznie kell a hasznaléi profilban megadott QoS
igények kielégitésének lehetéséget.

Az ITU mas filozéfiat vall az NASS csatlakoztata-
saval kapcsolatban, 6k az SPDF-nek (PD-FE) meg-
feleld funkcionalitashoz kapcsoljak az NASS-t e4 inter-

9. abra
TISPAN RACS
architektura
(ES 282 003)
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fészen. A két entitas az Rq (ES 283 026) referencia-

ponton cserél informaciét, igy barmelyik megkap-

hatja a profil adatokat, ha sziikséges.

Az RACS a transzporteszkdzdkbe épitett RCEF és
BGF funkcidkon keresztil fejti ki hatasat a transzportra.
A vezérlés szempontjabdl ezen funkcionalitasok inter-
fészei (Re, la) meghatarozdk. Mikddésiket lasd késSbb.

SPDF

Az SPDF (Service-based Policy Decision Function)
dontési pontot képez az AF és a transzport, azon be-
|0l a BGF (Border Gateway Function) kézott. A BGF-et
az la referenciaponton vezérli, ami a maghalézat hata-
ran mikaodik.

Az SPDF az adott domain-ben az utols6 dontési
pont, ahol a helyi haldzati viszonyokhoz illeszkedd elja-
rasi szabalyoknak megfelel6 dontést lehet hozni, enge-
délyezni vagy tiltani a média folyamot. Képes egyiitt-
mikddni szomszédos adminisztrativ domain-ekben m-
kdéd6é SPDF-fel er6forras-foglalas céljabdl. Az SPDF a
helyi operator altal meghatarozott szolgaltatasi policy-
nak megfelel6en hoz déntéseket. Az AF-t8l, vagy mas
egyUttm(kddé SPDF-t6l kapott kéréshez kothetd szol-
galtataskdzpontu policy példaul a kdvetkezd informaci-
0s elemeken és azok kombin&ciéjan alapulhat: kérel-
mezd entitas neve (Requestor Name), szolgaltatasi osz-
taly (Service Class), szolgaltatas prioritasa (Service Pri-
ority), foglalasi osztaly (Reservation Class) stb., melye-
ket egy ,transport control request message” -ben kap.

Az SPDF rejti el a halézati topologiat az AF és az
altalanos halézati képet és hasznalati médot mutat az
AF (P-CSCF, I-BGF, mas domain-ben m(ikédé SPDF) fe-
lé, fliggetleniil az alatta m(ikddd transzporthaldzattol.

Vezérli a kdzeli és a tavoli NA(P)T-t (NAPTC), tovab-
ba nyitja és lezarja az atjarasi pontot a maghalo6zat fe-
lé (GC, Gate Control).

Leképezi az AF-t6l vagy mas SPDF-t6l érkez8 szol-
galtatasi QoS kdévetelményeket és prioritdsokat a halé-
zati QoS paramétereknek (pl. az ITU Y1541szerintiek-
nek) és prioritdsoknak. Ez a funkciéja k6z6s az A-RACF
hasonlé funkciéjaval.

Dént a csomag és az IP folyam prioritasainak meg-
valtoztatasardl, valamint a bitfolyam adatatviteli sebes-
ségének hatarairdl. Az SPDF ezen funkciéja az L3/L2
forgalomi policy egyik paraméterét adja az A-RACF sza-
mara.

Az SPDF az Rq referenciaponton Diameter alapu in-
terfészen kommunikal az A-RACF-al. Ezen keresztil (Ini-
tial Reservation for a session) egy adott session részé-
re er6forrast foglal az A-RACF segitségével. A session
paramétereit képes moédositani (Session Modification)
és lezarni (Session Termination).

A-RACF

— Az RACF tarolja az el6fizet6i profilt, miutan a
felhasznalét autentikalta és regisztralta a NASS,
és adatai megjelentek a CLF-ben. Ez a funkcié
a TISPAN architekturaban jelenik meg,

10

és mint azt az el6z8ekben jeleztik az ITU
architektiraban az SPDF (PD-FE) fogadja
a felhasznaloiprofil-adatokat.

— Er&forraskérés esetén azonositja az igénylé
folyamat er6forrasigényét, ellenérzi, hogy a
felhasznaléi profilban megadott access elvarasok
illeszkednek-e a helyi access képességéhez.

Ha igen, akkor jovahagyja az er6forraskérést.

— Azonositja és engedélyezi a felhasznald
folyamat igényét, ellendrzi a felhasznaldi profilban
rogzitett er6forrasigény illeszkedését az access
képességeihez. Ellen6rzi a QoS rendelkezésre-
allast.

— Az SPDF kérése alapjan eréforraslefoglalast
hajt végre, L3/L2 forgalmi policy-t hataroz meg
és allit be.

— Az NGN QoS paramétereket illeszti a technolégia-
flgg6 halézati QoS paraméterekhez.

— Technolégiafuiggd és erdforras-rendelkezésre-
allason alapulé déntéseket hoz adott folyamat
engedélyezésérdl vagy tiltasarol.

— QoS jelzésrendszeren kapott eréforrasigény
esetén dont a prioritdsok atrendezésérdl az
eréforrasok foglaltsaga fuggvényében.

— Képes az adatfolyam-prioritasok kezelésére
az SPDF-t6l kapott eréforraskérés alapjan

— Megfelelteti az AF-t6l vagy SPDF-t8l érkezd
szolgaltatasi QoS kdévetelményeket és prioritasokat
a hal6zati QoS paramétereknek
(pl. az ITU Y1541szerintieknek) és prioritdsoknak.

— Doént a csomag és az IP folyam prioritasainak
megvaltoztatasardl, valamint a bitfolyam adat-
atviteli sebességének hatarairol.

— Képes kivalasztani az aktualis médiafolyam
szamara — figyelembe véve a helyi hal6zati
eljarasi szabalyokat — a kért atviteli osztalyt,

a mindségi kdévetelményeket és a haldzati
er6forras statuszat, valamint jelezni a kivalasztott
Utvonalat az RCEF-nek.

— Az A-RACF képes forgalommeéréssel dsszefliggé
elszamolasi informaciokat adni ,Request/Modify/
Release/Abort” parancsok esetén.

3.2. CPE-k QoS osztalyai

Az ITU és az ETSI QoS vezérlés szempontjabdl osz-
talyozza a CPE-ket. Az ITU Y.2111 szerint harom tipus
lehetséges:

* Type 1: A CPE nem rendelkezik QoS jelzésképes-

séggel sem a service-, sem a transport-stratum felé.

A CPE képes egylttm(ikddni a service-stratummal,

de nem tud QoS- igénnyel fellépni. Ebben az eset-

ben az NGN szolgaltatashoz a halézat rendeli hoz-

za a halézati QoS-t és minden alkalommal eljar a

CPE érdekében (Proxy).

» Type 2: A CPE képes QoS egyeztetésre a service-

stratummal (pl. SIP telefon SDP-vel RFC 4566), de

nincs QoS jelzésképessége a transzport felé. Eb-
ben az esetben a szolgaltatasvezérliés a kapcsolati
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egyeztetés soran a jelzésekbdl (SDP-Session Des-
cription Protocol) kinyeri QoS igényt, és azt végre-
hajtatja a transzporthaldzattal.

+ Type3: A CPE QoS egyeztetési képességekkel bir
a transzporthalézattal (pl. UMTS telefon) és kdzvet-
lenil kér QoS kiszolgalast. Az RACS-nek ebben az
esetben is képesnek kell lennie az access forgalmi
viszonyainak megfeleld déntés meghozatalara.

Ennek megfeleléen két eréforrasvezérlési médot ki-
I6nbdztetiink meg

— Push méd: ebben az esetben az RACS adja meg
a jogosultsagot, dontését a helyi eljarasi szabalyok
alapjan 6nalléan hozza meg és utasitja a transz-
portot annak végrehajtasara.

— Pull méd: ebben az esetben a CPE transzport
szintl QoS jelzésképességgel rendelkezik és kér
kiszolgalast. A RACS adja meg a jogosultsagot,
de figyelembe veszi a helyi eljarasi szabalyokat,
a hasznalat mértékét, ennek megfeleléen
modosithatja a kérést, majd vezérli a transzportot
a modositott kérés végrehajtasara.

3.3. A vezérelt transzport elemei

Az NGN jelenlegi hal6zati protokollja az IP. A kap-
csolodo folyamatoknak az atvitellel kapcsolatos QoS-t
IP-n kell érzékelnie (QoE, Quality of Experience). A QoS
megvalodsitasa az alsébb rétegekben is megtérténhet
(L2 QoS mechanizmusok), vagy a két rétegben miiko-
dé mechanizmusok 6sszehangolasaval (L2/L3 QoS
mechanizmusok). Az NGN szempontjabdl elérendd cél
a dinamikus QoS, melyre a transzport eszkdzdkben az
BGF és RCEF lesz hatéssal.

BGF

A BGF (Border Gateway Function) csomagkapcsolt
halozatok kdzotti atjaré (gateway) a felhasznal6i sik mé-
dia forgalmanak kezelésére. A BGF policy végrehajtasi
és NAT funkcidkat lat el az SPDF vezérlése mellett a
halézat valamennyi szegmensében: hozzaférési, agg-
regacios és maghaldzati szinten.

A BGF a micro-flow (egy adott alkalmazas session-
héz tartoz6 6nallé csomag folyam) szinten mikddik. A
BGF policy végrehajté funkcidja tulajdonképpen az at-
menet vezérlése: blokkolja az ,6njard” és atengedi a jo-
gosult adatfolyamokat.

Az iranytdl fliggetlen micro-flow paramétereit az SPDF
hatarozza meg az ugynevezett szabvanyos adat-6tos-
sel: forras IP cim, cél IP cim, forras port, cél port, proto-
koll. Azokat az adatfolyamokat (micro-flow), melyeknek
paraméter 6t6sét nem ismeri az SPDF, azt nem engedi
at a BGF.

Ha mar engedélyezte az adatfolyamot, az SPDF uta-
sithatja a BGF-et, hogy forgalomszabalyozast alkalmaz-
zon (pl. traffic conditioning filter), ami korlatozza az at-
eresztd képességet az SPDF altal meghatarozott szin-
ten. Példaul 0j session-t indit a szolgaltatasvezérlés, és
a beszédatvitel folyamatossaga érdekében kisebb atvi-
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teli sebesség mellett, er6sebb beszédtdmorits eljarast
kell alkalmazni, hogy az Uj szolgéaltatas szamara elegen-
dé savszélességet biztositsunk.

A BGF-nek a kdvetkez6 szolgaltatasok végrehajta-
sat kell vezérelnie: NAT, helyi cim illesztés (NAT traver-
sal), csomagprioritasok aktualizalasa (QoS marking), at-
viteli sebesség szabalyozasa, forgalommérés, eréforras-
allokacid ,micro-flow” szinten, a kimené és bemend for-
galom kapuzésa (gate control) az SPDF-t6l kapott infor-
méciok alapjan.

RCEF

Az RCEF (Resource Enforcement Function) az elé-
rési halozat felépitéseétdl fliggéen az IP Edge vagy Ac-
cess csomopontokban helyezkedik el. Az RCEF a transz-
port-processzhez tartozé logikai egység, amin keresz-
til az RACS érvényesiteni tudja a helyi forgalmi szaba-
lyokat és ezzel az er6forras optimalis hasznalatat.

Az RCEF szabvanyositdsa még a kezdeteknél tart,
gyartéi megkozelitésekrdl csak mihelytitok szinten hall-
hatunk informaciokat.

Az RCEF hajtja végre a transzport er6forrasokra vo-
natkozé eljarasi szabalyokat technologiafliggé aggre-
gacios szinten (VLAN, VPN and MPLS). Funkciéit pusz-
tan transzportkapcsolati informéaciok alapjan (pl. VLAN/
VPN ID, and LSP Label) is miikédtetheti. Az RCEF ké-
pességekhez soroljak az LSP-vel kapcsolatos savszé-
lesség-modositast, vagy az ATM forgalmi paraméterei-
nek beallitasat, mint példaul a cellasebesség, vagy a
burst-méret.

Ha , QoS push” médban m(ikédik az RCEF, akkor az
RACF altal el6zéleg bedllitott policy-t hajtja végre az a-
dott adatfolyamra. ,QoS pull” médban ugyancsak a po-
licy-t hajtja végre abban az értelemben, hogy a transz-
port eszkdzoktdl veszi az atviteli igényt (QoS signalling),
eréforrast kér az RACF-t6l, majd az RACF-t6l kapott at-
viteli policy alapjan kezeli az eréforrast.

Az Acces node-ban, vagy az IP edge node-ban he-
lyezkedik el.

Az RCEF-be beallitott forgalmi szabalyok L2 és/vagy
L3 szintli QoS eljarasokban végzddnek. llyen eljarasok
lehetnek:

— Egyszer( L2 QoS mechanizmus,

példaul VP/VC alapu ATM hélézatokban,
DLCI alapu FR hal6zatokban, vagy VLAN tag
az Ethernet hal6zatokban.

— Kézbensd L2/L3 QoS mechanizmus, pl. MPLS.

— Egyszer( L3 QoS, példaul DiffServ.

— L2 feletti L3 QoS mechnizmus,

példaul DiffServ over ATM, vagy DiffServ over FR.

— Kozbens6 L2/L3-ra épiil6 L3 QoS mechanizmus,

példaul DiffServ és MPLS integracioja.

Az RCEF-nek alapvet6en a kovetkezd szolgaltata-
sok végrehajtasat kell helyileg vezérelnie: csomagprio-
ritasok aktualizalasa (QoS marking) az access-eréfor-
rasok hasznéalatanak figyelembevételével, atviteli sebes-
ség szabalyozasa, eréforras-allokacio, a forgalom kapu-
zasa (gate control) az A-RACF-tél kapott informaciok
alapjan.
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3.4. Az NGN vezérlés hatasa az IP eszk6zokben
alkalmazott QoS mechanizmusokra

Internet elérés esetén nincs lehet6ség az atviteli mi-
ndség és a session-ba valé belépés szabalyozasara,
ezért a szolgaltatasok mindségére nem lehet garanciat
vallalni, ami valés idejli szolgaltatasok esetén kritikus.

Az NGN transzport- és szolgaltatasvezérlése tébb
oldalrél is kézben tartjgdk az NGN atvitelt. Az elébbiek-
bél lathattuk, hogy a transzportvezérlés a hal6zati csat-
lakozas el6tt tobbek kozott felhasznald hitelesitést, pro-
filbeallitast, az eréforrasok lefoglalasat, a felhasznal6i
profil access képességekkel valé 0sszevetését végzi
el, majd a session inditdsat a rendelkezésre allé eréfor-
rasok és helyi policy fliggvényében engedélyezi. Sziik-
séges mindez ezért, mert a multimédia folyamok egy-
mas konkurenseként mikdédnek az access-ben.

Csomagkapcsolt halézatokban az atvitel minéségét
az adott session-re vonatkoztatott hal6zati ateresztd
képesség (throughput), csomagkésleltetés (packet de-
lay), késleltetés-ingadozas (jitter) és az eldobasi arany
hatarozza meg. A multimédia igényeket kielégit6 NGN
atviteli hal6zatnak és vezérlésének ezen paraméter-
négyes alkalmazasonkénti fenntartasat kell felvallalnia
minden adatfolyamra végponttél végpontig. Az egyes
médiak altal igényelt atviteli min6séget tébb szabvany
targyalja [pl. ITU Y.1541].

Az NGN transzport vezérelt QoS eljarasai L2 mecha-
nizmusokra (VP, VC, VLAN stb.) és a professzionalis IP
QoS menedzsmentnél megismert L3 mechanizmusokra
épllnek. Ezek a ,classification”, a ,DiffServ”, a ,conges-
tion management”, a ,queue management”, ,link effi-
ciency”, ,traffic shaping” és ,traffic policing”, melyek tar-
gyalasa tullépné a cikk kereteit.

4. Osszefoglalas

Az NGN tdébbcélu, mindségi atvitelt garantalo, IP alapud
tavkdzlési szolgaltatéi halézat, amely dinamikus alkal-
mazasfejlesztési, szolgaltatds megvaldsitasi lehetGsége-
ket kinal.

Ahhoz, hogy az NGN tébb egyidejl, dinamikusan fel-
merild, kilénb6zé mindségl (VolP, videotelefon, IPTV,
videokonferencia, white board, SMS stb. szolgaltata-
sokhoz tartozé QoS) atviteli kdvetelménynek képes le-
gyen eleget tenni, fejlett atvitelvezérléssel és azt vég-
rehajtani képes vezérelt atviteli halézattal kell rendel-
keznie.

A cikk dsszefoglalta az NGN atvitelvezérlés f6bb
elemeit, azok szerepét az NGN eréforrasokhoz val6 hoz-
zaférésben, a hozzaférés forgalmanak helyi policy sze-
rinti kontrolljaban.
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