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A vezetéknélkiili hdlézatok térhdditasaval egyre nagyobb jelentéséget nyer a rdadiés csatorndk feletti hatékony kommunika-
cid. A jelenleg uralkodd TCP verziék nem veszik figyelembe a vezetéknélkiili csatorndk sajatossdgait, igy teljesitményik
messze elmaradhat a kihasznalhaté kapacitastol. Cikkiinkben 6sszefoglaljuk a probléma megolddsdra tett eddigi javaslato-
kat és bemutatunk egy uj TCP varianst, amely — a megvaldsithatésagot is figyelembe véve — jelentésen javithatja az adatat-
vitel sebességét. Megoldasunk hatékonysdgat szimulaciok felhasznalasaval mutatjuk be.

1. Bevezetés

A TCP protokollt a 80-as években fejlesztették ki azzal
a céllal, hogy megbizhaté adatatvitelt nyujtson ugy,
hogy hatékonyan és fair mdédon hasznalja ki a kommu-
nikalé felek kozt levé szabad savszélességet. A meg-
bizhaté adatavitelt nyugtak hasznalataval valositottak
meg, a hatékony és fair savszélesség kihasznalast pe-
dig az egyre Ujabb folyamszabalyozasi algoritmusokkal
igyekeztek elérni. Ezek az algoritmusok jél teljesitenek
vezetékes halézatokban, azonban fejlesztésiikkor nem
vették figyelembe a vezetéknélkilli csatornak sajatos-
sagait. gy a Tahoe, Reno, NewReno, vagy Westwood
[5] TCP verziok ugyan kielégité megoldast jelentenek
vezetékes kdérnyezetben, a radiés haldézatokban telje-
sitményuk jelent6sen kisebb az elvartnal a radios csa-
tornakon tapasztalhaté magas bithiba-arany miatt.

A probléma bemutatasahoz tételezziink fel egy TCP
folyamot, amely 2 peert egy radios linket is tartalmazé
halézat felett kot 6ssze. A radios bithibak miatt elve-
szett csomagokra a folyamszabalyozé algoritmus a kiil-
dési ablak méretének csékkentésével, azaz a kildési
sebesség mérséklésével reagal, annak ellenére, hogy
adott esetben nincs torlédas a halézatban. Ennek koé-
vetkeztében a hélézat kihasznéltsaga messze elma-
radhat az optimalistél.

Tobb javaslat is sziiletett a TCP hatékonysaganak
névelésére. A javaslatok egyik f6bb csoportja az IP
alatti adatkapcsolati rétegben alkalmazott ARQ moéd-
szerre épll (példaul 802.11, UMTS nyugtazott méd). Az
Ujrakildés hathatds és skalazhaté megoldast jelenthet,
azonban ahhoz, hogy a késleltetés és a buffer méret
ne legyen tul nagy, korlatozzak az Gjrakildések maxi-
malis szamat. Igy elképzelhetd, hogy az ARQ alkalma-
zasaval sem szlinik meg a csomagvesztés. A visszama-
rad6é csomagvesztés mértéke [1] alapjan akar 6% is le-
het egy ipari kdrnyezetben alkalmazott WLAN kapcso-
lat esetén. Ez is azt igazolja, hogy szilkség van olyan
kiegészit6 mechanizmusokra, melyek képesek fokozni
a TCP protokoll teljesitményét, akar ARQ alkalmazasa
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mellett is, kritikus allapotu radiés csatornak felett. Ter-
mészetesen az ARQ, illetve a FEC radiés csatorna fe-
letti alkalmazasa nélkil (példaul UMTS transzparens
mod) a TCP folyam még kevésbé védett a radios bithi-
ba okozta csomagvesztésekkel szemben, igy ekkor az
Uj eljarasok alkalmazdsa még indokoltabba valik.

A javaslatok egy masik nagy csoportja kdzvetleniil a
transzport rétegben térténé mddositasokra épll. Ezen
modositasok célja, hogy a TCP képes legyen a cso-
magvesztés okai, a torlédas és a radios bithiba (a to-
vabbiakban csak bithiba) kézétt kildnbséget tenni. Az
[-TCP [2] két részre bontja a TCP folyamokat egy fix és
egy mobil peer kdzétt Ugy, hogy a vezetéknélkili ré-
szen egy optimalizalt protokollt hasznal az adatatvitel-
re. A felbontas elfedi a bithiba okozta csomagvesztése-
ket a TCP protokoll elél, igy névelve a teljesitményt. A
Berkley SNOOP protokoll [3] a TCP csomagok bazis al-
lomasnal (BS) térténd eltarolasaval és a visszaérkez6
nyugtak fliggvényében torténd Gjrakiildésiikkel prébal-
ja fokozni a TCP teljesitményét. A modszer bonyolultsa-
ga és rossz skalazhatésaga miatt nem hathatés meg-
oldas, hasonloéan az I-TCP protokollhoz. Bakshi és tar-
sai [4] megvizsgaltdk az MTU méretének hatasat a TCP
teljesitményére, és javaslatot tettek egy mddszerre,
mely alapja, hogy a TCP fogadd ICMP csomagok fel-
hasznalasaval tajékoztatja a TCP forrast a radioés csa-
torna allapotardl, és a forras ezekhez a jelzésekhez iga-
zitja a mikddését.

Balan és tarsainak [8] javaslata szerint, a TCP fejléc
option mezejébe egy, csak a TCP fejlécét védd ellendr-
z06 0sszeget kell illeszteni. Ennek felhasznalasaval elle-
nérizni lehet a fejléc épségét, és ha a payload megsé-
ril, de a fejléc ép marad, akkor azonositani és értesi-
teni lehet a TCP kiild6t, hogy az atviteli ablak méretét
ne csdkkentse.

Az Explicit Vesztés Jelzés (ELN) [6] alkalmazasa le-
het6vé teszi, hogy a TCP fogad6 kdzvetlen modon ér-
tesitse a kiild6t a csomagvesztések okardl. A BS a
TCP csomagok helyett csupan a sorszamokat tarolja
el, majd ezek alapjan, az elveszettnek vélt csomagok-
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hoz tartoz6 nyugtakban (ACK) az ELN bitet atallitja. A
modszer hatranya, hogy a BS-nél tarolni és kezelni kell
a folyamokhoz tartozé sorszam listakat, ami IPSec al-
kalmazasa esetén nem lehetséges. Tovabbi hatrany,
hogy a nyugtak elvesztése nincs figyelembe véve, és a
modszer nem biztosit hatékony atvitelt a jelzés informa-
ciok szamara.

Korabbi munkank soran [7] atértelmeztiik az ELN
modszert, pusztan az alapelv — a TCP forras explicit ér-
tesitése a radiés csomagvesztésekrél — megtartasaval.
Javaslatunk a TCP-Reno folyamszabalyozasi algorit-
musara épllt, vezetékes haldzatok felett mikddése
megegyezett a TCP-Reno m(lédésével. Vezetéknélki-
li hal6zatokban amennyiben a TCP fogadd képes volt
értesiteni a forrast a radios linken elveszett csomagok
szamardl, jelent6s teljesitmény ndvekedést lehetett
elérni alkalmazasaval.

Munkankban vazlatos leirast adunk a vesztési infor-
macié megszerzésének mikéntjérdl, amely a protokoll
mikodésének egyik meghataroz6 eleme. Részletesen
leirjuk a vesztési informacié megszerzésének maodjat,
illetve egy olyan folyamszabdlyozasi algoritmust is is-
mertetlink, mely az eléz6leg javasolt protokollnal haté-
konyabban hasznalja fel a rendelkezésre all6 informa-
cidkat.

2. A TCP-ELN protokoll miikodése

A protokoll mikddéséhez elengedhetetlen, hogy a
TCP fogadé és kildé képes legyen a vesztési informa-
ciokat feldolgozni. Ehhez mind a kliens, mind a szerver
oldalon modositasokat kell végrehajtani a transzport
rétegben.

2.1. Fogado oldali mddositasok

A TCP fogadonak felkésziltnek kell lennie, hogy a
sértetlen TCP csomagokon kivil, vesztési informacié-
kat (VI) is kaphat az alsébb rétegektdl. Sértetlen TCP
csomag érkezése esetén, a fogadd a hagyomanyos
TCP fogad6 mintajara viselkedik és general egy nyug-
tat. Amennyiben VI érkezik, a fogadoé eltarolja, majd a
kévetkez8 nyugtara ralltetve (piggybacking) elklldi a
TCP forrasnak. Mivel tdbb csomagvesztés is torténhet
a radios linken, mielétt egy Uj nyugta generalddna,
ezért a Vl-ket el kell tarolni, hogy ne vesszenek el.

A protokoll nem hasznal negativ nyugtakat, igy a
késleltetett nyugta generalas — bar sok szempontbol
elényds lehet —, mégsem ajanlott, mivel tulzottan le-
csokkentené a jelzési csatorna sebességét.

Ha egy nyugta elveszik a halézatban, akkor a raiil-
tetett jelzés sem érkezik meg a TCP forrashoz, ezaltal
csOkkenhet a folyamszabdlyoz6 algoritmus hatékony-
saga. Ennek elkeriilése érdekében a TCP fogadonak
redundans moédon kell a jelzéseket tovabbitania. Defi-
niélni kell, hogy egy nyugtaban legfeljebb hany VI-t le-
het eltarolni és egy VI hanyszor kerll elkiildésre. A mi
implementacionkban egy nyugta 6 VI eltarolasara ké-
pes, €s minden VI haromszor ker(il tovabbitasra.
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A TCP kommunikéacié soran idéziték jarhatnak le a
TCP forrasndl. Ekkor a forras a halézatban levé nyug-
taktol fuggetlenul ujrakezdi a csomagok kiildését az
utolsé nyugtazott csomagtél. A TCP fogadé altal elta-
rolt VI-ket ilyenkor téréIni kell, hiszen az altaluk hivatko-
zott vesztések az id6zitd lejarta el6tt torténtek, igy ér-
tesitést kildeni roluk félésleges, sét inkonzisztens pro-
tokoll viselkedést eredményezhet. Ennek elkeriilésére
a TCP forras jelzéseket kiild a timeout eseményekrdl a
fogadonak. Az id6zit6kkel a kévetkezd szakasz foglal-
kozik részletesebben.

2.2. Kiildd oldali médositasok

A TCP-ELN miikédését meghataroz6 folyamszaba-
lyozasi algoritmus a TCP-NewReno-ra épul. Amennyi-
ben nem érkezik visszajelzés radiés csomagvesztésrél,
a TCP kuldé a TCP-NewReno-val megegyez6 moédon
viselkedik. Vesztés jelzések (VJ) érkezésének hatasara
a TCP forras a bithiba miatt elveszett csomagokat Ujra-
kuldi és eltarolja a VJ-ket. A csomagvesztések kovet-
kezményeként érkezd harmadik duplikalt nyugtaig a
forras a Slow Start vagy a Congestion Avoidance algo-
ritmus szerint miikddik. A harmadik duplikalt nyugtat a
forrds a csomagvesztés jelének tekinti. llyenkor meg-
vizsgdlja a vesztés okat, ami torlédas vagy bithiba le-
het, és ennek megfelelen dént a vesztés feloldas
moédjardl. Ha az eltarolt VJ-k kdzt nem szerepel hivatko-
zas az elveszett csomagra, akkor a forras torlédast fel-
tételez, és ennek megfeleléen — a NewReno mintajara
— meghivja a Fast Retransmit és Fast Recovery algorit-
musokat. Ellenkez8 esetben, azaz ha egy eltarolt VJ
hivatkozik az elveszett csomagra, akkor a TCP kild6
egy Uj allapotba 1ép (Wireless Recovery) a bithibabdl
ered6 csomagvesztés feloldasara.

Wireless Recovery allapotban a TCP-ELN forras a
feloldé nyugtara (recovery ACK) var, ami nyugtazza az
Osszes radids csatornan elveszett csomagot. A feloldé
nyugta hatasara a folyamszabalyozé algoritmus torli a
VJ-k listajat, és a harmadik duplikalt nyugta érkezése
elétti allapottdl folytatja a mikddését. Az allapottol flig-
gben a kildési ablak mérete vagy a Congestion Reco-
very, vagy a Slow Start szerint valtozik tovabb.

A feloldasi nyugtara varva tovabbi duplikalt nyugtak
is érkezhetnek, melyek hatasara a folyamszabalyozasi
algoritmus tovabb ndéveli a kildési ablakat egy szeg-
menssel (a maximalis méretig), azaz minden nyugta be-
érkezésekor egy Uj szegmenst kiild ki, igy fenntartva a
kildési sebességet. Amennyiben részleges nyugtat
(partial ACK) kap a forras, két lehet6ség all el attol
fligg6en, hogy a nyugtazott TCP csomagot kdvetd szeg-
mensre van-e hivatkozas az eltarolt VJ-k kozt. Ha van,
akkor a forras lecsOkkenti az adasi ablak méretét az
Ujonnan nyugtazott szegmensek 6sszméretével, és to-
vabb var a feloldé nyugtara. Ha nincs hivatkozas, a
NewReno torlédas feloldé algoritmusaival folytatodik a
folyamat.

A nyugtakra Ultetve Gj VJ-k is érkezhetnek. Ezeket
a jelzéseket a TCP kiild§ eltarolja, és az altaluk hivat-
kozott csomagokat Ujrakildi.
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1. dbra A TCP-ELN forras folyamszabalyozasi algoritmusa

Az algoritmus biztositja, hogy radiés csomagveszté-
sek esetén a feloldas ideje alatt ne csdkkenjen le a kl-
dési sebesség, illetve ha torlédas lépne fel a feloldas
alatt, akkor a NewReno algoritmus altal biztositott torlé-
das kezel6 algoritmusok lépjenek életbe. A TCP-ELN
mikodése az 1. abran lathaté.

Ha a TCP kildénél lejar egy id6zit6, akkor a para-
méterek Ujra inicializalédnak a TCP-NewReno mintaja-
ra, torl6dik a VJ-k listaja és az eseményrdl jelzés indul
a TCP fogadé felé a TCP szegmensekre iltetve. Mivel a
szegmensek elveszhetnek, ezért a forrasnak redundan-
san kell elkildenie a jelzéseket. Egy lehetséges — alta-
lunk is implementalt — megoldas, ha a forras a folyam
keletkezése 6ta fellépett timeout események szamat
minden egyes szegmens fejlécébe beilleszti. Ekkor —
fliggetlenil a csomagvesztésektdl —, az els6 TCP foga-
déhoz megérkezé szegmensbdl kiolvashatd, ha lejart
egy iddzit6 a kildénél.

3. Vesztési informaciodk kinyerése

Az ELN mddszer miikédéséhez elengedhetetlen, hogy
a radios csatornan megsérilt csomagokbol vesztési
informacidt lehessen kinyerni. Egy VI-t harom adat ha-
taroz meg, ami elég egy TCP folyam, illetve szegmens
azonositasahoz. A harom adat: a forras IP cime, a TCP
célportja és a szegmens sorszama.

Az informacié megszerzésének tébb maodja is van,
de ezek a lehetfségek erdsen fliggenek a halézat to-
polégiajatol, illetve konfiguracidjatol. A modszerek be-
mutatasara hasznalt topoldgia egy elterjedt, és a gya-
korlati életben is jelents elrendezés, melyben egy ve-
zetéknélkili link koti 6ssze a haldzat hozzaférési pont-
jat és a klienst.

A topologia a 2. abran lathaté.
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A kovetkez6kben két moddszert ismertetliink ezen
adatok kinyerésére olyan csomagokbol, melyek meg-
sérlltek a radiés csatornan.

3.1. Mddositas az adatkacsolati réteghen

Az els6 modszer arra az észrevételre épll, hogy a
radids linken bekdvetkezd hibak hatasara nem elveszik
egy MAC keret, hanem bitek atallitodasaval megérke-
zik a fogadé félhez. Ebbdl a sériilt keretbdl a TCP/IP
fejlécet kiemelve azonosithaté a szegmens és a fo-
lyam, amihez a szegmens tartozott. A fejléc felhaszna-
lasahoz ellendrizni kell a fejléc épségét, de ezt a TCP
protokoll — az IP-vel ellentétben — alapértelmezett eset-
ben nem tamogatja. igy sziikséges egy Uj, dedikalt vé-
delem, ami csak a TCP fejlécet védi [8]. Egy alkalmas
védelmi eljaras lehet az ellenérzé 6sszeg hasznalata,
amit a TCP fejléc ,option” mezdjébe lehet elhelyezni.

Ha a kliens MAC rétege egy sérllt keretet kap a radi-
0s csatornan, ahelyett hogy eldobnd, kinyeri és tovab-
bitja a fels6bb rétegnek szant adatokat (payload). A to-
vabbi rétegek hasonlé maédon ellenérzik a fejléc épségét,
és tovabbitjak az adatokat. Ha minden alsébb réteghez
tartozo fejléc sértetlen, akkor a csomag eléri a TCP réte-
get, ahol a VI-k kinyerése megtérténik. A médszer haté-
konysagat az biztositja, hogy a payload mérete sokkal
nagyobb, mint a fejléceké, igy a bithibak nagyobb val6-
szinliséggel esnek az adat-részbe, mint a fejlécekbe.

2. abra Tipikus radiés halézatelérési topoldgia

- — - Vezeteknelkilli - yi006
| l ' Gerinc jyull [
.. r r ___'-_/\vl’_ =
=) . halozat _ Radios
_ kapcsolat
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A MAC modositas moédszerének legnagyobb el6nye
az, hogy csak a TCP folyam két végpontjanal kell atala-
kitasokat végezni, a halézat belsé elemei érintetlenek
maradhatnak. Ennek kévetkezményeként viszont csak a
letdltési iranyba lehet az atvitel hatékonysagat ndvelni,
hisz csak a kliens képes monitorozni a radiés csatornat.

Ha a MAC réteg atalakitasa, vagy a sériilt MAC cso-
magokbdl az adatok kinyerése nem lehetséges, akkor
a kovetkezbkben ismertetett modszer alkalmazhat6.

3.2. Mddositas az IP réteghen

A modszer arra a tényre épul, hogy a kis méret(
csomagok elvesztése kisebb valdsziniliséggel kdvetke-
zik be, mint a nagy méret(i csomagok elvesztése. igy
ha egy TCP szegmens egy IP csomagba agyazva éri el
a vezetéknélkuli routert, akkor az IP csomag két részre
bontasaval — ahol a kisebb rész a TCP fejlécet, a na-
gyobb rész a payloadot tartalmazza — a VI-k nagy va-
I6szinliséggel épen érik el a klienst.

A modszer alkalmazasanak feltétele, hogy a TCP
szegmens egy IP csomagba agyazva haladjon végig a
hal6zaton egészen a vezetéknélkili routerig. Ekkor ha
a kliens IP rétegéhez nem érkezik meg egy a wireless
routernél feldarabolt IP csomag valamelyik része, akkor
az a radios linken toértént hiba nyilvanvalo jele. Az IP ré-
teg megvizsgalja a megkapott csomag részleteket, és
ha kéztiik van az els6 — a TCP fejlécet tartalmazé —
részlet, akkor a beagyazott TCP fejlécet megfelel§ jel-
zésekkel tovabbitja a TCP rétegnek, ahol a fejléc birto-
kaban a TCP réteg kiolvashatja a vesztési informaciét.
A modszer nem teszi lehet6vé, hogy torlédas miatt elve-
szett csomagokbol VI-t lehessen kinyerni, hiszen torlé-
das esetén egy egész IP csomag, illetve TCP szeg-
mens elveszik. Az eljaras m(ikédése a 3. dbran lathaté.

Ha a folyam mentén valamelyik router darabolast
végez az IP rétegben, akkor a médszer nem alkalmaz-
haté, mivel egy IP részlet elvesztése esetén nem lehet
a vesztés okat a kliensnél meghatarozni.

3. dbra IP darabolas

Az IP darabolas modszerének hatranya, hogy nem
csak a folyam két végpontjat, de a vezetéknélkdli rou-
tert is médositani kell. Mindazonaltal a vazolt eljaras
egyrészt sokkal hatékonyabb, illetve skalazhatobb mas,
a router atalakitasat igénylé médszernél (példaul Sno-
op). Masrészt az atalakitasok fliggetlenek az alkalma-
zott MAC rétegt6l és az IP réteg szolgaltatasainak
megfelelen térténnek (darabolas).

4. Szimulacioés kornyezet

A TCP-ELN protokoll teljesitményét szimulaciok futtata-
saval teszteltiik.

A szimulaciokhoz felhasznalt topolégia 8 halozati
berendezést tartalmaz: 3 szervert, 3 mobil klienst, egy
vezetékes és egy vezetéknélkili routert, ahogy az a 4.
abran is lathato.

2Mbps | J
2Mbps, 10ms /1/ =
p— | | |
e -’ ;7:)
- IMbps, 60ms .

(0

4. abra Szimulédcids topoldgia

A szerverek és a router kozott 2 Mbit/s-os, 10 ms
késleltetési linkek vannak. A két routert egy 1 Mbit/s-
0s, 60 ms késleltetés( link koti 6ssze. A vezeték nélki-
li router minden mobil allomasnak 2 Mbit/s savszélessé-
get szolgaltat. Minden kapcsolat full duplex. A wireless
routerben nem hasznaltunk semmilyen specifikus MAC
réteget, hiszen a bemutatott médszerek altalanos ér-
vénylek, igy sokkal kevésbé fliggnek a MAC rétegtdl,
mint a topoldgiatol.

Két kuldnb6z8 forgalom kerlilt felhasznalasra:

FTP és web forgalom. Mig az FTP forgalom a

|1\-1.-\C header IIP header ‘TCP header

CRC|

\J
IP stack [ ]
TCP-ELN

#

l |IP hcaderl'rcphcadcr‘ data ‘ protokoll allandésult &llapotbeli viselkedésé-
‘4\‘ nek, a web forgalom a protokoll dinamikus vi-

. selkedésének tanulmanyozasara megfeleld. A
£ |IP header [TCP header| | IP header | data | | futtatasok soran minden Kliens-szerver par ko-
© ' z0tt egy végtelen FTP letdltést inditottunk a 3
g v szerveren ugyanazzal a TCP tipussal (ELN,
% |1\..,AC hoader [P Btor CRC| NewReno). A két protokoll nydjtotta atviteli
< sebességet (throughput) hasonlitottuk

0ssze.

Web forgalom esetén minden kliens az
egyik szerverhez kapcsol6dd, bdngészé fel-
hasznalo6t szimulalt. A web forgalom paraméte-
rei a SURGE [9] modellbdl szarmaztak, mely
valés mérésekre épll és széleskdrben alkal-
mazott realisztikus terhelések generalasara. A
futtatasok soran az oldalak letéltésének se-
bességét (oldal méret/letdltési id6) mértik az

LX. EVFOLYAM 2005/8

egyes TCP verziok felhasznalasa mellett.
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A radiés linken torténd TCP szinti csomagveszté-
sek szimulalasara két modellt hasznaltunk: uniform és
egy markovi modellt. Az uniform modellnél az egyenle-
tes eloszlas varhatd értékét 0 és 0,2 kozott, a Markov-
modellnél a paramétereket a [10] tanulmany szerint
valtoztattuk. A Markov-modell elénye, hogy alkalmas a
kllénbdz6 sebességl felhasznaldk altal tapasztalt ki-
I6nb6z8 csomagvesztési valdszinliséggel rendelkezé
radiés linkek szimulalasara (1. tablazat).

Modell . | Atlagos hiba | Atlagos borszt
s Sebesség 2 B
szam VSZ. hossz

1 [ 0.001 1.4913
2 gyalogos 0.01 4.0701

3 0.1 13.6708
4 0.001 1.0083
5 kozepes 0.01 1 1.0838
6 0.1 _ 1.8629
7 0.001 1.0024
8 kozati 0.01 1.012

9 0.1 1.1317

1. tablazat A Markov-hibamodell paraméterei

Mivel a TCP-ELN folyamszabalyoz6 algoritmusa eré-
sen fligg a TCP szegmensek meghibasodasanak mad-
jatol (a fejléc is megséril-e, vagy sem), ezért a futtata-
sok soran a sikeres VI kinyerésének valdszinliségét
95%-ra allitottuk, figyelembe véve a fejlécek és a pay-
load méretének gyakorlatban tapasztalhat6 aranyat. A
beallitas kévetkezménye, hogy a sérllt TCP szegmen-
sek 5%-bol nem lehet vesztési informaciot kinyerni.

5. Eredmények

Az 5. abran lathaté eredmények alapjan megallapitha-
t6, hogy FTP forgalom mellett a TCP-ELN protokoll tel-
jesitménye jelent6sen nagyobb a NewReno-énal. A
csomagsériilés valészinliségével né a javulas mértéke,
ami a vizsgalt tartomany hataranal akar a 400%-ot is
elérheti. A radios csatorna idealis allapota esetén — nem
sérlilnek meg csomagok — a TCP-ELN protokoll nyujtot-
ta atviteli sebesség kis mértékben (0,5%) alacsonyabb
a NewReno sebességénél. Ennek oka a TCP-ELN altal
hasznalt fejléc, aminek a mérete nagyobb a NewReno
altal hasznalt fejlécnél, hogy képes legyen a vesztés jel-
zések eltarolasara. A megndvekedett csomagméret mi-
att, a csomagok atviteli ideje megnd, de ez nem jelent
problémat, hisz mas elterjedt és hasznalt TCP verzidk-
nal is fellép ez a jelenség (TCP-SACK).

Az abran jél megfigyelhetd, hogy a TCP-ELN telje-
sitménye sokkal finomabban térik le a hibavalészind-
ség névelésével, mint a NewReno teljesitménye. Mig a
TCP-ELN altal nyujtott sebesség 14%-os hibavalészi-
nliségnél esik le 90%-ra, addig a NewReno-t hasznal-
va ugyanez a sebességcsdkkenés mar 4%-os hibava-
I6szinliség mellett bekdvetkezik. A Markov-hibamodell
mellett a javulas mértéke elérheti a 185%-ot a nagy hi-
baval6szinlségl esetekben (10%-os hiba valészini-
ség, 3-as, 6-0s, 9-es modell) a bérsztdsség fuggvényé-
ben. A kis hibavalészinlségi esetekben (1-es, 4-es, 5-
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0s, 7-es, 8-as modell) egy kisebb sebességcsdkkenés
tapasztalhat6 az el6bb részletezett ok miatt. A 2-es mo-
dell esetén a javulas 2%-o0s.

Az uniform és a Markov-modell melletti relativ javulas
ertékeit 6sszehasonlitva fontos 6sszefliggés allapithaté
meg. A Markov-modell sebesség paraméterének megno-
velése lecsokkenti a hibabérsztok hosszat. igy ezekben
az esetekben, ahogy a csomagvesztések kdzt csdkken
a korrelacié, a Markov-modell szolgaltatta eredmények
az uniform modell eredményeihez konvergalnak.

Ahogy a 6. abran lathat6, web forgalom esetén az
eredmények kevésbé kiugréak, de még igy is jelentd-
sek. Uniform hibamodell esetén a TCP-ELN teljesitmé-
nye kdzel azonos a NewReno-éval 2%-o0s hibaval6szi-
nliségig, majd a javulds mértéke 33%-ig fut fel na-
gyobb hibaval6szin(iségekre. Ha nincs csomag sériilés
a radios csatornan, a TCP-ELN teljesitménye 1%-ot
esik a fejléc mérete miatt. Markov-modell esetén a javu-
las mértéke 4% és 16% kozé esik a nagy hibavalészi-
nliségl modellekre, a kis hibavaloszinlségl modellek-
nél a relativ javulas kevesebb.

Osszehasonlitva a web és az FTP forgalom &ltal
szolgéltatott eredményeket, megfigyelhet, hogy FTP
forgalom esetén a TCP-ELN relativ teljesitménye joval
nagyobb. Ennek oka az, hogy a felhasznalt HTTP-sze-
ri web forgalom esetén a TCP folyamok tébbségének
mérete kicsi, csak par csomag. A kis folyamok pedig
nem teszik lehet6vé, hogy a kildési ablak mérete

5. abra

Az adatatviteli sebesség és a TCP-ELN altal nyujtott
relativ javulas mértéke FTP forgalom esetén,
uniform és Markov-hibamodell mellett
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6. abra

A TCP-ELN altal nydjtott relativ javulas
a letéltési sebességben

uniform és Markov-hibamodell mellett

nagyra nyiljon, igy az ELN folyamszabalyozasi algorit-
musa nem képes olyan mértékben megndvelni az atvi-
teli sebességet az ablak felezések elkeriilésével, mint
nagy folyamok, illetve kiildési ablakok esetén.

Elmondhaté, hogy p2p forgalom esetén a TCP-ELN
teljesitmény névekedése az FTP és web forgalom nyuj-
totta eredmények kdzé varhato, az FTP esetét felsé, a
web esetét alsé korlatnak tekintve.

6. Osszefoglalas

Cikkinkben bemutattunk egy Uj moédszert, a TCP kap-
csolatok radiés csatornak feletti teljesitményének né-
velésére. Mddszeriinket az explicit vesztés jelzés (ELN)
technikajara alapoztuk, azzal a céllal, hogy képessé
tegylk a TCP forrast a csomagvesztések okainak: a
torlédasnak és a radios bithibdknak a megkulénbdzte-
tésére. Ezaltal a TCP folyamszabalyozé algoritmusa
képes elkerllni a radiés csomagvesztésekbdl eredd f6-
I6sleges ablakcsOkkentést, aminek koévetkeztében a
teljesitménye jelent6sen jobb lesz 6sszehasonlitva az
elterjedt TCP verziokkal.

Két modszert is kidolgoztunk a vesztési informacidk
megszerzésére, ami elengedhetetlen az ELN miikodé-
séhez. Az els6 modszer a mobil kliens adatkapcsolati
rétegének modositasat igényli, a masodik eljaras egy
specidlis IP darabolasi technikara épul.

Szintén bemutatasra kerllt egy Uj, altalunk fejlesz-
tett TCP varians, a TCP-ELN, mely integralja a vesztési
informaciék megszerzésének moédszerét a TCP-New-
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Reno folyamszabalyozasi algoritmusaval. A klildg és fo-
gadé oldali médositasok részletes targyalasra kerdiltek.

A protokollt killénb6z8 forgalmak (FTP, web) és radi-
0s hibamodellek (unifom, Markov) mellett is teszteltiik.
Szimulaciés eredményeink azt mutattak, hogy a TCP-
ELN alkalmazasa igen hatékony a hal6zati kérnyeze-
tek széles spektruman. Magas csomagvesztési valoszi-
nliségl radiés csatornan, FTP forgalom mellett a rela-
tiv javulas mértéke akar a 400%-ot is elérheti, web for-
galom mellett a javulas 30%-ot ért el.
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