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Vezeték nélkiili halézatokat egyre szélesebb kérben és feladatokra hasznalunk, sét egyre dinamikusabban né a vezeték nél-
kdli multimédias szolgaltatasok iranti igény is. Szamos kutatas és fejlesztés célozta meg a kihivasokkal teli valésideji adat-
atvitel problémait. Az egyik ujra és ujra napirendre keriilé téma a rétegek k6zétti kommunikacié. Az eredmények azt mutatjak,
hogy jelentés szolgaltatdas-minéség javulds érhet6 el a szigoru rétegstruktira fellazitasaval. Cikkiinkben egy olyan lokalis
adaptacién alapulé eljarast mutatunk be, mely a skalazhato audio/video kédoldk adta lehetéségeket kihaszndlva a multimédia-
forgalom atvitelének hatékony tamogatasdra alkalmas. Ahhoz, hogy a vezeték nélkiili csatorna képességeihez mérten a legjobb

mindséget lehessen a felhasznalonak biztositani, kiakndzzuk a rétegek k6zétti kommunikacié nydjtotta el6nydket.

1. Bevezetés'’

A vezeték nélkiili halézatok és a multimédias szolgalta-
tasok gyors elterjedése miatt, az utébbi idében egyre
nagyobb az igény egy olyan atfogé koncepcié kialaki-
tasara, amely a mai és a jovébeni heterogén, vezeté-
kes és vezeték nélkilli, hal6zatokon egyarant haté-
kony, a felhasznalok felé transzparens multimédia-at-
vitelt tesz lehet6vé. Fontos tervezési feltétel, hogy
amennyire lehet, a rendszer figgetlen legyen minden-
féle média-tipustol és halozati architektiratol.

A multimédias adatforgalom két Iényeges pontban
kilénbozik a szakirodalomban mar sokat vizsgalt TCP
alapu szolgaltatasoktol. Az els6 kiillénbség, hogy a ,va-
I6sidejliség” kdvetelménye miatt a késleltetést és a jit-
tert szoros korlatok kézé kell szoritani. A masik eltéreés,
hogy nincsen szlikség adatveszteség mentes atvitelre,
hiszen a multimédias tartalom bizonyos veszteséget to-
leralni képes. Alkalmas kédol6 alkalmazésa esetén le-
hetnek példaul olyan csomagok, amelyek csak mindsé-
get javité informaciét hordoznak, ezért kisebb priorita-
stiak egy film visszajatszasa szempontjabol. Olyan ké-
dolasi eljaras is létezik, ahol még egy csomagon belil
is megkllonbdztethetbek kiilldnb6z6 fontossagu bajt-
csoportok.

Egyre inkdbb terjednek a vezeték nélkili haldzati
megoldasok. A vezeték nélkili csatorna sajatsagos ka-
rakterisztikaja (példaul a tdbbutas terjedés okozta kés-
leltetés és késleltetés-ingadozas) miatt a valos idejl
forgalom atvitele sokkal kritikusabb, mint a hagyoma-
nyos vezetékes halézatokban. A jelentds hibazasi va-
I6szinliség miatt a s(irlin hasznalt adatkapcsolati réteg-
beli Gjrakildési mechanizmus a késleltetést megnéveli.
Ahhoz, hogy egy ilyen kézegben a lehet6 legjobb vide-
0-atviteli minéséget tudjuk biztositani, nem elegendéek
a rétegelt haldzati architektlra altal nyujtott rétegek ko-

z6tti kommunikacios lehet6ségek. Az alkalmazasi szin-
ti min6ségi igények az alsébb (példaul halézati vagy
adatkapcsolati) rétegekben sériilhetnek, ami rontja az
atvitt vide6-folyam minéségét. Ennek kikiiszébolésére
megoldast nydjthat egy részletesebb kommunikaciét is
megengedd, rétegek kozotti (Cross-Layer) lizenetvalta-
sokon alapu jelzésrendszer [5,6]. Ezzel a médszerrel
alkalmazasi szintd informaciot tudunk biztositani az el-
tér6é fontossagu vide6 keretekrdl halozati és adatkap-
csolati szintnek.

Megfelel§ eljarasokkal és a rétegek kdézotti kommu-
nikacié elényeinek kiaknazasaval megtervezhet6 egy
olyan multimédia atvitelére alkalmas rendszer, amely di-
namikus médon alkalmazkodni képes a vezeték nélki-
li halézat okozta atviteli hibakhoz. Két hatékonyan al-
kalmazhat6 eljaras a savszélesség adaptacié (Rate

Rdviditések
AVC  Audio Video Coding
CL Cross-Layer

E2E  End-to-End Feedback
— végpontok kéz6tti visszacsatolas
EEP  Equal Error Protection — egyenlé hibavédelem

LA Local Adaptation — lokdlis adaptacio

L-ld Layer ID
NALU Network Abstraction Layer Unit
NF Network Feedback — haldzati visszacsatolas
Q-ld  Quality ID
RA Rate Adaptation — savszélesség adaptacio
RFL Réteg-Flggetlen Leirdé
SVC  Scalable Video Coding
— skaldazhato videé kédolas
T-Id Temporal ID
UEP  Unequal Error Protection

— valtozo erésségu (egyenlétlen) hibavédelem

1 Munkankat részben az EU IST M-Pipe projekt tdmogatta.
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Adaptation) és a valtoz6 erds-
ségl hibavédelem (Unequal
Error Protection). A RA célja,
hogy az atvitt adat mennyisé-
gét csokkentslik a kevésbé
fontos adatok eldobasaval.
Ezzel lehet6ség nyilik a valto-
z6 radiods csatorna aktudlis at-
viteli képességeihez val6 al-
kalmazkodasra. Az UEP egy
halézati szinti csomagon
vagy adatkapcsolati szintd ke-
reten beliil alkalmazhaté hiba-
védelemi moédszer. Az adat
kllénbdz6 fontossagu részei-
nek eltéré er6sségl védelmé-
re hasznéljak. Az UEP lehet6-
ségeit példaul az AMR kédold

E2E

Video
Szerver

SGSN

GGSN

is kihasznalja [1].

Ahhoz, hogy a RA és UEP technikdkat a vezeték
nélkili csatornan hasznalni tudjuk, szikség van alkal-
mazasi szintl informaciok 6sszegylijtésére és a csomo-
pontok kézoétt vald szétterjesztésére. Cikkiinkben erre
adunk javaslatot. A kdvetkez8kben bemutatjuk a kildn-
b6z6 szolgaltatas-adaptacios lehetéségeket. A harma-
dik fejezetben attekintést adunk a kédolési eljarasok-
rél, kiemelve az adaptaciot el6segitd skalazhaté kodo-
I6kat. A negyedik fejezet a lokalis adaptaciora altalunk
javasolt megoldas eszkdzeit ismerteti, mig az utolso
részben konkrét példan mutatjuk be mikodését.

2. Szolgaltatas-adaptacios lehetdségek
attekintése

Az adaptaciés mechanizmusok két 1§ informaciéfolyam-
ra bonthatéak. Az els6, az ugynevezett Visszajelzés
(Backward Information), ami tulajdonképpen nem mas,
mint a visszacsatolas a manapsag is miikédé megolda-
sokban. Az adaptaci6 szilkségességének jelzésére
szolgal, és legtdbbszér a vevd alkalmazas kuldi a for-
rasnak, példaul Real-Time Control Protocol (RTCP) [2]
vagy Real-Time Streaming Protocol (RTSP) [3] l(izene-
tek formajaban.

A masodik tipus az ugynevezett Szerver Oldali In-
formacié (Forward Information), ami a forras oldalon md-

1. abra
Adaptiv szolgaltatdsokhoz sziikséges informaciéfolyamok

2. dbra
A legfontosabb adaptdciés helyek egy UMTS halézatban

kdd6 kddold alkalmazas nyujtotta adaptacios lehetésé-
gekrdl nyujt informéaciét a hal6zat szamara. A kétféle jel-
zési mechanizmust mutatja az 1. abra.

A jelzési mechanizmusok altal szolgéltatott informa-
ciét a hal6zatban kilénbdz8 helyeken hasznalhatjuk
fel. Alapvetéen haromféle szabalyozasi kért kilénbdz-
tethetiink meg attél fligg6en, hogy hol végezzik, illet-
ve hol kezdeményezziik a szolgéaltatas adaptaciot.

Az els6 tipus a végpontok kozotti visszacsatolas
(E2E Feedback), a masodik a halézati visszacsatolas
(Network Feedback), a harmadik pedig, a lokalis adap-
tacio (Local Adaptation). Ezek lehetséges helyét szem-
lelteti a 2. abra egy UMTS halézatban.

Ezek az adaptaciés mechanizmusok altalanos halé-
zati architekturékban is azonosithatéak. A telekommu-
nikacié fejlesztése az ,All-IP” szemléletet kdveti. Az IP
protokoll segitségével a legkiilénbdzébb atviteli tech-
nolégiak dsszekapcsolasa és ezzel egy globalis tele-
kommunikaciés hal6zat létrehozasa valoésulhat meg.
Egy lehetséges hal6zati architektirara mutat példat a
3. abra.

Az E2E adaptacio természetesen itt is alkalmazha-
t6. A NF helye a hozzaférési haldzat elérését biztositd
halézati elem lehet, amit vezeték nélkili haldzatokban,
az egyszerliség kedvéért, hozzaférési pontnak (Ac-
cess Point) jeléltink. Az LA pedig tipikusan a hozzafé-
rési halézatok hatékony eszkdze lehet.
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llyen jelzések segitsé-
gével a folyam savszéles-
ségét viszonylag gyorsan
és pontosan a megvalto-
zott eréforras-viszonyok-
hoz lehet igazitani. Szi-
lettek mar megoldasok
UMTS rendszerben NF
alapu jelzésmegoldasra
[10]. UMTS esetén a Ra-
dio Network Controller
(RNC) feladata egyezik
meg az emlitett AP-k fela-
dataval és képességei-
vel. Az RNC fellgyeli a ra-
diés csatornat, optimali-
zalja az adatatvitelt. Az

3. abra
A jové halozati architekturajanak egy lehetséges vazlata

Mig az E2E egy alkalmazasi szint(i visszacsatolas,
a NF és a LA rétegek kozotti informaciocserét igényel.
E2E esetén nincs feltétlenll sziikség rétegek kozotti
lzenetvaltasokra, mivel egy ilyen megoldas sziikségte-
lendl tulbonyolitana a valds idejl szolgaltatasokhoz
mérten amugy is lassu (izenetvaltasokat. Az alkalmaza-
sokat futtatd végpontok az alsébb rétegek szamara
transzparens médon cserélnek informaciét. A vevé ol-
dal figyeli a kapott minéséget, figyelembe véve tébbek
kézott a savszélességet, a puffer telitettségi szintet,
csomagvesztést stb. Periodikusan, vagy ha a minéség-
romlas/javulas meghalad egy elére definidlt szintet,
Uzenetet kild a forrdsnak. A forras a kapott informaci-
ok alapjan valtoztatja a kiildési sebességet vagy a koé-
dolast, a megfelel6 mértékld adaptacio eléréséhez. A
visszacsatolashoz RTCP vagy RTSP (zenetek hasz-
nalhatdék [2,3]. E2E adaptacié esetében eléfordulhat,
hogy a megfeleld adaptaciéhoz elvégzett mérések ér-
vényességliket vesztik, mire azok az adaptalédoé félhez
kertlnek [7,8,9].

Roéviden tehat, az E2E visszacsatolas egy alkalma-
zasi rétegbeli jelzéseken alapulé médszer. Leginkabb
id6ben hosszabb tavu adaptaciéhoz alkalmazhato, a
CL adaptacios mddszerek kiegészitésére, illetve ahol a
rétegek kdzotti kommunikacio nem megengedett.

2.1. Haldzati visszacsatolds — NF

A halézati visszacsatolas kikiliszébéli az E2E megol-
das hianyossagait CL jelzések felhasznalasaval. A leg-
tobb esetben a haldzati elemek explicit informéaciéval
rendelkeznek a felhasznal6 altal érzékelhet6 mindsé-
get befolyasold halézati kérllményekrél. Kivaltképp
igaz ez a hozzaférési pontokra (Access Point), melyek
pontosan tudjak, hogy milyen valtozasok zajlanak a ve-
zeték nélkili csatornan: mennyi a felhasznalok szama-
ra aktudlisan rendelkezésre all6 savszélesség, milyen
az aktudlis hiba karakterisztikgja stb. Ezek alapjan az
AP jelzéseket tud kiildeni a forrasnak, informalva azt a
halézat képességeirdl.

RNC felhasznaldnkénti al-
lapotokat hasznal, ami lehet6vé teszi az dsszes, a ve-
zeték nélkili csatornat hasznaldé alkalmazas nyomon
kdvetését. Ez altal az RNC képes explicit jelzéseket ad-
ni az egyes felhasznal6k felé amikor alkalmazéasaikat
érinté valtozasok térténnek a radiés interfészen. Eze-
ket a jelzéseket nevezik a szerz6k Radio Network Fe-
edbacknek (RNF) a [10]-es referenciaban.

Altalanossagban, az NF jelentds, kézepesen gyors
halézati valtozasok jelzésére alkalmas az AP-k és a for-
ras kozott, ahogy a 2. dbra is mutatta.

2.2. Lokalis adaptdcio — LA

Mivel a vezeték nélkili csatorna okozta gyors mind-
ségbeli valtozasokat a NF tipusu visszacsatolasok kép-
telenek kdvetni, szlikség van egy gyorsabb mechaniz-
musra is. Ez a Lokalis Adaptacié (LA), amit lokalis halo-
zati elemek végeznek, hiszen ha a végpontokat is be-
vonnank, az lelassitana a reakcitid6t, lehetetlenné té-
ve a csatorna gyors valtozasaihoz valé igazodast.

A lokalis adaptacié egyik eszkdze, hogy atmeneti
torlédas esetén a kevésbé fontos csomagokat az AP
egyszerlen eldobja (Rate Adaptation). Ez a valés ide-
jd forgalmak mar korabban emlitett tulajdonsagai miatt
lehetséges. A csatorna minéségének romlasaval eré-
sebb hibavédelmet is lehet alkalmazni a visszajatszas
szempontjabdl fontosabb csomagokon (Unequal Error
Protection). Lokalis adaptacional lehet a legjobban
mind a RA, mind pedig az UEP &ltal nyujtott el6nydket
kihasznalni.

Létez8 megoldasok lokalis adaptaciéra kifinomult
Utemez8 és buffer-menedzsment eljarasokat hasznal-
nak. Ezek mellett kiemelt fontossagl az alkalmazasi
szintl QoS paraméterek hal6zati, illetve alsébb szintd
leirokra torténd leképzése [11,12,13]. Adatkapcsolati
szinten bonyolult csatorna-adaptacios eljarasokra van
szlikség [14,15].

A jelenlegi megoldasok csak az alkalmazasi szinti
informacidk igen szlk korét veszik figyelembe. Sokkal
hatékonyabb mikdédés érhetéel egy generikus megol-
dassal, amely bévebb alkalmazasi szintl informaciék fi-
gyelembevételét teszi lehetévé. Mivel a lokdalis mecha-
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nizmusok nem mikddtetheték tavolrél, példaul a forras
altal, ezért a mikddésiik alapjaul szolgalé alkalmazasi
szint( informéaciokat el kell juttatni hozzajuk. Cikkink
egy ilyen megoldasra tesz javaslatot.

3. Kodolasi eljarasok

Lokalis adaptaciéhoz olyan multimédia kédolasra van
szilkség, amely a lehet6 legjobban tamogatja a RA-t.
Bitsebesség szempontjabdl harom kategériaba sorol-
hatok a kodolok. Az egyszeres bitsebességl (Single
Rate) kodekek 6nmagukban képtelenek barmiféle ada-
si sebesség valtoztatasra. Adaptacio csak a video lejat-
szasa kozbeni kodolo-cserével lehetséges. A masodik
tipus a tobbszords bitsebességli (Multi Rate) kddoldk
csoportja. Ezek a tipusok mikddés kézben is képesek
a bitsebesség megvaltoztatasra. Mivel a forras (a kddo-
16) és a LA egymastol tavoli hal6zati elemekben talal-
haté, kifinomult és gyors adaptaciéra nem ad lehet8sé-
get egyik tipusu kédold sem. Az SR és MR megoldasok
az E2E és a NF megoldasokhoz hasznalhatbéak fel
eredményesen, kdztes haldzati csomépontokban azon-
ban nem lehetséges az adaptacié.

Ahhoz, hogy a felhasznaldk igényeit megfelel6en ki
lehessen szolgéalni, és az aktualis forgalmi igényekhez
mérten a legjobb minéségl vided-folyamot lehessen
atvinni, a legjobb megoldas a skalazhaté kodolok (Sca-
lable Codecs) gyors fejlédése jelenti. Az ebbe a kate-
gériaba tartoz6 kodolok elénye, hogy nem a forras val-
toztatja a bitsebességet, hanem olyan folyamot allit
elé, mely a halézati elemekben biztositja a skalazhaté-
sagot. Skalazhat6 kédoldk alkalmazasaval az AP a ke-
vésbé fontos javito rétegeket eldobhatja, igy érzékeny
és gyors adaptacio érheté el. Ez az LA igényeinek is
megfelel.

Egy ilyen kodol6é szabvanyositasa folyik a Joint Vi-
deo Team altal az ITU-T keretében belll. A H.264-en
alapul6 MPEG-4 AVC szabvany skalazhatéva valo ki-
terjesztése [16,17] a cél. A H.264/MPEG4 SVC (Scala-
ble Video Coding) lehetévé teszi, hogy bizonyos cso-
magok eldobasaval kisebb jel-zaj viszonyl és/vagy ki-
sebb felbontasu és ezaltal kisebb savszélesség-igényu
folyamhoz jussunk. A vide6 keretek fontossagat és az
altaluk hordozott képmin&séget harom paraméter hata-
rozza meg.

Az els6 az L-Id (Layer ID). A magasabb L-Id szamu
keret nagyobb felbontast jelent. A masodik a T-Id (Tem-
poral ID). A T-Id = 0 jell keretek jelentik az | képkocka-
kat, a magasabb sorszamuak jeldlik a P és B kereteket,
amelyek magasabb képvaltasi frekvenciat biztositanak.
Az utolsé paraméter a Q-Id (Quality ID), ami az egyes
képkockakon bellili minéséget adja. Ha gyorsan, na-
gyobb mértékl savszélesség-csdkkentés szlikséges,
akkor a magasabb L-1d-vel rendelkez8 csomagokbdl el-
dobva ugyanolyan minéség mellett, kisebb felbontast
kapunk. A T-1d keretekbdl dobva kisebb frame-rate-U
folyam kaphat6, ami minéségromlas nélkil, a mozga-
sok folyamatossaganak rovasara csdkkenti a savszé-
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lességet. A Q-ld csomagok a legkisebb mértéki adap-
tacio eszkdzei lehetnek.

Ez az osztalyozas lehetévé teszi, hogy megfeleld
sorbanallasi modellek alkalmazasaval kontrollaltan, hir-
telen nagymértékd minéségromlas nélkil alkalmazkod-
jon a folyam az aktualis savszélességi lehetdségekhez.

A skalazhaté kodolék altal 1étrehozott folyamok dob-
hato, és dobhat6 vagy vaghaté csomagokat tartalmaz-
nak, valamint olyanokat, amelyek a dekddolas szem-
pontjabdl kiemelten fontosak: ezek nem dobhatok és
nem is darabolhatok. Az elébbieknek megfeleléen a
csomagokhoz egy els6dleges prioritasi sorrend rendel-
hetd. Az egy védelmi szinten belili, de kilénbdz8 mi-
néségjavitast biztosité kereteknek pedig, egy masod-
lagos prioritasi sorrend adhat6. Ezeknek a fontossa-
goknak megfeleléen kell az Gtvonalvalasztéknak és az
AP-nak kezelni az atvitt video6-kereteket, hogy a vevé
oldalon megfelel6 minéségl, dekddolhaté videdt kap-
junk.

Ahhoz viszont, hogy a kédolé nyujtotta elényodket ki
tudjuk haszndlni a LA-hoz, sziikséges a keretekre vo-
natkozé informaciét az AP-okhoz eljuttatni. Ez a mar
emlitett Fl, amire még nem létezik altalanosan elfoga-
dott megoldasi javaslat. Lehetséges eszkdze lehet egy
fejléc-kiterjesztés, amire egy példat mutatnak [4]-ban,
vagy ennek egy altalunk moédositott valtozata, amit a
kévetkez6 fejezetben mutatunk be.

4. Szerver oldali informacio biztositasa
lokalis adaptaciohoz

Ahhoz, hogy a halézati elemek hozzaférhessenek az
alkalmazas szempontd csomagfontossagi sorrendek-
hez, szlikség van a Fl-re. Egy halézati pont nem tudja,
hogy az egyes csomagokat hogyan kezelje a dekddo-
16 szemszdgébdl. Természetesen lehetséges lenne az
informacié megszerzése az alkalmazasfliggé Real Time
Protocol (RTP) fejlécekbdl is [2], de ez két ok miatt sem
javasolhat6. Egyrészt nehézkes a rétegelt struktlraju
architekturaban a fels6bb szint(i fejléc-tartalmak olva-
sasa egy alsobb (példaul a halézati) rétegben. Mas-
részt pedig, az Uj alkalmazasok megjelenésével Uj struk-
taraju fejléc kiterjesztések jelenhetnek meg. Ez a fej-
rész értelmezésének modosulasat jelenti, ami alsébb
rétegek mikddésére is kihatassal lenne. Az emlitett
problémak miatt sziikség van egy altalanos megoldas-
ra, ami alkalmazas-fuggetlen médon segiti a Lokalis
Adaptéaciot applikaciés szintl informaciok biztositasa-
val.

Ahogy kordbban mar emlitettik, a skalazhaté kédo-
I6k sajatossaga, hogy fokozatos adaptacio érhetd el
vellik a megfelel6 csomagok eldobasaval vagy vagasa-
val. Ez a valds idejl forgalom csomagvesztéssel szem-
beni toleranciaja miatt lehetséges. A haldzati elemek-
nek tudnia kell tehat a kédold altal megkdvetelt doba-
si/lvagasi precedenciarol, hogy torlédas esetén annak
megfelel6en dobja vagy vagja a torlddott csomagokat.
Mindezen felill, a vezeték-nélkiili csatorna elétt célsze-
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Csomagdobasi Explicit vagdsi pont ‘igen
Osztaly Offszett1
:150[byte]
Offszet#2
400[bvte]
Stb.
> Hibas kézbesités? ‘nem
Csomagvédelmi szint? 2
UEP a csomagban? igen
Védelmi szint#1 4
o . Offszet#1 :70[byte]
Hibavédelmi Védelmi szint#2 2
Osatily ¢ Offszet#2
:370[byte]
Védelmi szint#3 4
Offszet#3
:470[bvte]
Stb.

4. abra Példa RFL

rd alkalmazni a hibavédelmet is. Ez azért van igy, hogy
a halézatot feleslegesen ne terheljik a védelem okoz-
ta redundanciaval, és mert az AP tudja csak pontosan
a csatorna jelenlegi allapotabdl, hogy milyen erésségu
védelem szlkséges a hatékony atvitelhez. Az emlitett
UEP a radiés csatornan igen hatékony védelmi megol-
dast jelent. Mig az egyenlé hibavédelem (Equal Error
Protection) az egész csomagot védi, mindenhol egyfor-
man, az UEP képes a csomagon belll, az applikacios
szintl preferenciak figyelembe vételével eltéré mértékd
védelmet biztositani a kiilénbdzd fontossagu részeknek.

Az altalanos mindségbiztositasi (Quality of Service)
paraméterek mellett (adatsebesség, késleltetési korla-
tok, késleltetés ingadozas stb.) sokkal részletesebb,
csomag-szint(i informaciéra is sziikség van. Osszegy(ij-
tottik ezért a halézati réteg szamara altalunk fontos-
nak vélt alkalmazasi szintl informacidkat. A fejezet to-
vabbi részében az ezeket leiré strukturat ismertetjlk.
Bevezetjlik a Réteg-fuggetlen Leir6 (RFL) fogalmat, mely
a RA és UEP m(ikddéséhez sziikséges informacidt tar-
talmazza a halézati elemek szamara.

ban adaptiv/skalazhaté alkalmazasok helyezkednek el.
A Csomagdobasi Osztaly mutatja a csomag dobasi pre-
cedencia alapjan val6 besorolasat, illetve jelzi, ha vag-
hat6 a csomag. Vaghatésag esetén sziilkséges annak
a minimalis adathossznak a jelzése is, ami alatt a hor-
dozott informacié értelmét veszti, azaz aminél kisebbre
nem lehet vagni. Ennek megfelelen tartalmaznia kell
az 6sszes olyan ofszetet is, mely a lehetséges vagasi
pontokat jeldli ki a csomagon beldl.

Dobassal érhet6 el a leggyorsabb reakcié torlédas
esetén, a vagas finomabb skalazhatdsagot ad.

A Hibavédelmi Osztaly irja le a csomagokra alkal-
mazhaté UEP, EEP tipusat. Definialhaté az egész cso-
magra (EEP) illetve csomagon belil is (UEP) a védelmi
szint. Az UEP-hez meg kell adni az egyes csomag-da-
rabok kezdeteit jel6l§ ofszeteket, valamint a hozzajuk
tartoz6 védelmi szintet, ahogy azt a 4. abra is mutatja.

A kovetkez6 fejezetben bemutatunk egy példat a
RFL hasznalatara.

5. Kapcsolatfelépités
és a RFL terjesztése

Ahhoz, hogy a kdztes hal6ézati csomépontok az alkal-
mazas altal megkdévetelt médon kezeljék a folyamot,
minden csomagnak tartalmaznia kellene a ra vonatko-
z6 RFL altal leirt informaciot. Mivel ez egy elég robosz-
tus megoldast jelentene, és egyuttal jelents tobblet-
informaciét is, egy sokkal dinamikusabb médszerre van
szlkség. A RFL-eket elég csak a viszony kezdetén ter-
jeszteni az adaptacioban résztvevd csomépontok ko-
z6tt, a csomopontok elraktdrozzak azokat a hozzajuk
rendelt azonositdikkal egyltt. A videdfolyam adasa
alatt az egyes RFL-ekhez rendelt azonositokat kapjak
csak meg a csomagok, ezzel jelezve az Utvonalvalasz-
toknak és az AP-nak, hogy milyen forgalmi preceden-
ciaju osztalyba taroznak. A RFL-eket azonosité sza-
mok, mint Cimkék (Label) atvihet6k példaul az IP fejléc-
ben, vagy egy kiegészit6 fejlécben, vagy akar DiffServ
CP-ben [18,12].

A hal6zati csomopontokban a rétegek kdzotti kom-
munikacié az Ugynevezett bréker-alapi megoldason
m(kodhet. A bréker egy olyan egység, mely kdzponto-
sitottan tarol informaciokat, esetlinkben a RFL-eket. A

5. abra Bréker alapu Cimke-RFL ésszerendelés

(Meg kell jegyezni, hogy bar lokalis adap-
taciérdl beszéliink, NF-hez, vagy mas, a
halézat tébbi részén el6fordul6 adaptaci-
0s problémak kezelésére is felhasznalha-
t6 a RFL informacidtartaima.)

A RFL harom f6 osztalyt tartalmaz: (1)

Cimke2

alazhato adat

l Vide6 csomag

Forgalmi Osztaly, (2) Csomagdobasi Osz-

Cimke 1
Cimke 2 g
Cimke 3 :

Cimke n

RFLn

o P
LL DCimke 2
----------- »  Fizikai

taly, (3) Hibavédelmi Osztaly. A legfonto-
sabb leiré mezbket a 4. abra mutatja.
A Forgalmi Osztaly leirdi jelzik, ha a

RFL adatbazis

Csomdpont

forgalom skalazhat6 illetve a végpontok-
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6. abra Példa lzenetvaltas

kommunikaciéban résztvevd tdbbi elem ezeket rajta ke-
resztil éri el. Ez a megoldas lehet6vé teszi, hogy min-
den halézati csomdpont egyetlen adatbazist hasznal-
jon és egyszerl adatbazis-hozzaférést biztositson az
Osszes réteg szamara. Ezek alapjan tehat egy csomé-
pont IP rétege a kapott csomagbdl lekérdezi a megfe-
lel6 RFL-hez tartoz6 paramétereket, majd az igy kinyert
informaciénak megfeleléen rendelkezik a csomaggal.

Ha — példaul AP esetében — szlikség van a haléza-
ti réteg alatt is a RFL-ek tartalméara, akkor az IP réteg
egy el6re definialt CL interfészen keresztll atadja a
cimkét, ami alapjan az alsébb, LL réteg is hozzaférhet
a lefrékhoz a brokeren keresztiil. igy még hatékonyabb
mikddést lehet elérni, mintha a RFL-eket rétegekhez
kétve hasznalnank, hiszen az amugy is sziikséges cim-
ke segitségével a leirok halmazat rétegfiiggetlenné
tettik. A bréker alapu hozzaférést mutatja az 5. abra.

A kévetkez8kben egy példaval illusztraljuk, hogyan
terjeszthetdk Fl keretében a folyamra jellemz6 RFL-ek,
és azok hogyan és hol alkalmazhatok a hal6zatban
adaptacios célokra.

Példankban a felhasznald egy vide6-szerverhez csat-
lakozik, ahonnan egy filmet igényel. A megfelel6 kodek
és annak paraméterei, valamint az egyéb képesség-
egyeztetések SIP/RTSP [19,3] protokoll segitségével
torténik. Természetesen az RNC-n SIP proxy-nak kell
futnia ahhoz, hogy a hivasfelépités Iétrejéhessen. Az
emlitett informéacidkon felll, az altalunk bevezetett és a
kivalasztott filmhez tartozé RFL-ek a hozzajuk rendelt
cimkékkel egytt szintén szétterjesztésre kerlilnek. Cél-
szer( er6forras-foglalé protokollt hasznalni erre a célra.
A feladatra alkalmas lehet az RSVP [20], ahol a PATH
lzenetek vihetik &t a vide6ra vonatkoz6 informacidkat.
Ahhoz, hogy az RNC-n (SGSN, GGSN, MGW) adapta-
ciot alkalmazhassunk, futnia kell az RSVP protokollnak.
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Az RSVP alkalmazasa csomoépontonkénti CAC-t (Call
Admission Control) biztosit, és tamogatja az alkalmaza-
sok altal definialt objektumok atvitelét [21]. RSVP nél-
kil is megoldhaté a RFL-ek terjesztése. Ha SIP proto-
kollt hasznalunk a hivasfelépitéshez, akkor az OK (ize-
netben az SDP protokoll kiegészitéseként lehet elkdil-
deni a RFL-eket.

A RFL-ek Osszeadllitasa a médiabdl kinyert meta-
adatok alapjan torténik. Példaul egy skalazhaté
H.264/AVC kodolot haszndald alkalmazas altal generalt
vided-keretek az ugynevezett NALU (Network Abstrac-
tion Layer Unit) fejléccel kezd6dnek. Ezek a fejlécek
hordozzak a prioritasra vonatkoz6 informaciét. Mivel a
NALU strukturaja allando, a keretre vonatkozé meta-
adat el6allitdsara kdzvetlendl alkalmas, melybdl végul
egyszerlien forditdssal kaphatjuk a vide6-kerethez tar-
tozd RFL-et. A RFL-ek terjesztése és a meta-adatok
Osszeallitasat mutatja a 6. abra.

A vided adas megkezdésével a kddold csak az
adatcsomaghoz rendelt megfelelé cimkét adja at egy
interfészen az IP-rétegnek. A csomag fontossagat és
egyéb tulajdonsagait ezek utan egész utjan ez az egy
azonosité hatarozza meg: ez alapjan mikddnek a cso-
mopontokban a RA és UEP mechanizmusai. Példaul,
ha torlédas van a halézatban, vagy egyszer(ien a bor-
sztds vided-forgalom miatt, a varakozasi sor hossza hir-
telen megnd, akkor az IP szinten alkalmazhatjuk a RFL
biztositotta informacidkat hogy a kisebb dobasi prece-
denciaju csomagokat dobjuk el a torlodas kezelésekor.
igy lehetséges az, hogy a vevé a torlédas miatt csak
kismérték( mindségromlast észlel. A RFL Hibavédelmi
Osztalyanak informéacioit az adatkapcsolati vagy fizikai
réteg is felhasznalhatja az AP-ban. Segitséglikkel a
csatorna jobb kihasznaltsaga érdekében mas modula-
cios technikara valthat.
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6. Osszefoglalas

Vezeték nélkili halézatokat egyre szélesebb kérben és
feladatokra haszndlunk. A multimédias szolgaltatasok
iranti igény dinamikus névekedésével szamos kihivas-
nak kell megfelelnie a j6v6 kommunikaciés halézata-
inak. Jelentds mértéki szolgaltatds-minéség javulas ér-
het6 el, ha a szigoru rétegstrukturat fellazitva kihasz-
naljuk a rétegek kdézotti kommunikéacié adta elénydket.
A multimédia tartalmd forgalom tulajdonsagaibol adé-
ddan a megfelel6 mindségl video-atvitelhez sziikség is
van CL informéacidkra.

Cikkiinkben a valés idejd vided forgalom esetében
alkalmazhaté adaptacids lehet6ségeket vilagitottuk
meg. Iranyelvet adtunk, hogyan javithaté az alkalma-
zott technikak teljesit6képessége az atvitt videdfolyam
minésége szempontjabdl, ha alkalmazasi szint(, réteg-
fiiggetlen leirékat hasznalunk. Osszegyiijtéttik a fon-
tosabb, RFL-ekhez tartozé informaciokat, melyek a RA
es UEP, mint a lokalis adaptacios eszkdzok miikddésé-
hez szilkségesek. Definialtunk egy lehetséges RFL for-
matumot, majd javaslatot tettlink alkalmazasara. Végil
konkrét példan keresztil bemutattuk a javasolt méd-
szer mikddését, ismételten ravilagitva alkalmazasanak
lehetéségeire.

A cikkben a rétegek koz6tti komunikacioé egy meg-
valositasi lehet6ségét vazoltuk fel. A bemutatott mod-
szer részletes kidolgozasa, pontositasa jovébeni kuta-
tasi témank.
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