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A fényvezetds halézatok egységes menedzsment sikjaként javasolt Generalized Multi-Protocol Label Switching-et (GMPLS)
leiré ajanlasok egyre finomabb képet festenek az egyes vezérlési feladatok lebonyolitasardl. Kildn foglalkoznak a hibatiré
kapcsolatok felépitésének lehet6ségeivel és tamogatasdaval. Ezen a vonalon a tébbszérés hibakkal szemben is robusztus
megoldasok kérdéskorét felvetd igények miatt a kutatok figyelme a kézelmiltban a szegmensalapu védelmi médszerek felé
fordult. A cikk e két terlilet lehetséges kapcsoléddsi pontjait kisérli meg vazlatosan targyalni kitérve néhany védelmi méd-

szer mikddésére és bemutatva a GMPLS kérnyezetben valé alkalmazasuk néhany fontos kérdését.

1. Bevezetés

A tavkozlési szolgaltatasok esetében mar a kezdetek-
t6l fogva fontos szempont volt a szolgaltatas rendelke-
zésre allasa. igy volt ez akar a telefonhalézatok, akar
a nagy savszélességl Internet kapcsolatot biztositd
halézatok esetében. A megbizhatésag kuléndsen le-
nyeges szempont |étfontossagu dsszekottetések ese-
tén, valamint nagy kapacitasu, sok igényt kiszolgald
halézatokban, ahol egy hal6zati elem meghibasodasa
kapcsolatok sokasaganak megszakadasat okozhatja.
Ez utébbi érv is jelzi, hogy a hullamhossz-multiplexalt
(WDM) hal6zatok esetében is fontos kérdésrél van szo6.

A halézatok hibatlrésének névelésére szamos meg-
oldast kidolgoztak mar, amelyeket tobbféle szempont
szerint is csoportosithatunk. Ha azt vesszlk figyelembe,
hogy a hiba esetén szilkségessé valé tartalék eréforra-
sok aktivalasahoz sziikséges Iépések (Gtvonal-valasz-
tas, jelzés, er6forras valasztas és eréforras hozzaren-
delés [1]) mekkora része kezdddik meg a hibaesemény
bekdvetkezése utan, akkor egy olyan skalat allithatunk
fel, amely az 6sszes lépést a kapcsolat felépitésével
egyidében végz6 védelemtdl a csak a hiba bekdvet-
keztekor reagal6 teljesen dinamikus helyredllitasig ter-
jed.

Amennyiben a tartalék eréforrasoknak a meghiba-
sodott komponensek potlasara toérténd felhasznalasat
tekintjik, a hibas komponens kdzvetlen kérnyezetének
kdzremiikodését igényld lokalis védelemtdl a kapcsolat
helyreallitasat a végpontok kdzremiikodésével végz6
globalis megoldasokig allithatunk fel intuitiv sorrendet.

Az utébbi skalan nagyjabol kézépen elhelyezhetd,
szegmensalapu védelmi megoldasok kutatasa a kdzel-
multban egyre nagyobb hangsulyt kapott. Ezek a két
végletnek tekinthet§ védelmi kategéria kozotti atme-
netként foghatok fel az igényelt eréforrasok szama, a
helyreallitashoz szlikséges id6, a védelem aktivaloda-
sa esetén bekdvetkez6 csomagvesztés és a biztositott
rendelkezésre allas szempontjabol is. Ez utébbi kilo-
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ndsen fontos a tobbszérés meghibasodasokkal szem-
ben robusztus megoldasok iranti érdeklédés élénkiilé-
se miatt [2,3].

Napjainkra az optikai szalak hatalmas savszélessé-
gét egyre jobban kihasznalé adatatviteli eljarasok fejlé-
dése és a mar hasznalatban levé berendezések sokfé-
lesége, kilénbdz8 technoldgiai eredetld korlatozasai
és vezérlési kotottségei elengedhetetlenné tették egy
egységes vezérlési sik, a kordbban mar sikerrel alkal-
mazott Multi-Protocol Label Switching (MPLS) altalano-
sitasat jelent6 GMPLS kidolgozasat [4,5]. Az eddig
megjelent ajanlasok igyekeznek a miikddés feltételeit
erinté atfogd kérdéseket megvalaszolni, de szamos
konkrét részlet még tisztazasra var. Ezek kdzé tartozik
a szegmensalapu védelmi megoldasok alkalmazasa is
[6]. Az Gzemeltetés mikéntjének kidolgozasaval parhu-
zamosan hatékonysagi szempontokat is figyelembe kell
venni, amelyek indokoltta tehetik a kiilénbdz8 szeg-
mensalapu védelmi megoldasok elényben vagy hatrany-
ban részesitését egyéb megoldasokkal szemben.

A cikk egyrészt néhany alapvetd szegmensalapu vé-
delmi moédszert, masrészt pedig ezek GMPLS alapu
halézatokban toérténé alkalmazasanak fontosabb kér-
déseit tekinti at.

2. Szegmensalapu védelmi médszerek

Az alabbiakban az egyes védelmi modszerek eredeti,
irodalomban fellelhet6 valtozatait mutatjuk be. A méd-
szereknek az emlitett védelem-helyreallitds skalan tor-
ténd elhelyezését és a skala mentén tértend lehetsé-
ges eltolasanak végiggondolasat az olvaséra bizzuk.

2.1. Rész-iit védelem (Sub-path protection)

A kulén védendd szegmensek létrehozasanak leg-
kézenfekv6bb megvaldsitdsa az izemi Gtvonal parti-
cionalasa. Mivel az Gtvonal részek nem fedik at egy-
mast, a tartalék szegmensek (Backup Segment, BS) a
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védett izemi szegmensek (Active Segment, AS) hatar-
ainal illeszkednek az aktiv Utvonalra (Active Path, AP),
ahogy az 1. abran lathat6. Az atvonal tetszélegesen
felbonthato, de figyelembe lehet venni bizonyos korla-
tokat is, példaul a szegmensek szamara vagy a védel-
mi szegmensek hosszara [7]. Természetesen — hacsak
valamilyen egyéb okbol nem tiltott — az azonos lizemi
Utvonalat védd tartalék szegmensek osztozkodhatnak
k6zos er6forrasokon, ahogy az abra is mutatja.

2.2. Védelem tobb szegmenssel:
PROMISE (Protection using multiple segments)

A PROMISE az osztott szegmens védelem egy spe-
cidlis valtozata [9]. Az Gzemi Utvonal (AP) szegmenseit
(AS) itt is kllon tartalék elvezetések (BS) védik. A java-
solt sémaban az aktiv szegmens halmaznak a kévetke-
z0 két feltételt kell teljesitenie:

1. Az Gzemi Gtvonal minden linkjét legalabb egy

szegmensnek tartalmaznia kell, de maximum ket-
tének lehet a része.

AS1-1

AS1-2

2. Egy szegmens nem lehet valé-

di részhalmaza egy masik szeg-
mensnek.

A feltételekbdl adodik, hogy létre-
johetnek egymast részben atfedd
szegmensek, mint ahogy azt a kdvet-
kezd oldali 3. abran is lathat6. Azokat
a linkeket, melyek két lzemi szeg-
menshez tartoznak, definicié szerint
a kapcsolat iranyahoz viszonyitva
masodik szegmens tartalék Gtvonala
védi.

A PROMISE a tartalék eréforrasok
megosztasanak két moédjat is alkal-

mazza. Az er6forrasokon osztozkod-

1. dbra Sub-path protection

A rész-Ut védelemnek egy specialis esete a teriilet
szerinti szegmens védelem, melynek angol elnevezése
szintén sub-path protection [8]. Eszerint a nagy kiterje-
dési hal6zat kisebb teriiletekre van felosztva. Az igé-
nyek elvezetésekor egyszerre kell az (izemi és a tarta-
Iék dtvonalat meghatarozni. Kévetelmény, hogy mind-
ketté ugyanazokon a csomopontokon keresztil I1épjen
at egyik tertletr6l a masikra, illetve mindkett6 maradjon
az adott terlileten beliil, ha belsé kapcsolatot kell 1étre-
hozni. Tébb zénan athaladé védett kapcsolat elvezeté-
sére mutat példat a 2. abra. A védelem felbontasa a
z6nahatarokhoz igazodva térténik, igy hiba esetén a
kapcsolatnak csak az adott teriileten fut6 részét kell at-
kapcsolni a megfelel§ tartalék szegmensre.

2. abra A sub-path protection egy lehetséges valtozata

hatnak kilénb6z6 kapcsolatokhoz
tartozé védelmi Gtvonalak (intersharing), azonban a tar-
talékok megosztasa lehetséges az azonos lizemi Gtvo-
nalat védd tartalék elvezetések kodzétt is (intrasharing).
Elébbire példa a 3. 4bran BS1-1 és BS2-1 tartalék ut-
vonalak viszonya, melyek a (9,6), (6,7) szakaszokon
osztozhatnak kézds eréforrasokon, az utébbira pedig a
BS1-1 és BS1-2 védelmi szegmensek, melyek a (6,7)
link egyik hullamhossz csatornajat oszthatjak meg.

A PROMISE rugalmassaga folytan bizonyos esetek-
ben képes akkor is elvezetni a védett igényt a halézat-
ban, amikor sem az utvonal-, sem a link védelem nem
képes erre [9].

Megjegyezziik tovabba, hogy a PROMISE-hoz tel-
jesitményében és miikédésében hasonld, masik mod-
szert mutat be [10], amelyet a szerzék osztott szeg-
mens védelemnek (segment shared protection, SSP)
neveznek.
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Az Osszekottetések elvezetése a

gy(ri alapu védelmekhez hasonldan
a kor érintetlen ivén lehetséges, a-
hogyan az a 4/c. abran lathaté. A gy(-
ri alapu védelmekkel ellentétben a
védelmi kér séma olyan linkek hibaja
' ellen is véd, melyek nem részei vé-
\ delmi kérnek, de a végpontjai azon
helyezkednek el, ezek az ugyneve-
zett szel6 (straddling) szakaszok. A
4/d. abran a (2,6) szakasz meghiba-
sodasakor a védelmi kor két tartalék
Utvonalat is biztosit a megszakadt
kapcsolatok atiranyitasara.

3. abra A PROMISE médszer miik6dése

2.3. A védelmi kor alapi szegmens védelem

A vedelmi kér (p-Cycle, pre-configured Cycle) kon-
cepciot Grover és Stamatelakis javasolta [11,12]. A meg-
oldas a szévevény haldzat tartalék kapacitasainak vé-
delmi kérokbe szervezésére és el6konfiguralasukra épiil:
az optikai kapcsolokban mar az eréforrasok lefoglala-
sakor létrejénnek a megfelel§ tartalék elvezetések, igy
hiba esetén a gy(r( alapu védelmeket jellemz§ gyorsa-
saggal epul fel a halézat.

A 4/a. abran egy lehetséges vedelmi kér lathaté, a
példaban Iétrehozott védelmi kér altal védett szakaszo-
kat pedig a 4/b. abra mutatja, tipus szerint elkllénitve.
A igy rendezett tartalék eréforrasok a kér minden link-
jének meghibasodasa ellen képesek védelmet biztosi-
tani a hibas szakaszon athalad6 kapcsolatoknak.

A kor ivén bekdvetkezd hibak (ke-
rileti hiba, on-cycle failure) esetén egy
egységnyi tartalék kapacitas egy egység uzemi kapaci-
tast véd, hiszen ekkor csak egy lehetséges tartalék Ut-
vonal van. A szel6 szakaszok meghibasodasakor (stradd-
ling failure) azonban a védelmi kér egy egységnyi ka-
pacitdsa két egységnyi lGzemi kapacitast ved, hiszen
ket tartalék atvonal is hasznalhaté a megszakadt kap-
csolatok elvezetésére. Mindkét hibatipus esetén azon-
ban csak a hibas szakasz végpontjainal térténik atkap-
csolas, aminek kdvetkeztében a felépiilési id6 a gydird
alapu védelmekéhez hasonl6 [11].

Az bemutatott alapelv linkhibak elleni védelemre lett
eredetileg kidolgozva, azaz a fenti leirasban a ,sza-
kasz” jelentése ekkor link. Azonban a védendd kapcso-
latok folyamalapu szemléletének bevezetésével, tulaj-
donképpen a ,szakaszt” szegmensként értelmezve ki-
terjeszthet6 a megoldas szegmensalapl védelemmé is
[13].

4. abra p-Cycle alapfogalmak:
(a) egy lehetséges védelmi kér, (b) a kér dltal védheté szakaszok fajtai,
(c) a kérén levé szakasz hibaja elleni védelem, (d) szel6 szakasz hibdja elleni védelem

szel6 szakasz (straddling span)
- kbrdn elhelyezked& szakasz (on-cycle span)
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mi kér séma masik nagy elénye a hatékony eréforras ki-
hasznalas [14]. Amig az elébbinél az (zemi Utvonala-
kat is a fizikai gydriknek megfelel6éen kell kialakitani,
addig az utobbi esetében a védelmi kdérdk a haldzat ki-
hasznalatlan (tartalék) kapacitasaibdl szervezédnek, igy
az lizemi kapcsolatok a legrévidebb vagy mas elényds
utvonalon is elvezethet8ek.

3. Védelmi moédszerek
értékelésének szempontjai

A védelmi modszerek bemutatasa utan elészér néhany
olyan szempontot vizsgalunk meg, amelyek altalanos
alapgondolatokra épiilnek, majd fokozatosan eljutunk
a GMPLS-kérnyezetbdl eredd specifikus kérdésekig.

3.1. Hibatiirés

A modszerek tervezésekor a szerz6k déntd tdbbsé-
ge azzal a feltételezéssel él, hogy a hal6zatban egyidé-
ben legfeljebb egy komponens lehet hibas allapotban,
azaz gyakorlatilag elhanyagolhatonak tekintik az egy-
idejl tébbszdrds hibak valdszinliségét. Hasonléképpen
gyakran eltekintenek a csomoponti hibaktél, ami szintén
racionalis megfontolas, tekintettel a nagy megbizhaté-
sagu berendezésekre. Ezek a feltételezések bizonyos
esetekben helytalldak lehetnek, bizonyos esetekben pe-
dig nem azok a halézat méretétdl, az alkalmazott tech-
nolégiatdl és a teljesitendd megbizhatosagi kdvetelmé-
nyektdl fliggéen [15].

A fent ismertetett mddszerek kéziil a PROMISE és
az SSP garantal csak védettséget az Gzemi Gtvonal
barmely egyszeres csomoéponti vagy linkhibaja ellen, a
masik két modszer a csomoponti hibak elleni védelmet
nem garantalja. Ez utébbiak mikédését tekintve azon-
ban lathatd, hogy ennek ellenére is bizonyos foku vé-
delmet nyUljtanak a csomoponti hibak ellen pusztan a
tartalék eréforrasok szervezésének modjabol eredéen.

A tdbbszo6rds hibakat vizsgalva elmondhaté altala-
ban, hogy minél tébb ,6nall6” részre, ha gy tetszik vé-
delmi domain-re bontjuk a kapcsolat védelmét, a lehet-
séges tdbbszdérdés hibak annal nagyobb hanyadaval
szemben lesz ellenallé a kapcsolat, bar hozza kell ten-
ni, hogy a tébb részbdl felépll védelem tébb erdfor-
ras felhasznalasat is jelenti, ami végs6 soron a kapcso-
latot érint6 (de nem feltétleniil megszakitd) hibak vald-
szinliségét is ndveli.

Hasonléképpen fontos megemliteni a védelmi erd-
forrasok megosztasat, amely szintén befolyasolja a hi-
batlrést. A védelmi eréforrasokon valé osztozas altala-
ban alkalmazott feltétele ugyanis csak az egyszeres hi-
bak esetében fellépb versenyhelyzeteket zarja ki, igy
egy tébbszoérds hibaallapotban eléfordulhat, hogy egy-
szerre két kapcsolatnak is szliksége van a kézés védel-
mi er6forrasra, amely végll az egyik kapcsolat megsza-
kadasahoz vezet. A szerz6knek nincs tudomasa olyan
szakaszalapu védelmi mddszerr6l, amely ezeket a ha-
tasokat is figyelembe véve képes valdszinliségi alapon
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garantalni a kapcsolat rendelkezésre allasat, bar az at-
vonalvédelem esetére [16]-ban kidolgozott technika a
szegmensalapu védelmek esetére is adaptalhaté.

3.2. Helyreallitasi sebesség

A halézat valamely elemének meghibdsodasakor
0sszekottetések szakadhatnak meg, igy valos idejl kap-
csolatok esetében informacié veszik el. Minél tébb id6t
vesz igénybe a kapcsolat helyreallitdsa, anndl tébb adat
veszik el, igy a védelmi séma értékelésénél fontos té-
nyez8 a hiba bekdvetkezése és a forgalom Ujraindula-
sa kozott eltelt id6.

Ennek az idének a fontosabb komponensei a kdvet-
kez8k [1]. A meghibasodast, amely lehet linkszakadas,
vagy akar a bithiba-arany megadott kiiszébérték folé
térténd ndvekedése, detektalni kell, amely természete-
sen valamennyi idébe telik. Megvalaszthat6 az ugyne-
vezett korrelacids id6, amelyet azért célszerl varako-
zasként kdzbeiktatni, hogy az ugyanahhoz a hibaese-
ményhez kapcsoldédo esetleges tovabbi hibadetekciok
aggregalva (egy nagyobb logikai entitds meghibasoda-
sat jelezve) tovabbitédjanak a vezérlési sikra, ezaltal
potencialisan csokkentve a hibakezeléshez szilkséges
vezérlési overhead-et. A felsébb rétegek gyakran alkal-
maznak Ugynevezett hold-off varakozasi id6ket, azaz a
hibaesemeény észleléséhez képest egy meghatarozott
ideig még nem kezdik meg a helyredllitast , hogy lehe-
t6séget adjanak az alsobb rétegeknek a sajat védelmi
eljarasaik mlkodtetésére. Ez skalazhatdésagi szempon-
tokbdl lehet 1ényeges. Az utolsé komponens a védelem
aktivalasi ideje, amelyet a bevezet6ben emlitett tovabbi
négy részre lehet bontani.

A detekciods id6 technoldgiai adottsag, amelynek fi-
zikai korlatai vannak. A korrelacios és a hold-off idétar-
tamok hatékony megvalasztasa lényeges hatékonysa-
gi kérdés az luzemeltet6 szamara a vallalhaté garanci-
ak és a kézbentarthatésag miatt, de alapvetéen nem
fligg az alkalmazott védelmi mdédszert6l. Az aktivalas
idejet tobbféleképpen is lehet csékkenteni. Egyrészt az
aktivalashoz sziikséges lépések minél nagyobb részét
elére elvégezve, masrészt ha ez nem lehetséges, ak-
kor kis szamitasi igény( védelmi modszereket alkalmaz-
va, harmadrészt pedig a jelzési forgalmat minél inkabb
a hiba kdérnyezetében lev6é elemekre korlatozva. Ez
utébbi jelzi a szegmensalapu védelmek egyik elényds
tulajdonsagat az utvonal alapuakkal szemben, mig az
els6é szempont a védelem-helyreallitas skalan valé elto-
lassal elérhetd gyorsulasra utal.

3.3. Erdforras felhasznélds

Természetesen fontos szempont az, hogy az adott
modszer mekkora erdforrastébbletet rendel hozza a kap-
csolathoz a hibak elleni védelem érdekében. Az eréfor-
rasok felhasznalasanak hatékonysaga javithaté a vé-
delmi eréforrasok megosztasat lehetévé tevé mddsze-
rek alkalmazasaval, valamint a védelmi eréforrasok ki-
hasznalatlansaga idejére azokra alacsony prioritasu, az-
az szlikség esetén megszakithat6 extra forgalom been-
gedésével. A GMPLS mindkét lehetéséget tamogatja [4].
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A szegmensalapi modszerek a hatékony eréforras-
kezelés tekintetében az utvonalvédelmeknél gyengéb-
ben teljesitenek, de ez felfoghatd a nagyobb hibat(ré-
sért cserébe fizetendd arként is. Az egyes modszerek
altal elhasznalt cimkék szama aranyos a kapcsolathoz
rendelt védelmi utak szamaval, ami értelemszerien szin-
tén nagyobb a szegmensalapi mddszerek esetében,
mint az Utvonalvédelmeknél.

3.4. Skalazhatdsag

A feléplilési sebesség elemzésénél is esett mar sz6
skalazhatdsagi szempontokrél. Ide tartozik azonban
még szamos egyéb kérdés. A menedzselhetdség érde-
kében célszer(i a halézat allapotara vonatkozé bizo-
nyos informaciokat (példul egyes linkjellemz&ket vagy
egyéb, traffic engineering vonatkozasu vezérlési infor-
maciokat) aggregaltan kezelni. Ez azonban sziikség-
képpen a halézatrél alkotott kép pontatlanabba vala-
saval is jar, ezért a védelmi sémak garanciainak tartha-
tosaga érdekében vizsgalni kell a halézati informacio-
veszteség megengedhetd mertékét is [1].

A halézat menedzselhetdségi szempontokbol térté-
né vertikdlis particionalasa is a skalazhatésag kérdés-
kéréhez tartozik. Ez az alapgondolat megjelenik a teri-
let szerinti szegmens védelemben, de a p-Cycle kon-
cepcio is kivaléan alkalmas ilyen jellegl mikddtetésre.
Tovabb arnyalja a képet a GMPLS cimkehierarchigjat
esetlegesen kihasznal6 védelmi megoldasok lehet6sé-
ge, amelyre subnetwork protection-ként is hivatkoznak.
Ez a megkdzelités lehetbvé teszi, hogy az egyes halo-
zati domainekben az athalad6 kapcsolatok védelmé-
hez csak a domainekhez tartozé csomépontok kdzre-
mkddése legyen szlikséges. A modszer hatranya, hogy
az egyes domainek hataran levd csomopontok védel-
mét nem oldja meg, ugyanakkor raciondlis az a feltéte-
lezés, amely szerint ezek valoszinlleg a halézat leg-
megbizhatobb csomdpontjai kdziil valdk, igy vélhetéen
nem csokkentik jelentds mértékben a kapcsolat rendel-
kezésre allasat.

3.5. Alkalmazas GMPLS kdrnyezetben

A GMPLS A&ltalanositja az csomag- valamint cella-
kapcsolt m(kddés(i halézatokban alkalmazhaté MPLS
alapelvét az adattovabbitast masodik rétegbeli keret
vagy cella fejléce idérés, hullamhossz és térbeli hely (pél-
daul Gvegszal-kapcsolast végz6 optikai kapcsoloelem)
alapjan végz6 haldzati technologidkra. Az egymasba
agyazott LSP-khez hasonléan a tébbféle képességek-
kel rendelkez6 elemekbdl feléplilé rendszereket tovab-
bitasi hierarchiaként is felfoghatjuk: a hierarchia tete-
jént a térkapcsolast végz6 (Fiber Switch Capable, FSC)
eszk0z interfészek talalhatok, majd a hullamhosszkap-
csolast végzdk (Lambda Switch Capable, LSC) és az
idosztasos multiplexelésre képes (Time-Division Multi-
plex Capable, TDM) berendezés interfészek kdvetkez-
nek, ezutdn a masodik rétegbeli kapcsolast végz6k
(Layer-2 Switch Capable, L2SC) végul pedig a cso-
magkapcsolt (Packet-Switch Capable, PSC) mikdde-
sliek [4].
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A GMPLS megkéveteli, hogy minden LSP hasonl6
képességekkel rendelkezé interfészeken kezdddjon és
végzdadjén, amit a védelmi mddszerek alkalmazasanal
is figyelembe kell venni.

A kilénb6z8 képességl rendszerekben a rendelke-
zésre allé cimkekészlet mérete jelentésen eltérd lehet.
Egyrészt az egyes livegszalakon parhuzamosan futo,
ezért a GMPLS-ben alapértelmezés szerint kiilon link-
ként megjelend hullamhosszak szama nagyon nagy le-
het, amelyek 6sszefogasara a GMPLS bevezeti a link
bundling fogalmat. Ezzel kapcsolatban azonban a ko-
rabban mar emlitett megengedhetd informaciéveszte-
ség vizsgalatanak kérdése merdl fel [1]. Masrészt a
TDM, LSC és FSC interfészeken rendelkezésre allé cim-
kekészlet jelentésen kisebb lehet, mert az itt alkalmaz-
haté cimkék fizikai tartalommal birnak, ellentétben a mas
interfészeken alkalmazott logikai cimkékkel szemben.
Ez az alkalmazni kivant modszer cimkeigénye szem-
pontjabdl fontos.

A hasznalhaté cimketartomanyra is elképzelhet6k
korlatozasok. A gyakorlatban a forras fel6li csomépont
a soron kdvetkez6 csomopontnak javasolhat haszna-
latra egy bizonyos cimkét, amelyet az nem kételes el-
fogadni, am ez esetben szamolnia kell azzal, hogy a
cimke megvaltoztatasa a szilkséges konfiguracios lé-
pések elvégzése miatt nagyobb idéveszteséggel jar.
Ez kiléndsen olyan optikai kapcsoloelemek esetében
lehet l1ényeges, ahol a cimkevaltas akar mikrotikrok
mozgatasat is jelentheti, amely a jelterjedési idékhoz
képest jelentds idétébblet. Ennek ugyancsak jelent6-
sége lehet a védelmi modszerek szempontjabol a ki-
16nb6z6 mindségi garanciak vallalasanal.

A GMPLS a skalazhatésag érdekében bevezeti a
forwarding adjacency fogalmat is, amely kiaknazza a
cimkehierarchiaban rejl§ lehet§ségeket. A megoldas
Iényege réviden, hogy tébb LSP-t aggregalnak egyet-
len LSP-be, és az utvonal kdézbllsé csombpontjainak
elegendd csupan ezt a kiilsé LSP-t latniuk, a belsék-
héz kapcsoléddéan igy nem kell tovabbitasi bejegyzé-
seket fenntartaniuk. Ez 1ényegében a skalazhatosag-
nal emlitett vertikalis particionalast is tamogatja, ami
régtdn nyilvanvaléva valik, ha megemlitjlik, hogy példa-
ul elegendd a kiilsé LSP-t védeni, a bels6k egyenként
tértén6 megvédése helyett. Magatél értetédéen fon-
tos, hogy ezt a miikédést dsszhangban tartsuk az al-
kalmazott védelmi mddszer hasznalataval.

Ugyanakkor a GMPLS az MPLS-sel ellentétben meg-
engedi a kétiranyu kapcsolatok kezelését is, amely a
jelzésforgalom csékkentése mellett jelentsen egysze-
rlisitheti és hatékonyabba teheti a védelmi modszerek
alkalmazasat is.

A hal6zat allapotanak a csomépontokhoz valé eljut-
tatasara és traffic engineering jellegl informaciok to-
vabbitdsara a GMPLS is a mar eddigiekben alkalma-
zott routing protokollokat (OSPF, 1S-IS), pontosabban
azok megfeleld kiterjesztéseit hasznalja. [17] bemutat
egy lehetséges csomoponti funkcionalis blokkvazlatot,
amelybdl kider(l, hogy egy esetleges védelmi médszer-
nek az ezek segitségével felépitett és karbantartott

LIX. EVFOLYAM 2005/2




Szegmensalapu védelmi megoldasok...

link allapot adatbazis alapjan kell a GMPLS vezérlést
végz6 entitds kezdeményezésére meghataroznia a
megfelel6 elvezetéseket.

Ennek mikéntjére vonatkozéan éppen a védelmi/
helyreallitdsi médszerek széles kérének alkalmazhat6-
saga miatt a GMPLS ajanlasok nem tartalmaznak meg-
kotéseket. Mindazonaltal a kiilénb6z6 gyartotdl szar-
mazo berendezések egylttmikddésének természetes
igénye szlikségszer(ivé teszi, hogy az alkalmazott vé-
delmi modszer részletkérdéseitl fliggetlenil az izemi-
védelmi er6forrasvalasztashoz sziikséges informacio-
csere standard moédon térténjen. Ebben az iranyban
azonban az ajanlasok még nem érték el a végleges al-
lapotot, de a folyamatos munkanak készdnhetéen a
kdzeljovEben tovabbi kérdések tisztazasa varhato.

5. Osszegzés

A cikk két fontos terlletet kisérelt meg vazlatosan be-
mutatni: a hibat(ir6 hal6zati kapcsolatok szegmensala-
pu védelmi modszerekkel térténd biztositasat, valamint
az ennek egyik lehetséges alkalmazasi terileteként fel-
mer(l6 GMPLS halézati kérnyezet ehhez kapcsoldédo
vonatkozasait.

Lathato, hogy egyrészt a GMPLS ajanlasok jelenle-
gi késziltségi allapota és a még kidolgozas alatt allé,
hozzajuk kapcsolédé javaslatok nagy szama miatt egye-
I6re vannak nyitott kérdések, amelyek megvalaszolasa
elengedhetetlen ahhoz, hogy ténylegesen mikddtetni
lehessen szegmensalapu védelmi médszereket GMPLS
kérnyezetben. A mddszerek teljesit6képességére vo-
natkozo6 kutatasi eredmények koriltekinté alkalmazas-
sal parosulva azonban egy sok szempontbdl elényds
technoldgiai megoldast igérnek.
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