
B
ár novemberi számunkra továbbra is a sokszínû-
ség jellemzô és a cikkek több részterületet képvi-
selnek, már most szeretném jelezni, hogy jövô év

januártól kezdve rendszeresen tematikus lapszámokkal
fogunk jelentkezni. Ezek mindegyikében egy-egy té-
materületet mutatunk majd be a felkért szerzôk áttekin-
tô jellegû, tehát szándékunk szerint T. Olvasóink széles
köre számára érthetô és érdekes cikkekkel. A szám ge-
rincét képezô tutoriális rész mellett helyet adunk a té-
makörhöz kapcsolódó, hozzánk beküldött kutatási jel-
legû cikkeknek is. Ezt a lehetôséget ajánljuk potenciá-
lis szerzôink figyelmébe, és ehhez nyújtunk segítséget
felhívásainkkal, melyek közül elsôként – egyszerre ket-
tôvel is – e számunkban jelentkezünk, a késôbbiekben
pedig rendszeresen, szinte minden hónapban talál-
kozhatnak. 

2006 elsô felében a következô tematikus számokat
tervezzük, a szerkesztôbizottság egy-egy, az adott té-
meterületet „gondozó” tagjának, mint vendégszerkesz-
tônek a közremûködésével:

Január: Web-technológiák  (Vonderviszt Lajos)
Február: Optikai kommunikáció  (Paksy Géza)
Március: Beszédfeldolgozás  (Németh Géza)

Április: Ûrkutatás, ûrtávközlés  (Kántor Csaba)
Május: Informatikai biztonság  (Buttyán Levente)

Június: Válogatás a „Networkshop” 
legjobb elôadásaiból  (Tétényi István)

Várjuk az érdekes eredményeket tartalmazó cikke-
ket és számítunk olvasóink érdeklôdésére!

Mostani számunkban egy cikkcsokorral találkozik az
Olvasó, amelynek közös nevezôje: a vezetéknélküli há-
lózatokon nyújtandó multimédia szolgáltatások. Az elsô
cikk motivációja az új generációs Internet protokollja,
az IPv6 feletti mobil szolgáltatások megjelenése és el-
terjedése. Izgalmas felhasználói és szakmai kérdéskör-
nek fogalmazódik meg a mobilitás hatásának mértéke
a TCPv6, UDPv6 protokollokra épülô szolgáltatások vi-
szonylatában. A szerzôk valós, vezetéknélküli hálózati
környezetben végzett összehasonlító mérések eredmé-
nyeivel adnak segítséget a szolgáltatás-minôség bizto-
sításához. 

A jövôben egyre inkább a multimédia továbbítása
fogja adni a hálózati terhelés nagy részét. Sokak sze-
rint a 3G hálózatok nem lesznek alkalmasak igazán
szélessávú multimédia szolgáltatások nyújtására, ezért
a kutatás és fejlesztés fókuszában a 4G-nek nevezett

megoldási irányok állnak. Ezekrôl a fejlôdési tendenci-
ákról ad következô cikkünk áttekintést, a 3G hálózatok
lehetôségeinek határáról, az új igényekrôl, melyek szük-
ségessé teszik a jövôben a 4G hálózatok kialakítását,
és hogy jelenleg milyen technológiai lehetôségek áll-
nak rendelkezésünkre az ezen elvárásokat kielégítô
4G hálózatok megvalósításához.

Az Interneten elérhetô multimédiás alkalmazások egy-
re népszerûbbé válnak a felhasználók körében. Mobil
környezetben történô robbanásszerû elterjedésüket
azonban a korlátozott sávszélesség és a vezeték nél-
küli csatorna jellegzetesen magas hibavalószínûsége
korlátozza, hiszen a gyakori hibák jelentôsen rontják a
multimédiás szolgáltatás minôségét. Cikkünk bemutat
egy új algoritmust, amely a DCCP transzport protokoll
alkalmazásával jelentôsen javítja az audió-videó folyam
minôségét. A javasolt szelektív újraküldéses algoritmus
kiemelten kezeli az MPEG típusú multimédiás folyamok
fontosabb kereteit, így csökkentve a bithibák tovább-
terjedését. A szolgáltatás minôsége így nagymértékben
javítható.

A vezeték nélküli terminálok, mint például okostele-
fonok, digitális személyi asszisztensek (PDA-k) és lap-
topok növekvô száma miatt egyre inkább szükség van
arra, hogy a személyi hálózatokat egyszerû módon le-
hessen felállítani, valamint be- és újrakonfigurálni. Cik-
künk szerzôi arra adnak választ, hogy hogyan lehet
ilyen hálózatokban egy dinamikusan változtatható, de
egységes számítástechnikai környezetet létrehozni, mely
kiterjed az egymással összekötött vezetékes és veze-
ték nélküli, valamint fix és mobil eszközökre.

A témakört kiegészíti egy kommunikáció-geográfiai
cikk, amely bemutatja, hogyan jutottunk el a harmadik
generációs rendszerekig. A cikk a mobiltelefónia euró-
pai elterjedésének idôbeli folyamatával és térbeli min-
táival foglalkozik a mindenkori technológiák (analóg, di-
gitális) idôszakaira vonatkozóan. A jellegzetességeket
komplex szemléletmóddal, az egyes hatótényezôk (a
GDP, a természetföldrajzi adottságok, a népsûrûség, a
lakosság kulturális színvonala és a távközlési politika)
együttes vizsgálatával mutatja be.

E számunk még további két érdekes cikket tartal-
maz: az egyik egy távközlési feladatok vizsgálatára is
alkalmas új sorbanállási modellel, a másik a távközlési
rendszerek üzemeltetéséhez elengedhetlen hibajegy-
rendszerekkel foglalkozik. 

Szabó Csaba Attila, 
fôszerkesztô
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1. Bevezetés

Az Internet2 legjelentôsebb elônyeként említhetô az
IPv6 feletti szofisztikált mobil szolgáltatások megjelené-
se és elterjedése. Izgalmas felhasználói és szakmai
kérdéskörnek fogalmazódik meg a mobilitás hatásának
mértéke a TCPv6, UDPv6 protokollokra épülô szolgál-
tatások viszonylatában. Ahhoz, hogy ebben a témá-
ban a minôségi válasz mennyiségi jellemzôkkel is érzé-
keltethetô legyen, szükséges olyan összehasonlító mé-
rések elvézése, amelyek elôtérbe helyezik az IPv4 és
IPv6 technológiák közötti különbségeket mobil környe-
zetben. 

A szolgáltatások mûködôképességének biztosítása
a csomópont fizikai mozgása közben olyan igény, mely
a mai, korszerû hálózatok igény-palettáján joggal jele-
nik meg. A vezeték nélküli IP telefónia, a vezeték nél-
küli laptop és a PDA számítógépek fejlôdése erôtelje-
sen ebbe az irányba mutat. A vezeték nélküli LAN-ok
mobilitás tulajdonsága újabb hasznos eredményekhez
vezet: 

– innovatív alkalmazás fejlesztés: vészjelzések, üze-
netek küldése, folyamatos hálózati kapcsolatban álló
munkafolyam rendszerek megjelenése; 

– hatékonyság és termelékenység növekedés: a fo-
lyamatos hálózati kapcsolódás lehetôvé teszi a munka
bárhonnani elvégzését idôkiesés nélkül; 

– adatok megnövelt hitelessége: az adatok bármi-
kor és bárhonnan elérhetôk; 

– rendelkezésre állás: a felhasználó virtuálisan onli-
ne kapcsolatban maradhat az otthonában, az utcán és
a munkahelyén is. 

Jelen anyagban a mobil WiFi hálózaton kommuniká-
ló IP terminálok különbözô alkalmazásainak mennyisé-
gi összehasonlítását mutatjuk be, magyarázatot adunk
a tapasztalt jelenségekre és következtetéseket vonunk
le a várható fejlesztési igényekre vonatkozóan.

2. Mobil adatátvitel

Mint ismeretes, az IP protokoll v4 és v6 veziója a ha-
gyományos rögzített, huzalos hálózati kommunikáción
túlmenôen képes ellátni mobil funkciókat is. A vezeték
nélküli adatátviteli kapcsolatok a hálózati réteg számá-
ra ugyancsak képesek biztosítani a keretek továbbítá-
sát. Ezáltal az IP protokoll verziójától függôen a szállí-
tási rétegben mûködô szolgálatok részére kisebb vagy
nagyobb mértékben történik az alsóbb rétegek viselke-
désének figyelembe vétele. 

Az IP protokoll mobil funkciója arra vonatkozik, hogy
a terminál kommunikáció közben elmozdul fizikai helyé-
rôl, minek következtében megváltozik a hármas réteg-
beli hálózati környezete. Ehhez a meglátogatott új hely-
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A cikkben egy valós kültéri mobil WiFi rendszer roaming fázisa alatt bekövetkezô folyamatok IPv4 és IPv6 kapcsolatokra ki-

fejtett hatását vizsgáljuk meg. A mobil kliens bázisálomásokhoz viszonyított relatív sebessége és a roaming végrehajtásá-

nak kölcsönhatása jelentôsen befolyásolja a TCP kapcsolatokat, miközben kevésbé hat az UDP átvitelre. Az összehasonlító

mérésekbôl statisztikai módszerekkel nyert eredmények lehetôvé teszik, hogy valós képet nyerjünk az IPv4 és az IPv6 mo-

bil átvitel esetén tanusított viselkedésére vonatkozóan, valamint választ kaphatunk arra a kérdésre, hogy valóban magasabb

minôségû mobil adatátvitelt eredményez-e az IPv6 protokoll vezeték nélküli adatkapcsolati réteg fölött, elôdjéhez, az IPv4-

hez képest.

1. táblázat  Az IPv4 és IPv6 összehasonlítása



színen egy „foreign agent” funkció betöltését biztosító
útválasztó egy IP feletti IP alagút segítségével tovább-
ra is kapcsolatban áll a „home agent”, eredeti útválasz-
tóval [1]. Ezáltal a mozgó terminál az új helyszínen to-
vábbra is képes kommunikálni. Fontos kérdés, hogy az
„agent” processzek közötti interakció mennyire gyors, il-
letve milyen további terhelést okoz a hálózaton. Az IP
protokoll v4 és v6 verziója ebbôl az aspektusból is lé-
nyegesen eltérô viselkedést mutat. Ezen tulajdonságo-
kat az 1. táblázatban soroljuk fel.

A vezeték nélküli adatkapcsolatok esetén lehetô-
ség van arra is, hogy a mobil terminál ugyanabban az
üzenetszórási tartományban maradjon, vagyis a termi-
nál IP címének változása nélkül módosuljon a forgal-
mazott keretek útvonala. Ez tipikusan az L2 roaming
esete, amikor a mobil terminál úgy vált bázisállomást,
hogy csak az adatkapcsolati eszközök CAM táblájának
tartalma módosul. A cikk valós kültéri mobil WiFi rend-
szer környezetben egy mozgó jármûben elhelyezett ter-
minál által generált rádiós cellaváltás alatt bekövetkezô
roaming folyamat IPv4, illetve IPv6 kapcsolatokra kifej-
tett hatását vizsgálja meg (2. táblázat).

3. Roaming mechanizmusok

A vezeték nélküli LAN-ok lehetôvé teszik, hogy a cso-
mópontok a vállalati hálózathoz virtuálisan kapcsolód-
janak. A cellaváltás (roaming) olyan idôben lejátszódó
folyamat, amely során a mobil terminál egyik kiszolgáló
AP-bázisállomástól egy másik AP-ra csatlakozik rá.
Adatkapcsolati (L2) roamingról beszélünk, ha a folya-
mat azonos alhálózatba tartozó AP-k között történik (1.
ábra). 

Ha a terminál másik alhálózatba tartozó új AP-hoz
csatlakozik, akkor hálózati (L3) roamingról beszélünk.
Hálózati cellaváltás az adatkapcsolati roaming sikeres
lezajlása után következhet be [2]. A cellaváltás mindig
a terminál döntésén alapul, amelynek feladata a lehet-
séges bázisállomások felderítése, az ezekhez tartozó
paraméterek értékelése, majd a szóbajövô cellák közül
az új kiválasztásának eldöntése. Az adatkapcsolati cel-
laváltás az alábbi fázisokat foglalja magába:

1) A terminál az „A” cellából elmozdul a „B” cellába.
A bázisállomások ugyanabban az alhálózatban van-
nak, így L2 roamingról beszélünk. Ahogy a terminál ki-
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lép az „A” cellából, az APA bázisállomással fennálló
kapcsolat paraméterei közül valamelyik átlépi a meg-
adott küszöbértéket, s ez kiváltja a roaming folyamat in-
dítását.

2) A kliens végigelemzi az összes IEEE 802.11-es
csatornát, lehetséges bázisállomást keresve. Megtalál-
ja az APB-t, lezajlik a fizikai rádiós csatornán a hitelesí-
tés és az asszociáció folyamata. 

3) Az APB a kliens alhálózatába egy nulla tartalmú
multicast üzenetet küld, amelynek forrás fizikai címe
éppen a mobil terminál címével egyezik meg. Ez alap-
ján a huzalos LAN hálózatban található switch-ek fris-
sítik kapcsolási táblájukat. Így a terminálnak címzett Et-
hernet keretek ezután nem az APA, hanem az APB bá-
zisállomáshoz kerülnek.

4) Az APB a saját forrás MAC címével küld egy mul-
ticast üzenetet, amelyben értesíti az alhálózat összes
bázisállomását arról, hogy az adott MAC címû terminál
hozzá asszociált. Ahogy az APA ezt megkapja, törli a
mobil terminál MAC címét az asszociációs táblájából.

A roaming folyamatot mindig a kliens kezdeménye-
zi, de a folyamatra vonatkozóan még nem létezik IEEE
szabvány [7]. A Cisco gyártmányú terminálok esetében
az alábbi események váltják ki a roaming folyamat indí-
tását:

a) Maximális csomagküldés próbálkozási szám átlé-
pése. Ha a kliens a maximum data retry-ként megadott
számú próbálkozás után sem tudja a csomagot elkül-
deni, elindítja a roaming folyamatot. A Cisco Aironet kli-
ensben ez az érték alapértelmezés szerint 16, és az
Aironet Client Utilityben állítható.

b) Túl sok „bacon” kihagyása. Minden, bázisállo-
máshoz társított kliensgép periodikusan kap „bacon”
keretet. Alapértelmezésben 100 milliszekundumonként
küld „bacon”-t a bázisállomás. Ez a periódus egyben
konfigurációs paraméter is. A terminál a „bacon”-ben ta-
lálható érték alapján megtanulja annak periódusát.
Amennyiben a terminál nyolc periódus ideig nem kap
„bacon”-t, kezdetét veszi a roaming folyamat. A beérke-
zô „bacon”-ök folyamatos figyelésével – még egy „idle”
állapotban levô kliens is – képes érzékelni a vezeték
nélküli kapcsolat minôségének romlását, majd pedig ro-
aming-ot kezdeményezni.

c) Átviteli ráta váltása. Normál esetben a rádiós ke-
retek átvitele a bázisállomás alapértelmezett adatátvi-
teli sebességével történik. Ez a ráta a legmagasabb át-
viteli sebesség, amelyet „required” vagy „enable” para-
méterként lehet az AP-n beállítani. Minden olyan alka-
lommal, amikor egy csomagot alacsonyabb sebesség-
gel kell újraküldeni, a „retransmit” számláló hárommal
növekszik. Minden olyan csomag esetében, amikor az
alapértelmezett átviteli sebességgel sikerült a továbbí-
tás, ez a számláló eggyel csökken egészen addig, míg
a nulla értéket el nem éri. Amennyiben a számláló elé-
ri a 12-es felsô határt, az alábbi események valamelyi-
ke következik be: 

– Ha a kliens nem hajtott végre cellaváltást az elmúlt
30 másodpercben, akkor bekövetkezik a gyors cel-
laváltás (fast roaming). 

– Ha az említett idôn belül roaming-ot hajtott vége,
akkor eggyel alacsonyabb fokozatra csökkenti az
átviteli rátát. Az alapértelmezett átvitelnél alacso-
nyabb rátájú sikeres átvitel esetén, egy rövid idô
elteltével ismét visszaugrik az eggyel magasabb
sebességû üzemmódba.

HÍRADÁSTECHNIKA
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d) Periódikus kliens intervallum (opcionális). A Cisco
Aironet v6.1-tôl kezdve konfigurálni lehet, hogy a mobil
terminál milyen gyakorisággal, illetve milyen jelerôsség
mellett keressen jobb vételi minôségû bázisállomást.
Ezekkel a beállításokkal a terminál egy jobb térerejû
bázisállomást fog keresni feltéve, hogy az alábbi felté-
telek mindegyike teljesül:

– A terminál már legalább 20 másodperce asszo-
ciált az aktuális AP-hoz. Ez a feltétel megakadá-
lyozza, hogy a kliens túl gyorsan kapcsoljon a bá-
zisállomások között. Érvényes értékek 5-255 má-
sodperc.

– A térerôsség 50%-nál gyengébb. Érvényes inter-
vallum: 0-75%-ig.

e) Kliens inicializáció. A terminál bekapcsolásakor és
újraindításakor lezajló folyamat.

A roaming folyamathoz új bázisállomás keresése
szükséges [3]. Ennek érdekében a terminál a rádiós
csatornákon scan technika segítségével meghatároz-
za az elérhetô bázisállomások listáját, amelybôl a leg-
jobbat választja ki. A scan technika csatornánként egy-
egy „probe” teszt üzenet küldését jelenti, amire „probe”
válasz vagy „bacon” érkezik a csatornán üzemelô bázi-
sállomástól. Az AP-tól érkezô „bacon”-öket csak akkor
veszi figyelembe a kliens, ha az SSID és a titkosítási
beállítások megegyeznek. 

A keresés befejezése után a listából kiválaszt egy
bázisállomást, hogy az elérési paramétereit összeha-
sonlítsa a lista többi tagjával. Ha a terminál kezdeti
„start-up” fázisban van, akkor az új AP a listában elsô-
ként szereplô tag lesz; ha a terminál roaming fázisban
van, akkor az új AP a korábbi marad amennyiben vála-
szolt a teszt „probe” keretekre. Válasz hiánya esetén a
lista elsô tagja lesz az új AP. Az aktuális AP a lista töb-
bi elemével összehasonlításra kerül. Ahhoz, hogy egy
tag új AP lehessen, minden listabeli AP-nak az alábbi
szempontokat kell teljesítenie: 

– A potenciális cél AP jelerôssége legalább 20%.
Ha a térerô több mint 20%-kal gyengébb, mint az
aktuális AP térereje, akkor legalább 50% jelerôs-
séggel kell rendelkezzen. 

– Ha a potenciális cél AP repeater
módban van, és több rádió hop-ra van a
gerinchálózattól, mint az aktuális AP, ak-
kor 20%-kal nagyobb jelerôssége kell,
hogy legyen, mint a jelenlegi AP-nak. 

– A potenciális cél AP-nál a küldô
egység terheltsége maximum 10%-kal le-
het nagyobb, mint a jelenlegi AP esetén.
A terminál a felsorolt alapkritériumoknak
megfelelô bázisállomásokat összeha-
sonlítja a jelenlegi bázisállomással. Ha
egy elfogadott AP teljesít egyet az aláb-
bi feltételek közül, akkor azt a terminál
új, aktuális AP-nak választja, majd a lis-
ta többi AP-ját már ehhez az újonnan

választott AP-hoz hasonlítja a továbbiakban: a jelerôs-
ség 20%-kal nagyobb, mint az aktuális bázisállomásé;
kevesebb hop távolság a gerinchez; legalább néggyel
kevesebb a kapcsolódott kliensek száma, mint a jelen-
legi AP esetén; legalább 20%-kal kisebb a küldô egy-
ség terheltsége.

A 12.2.(11)JA IOS verziótól kezdôdôen a Cisco „fast
secure roaming” implementáció két újabb lehetôséggel
bôvült: egyrészt növelt hatékonyságú a 802.11-es csa-
tornakeresés a fizikai roaming alatt, másrészt hatéko-
nyabb újra hitelesítési mechanizmus jelenik meg, amely
fejlett titkosító kulcs menedzsmentet alkalmaz. Függet-
lenül az alkalmazott biztonsági módszertôl, a hatéko-
nyabb csatornakeresés gyorsabb L2 roaming-ot tesz
lehetôvé.

Az újrahitelesítés hatékonyságát növelô kulcs me-
nedzsment felgyorsítja a Cisco LEAP hitelesítési folya-
matot, így a roaming rövid idô alatt és biztonságosan
zajlik le. A Cisco terminálokon és bázisállomásokon az
IEEE 802.11 csatornakeresés alapértelmezés szerint
egyaránt engedélyezett.

A „fast secure roaming”-ot egy csatornakeresés elô-
zi meg. A 12.2(11)JA elôtti IOS verziók esetén a kliens-
nek 37 ms-ot vett igénybe egy rádiócsatorna ellenôrzé-
se, ami a magyar szabványok szerinti 13 csatorna ese-
tén összességében 481 ms-ot jelent. A kliens minden
egyes csatorna esetén az alábbi lépéseket hajtja vég-
re: miután a terminál rádiós hardvere ráhangolódik az
adott WLAN csatornára, figyel hogy elkerülje az ütkö-
zést, majd „probe” keretet küld és várja a „probe res-
ponse” vagy a „bacon” jelzést. A fast secure roaming
esetén hatékonyabb a csatornakeresés: az újrahitele-
sített kliens informálja az új AP-t a korábbi AP-val való
kapcsolat elvesztése óta eltelt idôrôl, a csatornaszám-
ról, és az SSID-rôl. 

Ezeket az információkat felhasználva, az új AP felé-
pít egy listát a szomszédos bázisállomásokról, és az ál-
taluk használt rádiócsatornákról. Ha a szomszédos AP-
król információt szolgáltató mobil terminál több, mint 10
másodperce kapcsolódott le az elôzô AP-ról, akkor az
általa küldött információkat nem veszi figyelembe az új
AP. A bázisállomások maximum 30 szomszédos AP-ról
tárolnak információt. Ez a lista egy egynapos periódus
alatt elévül. Amikor a terminál asszociál egy AP-hoz, az
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új bázisállomás unicast csomagban visszaküldi számá-
ra a szomszédos AP-k listáját.

Ha a kliensnek roaming-ot kell végrehajtania, meg-
vizsgálja az aktuális AP-tól kapott listát, és csak azokat
a rádiócsatornákat ellenôrzi, melyeket a szomszédos
bázisállomások valamelyike használ. A kliensállomás
az elfoglaltságától függôen az alábbi három roaming tí-
pus egyikét alkalmazza:

– Normal roam: a kliens nem kapott és nem küldött
unicast csomagot az elmúlt 500 ms-ban. Nem
használja az AP-tól kapott listát, ellenôrzi az adott
térségben érvényes összes 802.11-es csatornát.

– Fast roam: a kliens kapott vagy küldött unicast
csomagot az elmúlt 500 ms-ban. A szomszédos
AP-k által használt csatornákat ellenôrzi. Ha nem
talál új AP-t a lista alapján, átvizsgálja az összes
csatornát. A kliens 75 ms-ra korlátozza a keresési
idejét, ha legalább egy jobb AP-t tudott találni.

– Very fast roam: a kliens kapott vagy küldött uni-
cast csomagot az elmúlt 500 ms-ban, és nullánál
nagyobb százalékkal növeli az adott cella terhelt-
ségét. A többi esemény a „fast roaming”-gal meg-
egyezô kivéve, hogy jobb bázisállomás találata
esetén a keresés azonnal befejezôdik.

A méréseinkhez olyan eszközparkot használtunk,
amely a fenti három roaming típus bármelyikét végre
tudja hajtani.

4. Mérési környezet

Az IPv4 és IPv6 protokollok viselkedését mobil környe-
zetben úgy vizsgáltuk, hogy egy kültéri teszt WiFi rend-
szert állítottunk össze. Ez IEEE 802.11b szabvány sze-
rint mûködô két darab egymástól 100 méteres távolsá-

gon huzalos Ethernet kapcsolattal összekötött bázisál-
lomásokból és egy mobil terminálból (kliensbôl) állt. Mint
ismeretes a 11 Mbit/s-os WiFi szabvány is támogatja a
roaming funkciót. Ugyanakkor a vezetéknélküli adatát-
vitel sebessége erôteljesen függ a bázisállomás és a
kliens közötti távolságtól. A mobil WiFi terminál mozgás
közben közeledik, majd távolodik a bázisállomástól. 

Ez az adatkapcsolati rétegben az átviteli sebesség
automatikus váltását okozza a 0:1:2:5,5:11 Mbit/s-os
értékek között. Alapértelmezés szerint roaming esetén
11:5,5:2:1:0:1:2:5,5:11 Mbit/s-os sebességértékek
mellett történik az átvitel. A mi esetünkben az átviteli
sebességet 11 Mbit/s-ra rögzítettük, ezáltal a térerô vál-
tozása kényszerítette a terminált a roaming kezdemé-
nyezésére.

A szállítási réteg különbözô protokolljainak viselke-
dését figyeltük, miközben a mobil terminál egy autóban
– a roaming idején konstans sebességgel – mozgott a
bázisállomások közötti iránnyal párhuzamos útvonalon.
A szerver oldalon az Ethereal snoop programot futtat-
tuk, amely az adatkapcsolati réteg minden egyes kere-
tét idôbélyeggel letárolta és további analizálásra adott
lehetôséget. Roaming idején az adaforgalom iránya
fontos, hiszen a huzalos (down) vagy a vezeték nélküli
(up) oldalon a roaming miatt pufferelést végzése szük-
séges, ami szignifikánsan befolyásolja a TCP kapcsola-
tok mûködését.

Az ICMP üzenetek méretét úgy választottuk meg,
hogy a spay ping esetén 64 bájt, 1500 bájt, illetve 32
kilobájt méretû legyen az adatkapcsolati keret mérete.
Ennek jelentôsége a minimális, maximális keretméret
(MTU), illetve az IP csomag szegmentálásánál van. Az
autó sebessége a két bázisállomás közötti szakaszon
konstans volt és a lakott területen szokásos értékek
szerint közlekedtünk (10 km/h, 30 km/h, 50 km/h).
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3. és 4. táblázat

5. Mért jellemzôk, értelmezés

A capture programmal vételezett keretsorozatból értel-
mezni lehet a roaming folyamat jelzését, valamint a
szállítási réteg forgalmát. Ezáltal mérhetôvé vált a roa-
ming R[ms], illetve az ebbôl származó forgalom kiesés
T[ms] idôtartama. 

A TCP kapcsolatok „Slow Start” és „Windowing” al-
goritmusa alapján valósul meg a nagyméretû fájlok to-
vábbítása FTP-vel. Az adatkapcsolati réteg átviteli se-
bességének változása a window méretének szabályo-
zását teszi szükségessé. A WiFi átviteltechnika roaming
fázisának idôtartama erôteljesen befolyásolja a TCP
hatásfokát. Az UDP átvitel a jellegébôl adódóan sokkal
alkalmazkodóbb természetû. Másodpercenként 100
csomagot küldtünk a spay ping segítségével, amely a
csomagmérettôl (64 bájt, 1500 bájt, 32 kbájt) függôen
a rádiós csatornát 0,93%, 21,82%, illetve 100%-ig ter-
helte. A mért paraméterek alapján a következô megál-
lapításokat tehetjük:

➊ Ethernet alapértelmezett MTU alatti keretméret
(1500 bájt) esetén az ICMPv4 roaming ideje csökken a

sebességgel, míg MTU feletti keretméret esetén ugya-
nez növekvô tendenciát mutat. Szegmentációnál több
idôbe telik a csomagok sorrendjének visszaállítása. Az
ICMPv6 roaming ideje minden keretméret esetén gya-
korlatilag csökken a sebességgel. Ez az IPv6 közegér-
zékelô tulajdonságának tulajdonítható.

➋ Ethernet alapértelmezett MTU keretméret alatt az
ICMPv4 forgalom kimaradása a sebességtôl független,
de a szegmentáció az idôkésleltetést csökkenti. A lát-
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szólag ellentmondásos hatás a csatorna folyamatos
terhelésével magyarázható. Az ICMPv6 esetén erôtel-
jes ingadozás tapasztalható a sebesség függvényé-
ben. Ennek oka az IPv6-nak az L2 rétegtôl való lekap-
csolódása miatt adódik. Ezt a lekapcsolódást az IPv4
nem teszi meg, így kevésbé érzékeny az ICMPv4.

➌ A forgalom kimaradás ICMPv4 esetén másfél má-
sodperccel, ICMPv6 eetén pedig csak egy másodperc-
cel hosszabb, mint a roaming idôtartama. Kis keretmé-
ret esetén kevésbé függ a sebességtôl az ICMP forga-
lom kimaradása, míg nagyobb keretméretek esetén
csak az ICMPv6 érzékeny a sebességre.

➍ A forgalom kimaradás TCPv6 esetén független az
adatfolyam irányától. TCPv4 esetén azonban a letöltés

szignifikánsan nagyobb adatkiesést szenved, mint a
feltöltés esetén. Ez abból adódik, hogy a TCPv4 sok-
kal gyorsabban változtatja a window méretét, ebbôl kö-
vetkezôen letöltéskor sok adat elvész a régi bázisállo-
más irányába küldött jelentôs mennyiségû keretszám
miatt.

➎ A TCPv4 nagyobb window mérettel és lassúbb di-
namikával dolgozik, míg a TCPv6 kisebb ablakmérete-
ket alkalmaz és gyorsan szabályozza. Emiatt az TCPv6
jobban viseli a WiFi környezet roaming eseményeit,
csökkentve ezáltal a forgalom kieséseket.

➏ A TCPv4 forgalom kimaradása lefelé irányú adat-
forgalom esetén függ a mobil terminál mozgási sebes-
ségétôl. 50 kilométeres óránkénti sebességnél akár 9,2
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sec kiesést is képes produkálni. Ez lehetetlenné teszi a
gyors jármûvekbôl történô folyamatos kommunikációt.
TCPv6 lefelé forgalomnál ez az érték gyakorlatilag füg-
getlen a mozgási sebességtôl és 3,8 sec alatt marad.
A TCPv4 forgalom kimaradása felfelé irányú adatforga-
lomnál kis mértékben módosul a terminál sebességé-
vel, míg ugyanez TCPv6 esetén jelentôsen változik. 

6. Összefoglalás

A mobil kliens bázisálomásokhoz viszonyított relatív se-
bessége és a roaming végrehajtásának kölcsönhatása
jelentôsen befolyásolja a TCP kapcsolatokat, miközben
kevésbé hat az UDP átvitelre [5,6]. Az összehasonlító
mérésekbôl statisztikai módszerekkel nyert eredmé-
nyek lehetôvé teszik, hogy valós képet kapjunk az IPv4
és az IPv6 mobil átvitel esetén tanusított viselkedésé-
re vonatkozóan, valamint választ kaphatunk arra a kér-
désre, hogy valóban magasabb minôségû mobil adat-
átvitelt eredményez-e az IPv6 protokoll vezeték nélküli
adatkapcsolati réteg fölött elôdjéhez, az IPv4-hez ké-
pest. 

A hagyományos elektronikus alkalmazások az IPv4
protokoll „best effort” jellege miatt lassúbb átvitelt bizto-
sítanak mobil WiFi környezetben, míg az IPv6 protokoll
az alsóbb rétegekhez történô gyors adaptáció miatt
hatékony átvitelt képes biztosítani. Az idôérzékeny al-
kalmazások (IP telefon, videokonferencia stb.) az IPv4
protokoll QoS korlátai miatt mobil WiFi környezetben
nagy kieséseket szenvednek, így a minôség elfogad-
hatatlan. Az IPv6 gyors adaptációja miatt a kiesések ki-
sebbek, ezért a jelenlegi mobil WiFi környezetben fast
roaming esetén közel elfogadható minôségû infokom-
munikációs szolgáltatások használhatók [4].

A témával kapcsolatosan további elemzési lehetô-
ség a lakott területen kívüli környezetben, nagyobb
mozgási sebességgel haladó mobil terminálok (autópá-
lyán, vonaton) adatkommunikációs szolgáltatásainak
minôségét befolyásoló tényezôk feltárása és értelme-
zése. Egyértelmûen körvonalazódik, hogy a vezeték
nélküli kapcsolatok mobil funkcióinak kiaknázásához
halaszthatatlan egyrészt a roaming folyamat gyorsítá-
sa, másrészt pedig az IPv6 feletti speciális alkalmazá-
sok kifejlesztése.
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1. Bevezetés

Az elôzô évtizedben tanúi lehettünk a mobil telekom-
munikációs hálózatok hihetetlen gyors fejlôdésének. A
kezdetben analóg rendszereket (1G) hamar felváltot-
ták a második generációs (2G) hálózatok, mint például
a GSM vagy az IS-95, melyek a jó minôségû hangto-
vábbítás mellett már kis bitsebességû adattovábbítást
is lehetôvé tettek. A 2G technológia, élen az európai
GSM megvalósítással, a 90-es években igazi sikertör-
ténet volt, és az új évezred hajnalán élte fénykorát.
Napjainkban folyik az áttérés a 2G-rôl az Európában
UMTS, az USA-ban CDMA-2000, Japánban W-CDMA
néven futó harmadik generációs mobil hálózatokra (3G),
melyek új kódolási, mobilitási megoldásokkal, nagyobb
bitsebességgel próbálják kielégíteni a 21. századi tár-
sadalom megnövekedett igényeit.

A fejlôdés nem állhat meg. Annak ellenére, hogy a
3G hálózatokat még csak néhány országban valósítot-
ták meg, egyre inkább elôtérbe kerülnek a következô,
negyedik generációs hálózatok (4G) tervezési-megva-
lósítási kérdései is. Ennek okai a sávszélesség, a mo-
bilitás, a minôség további növelésének alapvetô igénye,
új ultra-szélessávú szolgáltatások bevezetése, vala-
mint olyan fejlôdési trendek, mint például a „mindenütt
jelenlevôség” (ubiquity), vagy a globalitás, melyek a 3G
fejlesztésénél még nem voltak tervezési szempontok.

Cikkünkben szó lesz azokról a fejlôdési tendenciák-
ról melyek napjainkban és a közeljövôben a mobil há-
lózatok területén irányadónak mutatkoznak; a 3G háló-
zatok lehetôségeinek határáról; olyan új igényekrôl,
elvárásokról melyek szükségessé teszik a jövôben a
4G hálózatok kialakítását; végül bôvebben kifejtjük,
hogy jelenleg milyen technológiai lehetôségek állnak
rendelkezésünkre ezen elvárásokat kielégítô 4G háló-
zatok megvalósításához.

2. A mobil hálózatok fejlôdési iránya
ma és a közeljövôben

A mobil telekommunikációs piac óriási fejlôdése a 90-es
években a mobil beszédszolgáltatás futótûzszerû terje-
désének volt köszönhetô világszerte. Egyre többen vá-
sároltak mobil készüléket, és éltek a mobilitás nyújtotta
lehetôségekkel. Ennek eredményeképpen például Ja-
pánban 2000-re a mobil elôfizetések száma meghalad-
ta a vezetékes elôfizetésekét. Azonban, ha már egy or-
szág minden lakosának van mobil készüléke, akkor
nem várhatjuk az elôfizetések, vagy a hálózati forga-
lom további növekedését csupán a beszéd alapú szol-
gáltatástól. A mobil hálózatok fejlôdésének fenntartá-
sához új irányelvekre van szükség. Ezek a következôk:

2.1. Új valósidejû, multimédiás szolgáltatások bevezetése
Ha egy szóval kellene kifejeznünk, hogy manapság

mi a mozgatórugója, lendkereke a vezetékes és veze-
ték-nélküli hálózatok fejlôdésének, akkor valószínûleg
sokunk azt mondaná: a multimédia. Valóban, a hang-,
kép- és videófájlok hatalmas mennyiségû forgalma kezd
uralkodóvá válni az Interneten, valamint a vezeték-nél-
küli hálózatokban is kezd megjelenni az alapvetô han-
gátvitel mellett a kisfelbontású képek és videók továb-
bítása. 

Az erre épülô szolgáltatások – például az MMS –
már megjelentek a 2G mobil hálózatokban. A multimé-
diás szolgáltatások nagyban növelik a hálózati forgal-
mat, és ez által a szolgáltatók bevételeit is, így finan-
szírozzák a jövôbeli befektetéseket. A 3G hálózatok-
ban ez a tendencia egyre inkább jellemzô lesz, és foly-
tatódni fog a jövôben is. A szabványosított interfészek-
nek (Parlay) köszönhetôen bárki fejleszthet majd olyan
alkalmazásokat, melyek a mobil terminálokon futva igény-
be veszik a hálózat szolgáltatásait. Egyre újabb, már
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A mobil távközlési piac nagy mértékû fellendülése túlnyomórészt a mobil beszédszolgáltatás növekvô népszerûségének volt

köszönhetô az elmúlt évtizedben. Elérve a lehetséges mobil felhasználók számának felsô korlátját, már nem várhatjuk a há-

lózati forgalom további növekedését csupán a beszéd alapú szolgáltatástól, így a jövôben egyre inkább a multimédia továb-

bítása fogja adni a hálózati terhelés nagy részét. A multimédia ilyen arányú megjelenése a forgalomban, nagy mennyiségû

adat továbbítását követeli meg a hálózat peremén, a hozzáférési hálózatban is, ami által egyre nehezebb lesz garantálni a

megfelelô szolgáltatás-minôségi paramétereket (QoS). Sok szakvélemény szerint a 3G hálózatok nem lesznek alkalmasak

igazán szélessávú multimédia alkalmazások használatára, ezért már sok kutató a 4G irányában fejti ki érdeklôdését. Ezekrôl

a tendenciákról adunk most áttekintést; olyan új igényekrôl, melyek szükségessé teszik a jövôben a 4G hálózatok kialakítá-

sát, és hogy jelenleg milyen technológiai lehetôségek állnak rendelkezésünkre ezen hálózatok megvalósításához.



valósidejû multimédiás szolgáltatások jelennek meg,
melyek azonban már jóval nagyobb követelményeket
támasztanak a kiszolgáló hálózattal szemben. A hôn
áhított nagyfelbontású mobil videokonferencia szolgál-
tatás például 2G rendszerekben semmiképpen, de le-
het, hogy még 3G rendszerekben sem lesz megvalósít-
ható.

2.2. Mindenütt jelenlevô mikro-mobil terminálok
Egy másik lehetôség a bevételek növelésére a „min-

denütt jelenlevô” mobil terminálok térhódítása lehet. A
jövôben már nem csak közvetlenül emberek használ-
hatják majd a hálózatot, hanem minden, ami mozog,
például gépek vagy állatok. Az autónkba épített fedél-
zeti számítógép például magától letölti a legújabb prog-
ramokat az éppen elérhetô mobil hálózatról, az intelli-
gens bôröndünk jelzi, hogy éppen melyik repülôtéren
várakozik, vagy a kutyánk nyakába akasztott mikro-mo-
bil terminál tájékoztat majd bennünket, hogy a házi
kedvenc éppen merre kóborol. 

A hálózathoz csatlakozó terminálok száma így nagy-
ságrendileg is nôhet, ami teljesen új kihívásokat jelent
a jövôbeli hálózatok tervezésénél [1].

2.3. Globális és lokális hálózati átjárhatóság
Globális hálózati átjárhatóságon itt azt értjük, hogy

például az Európában használt mobil készülékek hasz-
nálhatóak legyenek Amerikában, vagy Japánban is.
Ha például valaki felszáll Londonban egy repülôgépre
és elutazik New York-ba, akkor ugyanúgy használhas-
sa azt az USA-ban is. A globális, kontinenseken átívelô
barangolás (roaming) megvalósítására, például UMTS
és CDMA-2000 között IP szinten már születtek megol-
dási javaslatok [2]. Az IP alatti rétegekben, többek kö-
zött a különbözô kódolási, sávkiosztási, menedzselési el-
járások eltérése miatt ez a probléma remélhetôleg szoft-
ver-rádió segítségével megoldhatóvá válik. Az átjárha-
tóság feltétele tehát a jelenleg még kontinensenként
különbözô hálózati technológiák teljes konvergenciája.
Ehhez globális, mindenki által elfogadott hálózati archi-
tektúrák és protokollok szükségesek, melynek megva-
lósítása manapság még futurisztikusnak tûnik. 

A lokális hálózati átjárhatóság azt jelenti, hogy egy
mobil terminál egyidejûleg hozzáférhessen különbözô
technológiákat alkalmazó vezeték-nélküli hálózathoz.
Ez arra ad lehetôséget, hogy akár a felhasználó, akár
a mobil készülék önállóan kiválassza az adott pillanat-
ban igénybe vett szolgáltatáshoz a sávszélességben,
költségben leginkább megfelelô hálózatot. Például, ha
az elôfizetô megérkezik a munkahelyére, és ott ingye-
nes WLAN áll rendelkezésére akkor mobil készüléke
váltson át az éppen használt cellás hálózatról az ingye-
nes, nagyobb bitsebességû WLAN-ra, anélkül hogy az
éppen igénybe vett szolgáltatás megszakadna. 

A különbözô hálózati technikák közötti váltást Verti-
cal Handover-nek (VHO) nevezzük. A VHO lehetôvé te-
szi a mindig a legmegfelelôbb hálózathoz való hozzá-
férés (Allways Best-Connected Network, ABCN) megje-
lenését.

Tekintsük most át, hogy a fentiekben bemutatott fej-
lôdési tendenciák milyen általános technológiai elvárá-
sok elé állítják a jövô hálózatait.

3. Technológiai elvárások a jövô 
vezeték-nélküli hálózataival szemben

Mint azt az elsô pontban láttuk, a jövôben egyre in-
kább a multimédia továbbítása fogja adni a hálózati
terhelés nagy részét. A multimédia ilyen arányú megje-
lenése a forgalomban, nagy mennyiségû adat továbbí-
tását követeli meg a hálózat peremén, a hozzáférési
hálózatban is. Mobil hálózatok esetében ez a rádiós in-
terfész (RI) nagymértékû terhelését vonja maga után,
és így az RI sávszélessége szûk keresztmetszete lehet
a multimédiás szolgáltatásoknak. Alapvetô elvárás te-
hát a sávszélesség drasztikus növelése.

Egy másik hasonlóan fontos elvárás az újgeneráci-
ós hálózatokkal szemben a szolgáltatás minôségének
(QoS – Quality of Service) biztosítása. Azonban a ha-
gyományos IP alapú, csomagkapcsolt hálózatok, ahogy
az Internet is csak best-effort minôségû szolgáltatáso-
kat biztosítanak. Ez azt jelenti, hogy mindent megtesz-
nek a csomagok gyors továbbításáért, de nem várhat-
juk el a hálózattól, hogy megfeleljen olyan konkrét mi-
nôségi paramétereknek, mint például a csomagok ma-
ximális késleltetése. Azonban fôleg a valósidejû szol-
gáltatások, mint a fent említett videokonferencia is, ki-
fejezetten érzékenyek a sávszélesség ingadozására,
vagy a csomagok késleltetésére. Ahhoz tehát, hogy
ilyen szolgáltatásokat biztosíthassunk az elôfizetôk-
nek, magas szintû QoS-t kell biztosítanunk az adatfor-
galom számára [3].

Vezetéknélküli hálózatok esetében a QoS biztosítá-
sa szorosan összefügg a mobilitás egyszerû és gyors
kezelésével mind RI, mind gerinchálózati, IP szinten.
Cellás hálózatok esetében például a cellaváltások (hand-
over, HO) kezelése súlyos problémákat vet fel a QoS
biztosításában. Cellaváltásnál meg kell szakítani az ösz-
szeköttetést a régi bázisállomással, és kapcsolatot kell
létesíteni az újjal. Ez a hálózati szolgáltatás rövid idejû
kiesését is jelentheti. Soft HO esetén is – amikor az új
kapcsolat felépüléséig a régi megmarad, tehát elvileg
nincs kiesés – a HO-t kezelô jelzésüzenetek az új cím
megszerzéséig komoly késleltetést, és bitsebesség-
csökkenést okozhatnak a hasznos forgalomban. A va-
lósidejû csomagkapcsolt szolgáltatások bevezetésé-
hez tehát csökkenteni kell a HO okozta járulékos háló-
zati terhelést az RI-n.

Ahhoz, hogy a vezetékes hálózatoknál jól bevált IP
protokollt mozgó eszközök esetében is használhassuk,
IP szinten kell megvalósítani a mobilitást. A már létezô
megoldások a Mobil IPv4 és Mobil IPv6 protokollok
azonban még továbbfejlesztésre szorulnak, például az
alhálózat-mobilitás és a személyi mobilitás terén.

A IP szintû mobilitás kezelésének gyorsítására több
javaslat is született, például a Hierarchikus Mobil IP, és
a Regionális regisztráció [4].
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A különbözô hálózati architektúrák konvergenciája
napjainkban egyre inkább felgyorsul. A konvergencia
kulcsa az IP protokoll, mely összekapcsolja a különbö-
zô célokra, különbözô technológiákkal és protokollok-
kal megvalósított hálózatokat. A jövôben megvalósul-
nak olyan All IP hálózatok, amelyekben mind az adat,
mind a beszéd IP csomagokban lesz továbbítva. Eh-
hez többek között mobil hozzáférés esetén is meg kell
valósítani a VoIP (Voice over IP)-t. Az All IP hálózatok
kialakítása alapvetô fontosságú a globális és lokális
hálózati átjárhatóság megvalósításához.

Az All IP hálózatok megjelenése azonban még nem
elegendô a globális átjárhatóság és a vertical handover
megvalósulásához. Ehhez ugyanis az IP alatti rétegek-
ben továbbra is technológiai átváltásra van szükség, hi-
szen az elérhetô rádiós interfészek fizikai és adatkap-
csolati paraméterei különbözhetnek. Ezt a problémát
szoftver-rádió alkalmazásával lehetne megoldani.

Végül ahhoz, hogy a második pontban bemutatott
„mindenütt jelenlevôség” kialakulhasson, amellett, hogy
csökkenteni kell az elôfizetôi díjakat, nagy mennyiségû
új hálózati elemet kell telepíteni a nagyszámú terminál
kiszolgálásához. Ehhez nagy kapacitású, olcsó átviteli
technikákat kell alkalmazni. Az átlagos átviteli bitkölt-
ség csökkentése tehát alapvetô feltétele annak, hogy
az új szolgáltatások széles körben elterjedhessenek.

A fejlôdési irányok és a szükséges technológiai el-
várások kapcsolatát az 1. ábra mutatja.

4. Mit nyújt a 3G?

Ebben a fejezetben áttekintjük, hogy a fent felsorolt
technológiai elvárásokból – a 3G hálózati architektúrák
és szolgáltatások alapján – mi valósult meg idáig.

4.1. 3G hálózati architektúrák, és technikák
A 90-es évek végén kezdôdött a 3G hálózatok szab-

ványosítása, melyre két nemzetközi szervezet alakult:
a 3GPP (Third-Generation Partnership Project), és a
3GPP2. A két megvalósítási javaslat több szempontból
eltért, az alkalmazott rádiós hozzáférési technológiában
például a 3GPP a WCDMA, míg a 3GPP2 a CDMA-2000
technológiát javasolta.

Az UTRAN (UMTS Terrestial Radio Network)-ban al-
kalmazott WCDMA esetében a többszörös hozzáférést
az ortogonális Walsh-Hadamard kódok által megvalósí-
tott szórás (spreading) biztosítja. A mobil terminál által
adni kívánt bitsorozatot egy ortogonális kódsorozattal
szorozzuk meg, melynek frekvenciája SF (Spreading
Faktor) egészszámú többszöröse az eredeti bitsorozat
frekvenciájának. A megszorzott kód egy bitje a chip.
Adáskor a chip-sebesség állandó 3.84 Mchip/sec, te-
hát a bitsebességet az SF szám határozza meg. Men-
nél több terminál akar egyszerre adni a frekvenciasáv-
ban, annál nagyobb mértékû (nagyobb SF) szórást kell
alkalmazni, hogy a jel-zaj arány ne romoljon, és a vétel
még lehetséges legyen, ez pedig a bitsebesség csök-
kenését jelenti a terminálok számára. Ennek köszönhe-
tôen nincs éles felsô korlát az egyidejûleg aktív termi-
nálok számára, mivel az csak a még elfogadható jel-zaj
aránytól függ. Az elérhetô legnagyobb bitsebességek
vonalkapcsolt átvitelnél 384 kbit/sec, míg csomagkap-
csolt átvitel esetében 2 Mbit/sec [5,6].

A CDMA-2000 technológiában az egy vivôre jutó
chip-sebesség kisebb: 1.2288 Mchip/sec; itt a bitsebes-
séget több vivôfrekvencia (maximum három) használa-
tával (Multi Carrier üzemmód) lehet növelni. 

Mint láttuk a 3GPP és a 3GPP2 által javasolt rádiós
technikák – elsôsorban üzleti megfontolások miatt – el-
térnek. Abban azonban a két szervezet egyetértett, hogy
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1. ábra  Fejlôdési irányok és technológiai elvárások



a 3G hálózatoknak folyamatos fejlôdés útján kell létre
jönniük. Ez azt jelentette, hogy a 3G minél többet
használjon fel a már létezô 2G hálózati architektúrák-
ból (GSM, GPRS, és az amerikai IS-41). Erre elsôsor-
ban gerinchálózati szinten volt lehetôség, mivel a bitse-
besség növelése érdekében az RI-n mindenképpen
változtatni kellet. Ennek értelmében például Európá-
ban az UMTS kiépítésénél nem sokat változtattak a vo-
nalkapcsolt GSM, és az IP alapú csomagkapcsolt GPRS
gerinchálózati alapokon. Az UMTS és CDMA-2000 há-
lózati architektúrák váza a 2. ábrán látható.

4.2. 3G szolgáltatások
A 3G szabványosításakor a következô szolgáltatá-

sok megvalósítását tûzték ki célul:
– új multimédiás és valósidejû szolgáltatások 

bevezetése;
– a mobil Internet-hozzáférés lehetôségeinek 

kiterjesztése (például Internetes vásárlás);
– lokális információt nyújtó, adatszóró ill. streaming

szolgáltatások bevezetése;
– a vezetékes telefonszolgáltatással ekvivalens

beszédátviteli minôség nyújtása;
– váltás különbözô rádiós technológiákat használó

hálózatok között (VHO).

Az elsô 3G szolgáltatás-csomag: a FOMA
Az elsô kezdetleges 3G szolgáltatásokat 1999. fe-

bruárjában vezették be Japánban. A FOMA (Freedom

of Mobile Multimedia Access) szolgáltatás-csomag – mely
már W-CDMA átviteli technológiát alkalmazott – akkor
nagy újdonságnak számított világszerte, mára pedig
több mint 36 millió elôfizetôje van Japánban. Az azóta
továbbfejlesztett FOMA nyújtotta szolgáltatásokat az 1.
táblázat mutatja. Mint az a táblázatból látható, a FOMA
már képes többféle multimédiás és valósidejû szolgál-
tatás nyújtására, például a kisfelbontású videotelefon
szolgáltatásra. Beszédátviteli minôsége megegyezik a
vezetékes telefonszolgáltatás minôségével, és nagy-
sebességû adathozzáférést biztosít.

UMTS szolgáltatások
Az UMTS-ben a szolgáltatások négy forgalmi osztály-

ba sorolhatók, az alapján, hogy megvalósításukhoz mi-
lyen minôségû adattovábbításra van szükség:

1. A valósidejû szolgáltatások osztályába tartozik ter-
mészetesen a hagyományos beszédszolgáltatás, a vi-
deótelefónia, valamint a valósidejû Internetes játékok.
Ezek a szolgáltatások különösen érzékenyek a késlel-
tetésre, és a sávszélesség ingadozásra. Jelenleg ezek
a szolgáltatások, – ahogy a FOMA esetében is – még
csak viszonylag alacsony bitsebességen vehetôk igény-
be. Ez a beszédszolgáltatás esetében nem nagy prob-
léma, mivel az átlagos bitsebesség-igénye nem nagy,
ezért az alkalmazott AMR (Adaptive Multi-Rate) hangát-
viteli technológia el is éri a kitûzött PSTN minôséget. Vi-
deó-telefónia esetében azonban a mozgóképátvitel je-
lenleg csak kis felbontásban oldható meg.
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2. Streaming-en általában azt értjük, amikor egy mul-
timédia file lejátszását már a letöltés alatt megkezdjük.
Ez elsôsorban azért kényelmes, mert nem kell megvár-
ni, míg sikerül letölteni az egész fájlt, valamint gyengén
valósidejû (több másodperces késleltetés sem zavaró)
VoD (Video on Demand) mûsorszórásra is alkalmas. Mi-
vel ennél az osztálynál a valósidejûség már nem olyan
szigorú elvárás, ezért például buffereléssel kiküszöböl-
hetô a sávszélesség kismértékû ingadozásának hatása.

3. Az interaktív osztályba tartoznak a web-böngé-
szés, a lokális szolgáltatások, a távoli adatbázis hozzá-
férés, és különféle egyéb kliens-szerver szolgáltatások.
Ezek a szolgáltatások általában a kérés-válasz (requ-
est-response) kiszolgálási sémára épülnek, a körbefor-
dulási késleltetés tehát kritikus lehet ezeknél a szolgál-
tatásoknál is, bár valósidejûnek már nem nevezhetôk.

4. A háttér osztályba olyan szolgáltatások tartoz-
nak, melyeknek adatátviteli igényeivel elég akkor fog-
lalkozni, amikor a magasabb szintû szolgáltatások nem
terhelik a hálózatot. Tipikusan ebbe az osztályba tar-
toznak az e-mail, SMS, és elektronikus képeslap vagy
MMS továbbítás. Ezeknél a szolgáltatásoknál a késlel-
tetés lehet több perc vagy óra is.

4.3. További fejlesztési lehetôségek a 3G-ben
A Parlay csoport
A Parlay Csoport 1998-ban több nemzetközi vállalat

összefogásával alakult, melynek célja olyan API-k (Ap-
plication Program Interface) definiálása volt, melyek tá-
mogatják a külsô alkalmazásokat a hálózatban. A Par-
lay Csoport egy olyan biztonságos és gazdag API cso-
magot fejlesztett, mely biztosítja a skálázhatóságot és
a bôvíthetôséget. A Parlay API lehetôvé teszi a hálóza-
ti operátorok, szolgáltatók, általános software-fejlesz-
tôk számára, hogy telekommunikációs szolgáltatásokat
integráljanak bármely IT szoftverjükbe, így biztosítva a
titkos és valósidejû kommunikációt. A Parlay Csoport
célja a telekommunikációs piac lehetôségeinek kiter-
jesztése volt, ugyanúgy, ahogy a PC megjelenése te-
ret nyitott a szoftver-fejlesztôknek új kreatív és innova-
tív programok készítésére. A Parlay API technológia-
független interfészek egy olyan halmazát definiálja, mely
metódusokat, eseményeket, paramétereket, és ezek
szemantikáját határozza meg, úgy hogy külsô (nem
megbízható harmadik fél), és belsô (megbízható háló-
zat operátor) alkalmazásfejlesztôk hozzáférhessenek
a gerinchálózat erôforrásaihoz és lehetôségeihez. A
Parlay API-k tehát lehetôvé teszik az új szélessávú
multimédiás szolgáltatások gyors megjelenését, azáltal,
hogy kisebb, vagy nem mobil-szolgáltatással foglalkozó
szoftver-fejlesztô cégek is fejleszthetnek ilyen szolgál-
tatásokat [7].

Szoftver-rádió
A kommunikációs technológiák gyors fejlôdésének

köszönhetôen a rádiós rendszerek egyre nagyobb ré-
szét valósítják meg szoftver alapon. A szoftver-rádió
egy olyan rádiós eszköz, melynek csatorna-modulációs
hullámformái szoftverben definiáltak. Tehát a hullámfor-

mák szoftveresen generáltak, melyekbôl egy szélessá-
vú DAC (digitális-analóg átalakító) készít analóg jele-
ket. A vevô egy szélessávú ADC-n (analóg-digitális át-
alakító) alapul, és az így kapott digitális jel konverzióit
és demodulációját már a processzoron futó software
végzi. 

A szoftver-rádiókban a különbözô mobil hozzáférési
szabványoknak az alkalmazott függvények különbözô
paraméterlistái felelnek meg. Ezáltal lehetôvé válik a
különbözô hozzáférési technológiák közötti gyors vál-
tás, ami nélkülözhetetlen a VHO megvalósításához. Az
így kapott software által meghatározott rádió lényegé-
ben egy jól programozható hardware, amely a progra-
mozhatósága által nagyon rugalmas. Ez a rugalmas-
ság egyszerûsíti az architektúrát, növeli a kompatibili-
tást, és lehetôséget ad új technológiák könnyebb be-
vezetésére [8].

4.4. A 3G határa
Láttuk, hogy az elsôdleges elvárás, az RI sávszé-

lességének növelése megvalósult a 3G-ben, köszön-
hetôen a W-CDMA és CDMA-2000 technológiáknak. Ez
természetesen minimális követelménye volt a multimé-
diás szolgáltatások bevezetésének. Azonban annak el-
lenére, hogy az új kódolási megoldásokkal akár 2 Mbit/
sec adatátviteli sebesség is elérhetô csomagkapcsolt
esetben, a 3G valósidejû szolgáltatások bitsebessége
általában 384 kbit/sec alatt marad. Ez azért van így,
mert a valósidejû szolgáltatásokat a 3G-ben továbbra
is vonalkapcsolt átvitellel oldják meg, a hagyományos
2G vonalkapcsolt gerinchálózati architektúrán. Ennek
oka pedig az, hogy 3G-ben még nem sikerült megfele-
lôen megoldani a valósidejû csomagkapcsolt átvitelhez
szükséges QoS biztosítását, és az ezzel szorosan ösz-
szefüggô mobilitást (HO-k) sem. Tehát a valósidejû to-
vábbítást igénylô adatokat nem tudjuk a nagyobb tel-
jesítményû, IP alapú, csomagkapcsolt gerinchálózaton
továbbítani.

A globális és lokális hálózati átjárhatóság szinte tel-
jes hiánya a 3G hálózatokban ugyanerre a problémára
vezethetô vissza. Napjainkban kezdenek megjelenni
olyan mobil készülékek, melyek már több különbözô RI-
t támogatnak, ezekkel a VHO elviekben már megvaló-
sítható lenne. Több szolgáltatás azonban továbbra sem
vehetô igénybe, bármilyen hozzáférôi hálózat alkalma-
zásával. Ha például telefonálunk egy UMTS hálózaton
keresztül, és közben beérünk egy ingyenes IP alapú
WLAN hálózatba, akkor át kellene állni a vonalkapcsolt
hangátvitelrôl a csomagkapcsolt VoIP-ra, úgy hogy a
beszélgetô felek azt ne vegyék észre, ezt pedig na-
gyon nehéz lenne megoldani. A helyzet sokkal egysze-
rûbb lenne, ha a celluláris hálózatban is csomagkap-
csolt módon IP fölött menne a teljes forgalom, beleért-
ve a valósidejû szolgáltatásokat is, vagyis ha megvaló-
sulna az All IP hálózati struktúra.

Összefoglalva tehát a fentieket: a 3G sok mindent
elért a kitôzött célokból, de igazi változást nem hozott
a 2G-hez képest, elsôsorban azért, mert szorosan a
2G-re épül. A 3G elsôsorban a hozzáférôi hálózaton
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változtatott, ezáltal próbál az új elvárásoknak megfelel-
ni több-kevesebb sikerrel. A 4G hálózatok valószínûleg
nagyobb lépést jelentenek majd a 3G-hez képest, mert
RI és gerinchálózati szinten is változtatásokra lesz
szükség.

5. Elvárások a 4G hálózatoktól

Sokak szerint a 3G hálózatok valójában nem lesznek
alkalmasak igazán szélessávú multimédia alkalmazá-
sok kiszolgálására. A 4G hálózatok azonban az olyan
jó minôségû videó adások továbbítására is alkalmasak
lesznek, mint a HDTV, köszönhetôen az akár 100 Mbit/s
letöltési sebességnek, mely a sokszorosa a 3G-beli ér-
téknek. Ez már ma is elérhetô WLAN környezetben, de
a fejlesztés alatt álló hozzáférési technológiák segítsé-
gével még jobb eredmények érhetôek el. 

Az ilyen sávszélességet nyújtó hozzáférési techno-
lógiához nagyon jó alapot nyújt az OFDM (Orthogonal
Frequency Division Multiplexing), mely különösen jó in-
terferenciatûréssel rendelkezik. Ennek egyik továbbfej-
lesztése a W-OFDM (Wide-band), mellyel sikerült már a
bázisállomástól több kilométeres távolságban lévô, gyor-
san mozgó (100 km/h) terminálra is 32 Mbit/s letöltési
sebességet elérni. Az NTT DoCoMo cég a VFS-OFCDM
(Variable Spreading Factor Orthogonal Frequency and
Code Division Multiplexing) és VFS-CDMA (Variable
Spreading Factor Code Division Multiple Access) tech-
nológiákkal kísérletezik, elôbbi a downlink irányban nyújt
nagyon nagy sávszélességet, míg az utóbbi mindkét
irányban gyors.

A harmadik generációs hálózatok szabványait igye-
keztek egységesíteni, ám ez mégsem sikerült. A konti-
nensek közti roaming feltétele, hogy a hozzáférési tech-
nológia egységes legyen, vagy legalábbis a készülé-
kek alkalmasak legyenek az elterjedt technológiai meg-
oldások igénybevételére. Úgy tûnik, hogy az egységes
szabvány a 4G hálózatokban sem fog megvalósulni,
ám ennek elsôsorban gazdasági, politikai okai vannak.
Azonban a szoftver-rádió technológia segítségével le-
hetôvé válhat az IP alatti rétegek különbségeinek áthi-
dalása is. A 4G rendszerekben tehát alapkövetelmény-
nyé válhat a nagy flexibilitású szoftver-rádiós technoló-
giák alkalmazása. 

Az eddigi hálózatok mind kültéri mobil szolgáltatás-
ra koncentráltak. A következô lépés a hibrid megvalósí-
tások irányába kell, hogy történjen, melyek magukba
foglalják a mobil hálózatokat éppúgy, mint a pillanatnyi-
lag elérhetô WLAN hálózatokat. Így nem csak a lefe-
dettség nône, hanem a kapcsolat sávszélessége és
átviteli minôsége is mindig a lehetô legjobb lenne, azaz
ténylegesen megvalósulna az always best connected
elv. A hálózatok közötti vándorlásoknál nagyon fontos,
hogy ezek gyorsan és a felhasználó számára észrevét-
lenül történjenek, hiszen például egy videó stream né-
zése közben nagyon zavaró lehet a lassú handover.
Ehhez természetesen több rétegbeli átkapcsolásra le-
het szükség.

A leendô negyedik generációs hálózatok egyik leg-
fontosabb alapköve az All IP, pontosabban az All IPv6
megvalósulása. Ez azt jelenti, hogy a teljes hálózat a
gerinctôl a terminálokig, illetve az ezen megvalósított
szolgáltatások, beleértve a beszédet (VoIP) és tetszô-
leges más, akár szigorú QoS-t igénylôket, csomagkap-
csoltan, IPv6 alapon mûködnek. Ennek a letisztult kép-
nek a megvalósulása rengeteg elônnyel jár, mind a
gyártók, mind a szolgáltatók, mind a végfelhasználók
számára, továbbá elengedhetetlen a globális mobilitás
megvalósításához, de természetesen ahhoz további
egységesítésekre is szükség van. 

Szükség van az IP protokoll megfelelô adaptációjá-
ra is. A Mobil IPv6 az IP protokoll egy elfogadott kiter-
jesztése, azonban még nem elég ahhoz, hogy világ-
méretû hálózatok kérdéseit megoldja, ehhez további
fejlesztésekre illetve kutatásokra van szükség [9]. Még
fontosabbá teszi a mobilitás kérdését az is, hogy a jö-
vô generációs mobil hálózatok cellaméretei csökken-
nek, így a hálózat még érzékenyebb lesz a handover
kezelésre [10].

5.1. Cross Layer Design
További kérdéseket vet fel az IP alkalmazása a mo-

bil készülékekben. A klasszikus Internet egyik alapja a
protokoll architektúrája. Ebben az egyes rétegek egy-
egy jól meghatározott feladatot oldanak meg, az alat-
tuk lévô réteg segítségével, szolgáltatást nyújtva ezál-
tal a felette lévô rétegeknek. A 4G hálózatokban elôre
látható új elvárások azonban megkövetelik, hogy az ar-
chitektúra QoS-t és mobilitás kezelést is nyújtson. A
QoS természetesen az egyre növekvô valósidejû alkal-
mazásokhoz elengedhetetlen, a mobilitás menedzsment
pedig nemcsak az azonos hálózaton belüli vándorlás-
hoz, hanem akár a különbözô technológiájú hálózatok
közötti vándorláshoz is szükséges. A szigorú modulari-
tás fenntartása, ahol ez egyes hálózati rétegek csak a
szomszédosakkal kommunikálnak, erôsen csökkenthe-
ti a hatékonyságát a QoS szolgáltatásoknak, illetve
egyéb fontos szempontoknak, mint például az energia-
felvétel, melyek így összességében negatív hatással
lennének a 4G használatra. 

A megoldás az úgynevezett Cross-Layer Design
[11] használata lehet, mely a biztonság, a QoS és a
mobilitás kérdéseiben egyaránt adaptálja az IP-t a mo-
bil használatra.

Biztonság
Jelenleg a titkosítás több különbözô rétegben is meg-

valósítható és megvalósított, sôt ezek együttes hasz-
nálata egyre terjed. Ilyen például az SSH, SSL, PGP
az alkalmazási rétegben, az IPSec a végpontok közöt-
ti titkosításhoz, a WEP (mely tervezési hiba miatt való-
jában nem alkalmas valódi titkosításra) egy adott hozzá-
férési hálózati forgalom titkosítására, továbbá a Blue-
tooth és az UMTS is definiál titkosítási eljárásokat. Nem
csak fölösleges számítás- és energiaigényt jelenthet a
többszörös titkosítás, de a késleltetést is számottevôen
növelheti. A rétegek közötti kommunikáció segítségé-
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vel megoldható, hogy pontosan egyszeres legyen a tit-
kosítás, azaz egy adott szolgáltatás eléréséhez tarto-
zó forgalom például csak az alkalmazási rétegben le-
gyen titkosítva, mivel ekkor már fölösleges ugyanazt a
hálózati rétegben is még egyszer titkosítani. Természe-
tesen figyelembe kell venni az adott körülményeket, és
mindig a megfelelô réteget kell választani.

QoS
A 4G hálózatokban az egyik legnagyobb kihívás a

kis energiafogyasztás megoldása. Az energiafogyasz-
tás az adási bithiba-arányon keresztül szorosan össze-
függ a QoS biztosításával. Ha túlságosan kis teljesít-
ménnyel adunk, akkor megnô a hibaarány és a valósi-
dejû alkalmazások használhatatlanokká válnak. Az
energiafogyasztás csökkentésének egyik lehetôség az
adóteljesítmény csökkentése, illetve a kivárás. A köze-
get figyelve, a csomagot akkor kell küldeni, amikor a
legkisebb az interferencia, így kisebb energiával is el-
küldhetô, de lehet hogy csak lassabban. A másik lehe-
tôség a bithiba-arány (BER) növekedésének megen-
gedése, így az adóteljesítmény szintén csökkenthetô
azonos bitsebesség mellett. Természetesen ezeket a
technikákat körültekintôen kell alkalmazni, és itt lesz
fontos megint a rétegek közötti kommunikáció. A jelen-
leg elterjedt 802.11 alapú kártyák nagy része ma is ké-
pes olyan információk közlésére, mint a jelminôség, jel-
erôsség illetve zajerôsség.

Mobilitás
Az IP hálózatok mobil rendszerekre történô kiter-

jesztése új problémákat vet fel, mivel az Internetet nem
a mobilitásra tervezték eredetileg. A legszembetûnôbb
példa a TCP esete cellaváltáskor: a régi hozzáférési
ponttal kezd megszakadni a kapcsolat, a bithibák nô-
nek, a TCP algoritmus elkezdi eldobni a csomagokat. A
kapcsolat egy bizonyos ponton megszakad, létrejön a
kapcsolat az új hozzáférési ponttal. Ekkor ismét jó mi-
nôségû kapcsolat áll rendelkezésre, azonban a TCP al-
goritmus ehhez csak lassan alkalmazkodik, így felesle-
gesen lassan kezdi el kihasználni a rendelkezésre álló
sávszélességet. Itt is segíthet a Cross Layer Manager,
mely a link layerben történt változás után értesíti a TCP
réteget, és az ezzel a plusz információval sokkal job-
ban tud alkalmazkodni a megváltozott hálózati feltéte-
lekhez.

A skálázhatóság a 3G majd a 4G hálózatokban egy-
re fontosabb kérdéssé válik. A 4G egyik víziója, az ubi-
quity, azaz a „mindenütt jelenlévôség”, amely nagyság-
rendi növekedést jelent, hiszen az egy felhasználó –
egy mobil elv helyett az egy eszköz – egy végpont el-
ven szinte minden elképzelhetôt szeretnének bevonni
a hálózatba. Ez a 3G-ben még szóba sem jöhetett az
örökölt 2G átviteli technológiák magas átviteli költségei
miatt. A 4G percdíjak körülbelül a 3G percdíjainak tize-
de lesz, ennek azonban egyik feltétele az új, sokkal ol-
csóbb, nagy teljesítményû, könnyen felügyelhetô háló-
zati architektúra telepítése.

6. Összefoglalás

A 4G hálózatoknak jelentôs különbséget és kézzelfog-
ható elônyöket kell nyújtaniuk a felhasználóknak a 3G
hálózatokhoz képest. Nem szabad csak úgy tekinteni a
2G, 2.5G, 3G, 4G kifejezésekre, mint egyre nagyobb
kapacitással rendelkezô hálózatokra. A felhasználók-
nak az új, jobb minôségû szolgáltatások és ezek integrá-
ciója fontos, mivel ezekre épülhetnek a népszerû alkal-
mazások. Igyekeztünk megvilágítani, hogy a követke-
zô generáció legfontosabb feladata annak elérése,
hogy telefonunkkal bárhol a világon kommunikálhassunk,
bármikor bármilyen internetes szolgáltatást elérhessünk,
– mindezt olcsón, gyorsan és kényelmesen. Röviden, a
4G egy olyan intelligens technológia-együttes kell hogy
legyen, mely határok nélkül összeköti az egész világot.

Irodalom

[1] Keiji Tachikawa: A Perspective on the Evolution of
Mobile Communications, NTT DoCoMo, Inc., 
IEEE Communactions Magazine, October 2003.

[2] Ai-Chun Pang, Jyh-Cheng Chen, Yuan-Kai Chen,
Prathima Agrawal: Mobility and Session Management
– UMTS vs CDMA2000, 
IEEE Wireless Communications, August 2004

[3] Hai Jiang, Weihua Zhuang: Quality-of-Service 
Provisioning in Future 4G CDMA Cellular Networks,
University of Waterloo, 
IEEE Wireless Communications, April 2004.

[4] M. Chiussi, D.A. Khotimsky, S. Krishnan:
Mobility Management in 3G All-IP Networks, 
IEEE Communications Magazine, September 2002.

[5] Harri Holma, Antti Toskala: 
WCDMA for UMTS – 
Radio Access for 3G Mobile Communications

[6] Domenico Porcino, Walter Hirt: Ultra-Wideband Radio
Technology – Potential and Challenges Ahead, 
IEEE Communications Magazine, July 2003.

[7] Opening Up Networks with JAIN Parlay, 
Simon Beddus, Steve Davis, 
IEEE Communications Magazine, April 2000.

[8] Anne Wiesler, Friedrich K. Jondral:
A Software Radio for 2G and 3G Mobile Systems, 
IEEE Transactions on Vehicular Technology, 
vol. 51, No.4. July 2002.

[9] Huszák Á., Kiefer T., Simon V., Tilk G. L., 
Dr. Imre Sándor, Szabó Sándor:
Mobilitás kezelés az IP alapú hálózatokban,
Híradástechnika 2003/4.

[10] Vilmos Simon, Dr. Sándor Imre:
A Domain Forming Algorithm for the Next Generation,
IP Based Mobile Networks, SoftCom 2004, 
Croatia-Italy.

[11] G. Carneiro, J. Ruela, M. Ricardo:
Cross-Layer Design in 4G Wireless Terminals,
INESC Porto, 
IEEE Wireless Communications, April 2004.

HÍRADÁSTECHNIKA

16 LX. ÉVFOLYAM 2005/11



1. Bevezetés

Az egyre inkább tért hódító multimédiás alkalmazások
Interneten való elterjedését a rendelkezésre álló sáv-
szélesség korlátozza. Az újonnan megjelenô hozzáfé-
rési hálózatok azonban képesek lesznek kielégíteni az
új igényeket. Ilyen technológia például a nemrégen
megjelent WiMAX (IEEE 802.16) [1], amely akár ötven
kilométer sugarú körben, 70 Mbit/s sebességen kínál
vezetéknélküli internetes hozzáférést. Ennek okán min-
denképpen nagymértékû növekedésre kell számítani
az IP alapú audió-videó alkalmazások terén.

Ugyanez a növekedési tendencia figyelhetô meg a
mobil eszközök elterjedése terén is. Jelenleg elôrehala-
dott fejlesztések folynak adat-szolgáltatások biztosítá-
sára vezetéknélküli hálózatokban, és a végcél a mobil
kommunikáció és az Internet teljes konvergenciája, a
mobil Internet kifejlesztése. Az IP alapú hálózatot hasz-
nálva, a vezetékes hálózatokra írt jól bevált alkalmazá-
sok mûködhetnek a vezetéknélküli hálózatokon is.

A vezetéknélküli hálózatok tulajdonságai nagymér-
tékben eltérnek a vezetékes hálózatokétól, hiszen a
rádiós csatorna sokkal érzékenyebb a zavarokra, a kör-
nyezeti hatásokra vagy az idôjárásra. Egy mozgó állo-
más esetén pedig a cellaváltás (handover) miatti késlel-
tetések, adatvesztés is jelentôsen ronthatja a minôsé-
get. 

A feladat tehát egy változó tulajdonságú és jelentôs
hibavalószínûséggel rendelkezô vezetéknélküli össze-
köttetésen garantált minôségû adatfolyam-átvitel, vagy-
is QoS (Quality of Service) biztosítása. Ez az adatfo-
lyam lehet szigorúan érzékeny a hibákra, mint például
FTP, WWW alkalmazásokhoz tartozó adatátvitel, de le-
het a hibákra érzéketlenebb, mint a hang-, vagy képát-
vitel. Természetesen az utóbbiaknál is törekedni kell ar-
ra, hogy minimális legyen a hibaarány. A kisebb hibákat
az emberi érzékszervek nem észlelik, ezért bizonyos
mértékig megengedhetô a hibázás, annak érdekében,

hogy a vevô oldalon folyamatos legyen feldolgozás,
más szóval folyamatos mozgóképet illetve hangot érzé-
keljen a felhasználó. 

A következô fejezetben megismerhetjük a jelentô-
sebb szállítási rétegbeli protokollokat, amelyek alkal-
masak lehetnek az audió-videó folyam továbbítására.
Ezt követôen pedig az MPEG formátum jellemzôit mu-
tatjuk be. A 4. fejezetben az általunk kidolgozott algo-
ritmust mutatunk be, mely egy új transzport protokoll
(DCCP) alkalmazásával javítani képes az MPEG típusú
multimédiás adatfolyam minôségén a szelektív újrakül-
dési technika segítségével, majd pedig analitikus mód-
szerekkel vizsgáljuk az algoritmus hatékonyságát. A 6.
fejezetben levonjuk a következtetéseinket és ismertet-
jük a továbblépési lehetôségeket.

2. Transzport protokollok

A szállítási réteg két nagy protokollja a TCP (Transmis-
sion Control Protocol) [2] és az UDP (User Datagram
Protocol) [3]. Ezek a protokollok a mai napig meghatá-
rozói a számítógépek valamint számítógép-hálózatok
közötti adattovábbításnak, pedig immár 25 éves szab-
ványok. Mindkét szabványt vezetékes hálózatra dol-
gozták ki, azonban a ma egyre szélesebb körben hasz-
nált vezetéknélküli hálózatok jellemzôi jelentôsen kü-
lönböznek vezetékes hálózatok adatátviteli tulajdonsá-
gaitól. Emiatt a régi protokollokat felül kell vizsgálni, és
megfelelôen módosítani illetve kiterjeszteni.

A mai Internet protokollokat olyan vezetékes össze-
köttetésekre dolgozták ki, melyeknek a jellemzôik a kö-
vetkezôk: nagy sávszélesség, kis késleltetés, kis hiba-
valószínûség.

Az elmúlt idôszakban megjelent és egyre népsze-
rûbb vezetéknélküli hálózatok átvitelére azonban pont
az ellenkezô tulajdonságok jellemzôek: kisebb sávszé-
lesség, nagy késleltetés, nagy hibavalószínûség.
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fontosabb kereteit, így csökkentve a bithibák továbbterjedését. A szolgáltatás minôsége így nagymértékben javítható, amit

analitikus vizsgálatokkal is alátámasztottunk.



A két protokoll, a TCP és az UDP, valójában nagyon
különbözô célt szolgálnak. A TCP egy kapcsolatorien-
tált és megbízható adatforgalmat biztosít a felhaszná-
lónak, míg az UDP megbízhatatlan. A TCP esetében a
megbízhatóság azt jelenti, hogy az elküldött csomagok
biztosan megérkeznek, de az esetleges újraküldések
miatti késleltetésre nincs garancia, míg UDP esetén a
küldô elküldi a csomagot és ezután a hálózaton múlik,
hogy megérkezik-e. Újraküldésbôl adódó késleltetéssel
ekkor nem kell számolni. 

Ezen jellemzôi miatt az UDP-t kizárólag olyan ese-
tekben alkalmazzák, ahol a küldött adatok egy részé-
nek elvesztése nem okoz mûködési problémát, sôt,
esetleg kívánatos is (például torlódás esetén), mint a
mûsorszórás; vagy ahol ezen hibák korrigálásáról egy
magasabb szintû protokoll gondoskodik. Az 1. táblázat
tartalmazza a különbözô alkalmazásokhoz leggyakrab-
ban használt transzport protokollokat.

1. táblázat  Alkalmazások és protokol l jaik

A közelmúltban több új transzport protokollt fejlesz-
tettek ki, melyek megpróbálják kiküszöbölni a régebbi
protokollok hibáit. Ilyen az UDP módosított változata az
UDP Lite (Lightweight User Datagram Protocol) [4] és a
DCCP (Datagram Congestion Control Protocol) [5].

2.1. User Datagram Protocol (UDP)
Az IP protokoll csak két gép közötti adattovábbítást

biztosítja. Nem teszi lehetôvé az alkalmazások vagy a
felhasználók azonosítását. Az UDP szállítási protokoll
biztosítja, hogy egy gépen egyidejûleg futó több alkal-
mazói program egymástól függetlenül küldhessen és
fogadhasson csomagokat.

Az UDP sokkal gyorsabb protokoll, mint a TCP pro-
tokoll, viszont nem megbízható adatátvitel szempontjá-
ból. Nem kapcsolat-orientált, nincs hibajavítás, nincs
nyugtázás. Tulajdonképpen az IP szint által biztosított
szolgáltatásokat nyújtja felfelé. Akkor szokták használ-
ni, ha az adatátvitel sebessége a legfontosabb, min-
den többi feladatot a felette elhelyezkedô réteg lát el.
Tipikusan a DNS-ek (Domain Name Server), real-time
alkalmazások, játékok szokták használni (egy játékban
vagy real-time hang átvitele esetén, ha egy csomag
rossz, akkor ott legfeljebb döccen egyet, de ez még
mindig kisebb baj, mintha az adott pontnál megállna és
onnantól elkezdené újra adni a csomagokat). A szegé-
nyesebb szolgáltatásból adódóan sokkal egyszerûbb
az UDP fejléc.

Az UDP esetében is felmerül a mobilitásból adódó
változó hibaarány, ami idônként a kapcsolat teljes meg-
szakadásához vezet. A nyugtázásra ugyan nem kell

várni, de a változó csatornaminôség és a cellaváltások
itt is komoly gondot okoznak.

A hibaarány növekedésébôl adódó csomagvesztés-
re legegyszerûbb módon úgy lehet védekezni, hogy a
hatékonyabb FEC (Forward Error Connection) hibavé-
dô kódolást alkalmazunk. Ezzel azonban növeljük az
átviendô adatmennyiséget, nagyobb lesz az overhe-
ad, és a hálózati terhelés is növekszik.

2.2. Lightweight User Datagram Protocol (UDPLite)
Az UDP módosításával létrehoztak egy újabb proto-

kollt, az UDP-Lite-t [RFC 3828] amely valójában az új
valósidejû multimédiás szolgáltatások kiszolgálására jött
létre. Az új protokoll csupán annyiban változott az ere-
deti UDP-hez képest, hogy egy új részleges ellenôrzô-
összeget vezettek be. Amennyiben a csomagnak ab-
ban részében keletkezik bithiba, amelyet a részleges
ellenôrzô-összeg lefed, akkor a vevô érzékeli a hibát és
eldobja a csomagot, míg ha a hiba olyan helyen van,
amit a részleges ellenôrzôösszeg nem fed le, akkor
nem dobja el. Ebben az esetben az alkalmazásnak kell
kezelnie a hibás csomagot. Ezzel az eljárással körül-
belül 40%-kal csökken a csomagok eldobásának szá-
ma. Abban az esetben, ha az UDP ellenôrzôösszege
az egész csomagra kiterjed, az UDP Lite mûködése
megegyezik a hagyományos UDP mûködésével.

Az egyik legjelentôsebb ok, amiért létrehozták az
UDP Lite protokollt az, hogy az alkalmazások egy cso-
portja kezelni tudja a hibás csomagokat is. A felhaszná-
ló által megfigyelhetô minôség jobb lesz, ha a hibás
csomagok nem kerülnek eldobásra, hanem az alkalma-
zásig eljutnak. Több hang és videó codec is ehhez az
alkalmazás csoportba tartozik: ITU-H.263, ITU-H.265,
MPEG-4 videó codec (ISO-14496). Ezek a kódolók jobb
minôséget nyújtanak hibás csomagok kezelésével, mint
ha egyáltalán nincs is csomag.

A csomagoknak nem minden bájtja egyformán fon-
tos, ezért a fontosabb bájtokat szükséges jobban vé-
deni. Az Unequal Forward Error Correction is ezt a célt
szolgálja. Egy rádiós csatornán, ahol a hibavalószínû-
ség már jelentôs, olyan szállításrétegbeli protokollra
van szükség, amely alkalmazkodik a csatorna tulajdon-
ságaihoz éppúgy, mint az alkalmazásokhoz. 

A szállítási réteg hibaérzékelô mechanizmusának,
tehát védenie kell az alapvetô információkat, mint a fej-
léc, de szükség szerint az adatok egy részét vagy egé-
szét is. Annak eldöntése, hogy mely adatok fontosak,
és melyek nem, azt az alkalmazásoknak kell eldönteni-
ük. Annak meghatározása, hogy mely adatokat kell le-
fedni ellenôrzô összeggel, a küldô oldali alkalmazás fel-
adata.

2.3. Datagram Congestion Control Protocol (DCCP)
A DCCP egy megbízhatatlan transzport protokoll,

amely torlódásszabályozási algoritmus használatára,
valamint sorrendhelyes csomagtovábbításra is alkal-
mas a TCP-hez hasonlóan. UDP esetén a torlódás el-
leni védekezést az alkalmazásoknak kellett megoldani-
uk, míg DCCP esetén ez már a protokoll szerves része.
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A DCCP-t úgy próbálták alakítani, hogy a TCP és az
UDP elônyeit egy protokollként valósítsák meg. A DCCP
fejlécben így ráismerhetünk az elôbbi protokollokból is-
mert fejlécmezôkre (1. ábra).

A fejléc hossza minimálisan 12 bájt, maximálisan pe-
dig a 1024 bájtot is elérheti, ha az opcionális mezôket,
és az egyes csomagtípusok esetén használt pótlólagos
mezôket is használjuk. Általános esetben az ellenôrzô-
összeg (Checksum), az összes adatot lefedi, de az UDP
Lite-hoz hasonlóan, a DCCP is lehetôvé teszi az ada-
tok részleges lefedését ellenôrzôösszeggel. Az ábrán
egy olyan esetet mutattunk be, ahol nem a teljes cso-
mag volt lefedve az ellenôrzôösszeg által (a lefedett te-
rület szürke). Természetesen az is lehetséges, hogy az
adatok egyáltalán ne legyenek lefedve, csupán a fejléc.
Ez lehetôséget ad arra, hogy azok az alkalmazások,
amelyek képesek kezelni a sérült adatokat, hatékonyab-
ban mûködjenek. Arra azonban mindig ügyelni kell,
hogy csupán a fejlécet követô adatok fedhetôek le. 

A DCCP mûködését tekintve összetettebb, mint az
UDP, de valójában egy nagyon hatékony szállításré-
tegbeli protokoll. A különbözô mûködési módoknak kö-
szönhetôen a felhasználói alkalmazásokhoz kiválóan
alkalmazkodó protokoll. Igen fontos tulajdonsága a pro-
tokollnak, hogy a vevô oldal nyugtákat küld az adó ol-
dalra, így a csomagvesztésre fény derül, hiszen e nél-
kül a torlódásszabályozó algoritmus sem mûködne.

A kapcsolatorientált DCCP a kapcsolat felépítése
során megbízható protokollként mûködik. A torlódás-
szabályozással kapcsolatos üzenetek szintén megbíz-
ható adatfolyamként kerül továbbításra. Jelenleg két
torlódásszabályozó algoritmust specifikáltak: TCP-like
Congestion Control [CCID 2] és TFRC (TCP-Friendly
Rate Control) Congestion Control [CCID 3]. A torlódás-
szabályozási algoritmust a kapcsolat felépítés során
kerül meghatározásra. Az adatfolyam során azonban
mind a vevô, mind az adó oldal kezdeményezheti a tor-
lódásszabályozási algoritmus megváltoztatását. Jelen-
leg ugyan csak két ilyen algoritmus van specifikálva, de
a DCCP protokollt felkészítették esetleges újabb torló-
dáskezelési módszerek bevezetésére is. Az adatfolyam
ugyan megbízhatatlan maradt, de az adó oldal értesül
a vevô által fogadott csomagok helyes megérkezésérôl.
A vevô nyugtát küld az érkezett csomagokról. A torló-

dáskezelô algoritmus egyben azt is meghatározza, hogy
milyen gyakran érkeznek nyugták. A TCP-like (CCID 2)
esetben körülbelül két elküldött csomag után érkezik
nyugta, míg a TCP-Friendly Rate Control (CCID 3) ese-
tén körbefordulási idônként (Round Trip Time) küld egy
nyugtát a vevô. A DCCP képes annak meghatározásá-
ra is, hogy milyen okból történt csomagvesztés. Ez az
opció fontos lehet a torlódásszabályozó algoritmus szá-
mára, hiszen abban az esetben, ha például bithiba ke-
letkezik, vagy a vevôoldali buffer túlcsordulása miatt
kerül sor csomageldobásra, nincs szükség a torlódás-
szabályozó algoritmus beavatkozására.

A DCCP-t olyan alkalmazások számára fejlesztették
ki, mint például a streaming médiaalkalmazások, ame-
lyek ki tudják használni a DCCP beépített szabályozá-
si módszereit. Annak érdekében, hogy a DCCP hatéko-
nyan vegye fel a versenyt a gyors UDP-vel, a DCCP
csomagok fejlécét próbálták a lehetô legkisebbre mére-
tezni. A protokoll bizonyos feladatok estén még így is
túlságosan bonyolult, ezért kifejlesztettek egy egysze-
rûsített DCCP protokollt is, melynek neve DCCP Lite [6].

3. MPEG formátum

Az MPEG (Moving Picture Experts Group) egy széles
körben alkalmazott szabvány a videó (kép és hang) di-
gitális adatfolyamának tömörítésére, az ehhez kapcso-
lódó specifikációkat tartalmazza. A különbözô MPEG
formátumok kidolgozása és fejlesztése folyamatos, az
MPEG formátumokról kiforrott, de nem lezárt szabvá-
nyok rendelkeznek.

Az MPEG tömörítés a videó/audió adatfolyam mér-
tékét csökkenti, rendkívül számításigényes, vesztesé-
ges tömörítô eljárással (meghatározott keretek között
skálázhatóan), kezelhetô mértékûre. Az MPEG videó
képváltási frekvenciája és az MPEG audió mintavételi
frekvenciája szigorúan meghatározott és a különbözô
formátumok a különbözô felhasználási területekhez iga-
zodó adatátvitelt és minôséget célozzák meg:

• MPEG-1: CD-ROM alkalmazások, videó-CD, 
általában 1,5 Mbit/sec-ig;

• MPEG-2: DVD, broadcast videó, távközlés, 
többnyire 4-9 Mbit/sec;

• MPEG-3: HDTV alkalmazások 
1920x1080 felbontásig, 20-40 Mbit/sec; 

• MPEG-4: alacsony adatátviteli igényû alkalmazások
176x144 felbontásig, 4,8-64 kbit/s.
Az MPEG videó képcsoportokból (GoP – Group Of

Pictures) épül fel (2. ábra), amelyekben három külön-
bözô képtípus elôre meghatározott sorrendben követi
egymást:

Videó folyam szelektív újraküldése IP hálózatokban
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1. ábra  A DCCP fej léce

2. ábra  GoP struktúra



I-képek: Intra frame coded – csak képkockán belül
kódolt. Csak olyan információt használ fel, amely a kép-
kockán belül megtalálható. Az egyes képkockákon be-
lül JPEG tömörítést alkalmaz és tömörítési arányuk vi-
szonylag csekély.

P-képek: a P (predicted) képkocka az ôt megelôzô
„I” vagy „P” képen alapul, azokat használja referencia-
ként. Ezt nevezik „forward prediction”-nek. A P-keret a
megelôzô I- vagy P-keret képrészleteinek elmozdulá-
sát, illetve a képtartalmak közti különbséget rögzíti. A
videó egymást követô képkockáiban az objektumok
alakja általában nem változik. Az MPEG a P (és B) ké-
pekben az objektumok elmozdulását mozgásvektorok-
kal írja le, a mozgáskompenzációs eljárás segítségé-
vel. Az eltérô alak- és színinformációk meghatározása
a megelôzô (I, P) kép megfelelô információira épül, a
különbséget, változást kódolja. A P-képek tömörítési ará-
nya nagyobb, mint az I-kereté. Mivel a P-képek P-kép-
bôl is származtathatók, elôfordulhatnak közöttük hibá-
sak is, és további hibaforrásul szolgálhatnak a hibás
keretet referenciaként használó képkockák kódolásakor.

B-képek: a B (bidirectional) kép a megelôzô és rá-
következô „I” vagy „P” képkockákat is felhasználja refe-
renciaként. A kódolás a mozgáskompenzációs techni-
ka felhasználásával, a P-keretekhez hasonló módon,
de két irányból történik. Ezt az eljárást „bidirectional
prediction”, két irányból történô jóslásnak nevezik. A B-
képeknek a tömörítési aránya a legnagyobb és nem
szolgál referenciaként más képek kódolásakor, ezért
nem terjeszt hibákat sem.

A GoP-n belül az I és P képtípusok számát (melyek-
bôl következik a B-k száma is) a kódoló határozza meg.
Az I, P vagy B képek különbözô aránya nagyban befo-
lyásolja az elérhetô képminôséget az adott adatátviteli
sebesség mellett. A képcsoportban (GoP) az I képek
frekvenciáját, másképpen fogalmazva a köztük lévô in-
tervallumot jelölik N-nel. P illetve a megfelelô B képkoc-
kák frekvenciájának jele: M, a különféle tömörítôk ezt
nevezhetik SubGoP-nak is. Ha N=1, ekkor minden kép-
kocka I-frame. Néhány példa a 2. táblázatban látható.

A következô fejezetekben a képcsoportok méretével
fogunk dolgozni. A következô összefüggéssel (1) szá-
molható a GoP átlagos mérete, az N és M valamint az
I-, P-, B-keretek átlagos méreteinek felhasználásával:

4. Szelektív újraküldési algoritmus

Napjaink mobil eszközeinek teljesítménye már lehetôvé
teszi nagyobb erôforrás-igényû multimédiás alkalma-
zások használatát. Azonban az általuk használt rádiós
csatorna rendkívül változékony, nagy hibavalószínû-
séggel rendelkezik, amely komoly gondok elé állítja a ter-
vezôket.

Az IP alapú csomagkapcsolt hálózatokban történô
multimédiás adatátvitel esetén nem mindegyik szállítá-
si rétegbeli protokoll felel meg. Rendkívül fontos ugyan-
is, hogy hiba esetén az audió-videó folyam ne álljon le,
várva a hibás csomagok újraküldésére. A nagy hiba-
aránnyal rendelkezô rádiós csatornán ugyanis ez él-
vezhetetlenné tenné a szolgáltatást. 

Ez az oka annak, hogy a TCP nem alkalmas erre a
feladatra, hiszen ennek a protokollnak az alapkövetel-
ménye, hogy minden egyes csomagot hibamentesen
eljuttasson a vevôhöz, nem törôdve azzal, hogy az
mennyi ideg fog tartani. A TCP sorszámokkal látja el a
csomagokat, így téve lehetôvé az újraküldést. Az UDP
esetében már jobb a helyzet, hiszen itt pont az ellen-
kezôje történik. A protokoll nem törôdik azzal, hogy a
csomag helyesen érkezik-e meg a vevôhöz, sokkal in-
kább az a fontos, hogy folyamatos legyen az adatto-
vábbítás. Az UDPLite annyiban javít a helyzeten, hogy
a sérült csomagok nem kerülnek eldobásra, hacsak nem
a fejlécben történt a sérülés. Ezt a részleges ellenôrzô-
összeg (partial checksum) használata teszi lehetôvé.
Az újraküldés sem az UDP, sem az UDPLite esetén
nem lehetséges, hiszen a csomagokra nem lehet hivat-
kozni, ugyanis nincsenek ellátva a csomag azonosítá-
sára szolgáló sorszámmal.

A DCCP fejlécében megtalálható a csomag sorszám
mezô, így a csomagokra való hivatkozás is lehetséges.
A sorszámozás a vevô oldalon történô sorbarendezés-
hez nélkülözhetetlen, hiszen nem garantált, hogy a
csomagok sorrendben érkeznek meg. Bár a DCCP nem
írja elô a csomagok újraküldését, ugyanakkor értesül
a csomagvesztésekrôl, a vevô által küldött nyugtákból.
A szelektív újraküldési technika ezeket az elônyöket
használja ki MPEG típusú multimédiás adatátvitel so-
rán.

Az alapötlet az volt, hogy az MPEG formátum I-ke-
reteit kiemelten kezeljük, hiszen az ezt követô keretek
ezekre épülnek egészen a következô I-keretig. Ameny-
nyiben ezeket a keretek hibátlanul továbbítanánk a ve-
vô oldalra, jelentôsen javíthatnánk az audió-videó mi-
nôséget. Algoritmusunk ezt oldja meg, vagyis amennyi-
ben egy I-kép meghibásodik, újraküldjük azt. 

Ezt a problémát leghatékonyabban a DCCP proto-
koll segítségével tudjuk megoldani, hiszen sorszámo-
zott csomagokkal rendelkezik, és nem alapfeladata a
hibás csomagok újraküldése, valamint alkalmas a hibás
csomagok továbbítására is, az UDPLite-hoz hasonló-
an. Ebbôl a szempontból a DCCP összesíti a többi
transzport protokoll elônyét, ezért választottuk ezt a
protokollt a probléma megoldásához. 

Az általunk kidolgozott modell a 3. ábrán látható.
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2. táblázat  Keretek gyakorisága



3. ábra  A szelektív újraküldés modell je

A legelsô modul az MPEG formátumú forrás adatait
I-,P-,B-keretekre bontja, amelyeket a következô modul
megadott méretû csomagokká állít össze. Itt történik a
csomagok ellátása a fejlécekkel is (DCCP, IP), majd
azok a csomagok, amelyek tartalmaznak I-kereteket, a
Buffer1 tárolóba kerülnek, hogy az esetleges újrakül-
dés esetén innen lehessen kiolvasni azokat. A csoma-
gokat a Pbit hibavalószínûségû csatornán továbbítjuk.
A következô modul feladata a továbbított csomagok el-
lenôrzôösszegének vizsgálata és amennyiben hibát ér-
zékel az I-keretet tartalmazó csomagban, újrakéri azt. A
meghibásodás nélkül megérkezett csomagok a Buffer2
tárolóba kerülnek. Az újraküldött csomagokat is ebbe a
tárolóba illesztjük be, kihasználva a DCCP csomagok
sorszámát. Mivel a sorszám egyértelmûen azonosítja a
csomagot, könnyedén tehetjük ezt meg. A következô mo-
dulban pedig összeállítjuk az MPEG folyamot a Buffer2-
bôl kiolvasott csomagok alapján. Ezáltal egy jobb minô-
ségû audió-videó folyamot kapunk, de cserébe körbe-
fordulásnyi idôvel (RTT – Round Trip Time) késleltetjük
a multimédiás folyamot. Természetesen semmilyen ga-
rancia nincs arra, hogy az újraküldött csomag hibátla-
nul érkezik meg, tehát e csomagok egy része ismét hi-
bás lesz. A helyesen megérkezettek azonban javítják a
médiafolyam minôségét. 

Általános esetben egy csomag meghibásodásának
valószínûségét a következô egyenlet adja meg, ahol
Pbit a bithiba valószínûsége, amelyet a rádiós csatorna
okoz, és az alsóbb rétegbeli protokollok nem tudnak ja-
vítani, CsM pedig a csomag mérete bitekben kifejezve:

(2)

A Pcsomaghiba UDP esetében a csomagvesztés, míg
TCP esetében a csomag újraküldés valószínûségét je-
lenti. 

Az algoritmusunk használata esetén, DCCP proto-
koll alkalmazásával és annak részleges ellenôrzôösz-
szeg (partial checksum) lehetôségét kihasználva, szin-
tén ez lesz a csomag meghibásodásának valószínûsé-
ge, azonban a csomag újraküldésének valószínûségét
a következô képlet adja meg, ahol a Fejléc a csomag
fejlécének méretét jelenti (DCCP adatátvitel során 12
vagy 16 bájt), míg az Iframe az I-kerethez tartozó infor-
mációmennyiséget jelöli egy csomagon belül:

(3)

A képlet csak azokra a csomagokra vonatkozik,
melyben van I-kerethez tartozó adat. Természetesen a

csomagon belül más kerethez tartozó adatok is lehet-
nek, azonban csak az I-kép adatait követôen. A mód-
szerünk alkalmazásához elengedhetetlen, hogy min-
den I-keret új csomagban kezdôdjön, hiszen a DCCP
protokoll részleges ellenôrzôösszege csak ebben az
esetben használható. 

Annak a feladatnak az ellátását, hogy a fejlécet kö-
vetôen I-kép adata következzen, a 3. ábrán ismertete-
tett csomag-összeállító modul a végzi. A részleges ellen-
ôrzôösszeg (partial checksum) alkalmazása csak ebben
az esetben teszi lehetôvé, hogy a fejlécet és az azt kö-
vetô I-keretekhez tartozó információkat védjük, a többi
adattal pedig ne foglalkozzunk. Ekkor az I-képet tartal-
mazó csomag újraküldési valószínûsége alulról és felül-
rôl is korlátozott: 

(4)

Ahol a CsM a csomagméretet jelöli, amelynek érté-
ke a torlódáskezelô algoritmustól függ. A vizsgálataink
során ennek értékét a számítások egyszerûsítése miatt
állandónak tekintjük. 

Az elôbb leírtakból következik, hogy minél ritkábban
vannak I-keretek, vagyis N (I-képek gyakorisága) minél
nagyobb, annál kisebb valószínûséggel lesz szükség a
csomag újraküldésére. Az N paraméter növelésével
azonban a hang és kép minôsége romlik, cserébe vi-
szont nagyobb tömörítést érhetünk el.

A multimédiás folyam átvitele során a csomagok új-
raküldésére akkor kerül sor, ha a csomagban megsérül
a fejléc vagy az I-kerethez tartozó adat, feltéve hogy I-
keretet tartalmaz a csomag:

(5)

ahol a Phiba,

(6)

Itt azzal a feltételezéssel éltünk, hogy az egy cso-
magra jutó átlagos I-keret információ:

(7)

Annak valószínûsége, 
hogy I-képet tartalmaz a csomag (8):

A fejléc és a csomag adatmezôjének aránya kicsi,
ezért élhetünk az egyszerûsítéssel. 

Videó folyam szelektív újraküldése IP hálózatokban
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Összevonva az egyenleteket, a következôt kapjuk (9):

Az utolsó egyenlet felhasználásával kimutatható,
hogy hogyan befolyásolja az I-kép és a teljes GoP mé-
retének aránya az újraküldés valószínûségét, az algo-
ritmusunk használata esetén (4. ábra). Az ábra egyér-
telmûen megmutatja, hogy ahogyan növeljük az I-kere-
tek méretét, vagyis a videó folyam minôségét növeljük,
úgy növekszik az újraküldés valószínûsége. Szélsôsé-
ges esetben, amikor csak I-képbôl áll a GoP az újrakül-
dés valószínûsége:

(10)

A (9) képlet alapján rá tudunk mutatni a csomagúj-
raküldés valószínûsége és a bithiba valószínûsége kö-
zötti összefüggésre, amelyet az 5. ábrán mutatunk be.
A bithiba csökkenésével természetesen az újraküldés
valószínûsége is csökken, hiszen így kisebb valószínû-
séggel történik hiba az általunk fontosnak tekintett
adatokban, vagyis az I-keretet tartalmazó csomagok, I-
képhez tartozó adataiban illetve ezek fejlécében.

Ezen összefüggések felhasználásával akár fix újra-
küldési valószínûséget biztosíthatunk változó bithiba
valószínûség mellett is, oly módon, hogy a fizikai réteg-
ben mérhetô Pbit paraméter átadásával módosítjuk az
MPEG kódoló beállításait (6. ábra). 

Ez a kódoló minôségére lesz hatással, hiszen a  
arány az N paraméterrel egyenes arányosság-

ban változik. Az N paraméter az I-keretek gyakoriságát
adja meg, ahogyan azt a 3. fejezetben már ismertettük.
Természetesen nem tudunk tetszôleges újraküldési va-
lószínûséget biztosítani, mivel egy felsô korlátot jelent,
amikor csak I-keretekbôl áll a képcsoport, vagyis 

(11)

így tehát minden Pbit mellett megadható 
egy maximális újraküldési valószínûség:

(12)

ami a 7. ábrából is jól látszik. 

5. Analitikus vizsgálat

Ebben a fejezetben analitikus módszerekkel vizsgáljuk
meg a szelektív csomagújraküldés hatékonyságát. Meg-
vizsgáljuk, hogy egy körbefordulási idô (RTT) késlelte-
tés bevetésével – amelyre az egyszeri újraküldés miatt
van szükség –, hogyan változik a vevô oldali bithiba va-
lószínûsége. Elôször a hagyományos UDP által továb-
bított multimédiás folyamot vizsgálunk meg, majd pedig
az UDP helyett UDP Lite-t vagy DCCP-t alkalmazunk.
Legvégül pedig az általunk megtervezett algoritmust
hasonlítjuk össze az elôzôekkel.

Abban az esetben, ha az UDP protokollt használjuk,
az ellenôrzôösszeg a teljes csomagot fedni fogja, emi-
att egyetlen hiba a csomagban a teljes csomag eldobá-
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4. ábra  
Újraküldés valószínûsége az I-keret és a GoP méretének
függvényében

5. ábra
Csomagújraküldés valószínûsége a bithiba 

valószínûségének függvényében

6. ábra  A Pbit átadása az MPEG kódolónak



sát jelenti. Ebbôl egyértelmûen látszik, hogy egy bithi-
ba a csomagban, annyi bit elvesztését, vagyis sérülé-
sét okozza, amekkora a csomag mérete volt. Ez azt je-
lenti, hogy Pcsomaghiba valószínûséggel veszítünk cso-
magméretnyi bitet, és 1-Pcsomaghiba valószínûséggel nem
sérül meg egy bit sem. Egy hosszú multimédiás folyam
esetén a hibás bitek várható értéke csomagonként (13):

Abban az esetben, amikor UDP Lite, illetve DCCP
protokollt alkalmazunk, azok részleges ellenôrzôösz-
szeg tulajdonságának kihasználásával, természetesen
azt várjuk, hogy a hibás bitek számának várható érté-
ke jelentôsen kisebb legyen, hiszen a teljes csomag el-
dobására csak abban az esetben kerül sor, ha a fejléc
megsérült. Az adatmezôben keletkezô hibák egyszeres
hibaként jelentkeznek. Figyelembe kell vennünk, hogy
a fejléchiba esetén már nem számít az adatmezôben
keletkezô hiba, hiszen ebben az esetben, az adatme-
zôben történô hiba nem növeli a hibás bitek számát,
mert a csomagot teljes egészében hibásnak tekintjük.
Így tehát a hibás bitek számának várható értéke a cso-
magban (14):

ahol a Pcsomaghiba
a korábbi egyenletekbôl már ismert, így

Ezenfelül azt is tudjuk, hogy a csomag mérete (CsM)
UDP esetén 8 bájt, míg DCCP esetén minimálisan 12
vagy 16 bájt, attól függôen, hogy milyen hosszú csomag-
sorszámokat használunk.

Vizsgáljuk meg, mekkora lesz a hibás bitek várható
értéke a szelektív újraküldés alkalmazása esetén. Ez
annyiban tér el az elôzô esettôl, hogy a kiemelt jelen-
tôségû helyen keletkezett bithiba a csomag újraküldé-
sét eredményezi. Természetesen az újraküldött csomag
is sérülhet, illetve elveszhet a fejléc sérülése miatt. 

A vizsgált algoritmusban csak egyszeri újraküldéssel
számolunk, a többszörös újraküldéssel most nem fog-
lalkozunk. A hibás bitek száma hasonlóan számolható,
mint azt UDPLite esetében, vagyis az elôzô esetben
számolt hibás bitek várható értékéhez, hozzá kell adni
az újraküldés után továbbra is sérült bitek számát, és ki
kell vonni azokon a bitek számát, amelyeket újraküld-
tünk (16):

Abban az esetben, amikor a nincs I-képhez tartozó
adat a csomagban, a képlet alapján kiadódik az UDP-
Lite esetben számolt érték. Megfigyelhetô az is, hogy
minél nagyobb arányban szerepelnek I-keretek a cso-
magokban, annál kisebb lesz a hibás bitek várható ér-
téke. Ez azzal magyarázható, hogy ekkor növekszik az
újraküldés valószínûsége, és az újraküldött csomagok-
nak egy része helyes érkezik meg, melyek elôzôleg mind
hibásak voltak. A 8. ábra a dekódolóba kerülô bitek hi-
baarányát mutatja, abban az esetben, amikor a teljes
képcsoport méretének felét I-keret teszi ki:

(17)

Az ábra jól mutatja, hogy a legtöbb hiba az eredeti
UDP esetén keletkezik, ami a teljes csomag eldobása
miatt jelentkezik, egyetlen bithiba miatt. Az UDPLite sok-
kal jobban teljesít, hiszen csak a fejléc hibája okozza a
teljes csomag elvesztését. A szelektív újraküldés alkal-
mazásával tovább csökkenthetjük a hibás bitek szá-
mát, kétszeres körbefordulási idô késleltetés árán. Ez a
késleltetés azonban elfogadható, a vevô oldali videó
minôsége azonban jelentôsen javul, hiszen nem csu-
pán a hibás bitek számát csökkentettük, hanem az I-
keretekben keletkezett hibákat is visszaszorítottuk, me-
lyek a teljes képcsoport (GoP) minôségére hatással van-
nak. Egyetlen bithiba a kiemelt keretben végiggyûrûzik
az összes kereten, egészen a következô I-képig. Ez te-
hát azt jelenti, hogy egyetlen bit helyreállítása ebben a
keretben, N-szeres bithiba csökkenést jelent a képcso-
portban, ami már nagyon jelentôs minôségi javulást je-
lent. 

Videó folyam szelektív újraküldése IP hálózatokban
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7. ábra  
A maximális újraküldési valószínûség

8. ábra  
Bithiba valószínûség a dekódoló bemenetén

(15)



Mivel az I-kereten belüli hibajavítás valószínûsége
egy csomagra (18):

így a teljes képcsoportra vetítve a kijavított bitek vár-
ható értéke:

(19)

A javított bitek okozta minôségjavulás számottevô,
ami élvezhetôbbé teszi a multimédiás szolgáltatásokat
a mobil eszközökben.

6. Összefoglalás

A szelektív újraküldés jelentôsen emelheti a multimédiás
szolgáltatások minôségét MPEG audió-videó átvitele
esetén. Az algoritmus kifejezetten mobil környezetben
hatékony, ahol a változó rádiós csatornán való adatát-
vitel csak magas hibaarány mellett valósítható meg. A
MPEG formátum kiemelt I-kereteinek újraküldésével, je-
lentôsen csökkenthetô nemcsak e keretek bitjeinek hi-
bavalószínûsége, hanem a teljes képcsoport hibavaló-
színûsége is, az I-képek hibája továbbgyûrûzik a többi
kereten is.

Az analitikus vizsgálatot a szimulációs vizsgálatok
fogják követni. Néhány DCCP implementáció már elér-
hetô, ezért a közeljövôben egy valós teszthálózaton kí-
vánjuk analizálni az algoritmust.

Ugyanakkor további kutatási területet jelent annak
megvizsgálása, hogy az I-kereteken kívül a P-képeket
is újraküldjük, hiszen e keretek hibái a B-képekben is
megjelennek. Ezenkívül érdekesnek tûnik egy adaptív
MPEG kódoló alkalmazása, annak érdekében, hogy az
újraküldési valószínûséget állandó szinten tartsuk, vál-
tozó rádiós csatornajellemzôk mellett. Meg szeretnénk
vizsgálni azt is, hogy mekkora késleltetés tudunk elfo-
gadhatónak tekinteni, esetleges többszörös újraküldés
esetén.

A szelektív újraküldés alkalmazása jó módszer a mo-
bil hálózaton történô multimédiás forgalom továbbításá-
ra, amely a DCCP rendkívüli rugalmasságát használja
ki az MPEG folyam minôségének jelentôs növelésére.
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HHHH íííí rrrreeee kkkk
Nemzetközi siker adatbányászati versenyen
Az idén kilencedik alkalommal az ACM (Association of Computing Machinery – www.acm.org) KDD (Knowled-
ge Discovery and Data Mining) csoportja által kiírt „KDD-Kupán” (www.kdnuggets.com/datasets/kddcup.html)
a BME Távközlési és Médiainformatikai Tanszék Média Laborjának csapata – Tikk Domonkos, Kardkovács
Zsolt Tivadar és Bánsághi Zoltán – két kategóriában (pontosság és kreativítás) is második helyezést ért el.

A verseny az adatbányászattal és gépi tanulással foglalkozó szakemberek legrangosabb megméretteté-
se, amelyen évrôl évre egyre több kutatócsoport vesz részt a világ minden tájáról. Az évek során a KDD ku-
pákon számos nagy kihívást jelentô gyakorlati probléma volt a feladat, melyek megoldásai hozzájárultak a
tudományterület növekvô sikereihez. Az idei feladat szintén egy nehéz gyakorlati probléma volt: 800.000 in-
ternetes keresô-kifejezést kellett automatikusan, tartalmuk szerint, 67 elôre megadott kategóriába osztályoz-
ni. A nehézségi fokra jellemzô, hogy a több, mint 140 regisztrált résztvevô közül csak 32 csapat adott be meg-
oldást. További információk: http://www.tmit.bme.hu/about/awards/acm_kdd_05

Solaris-verseny egyetemek részére 
A Sun a felsôoktatással foglalkozó informatikai konferencián, az EDUCAUSE-on bejelentette a Solaris Univer-
sity Challenge elnevezésû, egyetemisták részére meghirdetett versenyét. A kiírás értelmében a cég pénzzel
és különbözô díjakkal jutalmazza azokat a diákokat, akik a világ legfejlettebb operációs rendszerén, a Sola-
ris 10-en, vagy a Sun nyílt forráskódú Solaris-közösségében, az OpenSolarisban fejlesztik projektjeiket. A
Solaris 10 egyetemi versenyre a részt vevô országok akkreditált felsôoktatási intézményeinek hallgatói, vég-
zôs diákjai, valamint tanárai és informatikai munkatársai jelentkezhetnek. 

A hazai érdeklôdôk a solaris_university@sun.com e-mail címen jelentkezhetnek konzultációra a verseny-
nyel kapcsolatban. A szakembek itt várják azoknak a kérdéseit, akik részt akarnak venni a nemzetközi prog-
ramban.



Minden mûszaki innováció élete a történelem során cik-
likusan alakult. Korunk gazdaságának és társadalmá-
nak egyre inkább az infokommunikációs eszközök a
bázisinnovációi. Beléptünk a posztindusztriális ötödik
Kondratyev-ciklusba, annak a felfelé ívelô szakaszában
vagyunk. Mint minden jelenségnek, a távközlésnek/info-
kommunikációnak is van egy idôbeli dimenziója (eszkö-
zei, szolgáltatásai elterjedési folyamata), de térbeli jel-
legzetességei is izgalmasak. E cikk az internetnél az
1990-es években világviszonylatban 1,5-1,8-szor gyor-
sabban terjedô mobiltelefon földrészünkön végbement
térbeli terjedésének sajátosságaival foglalkozik. 

1. Az analóg cellás rendszerek lassú
terjedése a mobiltelefónia „ókorában”

Az 1980-as években a még analóg elven mûködô és
mérsékelten miniatürizált, elsô generációs (450 és 900

MHz-es) mobiltelefon-rendszerek eleinte nem hoztak át-
ütô sikert, kivéve a ritkán lakott területekkel rendelkezô
Skandináviát, Angliát és Amerikát (1. táblázat). A veze-
tékes telefonhoz képest kétségtelen elônyeit csupán a
belföldi távközlésben (NMT 450/900, TACS, Radiocom
2000 stb.) lehetett hasznosítani [1]. Az analóg rend-
szer különféle változatai az 1990-es évek elején lassan
aztán a nyugat- és dél-európai országokban (Olaszor-
szág, Németország, Franciaország, Spanyolország stb.)
is megjelentek. 

Európa nyugati felének országai közül még a fejlet-
lenebbek (például Spanyolország) is a volt szocialista
országokhoz képest több éves (esetenként évtizedes)
elônyre tettek szert az analóg mobilszolgáltatások be-
vezetésében.

1990-ben az Európai Közösség és az EFTA vala-
mennyi országában mûködött már valamilyen analóg
mobilszolgáltatás (Törökországban, Görögországban és
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A mobiltelefon elterjedésének 
regionális jellemzôi Európában
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A szerzô e cikkben a mobiltelefónia európai elterjedésének idôbeli folyamatával és térbeli mintáival foglalkozik a mindenkori

technológiák (analóg, digitális) idôszakaira vonatkozóan. A jellegzetességek csak komplex szemléletmóddal értelmezhetôk,

mert az egyes hatótényezôk (a GDP, a természetföldrajzi adottságok, a népsûrûség, a lakosság kulturális színvonala, a táv-

közlési politika) önmagukban nem definitívek. Számításba kell venni a nemzeti és más „soft” tulajdonságokat is.

1. táblázat  A cellás analóg mobiltelefon-rendszerek bevezetése Európában [2]



Portugáliában kísérleti stádiumban volt), de az elôfize-
tôk száma országonként még általában sehol nem ha-
ladta meg a tízezres-százezres nagyságrendet. Penet-
rációban kiemelkedôen az észak-európai országok ve-
zettek, élükön az NMT rendszerû készülékek – kezdet-
ben monopolhelyzetet élvezô – gyártója, az Ericsson ál-
tal kedvezményezett Svédországgal (4,6%). A szûkebb
értelemben vett Nyugat-Európán belül Svájc, Dél-Euró-
pában pedig Ciprus járt az élen a mobil elterjedésében. 

A volt szocialista országok közül mindössze Észtor-
szágban kezdôdött meg a mobilozás. A vezetékesek-
hez viszonyított mobil-elôfizetôi arány természetesen a
mobilpenetrációhoz hasonlóan alakult, azzal a különb-

séggel, hogy Norvégia és Finnország megelôzte Svéd-
országot (2. táblázat). Nem kétséges, hogy az analóg
maroktelefon az általa kiszolgált térségek korlátozott-
sága („államhatár tisztelete”) miatt csak egyfajta retar-
dált diffúziós mintát képezett le.

A közel két évtizedes múltra visszatekintô analóg
rendszerek elterjedettsége ma már marginális, de az
európai országok felében még jelen van (3. táblázat).
Megoszlásukhoz csak részben szolgál magyarázattal
az a tulajdonságuk, hogy a ritkán lakott területek (Grön-
land, Izland, Svédország stb.) ellátására gazdaságo-
sabbak, mivel celláik nagyok, tehát a tornyokat egy-
mástól nagy távolságra lehet elhelyezni.
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2. táblázat  A vezetékes és mobil távbeszélô sûrûség (db/100 lakos) alakulása országcsoportonként
(Forrás: ITU évkönyvek, valamint a www.emc-database.com alapadataiból számította és összeállította a szerzô) 

Jelmagyarázat: → a vezetékes távbeszélô penetráció növekedése még 2002-ben sem kulminált
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3. táblázat
A mobiltelefónia mûszaki jel lemzôinek alakulása Európában

(Forrás: ITU és European Mobile Communications 2004 alapadatokból számította és összeállította a szerzô)



2. A digitális mobiltelefónia gyors 
terjedésének mûszaki és politikai okai

Az „europaizálódási” folyamat, illetve a globalizáció kö-
vetkeztében a távközlési igények egyre nagyobb há-
nyada nemzetközi viszonylatú, amit az analóg rendsze-
rek nem tudtak teljesíteni. Ezért már az 1980-as évek-
ben elindult a nemzetközi szolgáltatásokra is alkalmas
páneurópai mobilrendszer fejlesztési programja. Ennek
eredményeként a második generációs digitális cellás
GSM rendszer a külföldi kapcsolattartásra való alkalmas-
ságával egyik technikai eszköze lehetett az egységes
európai piac megteremtésének. A legtöbb európai or-
szágban 1991/92-ben megindult a GSM kereskedelmi
szolgáltatása (3. táblázat). Bár a GSM tulajdonképpen
európai használatra létrehozott rendszer (1987-ben 17
európai ország írta alá szabványáról az egyetértési em-
lékeztetôt), de ma a világ mobil-elôfizetôinek túlnyomó
többsége is ezt használja. 

A GSM jól jött az éppen akkor egyesített és távköz-
lési hálózatát rohamos gyorsasággal korszerûsítô Né-
metországnak, a kontinens legnagyobb potenciális pia-
cának. A volt NDK-nak nem volt analóg rendszerû ke-
reskedelmi mobilszolgáltatása, ezért egybôl a második
generációs rendszerrel indult meg a mobilhálózat kiépí-
tése. A digitális mobilszolgáltatás megindítására földré-
szünk legtöbb nagyrégiójában – Kelet-Európa kivételé-
vel  – néhány éven belül sor került (lásd 3. táblázat). A
digitális rendszer (alapvetôen a GSM, egészen ritkán pe-
dig más technológia) részaránya a mobiltelefóniában
1995-re 5,6% (Spanyolország) és 99,4% (Luxemburg)
között váltakozott és még csak Görögországban vált
hegemónná (100%). 1999-re az országok egyötödében
már kizárólag digitális szolgáltatás volt, míg a többiben
a hányada 28,8% (Belorusz) és 99,0% (Románia) kö-
zött változott. 

2004 nyarán az egész Nyugat-Európában és a Bal-
tikumban egyeduralkodóvá vált a digitális rendszer, to-
vábbá túlnyomó lett Dél-Európában, de Észak- és Dél-
kelet-Európa több országában is elérte a 100%-ot (lásd
2. táblázat).

3. A GSM elterjedésének 
términtái és regionális különbségei

Jóval gyorsabban terjedt el a GSM, mint az analóg
rendszer. Általában 1-2 év elegendô volt ahhoz, hogy
a sûrûbben lakott (>150 fô/km2) országokban az ana-
lógnál jóval kisebb cellákból összetevôdô hálózat 95-
98%-os területi lefedettséget érjen el, míg a ritkábban
lakott (<80 fô/km2) országokban ugyanilyen lefedett-
séghez 2-3 évre volt szükség. Az alacsony (<15 fô/km2)
népsûrûségû országokban 3-4 év alatt értek el 40-
60%-os GSM lefedettséget. Néhány ország szélsôsé-
gesen ritkán lakott részét gazdaságossági megfonto-
lásból továbbra is a nagy cellákkal fedték le analóg
rendszerekkel (például Lappföldet, Észak-Svédorszá-
got, Norvégia hegyvidéki területeinek többségét).

A GSM szolgáltatások diffúziójának területi mintája
az alábbi volt:

– elôször a fôvárosokban 
és egy-két nagyvárosban „pontszerûen”;

– majd a közlekedési korridorokban, 
vasúti fôvonalakon, de különösen 
az autópályák mellett „lineáris” megjelenésben;

– ezt követôen a vidéki városokban és területi
igazgatási központokban, valamint ezek környékén; 

– végül a falusi térségekben „diszpergált” 
mintában teljesedett ki, vált az országok területét 
(a lakatlan hegységek kivételével) 
gyakorlatilag teljesen lefedô hálózattá. 

1995-re a 15 EU országban az összes mobil elôfize-
tôk száma tekintetében a különbség már „csak” 212-
szeres volt az 1990. évi 1393-szorossal szemben. 1995-
ben már az Egyesült Királyságé az elsô hely mind a
mobil penetráció, mind a vezetékeshez mért százalé-
kos arány tekintetében. Észak-Európa megôrizte erôs
fölényét még Nyugat-Európával szemben is, de a ré-
gión belül akkor a mobil penetrációban Izland lemaradt
Skandináviától, míg a telefónián belüli mobilhányad te-
kintetében továbbra is Norvégia állt az élen. A nagyré-
giók között (2004. évi adatok alapján) még mindig há-
romszoros a különbség (a 96,3-as penetrációjú Nyu-
gat-Európa és a 27,8-as Kelet-Európa között). Az egyes
régiókon belül is tekintélyes a szóródás az országok
között (1. ábra).

Végsô soron tehát Európa országai között több, mint
kilencszeres (9,3-szeres) volt még 2004-ben is a kü-
lönbség. A mobil penetráció terén az elmúlt közel más-
fél évtizedben végbement térbeli és intenzitási diffúzió
eredményeképpen ugyan megállapítható az országok,
nagyrégiók közötti közeledési tendencia, de a felzárkó-
zás konkrét jegyei még ma is eléggé halványak. Euró-
pa országai közül 2005 januárjában Luxemburgon és
Svédországon kívül már Izland, Olaszország és Cseh-
ország is bekerült az 100-as feletti penetrációjú orszá-
gok elôkelô körébe, amelybe a tengerentúli földrészek
országai közül csak Hongkong, Izrael és Szingapúr tar-
tozik.

Pontos adatok legkevésbé a mobilhálózatok által le-
fedett területeknek az adott ország területébôl való szá-
zalékos arányáról állnak rendelkezésre. A MoU GSM
Association értékelése alapján [4] alapvetôen az orszá-
gok alábbi típusai különíthetôk el: 

• A sûrûn és közepesen sûrûn lakott fejlett és köze-
pesen fejlett országok, amelyekben az alig lakott
hegységi területek kivételével szinte teljes lefe-
dettségû a hálózat (például Németország, Svájc,
Egyesült Királyság, Szlovénia, Csehország, Szlo-
vákia, Románia);

• Az alacsony népsûrûségû, de magasan fejlett or-
szágok, ahol csak a nagyon ritkán lakott térségek
maradtak a hálózaton kívül (Svédország, Norvé-
gia, Finnország).

• Izland egyedi eset: magas fejlettsége ellenére csak
a településeket hordozó, tengerpart közeli sávra
korlátozódik a térerô.
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1. ábra 
A mobilpenetráció Európa országaiban 2004 nyarán 

(Forrás: Az EMC World Cellular Datebase alapadataiból [3] szerkesztette a szerzô)



• Kelet-Európa elôbbre tartó országai, ahol a nagy-
városi agglomerációkon és közlekedési folyosókon
kívül már egyes viszonylag sûrûn lakott kisvárosi-
községi térségekre is kiterjedt a hálózat, de még
sok kisebb apró „fehér folt” létezik a ritkábban la-
kott falusi térségekben.

• Kelet-Európa legkeletibb, legkevésbé fejlett és leg-
ritkábban lakott térségei, ahol még mindig a pont-
szerû és lineáris elemek a meghatározók a mobil-
hálózatok területi términtáiban.

A lefedettségnek a népességhányadban kifejezett
másik mértékegységét elemezve kiderül, hogy 2002-
ben a fejlett és sûrûn lakott országokban már a népes-
ség 98-99,9%-ának volt módja megfelelô térerôt bizto-
sító hálózat által a mobilszolgáltatásokra.

Érdekes kivétel Dánia a viszonylag alacsony (83,32
százalékos) értékével, mivel szigetei közel fekszenek
egymáshoz és a távoli Grönlandot a statisztika nem
foglalja be Dánia értékeibe. Lényegesen elmarad azon-
ban Kelet-Európa, ahol (Oroszország általunk becsült

adatait is beszámítva) a népességnek 2002-ben csak
körülbelül a 2/3-át, legújabban talán már a 3/4-ét éri el
a mobilhálózat. 

4. A mobil és fix kapcsolatok versenye

Az 1980-90-es évek fordulóján az analóg mobilkészü-
lékek még viszonylag nagyméretûek, és a fejlett orszá-
gokban alapvetôen az üzleti életet szolgálták Izland és
Skandinávia északi, ritkán lakott és távbeszélôvonalak-
kal gyengén behálózott régiói kivételével, ahol a lako-
sok vezetékes telefon helyettesítésére alkalmazták.

Európa – távközlésben még inkább – elmaradottabb
keleti felében kétségtelen, hogy néhány évig a mobil
szolgáltatásokat sokan vették igénybe azok közül, akik
addig nem jutottak hozzá vezetékeshez (a várakozási
idô még ebben az idôszakban is a vidéki térségekben
akár egy-két évet is kitett), de ahhoz elég pénzük volt,
hogy a szinte hónapokon belül megjelentô mobil szol-
gáltatások anyagi feltételeit viselni tudják. 
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4. táblázat
Európa országai mobil penetrációja (2004), fajlagos GDP-je, továbbá a penetrációval esetleg összefüggésbe hozható

egyéb gazdasági és kulturális mutatók a 2000-es évek elején (Forrás: [3],[8],[9])
a) nappali tagozaton felsôfokú oktatásban részesülôk aránya, 
b) százezer lakosra jutó, egy évben kiadott könyvek száma



A GSM rendszer elterjedésével, a készülékek és a
szolgáltatások együttes árának viszonylagos csökke-
nésével a mobil a rendszertulajdonságából adódó kü-
lönleges használati értéke [5,6] folytán az 1990-es évek
végétôl az emberiség technikai történetében páratlanul
gyorsan elterjedt, népszerû mûszaki eszköz lett. Sôt, a
mind „többet tudó” készülékek megjelenésével az „er-
kölcsi kopása” két-három év alatt olyan mértékûvé vá-
lik, hogy a fogyasztók napi életében már kikerült a „tar-
tós fogyasztási cikkek” kategóriájából. 

Bármennyire is viharos gyorsaságú volt a mobil dia-
dalútja, ez mégis csak néhány országban ment végbe
a vezetékes kárára, azaz késztette a fogyasztókat arra,
hogy lemondják a vezetékes telefonjukat. Európa or-
szágai annak alapján, hogy a mobil terjedése befolyá-
solta-e és milyen mértékben, illetve mikortól a vezetékes
ellátottságot, az alábbiak szerint csoportosíthatók:

• A mobilpenetráció 2000-ben még csak 15 ország-
ban (11 fejlettben és 4 közepesen fejlettben) haladta
meg (vagy érte el) a vezetékest, de közülük 2000 elôtt
a vezetékes állomány elterjedése csak Franciaország-
ban és Finnországban érte el kulminációs pontját. 2000-
ben a vezetékes ellátottság még néhány magasan fej-
lett országban is megelôzte a mobilt; mint Luxemburg,
Franciaország, Németország, Svájc, Svédország, Dánia,
nem beszélve a gyengén fejlett országról (lásd 2. táb-
lázat). 

• 2002-ben már a nyugat-, észak- és dél-európai or-
szágokban (az egyetlen Ciprus kivételével) továbbá va-
lamennyi visegrádi/nyugat-balkáni, valamint balti ország-
ban felülmúlta a mobilellátottság a vezetékest. Külön-
legesen nagy mobilfölény jön létre Albániában, Európa
legelmaradottabb országában (3,94-szeres), mégpedig
alapvetôen helyettesítô szerepet ellátva. Igen erôs (1,8-
2,2-szeres) mobilfölényre tett szert Csehország, Szlo-
vénia, Szlovákia, Ausztria, Svédország, Portugália, Ma-
gyarország, Észtország. Többségük hegyvidéki terület,
ahol a cellás rendszer mûszakilag általában könnyeb-
ben kiépíthetô, mint a vezetékes és fenntartásuk, kar-
bantartásuk is jóval olcsóbb. E természeti adottság azon-
ban nem meghatározó, ahogyan a gazdasági fejlett-
ség sem. 2004 óta már csak Kelet-Európában folytató-
dik érzékelhetôen a vezetékes penetráció növekedé-
se, annak ellenére, hogy ezekben az országokban az
európai átlagnál még mindig jóval gyorsabban terjed a
mobil (lásd 2. táblázat).

Egy spanyol szerzôpáros [7] szerint több jelentôs
nemzeti piac (Norvégia, Svédország, Finnország, Spa-
nyolország) már 2001-ben közel került a telítettséghez.
Kizárólag a 2G-re/2,5G-re vonatkoztatva e megállapí-
tás elfogadható, azonban hogy hol van a penetráció
határa, azt nehéz pontosan meghatározni. Formálisan
a 100%-nál. A valóságban azonban több „mobilmániás”
országban egy emberre már egynél több zsebtelefon
jut – például azért, mivel a munkahelye is ellátja. A piac
telítettségérôl csak viszonylagos értelemben, egy meg-
határozott mûszaki rendszerre, illetve annak szolgálta-
tásaira vonatkozóan lehet beszélni. Az egymást köve-
tô rendszerek (pl. 3G) újabb piacokat nyitnak. 

Az European Mobile Communications Report külön-
bözô idôpontokra vonatkozó adatait összehasonlítva ki-
derül, hogy pár százalékkal csökkent a penetráció 2004-
ben Bulgáriában, Horvátországban, Franciaországban,
Görögországban, Izlandon, Írországban, Lettországban,
Portugáliában, Spanyolországban és az Egyesült Király-
ságban. Mivel a lakosság számának gyors növekedését
a számításba jöhetô hatótényezôk közül törölnünk kell,
vagy tényleg megkezdôdött valamilyen speciális ok miatt
az elôfizetôk számának csökkenése, vagy a statisztika
adatelôállítási rendszerében volt néhány országban vál-
tozás. De ez sem valószínû. 

A mobil-fix verseny idôbeli és térbeli folyamatának
alakulását, a jelenlegi penetrációt és a forgalom mérté-
két a természeti viszonyok alig, a település-állomány és
-szerkezet, valamint a képzettségi, mûveltségi szint job-
ban, a jövedelmi viszonyok pedig még erôsebben be-
folyásolják. (A 2004. évi penetráció és a GDP közötti
korreláció: r=0,87.) Elvileg feltételezhetô, hogy a táv-
közlési szolgáltatások (így a mobil is) intenzitása a fo-
gyasztói kosár részeként számos „puha” – kulturális/
társadalmi/etikai/vallási/életmódbeli – tényezô által be-
folyásoltan alakulnak (4. táblázat) még akkor is, ha
egyenként vizsgálva, a korreláció alacsony értékeiben
(r=0,38-0,67) ezek az összefüggések nem tükrözôdnek.

Számos országban a mobilelôfizetôk gyakoriságát
és különösen a forgalmat a jövedelmi viszonyoknál és
minden más tényezônél erôsebben befolyásolja a táv-
közlés-politika. A mobilszektorban a liberalizációs/dere-
gulációs intézkedések nyomán a magántulajdon a meg-
határozó és a tényleges verseny feltételei a legtöbb or-
szágban teljesültek azzal, hogy több szolgáltató van
jelen a piacon. 2004-ben inkább csak Kelet-Európa
egyes országában igyekeztek megakadályozni a politi-
kai erôk a versenyt azzal, hogy kevés mûködési enge-
délyt adtak ki a nagyobb hányadban állami tulajdonú
szolgáltatóknak. 

5. A kártyás fizetési mód 
területi különbségei

A mobilszolgáltatások kártyás elôfizetôi (prepaid) mód-
ja általában az 1990-es évek második felében kezdett
elterjedni. 

2004-ben a kártyás fizetés százalékos aránya (3.
táblázat) szerint az országok az alábbiak szerint kate-
gorizálhatók:

– kiemelkedôen magas (80% feletti) arányt ért el
Albániában, Szerbiában, Montenegróban, 
Olaszországban, Máltán, Horvátországban, 
Macedóniában, Moldáviában;

– igen magas (70-80% közötti) arány jellemzi 
Írországot, Portugáliát, Spanyolországot, 
Görögországot, Csehországot, Magyarországot,
Bosznia-Hercegovinát, Ukrajnát;

– magas (60-70% közötti) a kártyások aránya 
Belgiumban, Törökországban, Szlovákiában, 
Romániában;
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– közepes (50-60% közötti) 
Hollandiában, Svédországban, Lengyelországban
és Bulgáriában;

– alacsony (40-50% közötti) 
az Egyesült Királyságban, Németországban,
Ausztriában, Svájcban, Izlandon, Norvégiában,
Cipruson, Szlovákiában, Lettországban, 
Litvániában és Oroszországban;

– igen alacsony (20-40% közötti) 
Luxemburgban, Franciaországban, Dániában 
és Észtországban;

– szélsôségesen alacsony 
Finnországban és Beloruszban (lásd 3. táblázat).

Az egyes régiókon belül is erôsen szóródnak az ér-
tékek, csupán a Baltikum tûnik ki viszonylagos kiegyen-
súlyozottságával. Nyugaton leginkább Máltán (93,8%),
legkevésbé Dániában (31,5%) kedvelt e díjfizetési mód,
míg a tágabb értelemben vett Kelet-Európán belül e két-
féle szélsôség (a Baltikumtól eltekintve) Lengyelország-
ra (33,9%) és Szerbia-Montenegróra (98,7%) jellemzô.

E hányadok mögött semmi objektív (az ország ka-
rakteréhez köthetô) rendezôelv nem fedezhetô fel. Sem
az életszínvonalra, a távközlés fejlettségére, sem a né-
pességre jellemzô életvitelbeli/gazdálkodási szokások-
ra nem vezethetôk vissza az arányok. A szolgáltató tár-
saságok üzletpolitikája, azaz a szolgáltatási árstruktúra
lehet az elsô számú hatótényezô. Végsô soron a kár-
tyás fizetés elterjedettségét a belôle származó fogyasz-
tói haszon, vagy más (például kényelmi természetû) elô-
nyöknek a mértéke alakítja. 

5. Összefoglaló

A mobil elôfizetôk száma korunkban még a képzettebb
népességû Európában is meghaladja a világhálót hasz-
nálók (de különösen a hostok) számát, míg az elmara-
dott és alacsony képzettségû Harmadik Világ egyes ré-
gióiban a „netezôknél” sokszorosan többen „mobiloz-
nak”. 

A mobil szolgáltatások diffúzióját egy adott ország-
ban a nemzeti mûszaki-innovációs háttér, a természeti
adottságok és a gazdasági teljesítmény (GDP) mellett
egyre inkább számos „puha tényezô” is befolyásolja.
Úgy gondoljuk, hogy a terjedés mikéntjét csak vala-
mennyi tényezô számbavételével lehet értelmezni. 

Megállapításaink természetesen csak a legutóbbi
idôkig markánsan szinguláris távközlési technológiára
érvényesek. A mobiltelefon és az Internet/mûsorvétel/
fotószolgáltatás stb. már megvalósulóban levô konver-
genciája olyan integrált technológiák létrejöttéhez ve-
zet, melyek idô- és térbeli diffúziós mintái már nem elha-
nyagolható mértékben eltérnek a közelmúltban regiszt-
ráltaktól.
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1. Bevezetés

A vezetéknélküli terminálok, mint például okostelefonok,
digitális személyi asszisztensek (Personal Digital Assis-
tant – PDA) és laptopok növekvô száma miatt egyre in-
kább szükség van arra, hogy személyi hálózatokat egy-
szerû módon lehessen felállítani, valamint be- és újra-
konfigurálni.

Cikkünkben azzal foglalkozunk, hogy hogyan lehet
személyi hálózatokban egy dinamikusan változtatható,
de egységes számítástechnikai környezetet létrehozni,
mely kiterjed az egymással összekötött vezetékes és
vezetéknélküli, valamint fix és mobil eszközökre. A MAI-
PAN middleware-t javasoljuk – ami az alkalmazások alatt
és a hálózati réteg fölött helyezkedik el –, mely megol-
dás eltakarja a személyi hálózatban mûködô különálló
eszközöket, és az ezeken futó alkalmazások képessé-
geit úgy mutatja, mintha azok mind ugyanazon a számí-
tógépen lennének elérhetôek. 

Ezzel egy olyan egységes programozási platformot
nyújt, amely lehetôvé teszi a személyi hálózatok egy-
szerû felépítését és a PAN-ban futó alkalmazások dina-
mikus összekapcsolását, valamint szétválasztását. Al-
kalmazás programozók, akik a middleware által nyújtott
egységes alkalmazás programozói interfészt (API) hasz-
nálják, úgy fejleszthetnek szoftvert, hogy nem kell fog-
lalkozniuk a különbözô PAN konfigurációkkal és dinami-
kákkal. Bizonyos képességek meglétét tételezhetik fel,
de figyelmen kívül hagyhatják azt, hogy ezen képessé-
geket egy bizonyos eszközök futó egyetlen alkalmazás
vagy több eszközön futó több alkalmazás halmaz nyújt-
ja. A programozóknak csak a middleware-be kell regiszt-
rálniuk alkalmazásaik ki- és bemeneteit, és nem kell tö-
rôdniük azzal, hogy milyen eszközök vagy alkalmazá-
sok fognak ezekhez a csatlakozási pontokhoz kapcso-
lódni, valamint a programjaikat használni.

A bemutatásra kerülô middleware jogosultság, vala-
mint rugalmas és átruházható kapcsolatrendszer keze-
lést is tartalmaz. A middleware-ben van néhány intelli-
gens funkció, mely hatékonyabbá teszi az ember szá-
mítógép kapcsolatot (Human Computer Interaction –
HCI). Elméletben bármely szolgáltatás-felderítési, háló-
zati vagy adatkapcsolati megoldás használható a MAI-
PAN-nel.

Az 1. ábrán PAN alkalmazásra látható egy példa.
Tegyük fel, hogy egy digitális személyi asszisztens fel-
használó, akinek a készülékén a MAIPAN fut, belép
egy szobába ahol hangszórók vannak a sarokban, me-
lyek szintén MAIPAN-t futtatnak. Ha a felhasználó úgy
dönt, hogy zenét szeretne hallgatni, de se mp3 fájljai,
se mp3 lejátszója nincsen, akkor bekapcsolva a PDA-
ját lekérdezheti, hogy milyen eszközök és szolgáltatá-
sok érhetôk el a szobában. Ekkor elôször is – függet-
lenül MAIPAN-tól – a PDA hálózati rétege kapcsolato-
kat hoz létre a szobában lévô eszközökkel és a szol-
gáltatás-felderítô protokollja pedig körbekérdez, hogy
milyen szolgáltatások mûködnek a környéken. Ezt kö-
vetôen a felhasználó a MAIPAN vezérlôvel bekonfigu-
rálhat egy olyan személyi hálózatot, amely a PDA-t, a
sarokban lévô hangszórókat, az mp3 lejátszót és a há-
lózaton elérhetô fájlszervert tartalmazza. 
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Dinamikusan változó személyi hálózatok (Personal Area Network – PAN) létrehozására cikkünkben a MAIPAN elnevezésû

middleware megoldást javasoljuk. A middleware eltakarja a PAN szétdaraboltságát, valamint az eszközök konfigurációját, és

a hálózatot egységesen, egyetlen számítógépnek mutatja az alkalmazások felé. A megoldás lehetôvé teszi a PAN-ban több

eszközön mûködô elosztott alkalmazások egyszerû összekapcsolását, valamint a PAN konfiguráció változásakor az adatfo-

lyamok transzparens átirányítását. A javasolt middleware a különbözô eszközökön futó alkalmazások által nyújtott szolgálta-

tások ki és bemeneti csatlakozási pontjait virtuális csatornák létrehozásával köti össze. A csatornák szükség esetén újrakon-

figurálhatók, ha a hálózat felépítése vagy a felhasználói igények megváltoznak. Az irodalomban található megközelítésekkel

szemben egy olyan megoldást ajánlunk, ahol a szolgáltatások között kiépített kapcsolatrendszer dinamikusan menedzselhetô,

valamint szorosan egybe van építve egy újfajta jogosultság kezeléssel.

1. ábra  Zenehallgatás



MAIPAN létrehozza a szükséges virtuális kapcsola-
tokat, azaz a fájlszervert az mp3 lejátszó bemenetére,
az mp3 lejátszó kimenetét a hangszórókra és az mp3
lejátszó vezérlô bemenetét a PDA-ra köti. Ettôl kezdve
a felhasználó a fájlszerveren ki tudja választani azokat
a zenéket, amiket hallgatni szeretne és a PDA-jával uta-
sítani tudja az mp3 lejátszót, hogy a zenét a hangszó-
rókon szólaltassa meg. Az ábrán a nyilak az adatáram-
lás irányát mutatják.

A cikk hátralévô részében elôször áttekintjük az iro-
dalmat, majd a következô szakaszban bemutatjuk a
MAIPAN middleware-t, végezetül pedig összefoglaljuk
munkánkat.

2. Irodalom-áttekintés

Mark Weiser a mindenütt jelenlévô számítástechnika
(ubiquitous computing) koncepcióját a 90-es évek ele-
jén alkotta meg [1,2]. Tíz évvel késôbb, Satyanaraya-
nan Weiser víziójának kihívásaival foglalkozott [3], és
bevezette a mindent átható számítástechnika (pervasi-
ve computing) fogalmát, mely többek között az elosz-
tott rendszerek, a mobil számítástechnika és az okos
területek (smart spaces) keveréke.

A middleware-ek lényeges részei mind a mindenütt
jelenlévô, mind a mobil számítástechnikának. Mascolo
és társai [4] többek között azt feszegetik, hogy a ha-
gyományos middleware rendszerek (mint például a COR-
BA [5]), miért nem annyira megfelelôek a mobil környe-
zetben, valamint arról írnak hogyan is kell egy mobil
számítástechnikai middleware-t tervezni. Másik kulcs-
kérdése az ilyen mindenütt jelenlévô rendszereknek: a
biztonság. Chandrasiri és társai [6] a személyi bizton-
sági területek használatát javasolják, mely terület a fel-
használó személyes eszközeibôl áll, valamint különféle
biztonsági aspektusokat elemez a PAN-okkal kapcso-
latban. Manapság számos projekt foglalkozik ezekkel a
kutatási területekkel, ezek közül az alábbiakban kieme-
lünk néhányat. A területrôl és az alábbi projektek közül
néhányról korábban már bôvebben is írtunk [26,27].

Az AURA projekt [7] célja, hogy minden felhaszná-
lónak kialakítson egy láthatatlan számítástechnikai au-
rát. A GAIA [8] project egy middleware infrastruktúrát
ajánl, hogy az okos területeket lehessen létrehozni. Az
Oxygen project [9] nagyon intelligens, felhasználóba-
rát, könnyen használható mobil eszközök tervezésével

foglalkozik. A Portolano-projekt [10] adaptív felhaszná-
lói interfészek létrehozására fókuszál. A projekt kereté-
ben a one.world [11] architektúrát tervezték meg, mely
mindenütt jelenlévô számítástechnikai alkalmazások ké-
szítését támogatja. Ugyanilyen alkalmazások készíté-
sének elôsegítésére az extrovert-Gadgets projekt [12]
különféle architektúrákat vizsgált meg és a GAS-OS
middleware használatát javasolja szenzorok és mûköd-
tetô szerkezetek (actuator) vezérlésére. A 2WEAR pro-
jekt [13] viselhetô (wearable) személyi rendszereket ana-
lizált, amelyek dinamikusan rakhatók össze különbözô
eszközök összekapcsolásával. A Cortex projekt [14]
olyan új típusú alkalmazásokkal foglalkozik, melyek em-
beri beavatkozás nélkül, önállóan is tudnak mûködni.
Az EasyLiving project [15] célja intelligens otthoni és
irodai környezet kialakítása. A Speakeasy megközelí-
tés [16] az alkalmazások közötti minimális interfészek
definiálására koncentrál mobil kód és mobil ügynökök
használatával. A MobiDesk [17] megoldás egy virtuális
számítástechnikai asztalt definiál, mely megoldással
többek között a hálózati sebességre is lehet optimali-
zálni. A Virtual Device koncepció [18,19] a felhasználó
környezetében minden autonóm eszközt egy nagy vir-
tuális egységgé alakít.

Hasonlóképpen néhány fent említett megoldáshoz
MAIPAN a teljes személyi hálózatot az alkalmazások
felé egyetlen eszköznek mutatja. A MAIPAN-nal a fel-
használók egyszerûen hozhatnak létre és konfigurál-
hatnak újra személyi hálózatokat. A MAIPAN rendszer
alapötleteit angolul a [20]-as cikkben publikáltuk.

3 A MAIPAN platform

3.1. Alapötletek és definíciók
A MAIPAN eszközöket, alkalmazásokat és szolgál-

tatásokat különböztet meg. Az „eszköz” szó a fizikai
eszközt jelenti amin az „alkalmazás” fut, ami pedig nem
más mint az a szoftver amelyik az adott „szolgáltatást”
felajánlja. Ezeket az absztrakciókat például az mp3 le-
játszó esetében alkalmazva azt mondhatjuk, hogy a „fi-
zikai eszközön” fut az „mp3 lejátszó alkalmazás” ami az
„mp3 lejátszó szolgáltatást” nyújtja. A különbségtétel az
alkalmazás és a szolgáltatás között azért szükséges,
mert szolgáltatást nem csak szoftver nyújthat, hanem
hardver is (például egér).
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A MAIPAN három koncepción alapszik (2. ábra): láb,
csatorna és kapcsolatrendszer. Az alkalmazásoknak,
melyek a szolgáltatásokat nyújtják, vannak bemenete-
ik és kimeneteik, amiket – kölcsönvéve az elnevezést
az integrált áramköri világból – lábaknak nevezünk. A
lábak az alkalmazások kapcsolódási pontjai a middle-
ware felé, így a middleware az alkalmazásokat a PAN-
ban be és kimeneti lábak csoportjainak látja. A lábak-
nak egy elôre definiált típusuk lehet, amely a láb által
generált, illetve elnyelt adat, azaz az adott alkalmazás
által kezelt információ fajtáját mutatja meg (például egér
mozgása, billentyû leütése). A szükségleteknek megfe-
lelôen bármikor új típusok definiálhatók. A PAN vezérlô
alkalmazás a felelôs azért, hogy csak a megfelelô lába-
kat lehessen összekötni.

A lábak közötti kommunikációhoz a middleware pont-
pont kapcsolatokat, azaz csatornákat épít ki. Azt a csa-
torna halmazt, amely egy adott PAN szolgáltatás hasz-
nálatához szükséges, kapcsolatrendszernek nevezzük.
Például, az 1. ábrán látható csatornák alkotják az mp3
lejátszó kapcsolatrendszert: van egy csatorna a fájlszer-
ver és az mp3 lejátszó, egy másik az mp3 lejátszó és a
hangszórók, és egy vezérlô csatorna az mp3 lejátszó és
a PDA között. A PDA ebben az esetben csak a vezérlô
entitás szerepét játssza, ugyan ô a tulajdonosa, de nem
tagja a kapcsolatrendszernek. Az alkalmazások nem
tudnak a csatornákról, sem a kapcsolatrendszerekrôl,
csak saját lábaikról van tudomásuk.

3.2. Biztonság és hozzáférési jogosultság kezelés
A biztonsági és jogosultság kezelési funkciókat esz-

köz szinten definiáltuk. Ez azt jelenti, hogy a szolgálta-
tásokhoz (az adott alkalmazás lábaihoz) való hozzáfé-
rés az eszközöknek van engedélyezve. Így ha egy esz-
köz jogot kap egy szolgáltatás használatára, akkor min-
den alkalmazás, amely az adott eszközön fut jogosult
lesz hozzáférni az adott szolgáltatáshoz. Ez az egysze-
rûsítés akkor engedhetô meg, ha feltételezzük, hogy a
PAN-ban kis eszközök vannak, melyek csak egy-két
egyszerû szolgáltatást nyújtanak (például egér, mp3 le-
játszó). Ebben az esetben fölösleges egy bonyolultabb
eljárás alkalmazása, ahol a hozzáférést az eszközökön
futó alkalmazásoknak egyesével kellene megadni.

A vezérlô alkalmazás, mely a vezérlô entitás szere-
pét játszó eszközön fut, tudja felépíteni és újrakonfigu-
rálni a kapcsolatrendszereket. A vezérlô entitásnak kell
ellenôriznie a hozzáférési jogosultságok meglétét. Ha
ezek hiányoznak, akkor a szolgáltatást nyújtó eszköz-
tôl meg kell kérdeznie, hogy a felhasználó használhat-
ja-e az adott szolgáltatást. Központi vezérlô entitás le-
het például egy PDA, amelynek elegendô számítás-
technikai kapacitása van ahhoz, hogy menedzselni tud-
jon egy teljes személyi hálózatot. Minden más eszköz,
amely a PAN-ban van, résztvevôknek nevezzük. Spe-
ciális esetekben a résztvevôk delegálhatják a hozzáfé-
rés engedélyezés döntési jogkörét más eszközöknek,
amelyeket menedzsereknek hívunk.

Itt most nem megyünk részletekbe a hitelesítés és
engedélyezéssel kapcsolatban, viszont a [6]-ban talál-

ható megoldások a MAIPAN-nal is alkalmazhatóak a
biztonságos kommunikáció megvalósítására.

3.3. Kapcsolatrendszerek áthelyezése
A PAN-ban legalább egy eszköznek kell lennie, mely

a vezérlô alkalmazás szerepét játssza. Abban az eset-
ben, ha ez az eszköz eltûnik (mert kikapcsolják, vagy a
felhasználó távozik), akkor az általa vezérelt összes kap-
csolatrendszer automatikusan lebontódik. Ahhoz, hogy
a kapcsolatrendszereket a vezérlô eszköz eltûnése után
is fenntarthassuk, a MAIPAN lehetôséget ad a mûködô
kapcsolatrendszerek egyik vezérlô alkalmazásról a má-
sikra való átvitelére.

Például, hogy zenét tudjanak hallgatni egy tárgya-
lóteremben, az egyik felhasználó egy mp3 lejátszó kap-
csolatrendszert konfigurál be. Így az adott felhasználó
eszköze lesz a vezérlô entitása a kapcsolatrendszer-
nek. Ha a felhasználó el akarja hagyni a szobát, akkor
a MAIPAN-nel közli, hogy a kapcsolatrendszert vigye át
egy másik vezérlô entitásra, ami például egy másik fel-
használó PDA-ja lehet.

3.4. A kapcsolatrendszerek újrakonfigurálása
Abban az esetben, ha egy a PAN-ban résztvevô esz-

köz eltûnik (például a felhasználó elhagyja a termet,
vagy az eszköz akkumulátora lemerül), akkor azok a
csatornák, melyekben az eszköz részt vett automatiku-
san lebontódnak és a kapcsolatrendszert újra kell kon-
figurálni, ha a továbbiakban is használni akarják. 

Az elsô lépésben a MAIPAN értesíti az érintett ve-
zérlô alkalmazás(oka)t az eltûnés tényérôl. A második
lépésben a vezérlô alkalmazás eldöntheti, hogy mely
más szolgáltatás(oka)t kívánja használni a kiesô(k) he-
lyett. Több választási lehetôség esetén a vezérlô alkal-
mazás kérheti a felhasználót, hogy döntse el ô, mely
más szolgáltatásokat szeretné használni, vagy az al-
kalmazás önmagában is dönthet, ha egyetlen lehetô-
ség van, illetve ha – ismerve a felhasználó preferen-
ciáit – ki tudja választani a legmegfelelôbb szolgálta-
tás(oka)t az eltûnt(ek) pótlására. A harmadik lépésben
a vezérlô vagy felépíti az új csatornákat vagy lebontja
az érintett kapcsolatrendszert.

3.5. Architektúra
A fenti ötleteken alapulva alkottuk meg a MAIPAN

middleware-t, melynek architektúrája a 3. ábrán (a követ-
kezô oldalon) látható. Az alkalmazások a middleware
fölött futnak, míg a middleware alatt lévô rétegek vég-
ponttól végpontig történô adatkommunikációt biztosíta-
nak. Ahogy az ábrán látható, a protokoll verem függô-
legesen két részre van osztva. Az egyik rész az adat
sík, melynek feladata az alkalmazások közötti hatékony
és biztonságos adatátvitel. A vezérlési sík a lábak, csa-
tornák és kapcsolatrendszerek menedzseléséért, vala-
mint a kulcs- és jogosultság kezelésért felel.

Adat sík
Az alkalmazások a lábaikon keresztül küldik a midd-

leware felé az adatot, amit a csatorna összekötô réteg
a megfelelô csatornába irányít. A szállítási réteg létre-
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hozza a csomagokat és olyan szolgáltatásokat nyújt,
mint folyam szabályozás, sorrendezés, automatikus új-
raküldés, QoS stb. Csak azok a funkciók kerülnek be-
kapcsolásra az adott csatornákon, amelyek az adott
szolgáltatáshoz szükségesek és hiányoznak a midd-
leware alatti rétegekbôl. A kapcsolati réteg olyan infor-
mációkat ad a csomagokhoz, melyek a célba éréshez
szükségesek: a forrás és cél eszköz címét, valamint a
csatorna azonosítóját. Végezetül a titkosítási réteg a
csomag integritásának ellenôrzéséhez paritás biteket
számol és szükség esetén titkosítja a csomagot.

Vezérlési sík
A vezérlési sík tartalmazza azokat a vezérlési funk-

ciókat, melyek a PAN menedzseléséhez szükségesek.
A szolgáltatás-vezérlô rész a helyi szolgáltatások regisz-
trálását és hozzáférési jogosultságokat kezeli, valamint
kommunikál a szolgáltatás-felderítô protokollal. Elmélet-
ben bármilyen szolgáltatás-felderítési protokoll hozzá-
kapcsolható a MAIPAN-hez, úgy mint az SLP, az UPnP
vagy a Salutation [21,22]. A vezérlô alkalmazás utasítá-
sainak megfelelôen a csatorna-vezérlô hozza létre és
szükség esetén konfigurálja újra a kapcsolatrendszere-
ket. A vezérlô alkalmazás igényeinek megfelelôen, a
csatorna-vezérlô kéri meg a PAN-ban résztvevô eszkö-
zök láb-vezérlôit, hogy kívánt lábak között építsék ki a
csatornákat. A láb-vezérlô utasítja a csatorna összekötô
réteget, hogy hozza létre a szükséges csatornát, a szál-
lítási rétegben aktiválja az adott csatornához szükséges
szállítási funkciókat és beállítja a csatorna végpontját a
kapcsolati rétegben. A biztonsági vezérlô kezdeménye-
zi és koordinálja az eszközök közötti azonosítási eljá-
rást, kezeli a szolgáltatás hozzáférési jogosultságokat
és tárolja a biztonságos kommunikációhoz szükséges
információkat (például biztonsági kulcsokat).

3.6. Implementáció
A MAIPAN egy korábbi verzióját Linux operációs

rendszerre C-ben implementáltuk [23]. Készítettünk né-
hány MAIPAN alkalmazást (pl. mp3 lejátszó, fájlszerver)
és egy vezérlôt is, hogy vizsgálhassuk a middleware vi-
selkedését [24,25]. Az implementációból tanultakat is
beépítettük a middleware most bemutatott verziójába.

4. Összefoglalás

Cikkünkben a MAIPAN platfor-
mot mutattuk be, ami egy olyan
middleware, mely személyi háló-
zatokban mûködô alkalmazások
öszszekapcsolását teszi lehetô-
vé. E middleware lényege, hogy
egy olyan PAN programozási
platformot nyújtson, ahol a hard-
veres és szoftveres erôforrások
összeköthetôk egymással és a
személyi hálózat elosztottsága
el van takarva a szolgáltatások
elôl. 

A javasolt architektúrát használva, az elosztott PAN
alkalmazásokat készítô programfejlesztôknek nem kell
foglalkozniuk a PAN konfigurálással és dinamikákkal
(például eszközök eltûnése, illetve megjelenése), és a
rendszer által nyújtott egységes alkalmazás programo-
zási interfészt használva egyszerûen készíthetnek PAN
szoftvereket.

A MAIPAN a biztonságos jogosultság kezelési me-
chanizmusával és a központi vezérlô entitásával a te-
rületen egy új megközelítést reprezentál. A MAIPAN jo-
gosultság kezelése 

1) biztosítja a felhasználó eszközei közötti 
együttmûködést, 

2) biztonságot nyújt a felhasználó eszközeinek
más felhasználó eszközeivel szemben és 

3) emellett megengedi a különbözô felhasználók
eszközei közötti kontrollált kommunikációt. 

A megoldás ezen kívül kényelmes jogosultság ke-
zelést és PAN konfigurációt biztosít a központi vezérlô
alkalmazás segítségével, valamint abban is egyedülál-
ló, hogy megengedi a központi entitás cseréjét, azaz a
kapcsolatrendszer vezérlési jogai eszközök között sza-
badon átvihetôk.

A MAIPAN jogosultság kezelési sémája szerint az
adott szolgáltatás használati jogát eszközök kaphatják
meg, így ha egy eszköz jogosultságot szerez egy adott
szolgáltatás használatára, akkor az adott eszközön fu-
tó összes alkalmazás használhatja az alkalmazást. A
dinamikus kapcsolatrendszer menedzsment azt a szitu-
ációt kezeli, amikor egy PAN szolgáltatásban résztvevô
eszköz eltûnik. Ebben az esetben MAIPAN értesíti a
vezérlô alkalmazást, ami ezek után megpróbálja új részt-
vevôk bevonásával újrakonfigurálni a kapcsolatrend-
szert, vagy ha több lehetôség adódik és a felhasználó
preferenciái nem ismertek, akkor a felhasználó beavat-
kozását kérheti. 

A MAIPAN kapcsolatrendszer áthelyezést is támo-
gat, ami abban az esetben hasznos, amikor a kapcso-
latrendszer birtokló eszköz el akarja hagyni a PAN-t.
Ebben az esetben, ha a felhasználó a távozása után
továbbra is fenn akarja tartani a kapcsolatrendszert,
akkor a MAIPAN-t a vezérlô alkalmazás segítségével
utasíthatja, hogy helyezze át a kapcsolatrendszer ve-
zérlését egy másik eszközre.
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1. Bevezetés 

Végtelen kiszolgálóval rendelkezô sorbanállási model-
lek elôször a hagyományos telefonközpontok mérete-
zése során vetôdtek fel. A modellben Poisson folyamat
szerint érkezô telefonhívásokat fogadott és továbbított
a telefonközpont, ahol csak véges sok vonal állt ren-
delkezésre a hívások továbbítására. Ha ismerjük a te-
lefonközponton egyidôben átmenô hívások számának
stacionárius eloszlását, akkor meg tudjuk tervezni a ki-
menô vonalak számát úgy, hogy csak nagyon kicsi va-
lószínûsége legyen az érkezô hívások kapacitáshiány
miatti visszautasításának. 

A távközlési hálózatok fejlôdésével, a szolgáltatások
sokaságának megjelenésével az eredeti feladat általá-
nosítása is szükségessé vált. Az Internet forgalom sta-
tisztikai elemzése során kimutatták, hogy a Poisson fo-
lyamat sok esetben nem elég jó modell adathívások,
adatátviteli kapcsolatok érkezési folyamatának a leírá-
sára [3]. Másrészt, mint az ismertetésre kerülô példa is
mutatja, vannak esetek, mikor a stacionárius állapot leí-
rása nem elegendô kérdéseink megválaszolásához. 

A cikkben a Poisson folyamat általánosításaként az
úgynevezett Markov érkezési folyamatot [1] fogjuk al-
kalmazni. Az érkezéseket egy Markov lánc állapotai, il-
letve állapot-átmenetei befolyásolják. Mivel célunk az
volt, hogy a végtelen kiszolgálós sorbanállási rendsze-
rek tranziens viselkedésének lehetô legáltalánosabb
analitikus leírását adjuk, így a kiszolgálási idônek – a
hívások hosszának – az eloszlására is kellôképp gaz-
dag eloszláscsaládot választottunk. A cikkben fázis tí-
pusú eloszlásokat használunk, melyek elnyelô állapot-
tal rendelkezô Markov láncok abszorpcióig eltelô idejét
írják le. Ez az eloszláscsalád a gyakorlatban is jól hasz-
nálható, mivel ismert, hogy kellôen nagy állapotterû fá-
zis típusú eloszlással bármely eloszlást meg tudunk tet-
szôlegesen pontosan közelíteni [4]. 

A Markov érkezési folyamatok és fázis típusú tartási
idôk segítségével a feladat, bár nagyon általános, tel-

jes mértékben markovi maradt. Ez lehetôvé teszi a rend-
szer analitikus vizsgálatát nem csak stacionárius eset-
ben, hanem követni lehet a rendszer idôbeli változását
is, ami nagy elônyt jelent más – inkább a stacionárius
állapot leírására törekvô – módszerekkel szemben. A
rendszerben tartózkodó hívások számának momentu-
maira megadott idôfüggô differenciálegyenlet-rendszert
megoldjuk, és megmutatjuk, hogy a megoldás paramé-
terei hogyan függenek a bemeneti paraméterektôl. Meg-
jegyezzük, hogy a vizsgálatunk tárgyát képezô rendszer-
nél [5]-ben egy általánosabb esetet elemeznek, mi egy
eltérô, alkalmazás-központúbb megközelítést mutatunk. 

A számítási módszer segítségével egy gyakorlatban
felmerülô problémát oldunk meg. A feladat egy interne-
tes hírszolgáltató mûködéséhez kapcsolódik. Azt felté-
telezzük, hogy a hírszolgáltató a különbözô operációs
rendszerekkel és sokféle internetes böngészôvel ren-
delkezô felhasználóknak egységes külalakkal kívánja
a híreket megjeleníteni. Ezt úgy éri el, hogy amikor egy
felhasználó egy hírt kér a kiszolgálótól, akkor a kiszol-
gáló érzékeli a felhasználó beállítását. A rendelkezés-
re álló információk alapján egy konvertáló segítségével
elkészíti, majd elküldi a hírnek egy olyan változatát, ame-
lyet a beállításoknak megfelelôen formázott. A hírek
konvertálásának folyamatát írjuk le az ismertetett szá-
mítások segítségével. 

A cikk következô fejezetében definiáljuk a használt
matematikai eszközöket, majd ismertetjük a számítási
eljárás lényeges lépéseit. Ezek után bemutatjuk a gya-
korlati problémát, végül összefoglaljuk a cikket. Az írá-
sunk végén található függelékben pedig elméleti állítá-
saink bizonyításai olvashatók. 

2. Matematikai háttér 

Az alábbiakban röviden összefoglaljuk a Markov érke-
zési folyamatot (angol betûszóval: MAP). A téma rész-
letesebb tárgyalása [1]-ben található angol nyelven. 
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Ebben a cikkben egy végtelen sok kiszolgálóval rendelkezô sorbanállási rendszert vizsgálunk idôfüggô esetben, azaz nem

a stacionárius megoldását keressük, hanem a rendszerben lévô igények számát követjük nyomon az idô múlásának függvé-

nyében. A sorbanállási rendszerbe igények érkeznek egy nem stacionárius pontfolyamat szerint, és az igények kiszolgálása

is véletlen ideig tart. Ezt a nem stacionárius érkezési folyamatot egy Markov érkezési folyamatként adjuk meg. Az idôben vál-

tozó sorbanállási rendszer egy inhomogén lineáris differenciálegyenlet-rendszerre vezet, melynek megoldását kiszámítjuk.

A számítási módszert egy gyakorlati példára – egy távközlési szolgáltatás vizsgálatára – alkalmazzuk. 



A Markov érkezési folyamat egy olyan egyszerû pont-
folyamat, amelynek érkezéseit egy folytonos idejû Mar-
kov folyamat befolyásolja. Tekintsünk egy sztochasztikus
folyamatot: 

ahol N(t) a (0,t) intervallumban történô érkezések
számát, míg J(t) a t idôpontban a folyamat „fázisát” je-
löli. Itt J(t) egy folytonos idejû Markov folyamat egy vé-
ges, M elemû állapottéren, N(t) pedig egy J(t)-tól függô
sztochasztikus folyamat. Az (N(⋅),J(⋅)) együttes szto-
chasztikus folyamat egy folytonos idejû Markov folya-
mat lesz az {(n,j) : n ≥0 , 1≤ j≤M} állapottéren, az alábbi
definíció szerint. 

Osszuk fel az {(n,j) : n ≥0 , 1≤ j≤M} állapotteret rész-
halmazokra: 

ahol k nemnegatív egész. Ekkor legyen Q mátrix az
(N(⋅),J(⋅)) folyamat infinitezimális generátor mátrixa az
alábbi definícióval: 

ahol 

Szemléletesen arról van szó, hogy a J(⋅) folytonos ide-
jû Markov folyamat infinitezimális generátor mátrixa D.
Ez a mátrix bomlik fel két mátrix összegére. Ezek közül
a D0 mátrix tartalmazza azokat az állapotátmeneteket,
ahol nem történik érkezés, míg D1 mátrix írja le azokat
az állapotátmeneteket, ahol történik érkezés, illetve szin-
tén D1 mátrix adja meg a feltételes Poisson folyamatok
érkezési intenzitását, amikor is nem vált állapotot a J(⋅)
folyamat, de érkezés történik. (A Markov érkezési folya-
matokat általánosíthatjuk nem egyszerû pontfolyama-
tokra is, azaz megengedhetünk egyszerre több érke-
zést is. Ekkor további Dn mátrixok írják le a csoportos ér-
kezéseket.) 

A Markov érkezési folyamatok egy speciális osztá-
lyát Markov-modulált Poisson folyamatoknak nevezzük.
A Markov-modulált Poisson folyamatok esetén a D1 mát-
rixnak csak a diagonálisában vannak nem nulla elemek,
azaz érkezés nem fordulhat elô, amikor a J(⋅) Markov
folyamat állapotot vált. A Markov-modulált Poisson fo-
lyamatok részletes összefoglalása [2]-ben található. 

Egy másik speciális osztály az úgynevezett PH felú-
jítási folyamatok osztálya. Ezek olyan felújítási folyama-
tok, melyek felújítási idôközének eloszlása PH (fázis tí-
pusú) eloszlás. A PH eloszlások tulajdonképpen külön-
bözô paraméterû Erlang eloszlások keverékei, de inkább

egy elnyelô állapottal rendelkezô Markov folyamatnak
az indítás és az elnyelôdés között eltelt idejeként defi-
niálják ôket. 

Ezen második definíciónak megfelelôen, a PH elosz-
lásokat egy (α,T) párral reprezentálhatjuk. Az α vektor
adja meg a tranziens állapotok eloszlását a Markov lánc
indításakor. A T mátrix pedig egy szubsztochasztikus
mátrix, azaz 

A T mátrix a lényeges része az elnyelô Markov folya-
matunk generátor mátrixának, ami a következôképpen
írható le: 

ahol 

A PH eloszlás eloszlásfüggvényét a következô mó-
don fejezhetjük ki az (α,T) pár segítségével: 

ahol az α vektorral fejezzük ki az elnyelô Markov lánc
kezdeti eloszlását. 

Ekkor D0 = T és D1= τα , vagyis a J(⋅) Markov folya-
mat állapottere megegyezik az elnyelô Markov folyamat
tranziens állapotaival. Amikor az elnyelôdés következ-
ne, akkor a Markov érkezési folyamatban érkezés tör-
ténik, és a J(⋅) folyamat újraindul α kezdeti eloszlással. 

3. Egy korlátlan számú kiszolgálóval
rendelkezô sorbanállási rendszer 
momentumai 

Tekintsünk egy olyan sorbanállási rendszert, melybe az
igények MAP folyamat szerint érkeznek, és végtelen sok
kiszolgáló egymástól függetlenül, párhuzamosan szol-
gálja ki az igényeket PH eloszlású kiszolgálási idôvel. A
cél a rendszerben egyidejûleg kiszolgálás alatt álló igé-
nyek számának meghatározása. 

Jelölje X(t) a kiszolgálás alatt lévô igények számát t
idôpontban és J(t) a MAP érkezési folyamat fázisát t+
idôpontban! Jelölje továbbá µ(K)(t) azt az M dimenziós
vektort, melynek i-ik koordinátája µi

(K)(t), ahol 

(1)

Azaz, itt µi
(K)(t) a kiszolgálás alatt lévô igények szá-

mának K-dik faktoriális momentuma, ha a rendszert az
i-dik fázisból indítjuk. 

A cél az, hogy számítsuk ki a fenti sorbanállási rend-
szer momentumainak idôbeli változásait leíró függvé-
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nyeket. Ezeket a függvényeket egy differenciálegyenlet-
rendszer határozza meg. A momentum függvények ki-
számításának módját a Függelékben ismertetett (10)-(16)
egyenletekbôl olvashatjuk le. A momentum függvények
lényegében 

illetve
alakú függvények lineáris kombinációi. Minél maga-

sabb momentum függvényt kívánunk kiszámítani, an-
nál több tagja van a függvényt megadó összegnek. Az
exponensek és a lineáris kombináció együtthatóinak a
kiszámítását a Függelékben ismertetjük. 

4. Gyakorlati példa 

Ebben a fejezetben egy példa segítségével vizsgáljuk a
momentumok gyakorlati kiszámításának lehetôségeit.
A példa egy hírszolgáltató mûködését vizsgálja. A hír-
szolgáltatás egy honlapon keresztül mûködik. A hírszol-
gáltató szervere érzékeli a felhasználók böngészôinek
típusát és az operációs rendszereket. A cél az, hogy a
lehetô legtöbb típusú operációs rendszeren futó külön-
féle böngészôkkel a lehetô legjobb minôségben jelen-
jenek meg a cikkek. (Tehát a képek mérete, felbontása,
a szöveg tördelése, a honlapon esetleg elôforduló ani-
mációk hasonlóképpen mutassanak a különféle típusú
számítógépeken.) 

A szolgáltatás mûködését az 1. ábrán illusztráljuk.
Célunk a konvertálási funkcionalitás vizsgálata egy

új hír megjelenésétôl egészen addig, amíg már az ösz-
szes lehetséges formátumban létezik a cikk. A felhasz-
nálók gyors kiszolgálása érdekében egyszerre több kon-
vertálás is elôfordulhat. Ha a konvertálók száma nem
elég nagy, akkor elôfordulhat az az eset, amikor az ösz-
szes konvertáló foglalt, és ezért a kiszolgáló nem ké-
pes egy új beállításokkal rendelkezô felhasználó kéré-
sét teljesíteni. A konvertálók száma viszont nem lehet
nagyon nagy sem, például azért, mert egy ilyen beren-
dezés drága. A feladat az, hogy megállapítsunk a fog-
lalt konvertálók számára egy olyan felsô korlátot, mely-
nél csak nagyon kicsi valószínûséggel lesz egyszerre
több foglalt. 

Az egyszerûség kedvéért feltételezzük, hogy a fel-
használók kérései Poisson folyamat szerint érkeznek,
bár ennél általánosabb eseteket is tudnánk kezelni. A
példában használt számadatok az illusztrációt szolgál-
ják, a gyakorlatban nem vizsgáltuk, hogy hányféle bön-
gészôvel olvasnak cikkeket a felhasználók, illetve azt
sem, hogy mennyi ideig tarthat egy konvertálás elvég-
zése egy valós számítógépen. Feltesszük tehát, hogy
összesen tízféle böngészôre van konvertáló eljárás, és
átlagosan másodpercenként 8 kérés érkezik. A konver-
táláshoz szükséges idô exponenciális eloszlású, és egy
konvertálás átlagosan 5 másodpercig tart. 

A tízféle böngészôtípus elôfordulási gyakoriságait és
a másodpercenként elôforduló kérések számát (érke-
zési intenzitás) az 1. táblázat foglalja össze: 

1. táblázat  

A 2. táblázatban látható, hogy a Markov érkezési fo-
lyamat állapotterének leírása számnégyesek segítségé-
vel lehetséges. Ezekkel a számnégyesekkel körülbelül
azt írjuk le, hogy melyik típusú felhasználó számára van
már a tárolóban megfelelô változat. 

2. táblázat

HÍRADÁSTECHNIKA

40 LX. ÉVFOLYAM 2005/11

1. ábra  A hírszolgáltatás mûködésének vázlata

A nyilak mellett i  számok jelzik az események idôrendjét: 

1. Mikor egy új cikk jelenik meg, 
akkor a hírszolgáltató elkészít egy alapváltozatot. 

2. Amint beérkezik egy üzenet valamely felhasználótól 
az új cikket kérendô, 

3. akkor a szolgáltató szervere átalakítja az alapváltozatot 
a felhasználó számára konvertált változattá. 

4. Mivel elôfordulhat, hogy késôbb lesz egy másik felhasználó 
hasonló beállí tásokkal, aki szintén erre a cikkre kíváncsi, 
ezért a konvertált változatot a szerver tárolja, így a továbbiakban
a konvertálást erre a beállításra már nem kell elvégezni. 

5. A tároló elküldi a kért változatot a kiszolgálónak,  
6. a kiszolgáló pedig továbbítja a cikket a felhasználónak.

Ha egy késôbbi felhasználó olyan típusú beállításokkal rendelkezik,
melyekre az anyagnak már létezik konvertált változata, 
akkor a kiszolgáló közvetlenül a tárolóhoz fordul a cikkért.
Megjegyezzük, hogy a konvertálók nem feltétlenül különálló 
számítógépek. Elôfordulhat, hogy a hírszolgáltató szervere végzi
a konvertálási feladatot különbözô programszálakon. 



A számnégyes tagjainak a jelentései sorrendben: 
1) Ha még nem történt konvertálás az 1. típusú 

felhasználók részére, akkor értéke 0, különben 1.
2) Ha még nem történt konvertálás a 2. típusú 

felhasználók részére, akkor értéke 0, különben 1. 
3) Itt számoljuk a 3.-5. típusú felhasználók számára

elvégzett konvertálásokat. Ez a tag 0 és 3 közötti
értékeket vehet fel. 
Itt fontos megjegyezni, hogy nem számít az,
hogy milyen sorrendben érkeztek a 3.-5. típusú
felhasználók, mivel gyakoriságaik egyformák. 

4) Itt számoljuk a 6.-10. típusú felhasználók
számára elvégzett konvertálásokat. 
Ez a tag 0 és 5 közötti értékeket vehet fel. 
Itt szintén azért elegendô egy számláló, 
mivel a 6.-10. típusú felhasználók gyakoriságai
megegyeznek, és ezért itt sem számít, 
hogy milyen sorrendben érkeztek. 

Az állapotok száma 2 ⋅ 2 ⋅ 4 ⋅ 6 = 96.
Az állapot átmenet csak olyan számnégyesek között

lehetséges, ahol csak egyetlen tag különbözik eggyel.
A kiinduló állapot a (0,0,0,0), vagyis ekkor még a tároló
üres. Az állapotátmeneteket a D1 96x96-os mátrixban
adjuk meg. A D1 mátrix elemeit az alábbi módon adjuk
meg. 

Ha a mátrixelemnek megfelelô állapotátmenet az 1.
típusú felhasználók részére történô konvertálást ír le,
akkor a mátrixelem értéke 8 ⋅ 0.21=1.68, ahogyan azt
az 1.táblázatban is láthatjuk az „Intenzitás” oszlopban.
A 2. típusú konvertálási igények beérkezéséhez tarto-
zó állapotátmenetek intenzitása 1.6. 

A 3.-5. típusú felhasználók esete egy kicsit különbö-
zik az elôzôektôl. Ezek érkezési intenzitása egyforma,
ezért az olyan átmeneteknél, ahol az állapotleíró szám-
négyes 3. tagja változik, elegendô csupán annyit szá-
mon tartani, hogy eddig hány konvertálást végeztünk el
a 3.-5. típusok számára. Az induláskor ugyanis 3 ⋅ 1.04
= 3.12 intenzitással jöhet kérés a 3.-5. típusok valame-
lyikétôl. Az elsô kérés után azonban már csak a meg-
maradó két típustól jöhet kérés, tehát az intenzitás le-
csökken 2 ⋅ 1.04 = 2.08-ra, míg ha már kettô típust ki-
szolgáltunk, akkor a megmaradó 3.-5. típusú kérés ér-
kezési intenzitása 1.04 lesz. 

A 6.-10. típusú kéréseket leíró állapot átmenetekre
ugyanazok vonatkoznak, mint a 3.-5. típusúak kéréseire
azzal a különbséggel, hogy a kezdeti intenzitás 5 ⋅ 0.32
= 1.6 lesz, és ez csökken le 0.32-re, amikor már csak 1
hiányzó típus marad. 

Ekkor a hír megjelenésétôl kezdve folyamatosan ér-
keznek a kérések a kiszolgálóhoz. Az elsô másodper-
cekben sorra érkeznek be olyan böngészôkrôl kérések,
amelyekre a hírnek még nem létezik konvertált változa-
ta. Ekkor van a konvertálóknak a legtöbb dolguk. Ami-
kor a leggyakrabban elôforduló beállításoknak megfe-
lelô változatok már elkészültek, akkor egyre kevesebb
konvertálásra van szükség. Ha 10 konvertáló áll rendelke-
zésre, akkor azonnal ki tudunk szolgálni minden igényt.
Azonban látni fogjuk, hogy ennél kevesebb konvertáló
is elegendô a feladat elvégzéséhez. 

Miután megkonstruáltuk a D0 és D1 mátrixokat, kiszá-
mítjuk a (6) egyenlethez szükséges V mátrixot, és ezzel
megkapjuk a differenciálegyenlet-rendszer homogén
részének a megoldását is. Megjegyezzük, hogy a D =
D0 + D1 mátrix minden sajátértéke valós és egyszeres.
A partikuláris megoldás felírásához elôször kiszámítjuk
a H(t) függvénybôl kiindulva a (7) egyenletben szereplô
ƒk(t) függvényeket, melyek (8)-as alakúak. Ezek után
felírhatjuk a ĉm(t) függvényeket (10) alapján. A jelen pél-
dában a –cm(t) függvények felírására nincs szükség. Vé-
gül pedig a momentum függvények a homogén rész és
a partikuláris megoldás összegeként állnak elô (15)-ben. 

A 2. ábrán az egyszerre foglalt konvertálók átlagos
számának idôbeli változását láthatjuk. Az is látható az
ábrán, hogy a legnagyobb foglaltság a hír megjelené-
se után körülbelül 0.75 másodperccel következik be. 

2. ábra  
A foglalt konvertálók átlagos számának alakulása 

röviddel egy új hír megjelenése után

Annak érdekében, hogy egy olyan korlátot állapít-
hassunk meg, melynél több foglalt konvertáló elôfordu-
lásának a valószínûsége kicsi, kiértékeljük a párhuza-
mosan futó konvertálások számának momentumait az
új hír megjelenése után 0.75 másodperccel. Ekkor azt
feltételezzük, hogy tetszôleges számú konvertáló áll a
rendelkezésünkre. A 3. táblázat tartalmazza az ered-
ményeket: 

3. táblázat
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Mivel legfeljebb 10 párhuzamos konvertálás fordul-
hat elô, így az elsô 10 momentum segítségével egy-
szerûen kiszámítható a párhuzamos konvertálások szá-
mának az eloszlása egy Vandermonde típusú mátrix
segítségével [10]. A 4. táblázatban azt láthatjuk, hogy
milyen valószínûséggel lép túl a párhuzamos konvertá-
lások száma (N) különbözô korlátokat, amelyeket n-el
jelöltünk. 

4. táblázat  
A párhuzamosan futó konvertálások

számának eloszlása a hír megjelenése
után 0.75 másodperccel

Ha a tervezés során 1 ezrelék alá
szeretnénk csökkenteni annak a való-
színûségét, hogy a foglalt konvertá-
lók, illetve párhuzamosan futó prog-
ramszálak száma meghaladja a ren-
delkezésre álló kapacitásokat, a táb-
lázatból megállapíthatjuk, hogy 10
konvertáló helyett elegendô csupán
5 konvertáló, illetve ennek megfelelô
processzorteljesítmény használata,
mivel annak valószínûsége, hogy több,
mint 5-re lenne szükség 5 ⋅ 10–4.

5. Összefoglalás 

Jelen cikkben egy végtelen számú kiszolgálóval rendel-
kezô (Kendall jelölésével MAP/PH/∞) sorbanállási rend-
szer tranziens viselkedését vizsgáltuk analitikus eszkö-
zök segítségével. A sorbanállási rendszer momentu-
maira egy differenciálegyenlet-rendszert adtunk meg,
melynek megtaláltuk az idôfüggô megoldását. A sor-
ban tartózkodó igények számának átlagát, szórásnégy-
zetét illetve magasabb momentumait felhasználva meg-
kaptuk a sorban tartózkodó igények számának az elosz-
lását is, szintén az eltelt idô függvényében. 

A számítási módszer hasznosságát egy gyakorlati
példán keresztül mutattuk be. A példa egy internetes
hírszolgáltatás lehetséges mûködésérôl szól. A hírszol-
gáltató minden hírt testre szab a különbözô beállítások-
kal rendelkezô elôfizetôi csoportok számára. Ez a folya-
mat azonban idôigényes, és elôfordulhat, hogy egy
idôben több elôfizetônek is konvertálni kell a hírt. Az
analitikus modell segítségével kiszámítjuk az egy idôben
szükséges konvertálások számát, és egy felsô korlátot
adunk erre, amelyet a rendszer nagy valószínûséggel
nem lép túl. A korlát pedig megadja a szolgáltatás za-
vartalan mûködéséhez szükséges számítási kapacitás
nagyságát. 

Mind az elméleti, mind a gyakorlati példához kapcso-
lódóan vannak további kutatási lehetôségek. 

A momentumok kiszámításakor feltételeztük, hogy a
rendszer az indulás pillanatában nem szolgál ki egyet-
len igényt sem. Ezt a (2) illetve (3) egyenletekkel leírt
differenciálegyenlet-rendszer kezdeti feltételeinél rögzí-
tettük. Feltételezhetjük azonban azt is, hogy induláskor
a rendszerben véletlen számú igény van. Az igények

számának eloszlása ismeretében meghatározhatjuk a
faktoriális momentumaikat, és ezek a momentumok lesz-
nek a differenciálegyenlet-rendszer kezdeti feltételei. 

A gyakorlati példában felmerül az a probléma, hogy
nagyszámú és sokféle lehetséges beállítási típusnál a
Markov érkezési folyamat állapottere igen nagy lesz, és
emiatt a számítás futási ideje jelentôs mértékben meg-
nô. A példában megjelenô Markov érkezési folyamat
azonban tulajdonképpen hasonló struktúrájú független
Markov érkezési folyamatok szuperponáltja, így a számí-
tások egy elemi esetre egyszerûsíthetôk le, mely szin-
tén analitikusan kezelhetô, és ezzel a számítási igény
csökkenthetô. 

További problémát kaphatunk a gyakorlati példa mó-
dosításával. Tegyük fel, hogy egyetlen konvertáló esz-
közünk van, és a konvertálási kéréseket egy FIFO sor-
ban tároljuk, amíg kiszolgálásra nem kerülnek. A prob-
léma ekkor egy véges számú kiszolgálóval rendelkezô
sorbanállási rendszerre vezethetô vissza. Ebben az
esetben más matematikai eszközöket felhasználó ana-
litikus vizsgálatokra van lehetôségünk. 

6. Függelék 

[6] alapján a következô differenciálegyenlet-rendszert
adhatjuk meg a µ(K)(t) vektorokra: 

(2)

és K ≥ 2 esetén (3)

Itt a kiszolgálási idô eloszlásfüggvénye H(t), valamint
1] az 1-ekbôl álló M dimenziós oszlopvektor. A beveze-
tôben megjegyeztük, hogy a vizsgálatunk tárgyát ké-
pezô rendszernél [5]-ben egy általánosabb esetet tár-
gyalnak. [5]-ben a rendszer idôfüggô momentum-gene-
ráló függvényét közvetlenül adják meg, míg mi a diffe-
renciálegyenlet-rendszert megoldva kapjuk meg mo-
mentumok függvényeit az idôfüggô generátorfüggvény
felhasználása nélkül. 

Látható, hogy a (2) egyenlet megoldásából a maga-
sabb momentumok iteratív módon számolhatóak a (3)
egyenlet felhasználásával. 

Bár nem tartozik ezen cikk szûken vett témakörébe,
megjegyezzük, hogy faktoriális momentumok aszimpto-
tikus viselkedésére a következô tételt mondják ki [6]-ban:

1. Tétel: Ha az igények kiszolgálási idejének az
átlaga véges (µ = ∫0

∞(1–H (t))dt < ∞), 
akkor a µ(K)(t) vektor egy cKe=(cK,...,cK) vektorhoz
konvergál K ≥ 1,t → ∞ esetén.

A tételbôl látható tehát, hogy véges várható értékû
kiszolgálási idô esetén a faktoriális momentumok t → ∞
határértéke független a kezdeti állapottól. 

[6] cikk szerzôi a (2) és (3) differenciálegyenletekre
numerikus megoldást javasoltak. Megkaphatjuk azon-
ban az egzakt megoldást is, ha feltételezzük, hogy az
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igények kiszolgálási ideje PH eloszlású, vagyis felírható
különbözô paraméterû Erlang eloszlások kevertjeként.
Azaz feltételezzük, hogy H (t) a következô alakban ír-
ható fel: 

(4)

ahol  I ≥ 1, Ji ≥ 0, βi ≥ 0. 
A megoldás az elsôrendû inhomogén lineáris diffe-

renciálegyenletek szokásos megoldási menetét követi
(részletek: [7,8]). Az (1) egyenlettel definiált faktoriális
momentumok felírhatóak az egyenlet homogén részé-
nek általános megoldása és az inhomogén rész parti-
kuláris megoldása összegeként. Mivel a D0 és D1 mát-
rixok konstansok, a homogén rész megoldása az összes
momentum esetében ugyanaz. A K-ik momentumra vo-
natkozó differenciálegyenlet inhomogén részének meg-
oldása viszont a (K-1)-ik momentumtól függ (K ≥ 2). Elô-
ször kiszámítjuk a megoldást µ(1)(t)-re, majd a bemuta-
tott módszert alkalmazva kaphatjuk meg a megoldást a
magasabb momentumokra. 

A (2) egyenlet megoldásának elsô lépése a homo-
gén rész megoldása: 

(5)

A megoldás exponenciális függvények 
lineáris kombinációjaként adható meg:

(6)

Itt az MxM-es V mátrix a D mátrixot Jordan alakúra
hozó hasonlósági transzformáció mátrixa (oszlopai az
D mátrix általánosított jobboldali sajátvektorai). Ha a D
mátrix minden sajátértéke egyszeres, akkor a V mátrix
oszlopai a D mátrix sajátvektorai, az rm számok a saját-
vektorokhoz tartozó sajátértékek. A cm-ek pedig meg-
határozandó ismeretlenek. 

A D mátrix sztochasztikusságából azonnal követke-
zik az alábbi tétel:

2. Tétel: A D mátrixnak a 0 az egyik sajátértéke és
az összes sajátértékének a valós része nem pozitív.

Mivel a 0 is egy sajátértéke D-nek, így a homogén
rész megoldásában van egy tag, amelyik nem függ t-
tôl. Ez a tag marad meg t → ∞ esetén. Az általánosság
megtartása mellett tegyük fel, hogy r1=0. 

A D valós együtthatós mátrix komplex sajátértékei
konjugált párokat alkotnak. Emiatt azonban a további-
akban megjelenô egyenletek komplex együtthatói is kon-
jugált párokba rendezhetôek, így a végeredményben a
képzetes részek kiegyenlítik egymást. Ennek részletes
ellenôrzésével ebben a cikkben nem foglalkozunk. 

Abban az esetben, ha valamelyik sajátérték több-
szörös, akkor a µn

(1)(H)(t) függvény felírásában az ermt

együtthatói között t szerinti polinom függvények is meg-
jelennek, 

de a megoldási módszer lényegében változatlan
marad. 

A differenciálegyenlet-rendszer általános megoldá-
sának a felírásához szükség van egy partikuláris meg-
oldásra is. Ezt az állandók variálásának módszerével
kaphatjuk meg, azaz tekintsük a homogén megoldás
cm együtthatóit t szerinti függvényeknek. 

(7)

ahol 

Az ƒk(t) függvény általános formája a következô: 

(8)

Ha a (2) egyenlet partikuláris megoldását keressük,
akkor az ƒk(t) (8)-beli kifejezésében ϒi ,k=βi  minden k-ra.
Megjegyezzük, hogy a magasabb momentum függvé-
nyek egyre több tagból állnak. Amint azt látni lehet a
(3) egyenlet inhomogén részén, a ϒi,k exponensek és
a βj  exponensek összegei adják meg a ϒl,k+1 exponen-
seket. 

A cm(t) (1≤ m ≤ M) függvények deriváltjait kifejezhet-
jük az ƒk(t) függvényekkel és a V mátrix inverzével. Je-
lölje A = V–1 a V mátrix inverzét! Ekkor a (7) egyenletet
megoldva -re kapjuk a következô kifejezést: 

(9)

A cm(t) függvényt a (9) egyenlet integrálásával kap-
hatjuk meg. Itt az integrálás során az összeg különbö-
zô t-tôl függô tagjait a következô séma szerint kaphat-
juk meg: 

és 

Egy partikuláris megoldásnál elegendô az integrá-
lás során kapott konstanst 0-nak venni, a cm(t) függvé-
nyeket a következô alakban írhatjuk fel (10): 

itt =ϒi ,k+ rm. Ha valamely i és k indexekre =0,
akkor az ehhez tartozó cm(t) függvények a következô
alakúak: 

(11)

Ekkor a partikuláris megoldás n-ik komponensét ĉm(t)
és c–m(t) függvényekbôl kaphatjuk meg: 

(12)

(13)

Idôben változó sorbanállási rendszer vizsgálata...
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és a teljes partikuláris megoldás pedig 

(14)

ahol 1 ≤ n ≤ M.
Megjegyezzük, hogy mind             , mind 

0-hoz konvergál t → ∞ esetén. 
Miután megkaptuk az elsô momentumra vonatkozó

differenciálegyenlet homogén részének a megoldását 
( ) és egy partikuláris megoldását (             ) is,
így az általános megoldást szintén megkaptuk. 

(15)

A (6) egyenletben található cm együtthatók megha-
tározásához a (2) egyenlet kezdeti feltételét használ-
hatjuk, azaz 

Jelölje c = [c1,c2,...,cm] az együtthatók vektorát. Ekkor
ismételten az A = V–1 jelölést használva a konstanso-
kat a 

(16)

egyenletbôl kaphatjuk meg. 
Mivel az egyenletrendszer általános alakjában az

(n+2)-dik momentumra vonatkozó egyenletet ugyanúgy
vezettük vissza az (n+1)-dik momentum függvényére,
mint ahogyan az (n+1)-dik momentumra vonatkozó e-
gyenletet az n-dik momentum függvényére, a momen-
tum függvényeket iteratív úton kaphatjuk meg a (3)
egyenlet jobb oldalába való behelyettesítéssel. 

Megjegyezzük, hogy a momentum függvények tulaj-
donképpen a faktoriális momentumokat adják meg. Az
eredeti momentumokat a másodfajú Stirling számok (∆i,n)
segítségével kaphatjuk meg: 

∆i,n meghatározására pedig találhatunk egy rekurzív
kifejezést [9] 5.2 fejezetében. 

A gyakorlatban az iterációs lépések során csak szor-
zást és összeadást végzünk. Ekkor az (n+1)-ik momen-
tum függvényben szereplô ϒi,k és α(k)

i,j  konstansokat ál-
lítjuk elô az n momentum függvény ismeretében. Saj-
nos tetszôlegesen nagy momentum függvényeket nem
tudunk meghatározni, mivel az iterációs lépések során
a ϒi,k és α(k)

i,j  konstansok száma nem korlátos. 
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1. Bevezetés

A hibatûrô hálózatokkal kapcsolatos kutatások egyik
alapvetô problémája, hogy a valós rendszerek rendel-
kezésre állását és megbízhatóságát jellemzô paramé-
terekhez igen nehéz, gyakran lehetetlen hozzáférni. A
berendezéseket és kábeleket gyártó cégeknek nem áll
érdekükben az ilyen, verseny szempontjából érzékeny
adatok nyilvánosságra hozatala, a szolgáltatók pedig
vagy nem rendelkeznek az erre vonatkozó megfelelô
statisztikai adatokkal, vagy ugyancsak üzleti titokként
kezelik ezt az információt.

Távközlô hálózatok üzemeltetése során úgyneve-
zett trouble ticket rendszerekben rögzítik az elôforduló
hálózati hibákat, azok (valószínûsíthetô) okát, a javí-
táshoz szükséges idôt, és további kapcsolódó informá-
ciókat. Néhány nyilvános kutatási célú nemzeti hálózat
az Interneten is hozzáférhetôvé teszi hálózati hibabe-
jelentô, más néven trouble ticketing rendszerét. Bár
garantáltan teljes képet nem, valós rendszerek üzemel-
tetésébôl származó értékes adatokat mindenképpen
szolgáltathat az ilyen jellegû adatbázisok szisztemati-
kus feldolgozása.

A hálózati adatok statisztikai vizsgálatának kérdése
a hálózatüzemeltetôk szempontjából is felvetôdik. Lé-
nyeges különbség a nyilvános adatbázisok és a táv-
közlési szolgáltatók éles adatbázisai között tulajdon-
képp nincs, csupán annyi, hogy az üzemeltetônek ér-
deke az adatok pontossága és teljessége. 

Sajnos a jelenleg alkalmazott, publikusan is hozzá-
férhetô adatokat tartalmazó rendszerek [1,2] néhány
hiányossága miatt a statisztikai elemzés az ember által
írt folyószöveg értelmezését teszi szükségessé. Való-
színûleg az üzemeltetôk által alkalmazott rendszerek
hiányosságai is hasonlóak ahhoz, amelyek az Interne-
ten hozzáférhetôek.

Ennek a nagy kihívást jelentô feladatnak a megol-
dásához, azaz az ember alkotta szövegek elemzésé-

hez ad segítséget a dokumentumkategorizálás, amely
nyelvészeti és matematikai alapokra épülô módszere-
ket használ. Cikkünkben bemutatjuk a trouble ticket rend-
szerekben fennálló problémát; áttekintô képet adunk a
dokumentumkategorizálás eszközeirôl; végül javaslatot
teszünk, hogy a rendelkezésre álló eszközökbôl ho-
gyan érdemes rendszert építeni a trouble ticketek elem-
zéséhez.

2. Trouble ticket

Egy trouble ticket rendszer bejegyzései tipikusan az 1.
ábrán látható releváns információkat tartalmazzák.

A ticketek tartalmának értelmezéséhez célszerû váz-
latosan áttekinteni egy ticket életét, amely lehetôséget
ad arra is, hogy az adathalmazból levonható következ-
tetéseket megalapozzuk. Egy ticket létrehozása vagy
egy észlelt hibaeseménynek, vagy pedig egy jövôbeli,
várhatóan a hálózatra hatással levô (például kockázat-
növelô) eseményrôl kapott információnak köszönhetô.
A megnyitás idôpontja értelmezéstôl függôen mege-
gyezhet az adott esemény észlelésének vagy aktuális-
sá válásának idejével, de lehet a jövôbeli információ
rögzítésének ideje is. A lezárás ideje a hibaesemény el-
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Cikkünk kiindulópontját egy konkrét probléma, egyes trouble ticketing rendszerek tökéletlensége adta. A vizsgált trouble tic-

keting redszerek – noha igen hasznosak lehetnének a hálózat üzemeltetôjének és a hibatûrô hálózatokkal kapcsolatos kuta-

tások szempontjából –, nem használhatók elég jól, mert a ticketek kategóriamezôje csak kevés információt tartalmaz. Célunk

az automatikus kategória detekció a ticketben található szöveges leírás alapján. Ehhez a dokumentumkategorizálás széles

eszköztárát vonultatjuk fel. A konkrét probléma megoldásán túl áttekintô képet adunk a dokumentumkategorizálás jelenlegi

helyzetérôl, a szokásos módszerekrôl, a rendelkezésre álló eszközökrôl is. Ez különösen hasznos lehet olyan olvasóinknak,

akik szintén szövegfeldolgozási feladatokkal (például szöveges üzenetek, ügyfélszolgálat levelek stb) szembesülnek.

1. ábra  Trouble t icket t ipikus tartalma



hárítási idôpontja, a bejegyzés aktualitásának elvesz-
tése, vagy a nyitva felejtett ticketek ellenôrzésének idô-
pontja lehet tipikusan.

Egy ticket létrehozásakor nyitott állapotba kerül, je-
lezve azt, hogy az üzemeltetô részérôl valamilyen reak-
ciót igényel (beavatkozást vagy akár fokozott készült-
séget). A ticket lezárása idején a ticket zárt állapotba
kerül. Ennek az attribútumnak a jelentôsége, hogy az
üzemeltetô a rendszerben a nyitott ticketekre szûrve gyor-
san tud információt szerezni az aktuális problémákról.

A ticket kategóriája általában a feldolgozást meg-
könnyítendô, elôre definiált hibaosztályok egyikébe tör-
ténô manuális besorolás eredménye, míg a rövid jel-
lemzés egy lényegretörô, átfogó listában is megjelenít-
hetô emlélkeztetô. E két mezô funkciója nem fedi egy-
mást teljesen, továbbá megemlítjük azt is, hogy a kate-
góriák megfelelô meghatározása kulcsfontosságú lehet
a hálózatról generálandó statisztikák számára.

A tickethez kapcsolódó események leírása adja a
legtöbb és a legpontosabb információt, ám sajnos csak
az ember számára. Gépiesített kategorizálásnál igen
komoly feladatot jelenthet a folyószöveg bejegyzések
értelmezése, fôleg, ha formai szabályoktól mentesek a
bejegyzések, és a használt nyelv sem mindig ugyanaz.

Problémánk, hogy a ticketekhez kapcsolódó ese-
ményekrôl a kategória mezô tartalma alapján az [1] há-
lózat esetében csak outage vagy scheduled main-
tenance besorolás áll rendelkezésre, a [2] hálózatnál
pedig a kategória mezô helyett rövid szöveges jellem-
zés szerepel. Ahhoz, hogy ennél pontosabb kategória
besorolást kapjunk, dokumentumkategorizálásra van
szükség. 

3. Dokumentumkategorizálás

A dokumentumkategorizálás az 1960-as évek óta kuta-
tott, de még mindig aktuális tudományterület [3], mely
alapvetôen két feladattal foglalkozik:

• Dokumentumklaszterezés: a dokumentumhalmazt
hasonlósági alapon klaszterekbe soroljuk. A klaszterek
automatikusan – és a dokumentumoktól függôen dina-
mikusan – alakulnak ki. Bemenô adat a klaszter suga-
ra (vágási határ) vagy a kért klaszterek száma. 

• Dokumentumkategorizálás: a dokumentumhal-
maz elemeit elôre definiált kategóriákhoz soroljuk. (Za-
varó, de sajnos ennek a feladatnak a neve megegye-
zik a tématerület nevével.)

Ipari alkalmazásoknál tipikusan kategorizálási fela-
datról van szó, ám a jól mûködô kategorizálás alapfel-
tétele a kategóriák – nem csak jó, hanem – tökéletes
kialakítása. Ezért gyakori, hogy a kategóriák kialakítá-
sa elôtt egy reprezentatív részhalmazon klaszterezést
végeznek, és az itt tapasztaltak alapján alakítják ki –
esetleg hierarchikusan – a kategóriákat. Így elkerülhe-
tô, hogy túl általános vagy túl specifikus kategóriák ala-
kuljanak ki, hisz nyilván nem hordozna túl sok informá-
ciót, ha a dokumentumok 80%-a ugyanabba a kategó-
riába tartozna. 

Jelenleg is aktívan kutatott terület a szcenáró-hoz-
zárendelés, ahol a dokumentumot valamilyen elôre de-
finiált forgatókönyvhöz soroljuk (például kábelhiba lé-
pett fel, majd ki lett javítva). 

Mivel még a dokumentumok teljeskörû automatikus
megértésétôl (szemantika stb.) nagy távol állunk, a do-
kumentumfeldolgozók egyszerûsített modellt használ-
nak. A két fô dokumentummodell a következô:

• Szavak halmaza (set of words) modell. A doku-
mentumot szavak halmazának tekinti, a szavak közti re-
lációt nem veszi figyelembe. Egyszerû, gyors és megle-
pôen hatékony [4].

• Nyelvészeti indíttatású (linguistically motivated)
modellek. Figyelembe veszi a szavak közti nyelvtani
relációkat (alany-állítmány, tagadás, távoli kapcsolatok
stb). Alapfeltétele egy jó nyelvtani elemzô. Fôleg szce-
nárió-hozzárendelésnél alkalmazzák, hisz itt nagy szük-
ség van a viszonyok pontos azonosítására (megjavítot-
ták vagy nem javították meg; ki okozta a kárt és ki hoz-
ta helyre) [5-7].

A gépi feldolgozás szempontjából alapvetô különb-
ség van a szeparáló és az agglutináló/flektáló nyelvek
között. A szeparáló nyelvek (például angol) esetén a
szóalak nem (illetve ritkán) változik, a nyelvtani reláció
a szavak sorrendjében van kódolva. A dokumentum
szavakra bontása közvetlen elôállítja a szavak listáját.
Az agglutináló vagy flektáló nyelveknél a felszíni szóa-
lak és a szótô között akár nagyon nagy különbség is le-
het. Ezért a dokumentum szólistájának elôállításához
szótövesítésre van szükség (morfológia). A szótövesí-
tés sajnos újabb bizonytalanságot visz a rendszerbe,
hisz a szótô igen gyakran nem egyértelmû (2. ábra). A
modern szóelemzôk közlik a szótô variánsok becsült va-
lószínûségét is.

Egyes alkalmazásokban célszerû hierarchikus kate-
gorizálást használni, azaz a dokumentumot elôbb egy
fôkategóriába sorolni, majd azon belül finomítani. Ez
nem csak a kategorizálás sebességét növeli meg (pél-
dául 5 fô- és 10-10 alkategória esetén nem 50, hanem
csak 15 illeszkedési vizsgálatot kell elvégezni), hanem
a felhasználhatóságot is, hiszen így lehetôség lesz mind
általános (fôkategória alapján), mind specifikus (alkate-
gória alapján való) szûrô kérdések megfogalmazására. 

A kategorizálás szemantikai támogatása még gye-
rekcipôben jár, noha igen lényeges lenne. Néhány fon-
tosabb kezdeményezés [8] és [9].

2. ábra  
A szótövesítés bizonytalanságot visz a rendszerbe
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3.1. „Szavak halmaza” modell
A „szavak halmaza” modell arra a feltételezésre épül,

hogy a kategorizálási feladat jól megoldható csupán a
dokumentumban elôforduló (illetve a hiányzó) szavak
alapján. A „szó” fogalmát szokás rugalmasan kezelni,
például tulajdonnév vagy tagadás esetén (egy szónak
számít: „Harry Potter”, „doesn’t repair”, „no problem”).

A Luhn-megfigyelés, vagy Luhn-szabály (3. ábra)
szerint [10], ha a dokumentumban elôforduló szavakat
az elôfordulások száma szerint sorbarendezzük, majd
elhagyjuk a leggyakoribb és a legkevésbé gyakori sza-
vakat, pont az informatív szóhalmaz marad meg. Heu-
risztikus magyarázat erre, hogy a nagyon gyakori sza-
vak (névelôk, kötôszavak) nem informatívak, a nagyon
ritkák pedig valószínûleg nem kapcsolódnak szorosan
a tárgyhoz. 

3. ábra  A Luhn-megfigyelés

A Luhn-megfigyelés ebben a formájában nem hasz-
nálható a gyakorlatban (például egy 20 szavas doku-
mentum esetén nincs értelme gyakori és ritka szavakról
beszélni). Ezért a szógyakoriságot egy nagyobb, repre-
zentatív korpuszon (szöveghalmazon) mérjük meg. Ez
alapján készül el egy tiltólista (a vágandó szavak), illet-
ve referencia szógyakoriságok. Fontos, hogy a mérési
korpusz reprezentatív legyen (a feldolgozandó doku-
mentumokhoz hasonló elemekbôl álljon), hisz nyilván
más mérési érték adódik általános szövegre, mûszaki
leírásra, dadaista versgyûjteményre stb.

A dokumentum és a kategória összerendelésére
több különbözô lehetôség van: 

• Bool-i összerendelés. A dokumentumot akkor so-
roljuk a kategóriába, ha a kategória összes kulcsszavát
tartalmazza. Ez több problémát is felvet, például mi tör-
ténik, ha egy dokumentum az x és y kategória kulcs-
szavait egyaránt tartalmazza. Nem szokás használni.

• Vektortér alapú összerendelés: Egy vektort hasz-
nál a dokumentum, illetve a kategória információtartal-
mának leírására. A vektor minden eleme egy szó súlyát
jelenti (például az elsô elem a „kábelhiba” szóét). A ka-
tegória leíró vektorában a vi elem a szó fontosságát je-
lenti; a dokumentum leíró vektorában pedig a szó jel-
lemzôségét a dokumentumra (a szó elôfordulási számán
és a Luhn-szabályon alapuló normált érték). A doku-
mentum és a kategória közelségét egyszerû vektoriális
szorzattal kapjuk meg (esetleg normálva). Lehetôség
van tiltó szavak felvételére is (negatív súly a kategória-
vektorban). A dokumentumot a hozzá legközelebb esô

kategóriába soroljuk. A vektortér-modellbe könnyen be-
építhetô rejtett szemantika is, hisz csak annyit kell ten-
ni, hogy a vektor i. eleme nem egy szót, hanem egy szi-
nonima halmazt jelöl. A gyakorlatban természetesen a
vektor helyett ésszerûbb adatstruktúrákat használunk. 

4. ábra  Vektortér alapú összerendelés

A 4. ábrán egy normálás nélküli, rejtett szemantikus
összerendelés látható. A közelség a mindkét helyen
elôforduló szavak súlyának összege.

Egy szó alapú kategorizáló tipikus architektúrája a
5. ábrán látható. A dokumentumból elôször elô kell ál-
lítani a szavak listáját (általában szótövesítéssel), majd
ezt a Luhn-szabály és/vagy szûrôlisták alapján redukál-
ni és súlyozni. Ezután meghatározzuk a kategóriánkén-
ti közelséget (lehetôleg valamilyen szemantikai támo-
gatással), majd a dokumentumot a legközelebbi kate-
góriához rendeljük. 

3.2. Nyelvészeti indíttatású modellek
A nyelvészeti indíttatású modellek alapötlete, hogy

a kategorizáláshoz ne pusztán a szavakat, hanem a
köztük levô relációt is vegyük figyelembe. A relációk azo-
nosításához mondattani elemzésre van szükség, mely
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lehet mély elemzés (a teljes mondat elemzési fáját elô-
állítjuk) vagy sekély elemzés (csak részlegesen elem-
zünk, például csak a névszói szerkezeteket). 

A mondatelemzés alapján lehetôség van a mondat
fô tartalmának beazonosítására. Például az esetek
döntô többségében az alany, állítmány (és ha van, a
tárgy) hordozza a fô információt. Ha elhagyjuk az egyéb
mondatrészeket és a felesleges jelzôket és határozó-
kat, pont a fô mondanivaló áll elô. Ezért gyakori, hogy
a kategorizálás az alany-állítmány-tárgy hármas alap-
ján történik, illetve kiegészítésként figyelembe veszik a
hely és idô információt (ezek azonosítása sem mindig
triviális, például „az elôadás alatt” nem helyre, hanem
idôre utal). 

Elvileg lehetséges lenne, hogy a kinyert információ-
ból egy háttérbeli szemantikai tudás (domain know-
legde) segítségével további következtetéseket vonjunk
le, de ez ma még nem realitás (a probléma elsôsorban
nem a mûszaki oldallal, hanem a háttértudás leírásá-
val, illetve a következtetések értelmezésével van). A je-
lenlegi (kísérleti!) rendszereknél a leginkább szinonima
relációt használnak. 

Nemrég zárult le egy érdekes kutatási projekt [11],
ahol gazdasági hírek feldolgozása volt a cél. A rend-
szer az adás-vétel eseményt képes felismerni akár ela-
dásról, akár vételrôl szól a hír.

A nyelvészeti indíttatású dokumentummodellt komp-
lexitása, mondattani elemzô problémái, szemantikai hát-
térrendszer fejletlensége stb. miatt kategorizálásra olyan
esetekben szokás használni, amikor a szó alapú mo-
dell nem hatékony. Ez elsôsorban két esetet jelent:

– Homogén dokumentumhalmazt esetén. Itt a do-
kumentumok szókészlete kvázi-állandó (ugyanazok a
szavak vannak az összes dokumentumban), ezért csu-
pán a szavak alapján lehetetlen lenne kategorizálni.

– Ha a dokumentum szerkezete ezt indokolja (pél-
dául sok tagadás).

4. Kategorizálás 
trouble ticketing rendszerekben

4.1. Milyen feladatot oldjunk meg?
Nézzük, milyen kategorizálási feladatnak van értel-

me trible ticketing rendszerekben.
• Klaszterezés. A dokumentumhalmaz elôzetes ana-

líziséhez tökéletes eszköz, de éles rendszerben értel-
metlen lenne használni: nem rendel nevet a klaszterek-
hez, így a humán operátorok számára nehezen kezel-
hetô; valamint új dokumentumok érkezésekor újra kéne
klaszterezni, és lehetséges, hogy az új körben alapve-
tôen más csoportok alakulnak ki.

• Kategorizálás. Egy jól megalkotott, (lehetôleg hier-
archikus) kategóriarendszer nagyban megkönnyítené
az operátorok munkáját. Egyaránt hasznos lenne az
aktuális beavatkozások felügyeleténél (például a kate-
gória alapján megállapítható a hiba súlyossága, ezál-
tal a beavatkozás sürgôssége), és a hálózati statiszti-
kák készítésénél.

• Szcenárióhozzárendelés. A trouble ticket tartalma
idôben változik, nyilvánvalóan egy folyamatot ír le, az-
az kézenfekvô folyamat-lefutási sablonhoz (szcenárió-
hoz) rendelni. 

Bármely feladatot választjuk is, az biztos, hogy nem
lehet teljes egészében az eredeti modellre hagyatkoz-
ni; figyelembe kell venni a trouble ticketek nem idôinva-
riáns voltát (azaz hogy a ticketek tartalma és ezáltal a
kategóriája az idô elôrehaladtával változhat). A tickete-
ket minden új bejegyzés után újra kell kategorizálni.

4.2. Milyen modellt használjunk?
Tekintve, hogy a trouble ticketing rendszer alapve-

tôen angol nyelven áll rendelkezésre, és az angol elsô-
sorban szeparáló nyelv (ráadásul elég lokális természe-
tû szerkezetekkel), elegendô a szóhalmaz modell. A ta-
gadásokat és néhány egyéb fontos szófordulatot egy
szónak tekintve elég jó modell adódik. A mondattani
elemzés nagyon elbonyolítaná a rendszert, és minden
valószínûség szerint kevesebb haszonnal járna, mint
amennyi bizonytalanságot eredményez.

A másik kérdés, hogy pontosan mit akarunk katego-
rizálni, a trouble ticket bejegyzéseit, vagy az egész tic-
ketet egyben. Az egyes bejegyzések kategorizálása min-
denképp értelmesebb feladatnak tûnik. Késôbb, egy
újabb körben a bejegyzések kategóriái alapján már az
egész ticketet is kategorizálhatjuk.

4.3. Rendszer vázlat
Elsô lépésként meg kell oldani a dokumentum (értsd:

bejegyzések) szavakra bontását, majd elô kell állítani a
szûrôlistákat, és a referencia szósúlyokat. A szómodell
megalkotásához többféle segédeszközt is használha-
tunk (szûrôk, named entity detector stb). Egy néhány
ezer elemû dokumentumhalmaz alapján már nagy biz-
tonsággal tudunk használható szûrôlistát készíteni és
a referencia súlyokat számolni. Tekintve, hogy szakszö-
vegrôl van szó, nem szerencsés a nyilvánosan hozzá-
férhetô szósúlygyûjtemények használata.

A következô lépés a kategóriák megalkotása. Érde-
mes néhány próba klaszterezést futtatni (különbözô vá-
gási határokkal), majd az elôálló klasztereket al-klaszte-
rekre bontani. A klasztereket és alklasztereket áttanul-
mányozva képet kaphatunk a dokumentumok tartalmi
eloszlásáról (vagy rossz esetben a szómodellünk, szû-
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rôlistáink hibáiról). A kategória leírások elsô változatát
akár közvetlen is kinyerhetjük a klaszterekbôl (néhány
egyszerû vektormûvelet). A kinyert leírást emberek szá-
mára értelmezhetô címkékkel kell ellátni, illetve szükség
esetén tovább finomítani. 

Ha a klaszterek nem az általunk kívánt elven alakul-
nak ki, bevethetünk néhány trükköt. Közismert, hogy a
klaszterezés érzékeny az elsô néhány elemre; ezt a
dokumentumok permutációjával kivédhetjük. A másik
eszköz, hogy kiválasztunk néhány tipikus dokumentu-
mot – minden tervezett kategóriából egyet-egyet – majd
a kiválasztott dokumentumot megsokszorozzuk (példá-
ul 800 példányban lemásoljuk). Ezzel tudjuk „kénysze-
ríteni” a klaszterezôt, hogy a többi dokumentumot – ha
lehetséges – ezen 800 elemû gócpontok köré rendezze.

Mivel már minden elôfeltétel adott (szûrôlista, kate-
górialeírások), megkezdhetjük a dokumentumok (ticket
bejegyzések) kategorizálását. A 6. ábrán egy ticket be-
jegyzéseinek kategorizálása látható. Példánkban a ka-
tegóriák 2 szintû hierarchiát alkotnak (például a K3 a si-
kertelen javítást jelenti, a K3.2 és a K3.3 pedig ennek
két külön alesete).

A kategorizált bejegyzések alapján elôáll a ticket élet-
út-leírása. Erre alapozva akár az egész tickethez ren-
delhetünk egy szcenárió mintát. Itt azonban az egyes
bejegyzések sorrendje is lényeges. 

Gyors és egyszerû egy véges automatát megalkot-
ni, mely a bejegyzések kategóriája alapján rendel szce-
náriót a tickethez. Például a 7. ábrán látható véges au-
tomata részlet a hibabejelentések és sikeres/sikertelen
javítások alapján vált állapotot. A bolyongás végállapo-
ta alapján kapjuk meg a szcenáriót. Az ábrán látható-
nál bonyolultabb automatával lehetséges lenne olyan
szcenáriók felismerése is, mint „többszörös javítási kí-
sérlet után sem mûködôképes”, „többszörösen javított,
most mûködôképes” stb. 

A véges automata modell különösen szerencsés vá-
lasztás, mert hosszú (sok bejegyzésbôl álló) ticketek
esetén sem bonyolódik el.

Ha a bejegyzéseket meta-információval látjuk el (pl.
idô, státusz), az operátor kényelmesen formálhat lekér-
dezéseket akár bejegyzés, akár ticket szinten. Sôt, mi-

vel formalizált rendszert hoztunk létre, lehetôség van
az adatok automatizált feldolgozására (például auto-
matikus heti statisztika, áltagos hibajavítási idô számí-
tása a kábelhibákra stb).

5. Összefoglalás

Cikkünkben áttekintettük, hogy a modern dokumen-
tumkategorizálási módszerek hogy használhatók fel egy
aktuális telekommunikációs probléma megoldására. 

Amellett, hogy a konkrét problémára vázoltuk a meg-
oldás útját, cikkünk átfogó képet igyekezett adni a je-
lenleg rendelkezésre álló dokumentumkategorizálási
eszközökrôl és a dokumentumkategorizálás jelenlegi
helyzetérôl (state-of-the-art).

A dokumentumkategorizálás alkalmazásával a tro-
uble ticketing rendszerek használhatósága, ezáltal ér-
téke megnô. Reményeink szerint ebbôl minden érintett
fél profitál, és idôvel jobb hálózat rendelkezésre állás
érhetô el.
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Felhívás cikkek írására

a Híradástechnika „Web technikák és technológiák” célszámába 
A Híradástechnika 2006. januári számát web technikákkal és technológiákkal foglalkozó célszám-
ként kívánjuk megjelentetni. A célszámhoz fôként a terület egyes részterületeit áttekintô, tutorial jel-
legû cikkeket várunk, de helyet kívánunk biztosítani kutatók saját eredményeit tartalmazó rövid be-
számolóknak is. 

Javasolt tématerületek:
• web-orientált kommunikációs protokollok 
• webtévé, webrádió, webtelefon, közvetítések
• web-alapú szolgáltatások
• speciális web alkalmazások (mobil telefónia, folyamatirányítás, méréstechnika)
• média konvergencia a technológiák szintjén
• információmodellezés, struktúra modellezés és analízis 
• minôségi paraméterek értelmezése, definiálása, mérése
• minôségbiztosítás
• web-alapú tartalom menedzselés
• web-alapú tudás menedzselés
• elosztott virtuális terek
• tartalomszétosztás
• elosztott rendszerek
• keresôrendszerek
• web-alapú információgyûjtés
• web-biztonság 

(protokollok, sérülékenység, beágyazott rosszindulatú programok, védekezés)
• cache-elés, hatékonyságvizsgálat
• kiszolgálási modellek
• céleszközök
• rendszermodellek
• felhasználás (log) analízis
• méretezési problémák
• üzleti megoldások (szolgáltatások, fizetés)
• szabványok, szabványosítás
• fejlôdési irányok, korlátok

Rövid beszámolókat várunk a web technológiákkal kapcsolatos európai kutatási projektekben való részvé-
telekrôl, eredményekrôl, konferenciákról. Recenzió közlésére is van lehetôség értékesnek tartott web tech-
nológiákkal foglalkozó frissen megjelent könyvekrôl. 
A beküldött cikkeket világos, érthetô stílusban, a tématerülettel nem specialista szinten foglakozó híradás-
technikai szakemberek számára is jól érthetô stílusban, magyar nyelven kell megírni. A cikk hossza maxi-
mum 5000 szó, az ábrák száma maximum tíz lehet. 
A Híradástechnikában megjelenô cikkek formai követelményei a folyóirat 2005/8. számában találhatók. 

Határidôk:
A kézirat beküldése: 2005. december 10.

Visszajelzés az elfogadásáról és javaslatok a véglegesítéshez: 2005. december 15.
A végleges kézirat beküldése: 2006. december 31.

A cikkjavaslatokat a fôszerkesztô és/vagy a vendégszerkesztô címére kérjük elküldeni.

Szabó Csaba fôszerkesztô Vonderviszt Lajos vendégszerkesztô
szabo@hit.bme.hu vonderviszt.lajos@nhh.hu
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Felhívás cikkek írására

a Híradástechnika „Optikai távközlés” célszámába 
A Híradástechnika 2006. februári számát ismét optikai távközléssel foglalkozó célszámként kívánjuk
megjelentetni. A célszámhoz fôként a terület egyes részterületeit áttekintô, tutorial jellegû cikkeket
várunk, de helyet kívánunk biztosítani kutatók saját eredményeit tartalmazó rövid beszámolóknak is.
Az eddig megjelent célszámok a 2004/2-es és a 2005/2-es voltak.

Javasolt tématerületek:
• optikai szálak, jellemzôk, PMD 
• nemlineáris optikai jelenségek, eszközök
• fotonikus kristályok és alkalmazásai 
• fényterjedés szabad térben, FSO rendszerek 
• optikai kábelek, technológiák, építési technológiák 
• optikai aktív és passzív eszközök 
• optikai erôsítôk (EDFA, Raman) 
• MEMS-ek, optikai kapcsolók 
• optikai adók, vevôk, moduláció, kódolás, zajok, PMD konpenzálás 
• optikai berendezések, rendszerek long-haul DWDM, Metro CWDM, OXC 
• optikai hálózatok: core- és access hálózati technológiák, tervezési módszerek
• többszörös optikai hozzáférési technikák, pl. optikai CDMA, WDM/TDMA
• paszív optikai hálózatok, GPON, EPON, WPON, 
• FTTx, FTTH rendszerek 
• újgenerációs SDH, OTN rendszerek, MSPP berendezések 
• Ethernet over SDH, GFP, VCAT, LCAS 
• Ethernet, GbE, 10GbE rendszerek hálózatok, Ethernet O&M, 
• IP, NGN optikai vonatkozásai, QoS 
• többrétegû, többtartományú optikai hálózatok tervezése (védelem, útvonalirányítás) 
• ASTN/ASON/GMPLS control plane , UNI, protokollok 
• optikai csomagkapcsolás, OBS, OPS hálózatok 
• optikai mûszerek, méréstechnika 
• optikai rendszerek modellezése 
• optikai szabványok, szabványosítási fórumok legújabb eredményei 
• beszámoló kiemelkedô nemzetközi optikai konferenciákról 
• új termékek, termékismertetôk, alkalmazási példák, méretezés 

Rövid beszámolókat várunk az optikai hírközléssel kapcsolatos európai kutatási projektekben való részvé-
telekrôl, eredményekrôl, konferenciákról. Recenzió közlésére is van lehetôség értékesnek tartott optikai hír-
közléssel foglalkozó frissen megjelent könyvekrôl. 
A beküldött cikkeket világos, érthetô stílusban, a tématerülettel nem specialista szinten foglakozó híradás-
technikai szakemberek számára is jól érthetô stílusban, magyar nyelven kell megírni. A cikk hossza maxi-
mum 5000 szó, az ábrák száma maximum tíz lehet. 
A Híradástechnikában megjelenô cikkek formai követelményei a folyóirat 2005/8. számában találhatók. 

Határidôk:
A cikkek címe és rövid, max 10 soros összefoglalója: 2005. december 10.

Visszajelzés a cikkjavaslat elfogadásáról: 2005. december 20.
A végleges kézirat beküldése: 2006. január 15.

A cikkjavaslatokat a fôszerkesztô és/vagy a vendégszerkesztô címére kérjük elküldeni.

Szabó Csaba fôszerkesztô Paksy Géza vendégszerkesztô
szabo@hit.bme.hu paksy@tmit.bme.hu
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Evaluation of IPv6 services in mobile WiFi environment
Keywords: Internet2, IPv6, WiFi, L2 and L3 roaming,
TCP Slow Start algorithm, TCP Windowing algorithm

How deeply does the mobility impact the TCPv6 and
UDPv6 services? In our paper, we demonstrate the ef-
fects of the processes occurred during the roaming
phase of the WiFi system on the IPv4 and IPv6 connec-
tions. The TCP connections are significantly affected by
the interaction between the relative speed of mobile cli-
ents to the APs and the execution of roaming, whilst it
has minor effect to the UDP transfer. We got a realistic
view about the behavior of the IPv4 and IPv6 in mobile
environment by using statistical methods to gain re-
sults from the comparative measurements. Furthermo-
re we obtained details about how the IPv6 protocol re-
ally provides a higher quality on mobile environment
over wireless data-link compared to its predecessor,
the IPv4.

Trends in next generation mobile networks
Keywords: next generation mobile systems, 
mobile multimedia, QoS

Mobile communications and networks are develop-
ing at an astounding speed, with evidences of signifi-
cant growth in the areas of mobile subscribers, mobile
access networks, and mobile services and applica-
tions. Current times are just the beginning for deploying
3G mobile communication systems, while research on
the next generation of mobile communications, 4G net-
works begin to pave the way for the future. 4G is sim-
ply an initiative by academic R&D labs to move beyond
the limitations and problems of 3G which is having tro-
uble getting deployed and meeting its promised perfor-
mance and throughput. 

Selective Retransmission of MPEG Video Streams
over IP Networks
Keywords: selective retransmission, DCCP, 
MPEG streaming

In this paper a selective retransmission algorithm
was presented for video streaming over IP networks
where the video is streamed using DCCP transport pro-
tocol. The goal was to minimize the number of the cor-
rupted bits, with acceptable transmission delay. The
performance of the algorithm was confirmed by analy-
t ical examinations. The result shows a significant in-
crease the quality of MPEG streams compared with the
currently used methods.

Regional indicators of mobile penetration in Europe
Keywords: NMT, GSM, penetrations, supply factors

In this article the communication-geographer author
is dealing with the timing and spatial patterns of the
spread of mobile phone industry in the different periods
(analogue, digital) of applied technologies. The features
revealed in the article may be interpreted in a complex
way only, as the individual factors (GDP, physical geo-

graphical factors, population density, cultural level, te-
lecommunication policy) are not definitive alone. Natio-
nal and other ‘soft’ factors should also be taken into ac-
count.

MAIPAN – a middleware for 
interconnecting applications in personal networks
Keywords: pervasive/ubiqutious computing, 
access control, dynamic session management

This paper proposes the Middleware for Application
Interconnection in Personal Area networks (MAIPAN), a
middleware that provides a uniform computing environ-
ment for creating dynamically changing personal area
networks (PANs). The middleware hides the physical
scatteredness and device configuration of the PAN and
presents its capabilities as a single computer to the
applications. The solution provides easy set-up of PAN-
wide applications utilizing multiple devices and allows
transparent redirection of ongoing data flows, when the
configuration of the PAN changes. In contrast to the
approaches found in the literature, this paper presents
a solution where session transfer, dynamic session
management are tightly integrated with strong and intu-
itive access control security.

Analysis of a time-variant queueing system 
using matrix-geometric methods
Keywords: queueing system, Markov-arrival process,
matrix-geometric method

The transient analysis of an infinite server queueing
system is presented in this paper. The goal is to calcu-
late the time dependent number of customers staying
parallel in the system. The customers arrive according
to a non-stationary point process and they have random
service time. The non-stationary point process is given
by a Markov Arrival Process. A differential equation
system is presented describing the queueing system
together with its solution. The solution is applied to a
practical scenario where a telecommunication service
is analysed.

Document categorization 
in a telecommunication context
Keywords: fault-tolerant systems, trouble ticket, 
document categorization, text processing

The motivation of this paper is to solve some defici-
encies in today's trouble ticketing systems. The problem
of the examined trouble ticketing systems is that the
header-namely the category field-of the tickets doesn't
contain enough information so it is not as helpful as it
could be for analysis and research of reliable networks.
Our goal was to achieve automatic category detection
based on the free text description of the tickets. We
used a wide range of tools of modern document cate-
gorization. Besides the solution of this concrete prob-
lem we give an overview about the available techni-
ques and the state-of-the art of document processing.
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