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A kapocs, amely a globadlis Internetet dsszeflizi az Internet Protokoll vagy réviden IP. Ellentétben szamos mas halézati réteg-
beli protokollal, az IP-t a kezdetektbl fogva arra tervezték, hogy alkalmas legyen kiil6nbdz6 szamitégép halézatok k6zétti kom-
munikdcié megvaldsitdasara. Az IP els6dleges feladata datagramok’ tovabbitdsa a forras- és célallomas kéz6tt a lehetéségek-
hez képest legoptimélisabb (best effort) médon. A jelenleg hasznalatban Iévé az IPv4-es, amely egy régrF és vilagszerte elter-
jedt protokoll az Internet halézatban, azonban ugy tinik, hogy nem képes lépést tartani az éridsi aranyban névekvé, az Inter-
nethez csatlakozé eszkdz6k szamdval és az egyre bonyolultabb utvonalvadlasztasi megolddasokkal, még a folyamatosan kifej-
lesztett kiterjesztések ellenére sem. Mi lesz hat az Internettel, ha majd egy szép napon az IPv4 mar nem lesz képes tébbé be-
télteni eredeti funkciéjat? A javasolt megoldas egy Uj és sokkal hatékonyabb, az ugynevezett 6-os verzié (IPv6) bevezetése.

De vajon valéban redlis ez az elképzelés? Ha igen, mikor fog ez az 4tallas bekdvetkezni?

1. Bevezetés

Az Internet napjainkban 6sszekéttetést biztosit vilag-
szerte szamos hoszt és szamitégép halézat kézétt. Ez
a vilagméretl kommunikacios halézat az ARPANET ne-
vezetl, az amerikai védelmi minisztérium altal az 1960-
as évek elején létrehozott haldzatbol fejlédoétt ki. Miu-
tan 1983. januéar 1-t61 az ARPANET hivatalos protokoll-
modellje a TCP/IP (Transmission Control Protocol/Inter-
net Protocol — atvitelt vezérl6 protokoll/Internet proto-
koll)® lett, az ARPANET-hez kapcsol6dd halézatok, gé-
pek és felhasznalok szama ugrasszeriien megnétt. Ez
az id6pont tekinthetd a mai Internet ‘sziletésnapjanak’.

Az Internet sikere a nagyszamd, kilénféle alkalma-
zas — mint példaul az e-mail, fajl transzfer, World Wide
Web vagy tébbfelhasznalds jatékok —, illetve szamos,
kilénb6z8 szamitogép haldzat IP tdmogatasanak az
eredménye. Ezen alkalmazasoknak kdszénhetben lat-
vanyos multimédia tartalom valik elérhetévé akar egy
egérkattintas hatasara, mely nagymértékben hozzaja-
rul az Internet gyors névekedéséhez. Az elmult évtized
folyaman ez a névekedés exponencidlis méretet 61tott,
és az iram varhatéan az elkdvetkezendd években sem
fog alabbhagyni, ami azt jelenti, hogy az Internethez kap-
csolédd gépek szama évente mintegy megduplazédik.

Ennek az driasi sikernek a kdvetkezménye ugyan-
akkor az Internet jelenlegi legnagyobb dilemmaja: med-
dig lesz még alkalmas az aktualis IP verzi6 |épést tarta-
ni az Internet ndvekedési Gtemével és mi fog térténni,
amikor mar az IPv4 nem lesz tovabb képes elvégezni
feladatat? A probléma az Internet természetéb6l és mu-
kédési modjabol fakad. Minden gépnek, amely az Inter-

nethez csatlakozik, egy IP cim nevezetd, egyedi azo-
nositéval kell rendelkeznie. Ezen cim segitségével le-
het az egyes gépeket megkllénbdztetni egymastol és
a logikai kommunikacios kapcsolatok végpontjait azo-
nositani. Ez azért fontos, mert a tovabbitand6 adat a
kildé és fogadd hoszt kdzétt, ahogy az altalaban adat-
halézatokban lenni szokott, kis csomagokra van bont-
va és minden egyes csomagot a kdzblilsd allomasok a
forras- és célallomas kozotti logikai utvonal mentén
egyedileg kezelnek. igy minden egyes adatcsomagnak
tartalmaznia kell informéaciét a csomag feladojarél és a
célallomasrol, ahova a csomagnak el kell jutnia, ezaltal
lehetdvé téve a kdzbiilsé allomasok szamara a csoma-
gok helyes iranyba tértén6 tovabbitasat.

Az eljarast lépésrdl 1épésre torténd Gtvonalvalasz-
tasnak (hop-by-hop routing) nevezzik. Minden kézbiil-
s6 allomas — amelyeket gyakran Utvonalvalasztoknak
(router) hivunk — a beérkez6 adatcsomagban talalhato,
a célallomasra vonatkoz6 IP cimet 6sszehasonlitja a sa-
jat tvonalvalasztasi tablajaban (routing table) szerepld
bejegyzésekkel. Egy ilyen bejegyzéshez egy IP cimtar-
tomany és egy szomszédos csomédpont azonositdja
tartozik. Amennyiben a cél IP cim beleesik valamelyik
bejegyzéshez tartozé IP cimtartomanyba, az allomas to-
vabbitja a csomagot a bejegyzéshez tartoz6 szomszé-
dos csomépontjanak. Ha nincs egyezés, a csomag az
alapértelmezett atvonal (default route) mentén tovab-
bitodik, amely Utirany tartalmaz olyan Gtvonalvalasztét,
amelyik varhatoéan ismeri a célallomashoz vezet6 utat.

Az IPv4 32 bit hosszUsagu binaris szamokat hasz-
nal IP cimként, amely ‘csak’ 2*2 = 4,3 milliard (4,3 x 10°)
szamitdgép azonositasat és cimzését teszi lehetbvé’.

1 Kilénallé adatcsomagok, melyeket a halézat egyedileg kezel
2 Az elsé IPv4 implementédcio 1981-ben sziiletett

3 A TCP/IP tulajdonképpen az Internet esetén haszndlt protokoll rétegmodell elnevezése,
amely szamos kiilénb6z6 Internet protokoll gydjténeveként hasznalatos
4 A gyakorlatban ez a limit egy kicsivel alacsonyabb, mert ebbél a tartomanybdl nem minden szam hasznalhaté fel egyedi hoszt IP cimeként
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Jelenleg e cimtartomany kézel 70%-a van hasznalat-
ban vagy lefoglalva, mig a maradék, hozzavetéleg 1,3
milliard cim még felhasznalhaté. Mondhatnank, hogy
ez még mindig egy oriasi szam! Igen am, de annak fé-
nyében, hogy Kina egymaga fel tudna hasznaini a ma-
radék IPv4 cimtartomanyt egy év leforgasa alatt, a
helyzet sokkal valsagosabbnak tlinik és kénnyen ve-
zethet az IPv4 cimtartomany kimeriléséhez (address
space depletion).

Ezen felll tovabbi problémai az IPv4-nek a komplex
protokoll fejrész, az Uj opciok és kiterjesztések hozza-
adasanak bonyolult folyamata, a kiilénb6z8 szolgalta-
tasok korlatozott szama, az Utvonalvalasztasi tablak fo-
lyamatosan névekvS mérete és komplexitasa, valamint
a korlatozott biztonsag. Ezek athidalasa érdekében
1990-ben az IETF (Internet Engineering Task Force)®
[1] elkezdte a kidolgozasat egy Uj IP verzidnak, amely
manapsag IPv6 néven ismert. Noha az 0j protokoll 1é-
nyegi részeinek a szabvanyositdsa mar befejez6détt, a
vilagméret( attérés az IPv6-ra még varat magara.

A tovabbiakban attekintjlik az IPv6 fontosabb tulaj-
donsagait és ismertetjik a fébb érveket, melyek az
IPv4 teljes, IPv6 altali levaltasa mellett és ellen sz6Inak,
valamint kitérlink arra is, hogy ez az atallas varhatéan
mikor fog bekdvetkezni, ha egyaltalan bekdvetkezik...

2. Az IPv6 protokoll

El6re latva az IPv4 problémait, 1990-ben az IETF el-
kezdett munkalkodni egy Uj IP verzién, amely soha
nem fogyna ki a cimekbdl, megoldast nyljtana az em-
litett problémakra és sokkal hatékonyabb és rugalma-
sabb lenne elédjénél [2]. A f6 célkitlizések a kovetke-
z6k voltak:
» Hosztok milliardjainak tamogatasa, még tetszéleges
cimtartomany-hozzarendelés esetén is;
+ Az Utvonalvalasztasi tablak méretének csdkkentése;
* A protokoll egyszer(sitése, lehetévé téve ezzel
az Utvonalvalasztéknak a csomagok gyorsabb
feldolgozasat;
» Az IPv4-nél jobb biztonsag (hitelesités és titkossag)
biztositasa;
+ Lehet6vé tenni, hogy egy szamitégép a cimének
megvaltoztatasa nélkil barangolhasson
a kiilénbdz8 haldzatok kozott;
« A protokoll fejl6désének biztositasa;
» Az U és a régi protokoll még évekig vald
egymas mellett 1étezésének lehetbvé tétele.

HosszU megbeszélések és vitak utan az IETF kiva-
lasztott egyet a szamos, kdvetkez§ IP verziéra vonat-
kozé javaslat kdzll, és az IPv6 elnevezést adta neki
(az IPv5 mar haszndlatban volt egy kisérleti kutatasi fo-
lyamprotokoll megnevezésére).

Az IPv6 egészen jol megfelel a kit(izott céloknak.
Megtartja az IPv4 j6 tulajdonsagait, elveti vagy kevés-
bé hangsulyossa teszi a rosszakat, és Ujakat is hozza-

ad, ahol szikség van ra. Azonban fontos megemlite-
niink, hogy az IPv6 nem kompatibilis az IPv4-gyel.

A legfontosabb el6relépés, hogy az IPv6 hosszabb
cimeket hasznal, mint az IPv4, és ezaltal a cimtarto-
many kiterjedése is lényegesen nagyobb. A cimek mé-
rete 128 bit, amely megoldast nyujt az IPv4 cimtarto-
many kimerllésének problémajara egy gyakorlatilag
végtelen méretl Internet cimtartomannyal. 128 bittel
2'2% hosztot cimezhetiink meg a halézatban, ami hoz-
zavetbleg 3x10%. Ez egy igen nagy szam! Ha az egész
Féld felllete, beleértve a szarazféldet és a vizfelszint
is, szamitogépekkel lenne befedve, az IPv6 7x10% IP
cimet tenne lehet6vé négyzetméterenként.

Azonban a hosszu IP cimek haszndalatanak van egy
hatullitéje: Hogyan tudjak a rendszeradminisztratorok
ezeket a cimeket hatékonyan abrazolni és kezelni?
Ezen probléma megoldasara a kdvetkez6 jelélésrend-
szer lett bevezetve: a 16 bajtos cimeket nyolc, egyen-
ként négy hexadecimalis szamjegybdl allé csoportként
irjuk le a csoportok kdzott kettGsponttal, mint példaul

0000:0000:0000:0000:1234:5678:9ABC:DEFF.

Mivel szamos cim sok nullat fog tartalmazni, ezért
harom egyszerlsités alkalmazhaté. El6szér is, egy cso-
porton belll a bevezetd nullak elhagyhatdk, igy a 0345
345-nek irhatd. Masodszor, egy vagy tébb 16 nullabol
allo csoport két kettésponttal helyettesithets. igy az
el6z8 példa a kdvetkezd rovidebb formaban irhato:

::1234:5678:9ABC:DEFF.

Es végiil, az IPv4 cimek két kettéspont, és a régi,
pontokkal elvalasztott decimdlis szam formajaban irha-
tok le, példaul:

:129.132.66.157.

1. abra Az IPv4 és IPvé6 fejrész 6sszehasonlitasa
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5 Az IETF egy nemzetkdzi szervezet, amely az Internettel kapcsolatos technoldgiak szabvanyositasaért felel6s
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HIRADASTECHNIKA

Egy masik hatarozott elérelépés IPv6 hasznalata
esetén az IP fejrész jelentds egyszerlisddése. Ahogy
azt mar korabban emlitettiik, minden egyes adatcso-
magnak tartalmaznia kell bizonyos informaciot, hogy az
Utvonalvalaszté csomopontok képesek legyenek a
csomagok helyes iranyba térténd tovabbitasara. Ez az
informacié az IP fejrészben talalhat6. IPv6 esetén az
IP fejrész minddssze 8 mezébdl all, ellentétben az IPv4
14 mez6jével. Ez az egyszerisités lehetvé teszi az ut-
vonalvalaszté csomépontok szamara a beérkezd adat-
csomagok gyorsabb feldolgozasat, igy tébb adat atbo-
csatasat, ezaltal névelve az Utvonalvalaszt6é kapacita-
sat és hatékonysagat.

Az el6z6 oldali 1. abran lathaté a két kiillonb6z6 IP
verzi6 altal hasznalt protokoll fejrész, és a kapcsolat bi-
zonyos mez6k kozott, amelyeket tobbé-kevésbé atvett
az IPv6 az IPv4-t8l. Egy érdekes dolog az ugynevezett
kévetkezl fejrész (next header) mez6 hasznalata. Ez
az oka annak, amiért az IPv6 fejrész egyszer(isédhe-
tett, hiszen ennek segitségével az IP fejrész sziikség
esetén kiterjeszthet6 tovabbi (opcionalis) mezékkel. A
‘kévetkez§ fejrész’ mez8 hatarozza meg, hogy melyik
fejrész kévetkezik a (jelenleg) 6 kiegészitd fejrész ko-
z(l. Az utolsé fejrész esetén pedig ez a mez6 azt
mondja meg, melyik transzport protokoll kezel§jének,
példaul TCP, kell a csomagot tovabbitani. A 2. dbra
szemlélteti eme mechanizmus mikddését egy példaval
illusztralva a fejrész kiterjesztések lancolt hasznalatat.

litett biztonsagi megoldasok implementalasa egy titkos
kulcsrendszer segitségével térténik az IPv6-ban, azaz
a kiildé és fogado allomasnak meg kell allapodnia egy
vagy tobb titkos kulcsban — ami tulajdonképpen egy
kéd —, melye(ke)t csak 6k ismernek, és ezen kulcs(ok)
hasznalataval térténik kés6bb az adatcsomagok hitele-
sitése és titkositasa. Tovabba, a kild6 és fogado allo-
masnak egy biztonsagi viszonyt kell kialakitania egy-
massal. Ez a viszony tartalmazza a kulcsot, a hitelesi-
tés és/vagy titkositas algoritmusat, illetve egyéb para-
métereket, mint példaul a kulcs érvényességi idejét.

A gyakorlatban a hitelesités a hitelesit6 fejrész (aut-
hentication header) — amely egy IPv6 kiegészit fej-
rész — segitségével toérténik. A hitelesitett adat — az
adatcsomag feladdjanak cimét és néhany mas IP fej-
rész mez6t, mint bemeneti informaciét felhasznalva —
egy matematikai algoritmus alkalmazasaval ker(l eléal-
litasra, és az eredeti adatcsomaghoz csatolva kerl to-
vabbitasra. Az alkalmazott algoritmus az Ugynevezett
kulesolt MD5 (keyed MD5 — Message Digest 5), amelyet
rendkivll nehéz visszafejteni és amely ezaltal biztosit-
ja, hogy az adatcsomag sértetlen és a valodi feladoja-
tol ered. A hitelesit6 fejrész azonban nem titkositja ma-
gat az adatcsomagot. Erre a titkositott biztonsadgi adat-
mezd fejrész (encrypted security payload header) hasz-
nalandé. Titkositas hasznalata esetén ennek a kiegé-
szit6é fejrésznek kell kdvetkeznie régtén az alapvetd
IPv6 fejrész utan, hiszen csak igy lehet biztositani mind
a hitelesitési informacio, mind pedig az adatmez8

titkositasat. A titkositdshoz hasznalt alapértelme-
zés szerinti eljards a CBC (Cipher Block Chaining
— titkositott blokkok lancolata), amely a DES (Data
Encryption Standard) titkositasi szabvanyra épll.
A szolgaltatas minéségére (Quality of Service)
vonatkozd kérdések tekintetében is elérelépést
jelent az IPv6. Az IPv6 fejrész prioritas (priority)
mezdje (1. dbra) hasznalatos azon csomagok ko-
z6tti kilonbségtételre, amelyeknek a feladdja ké-

fel?r:;gz TCP fejrész
) és adat
Kév. fejrész = TCP
IPv6 Routing "
: ; TCP fejrész
fejrész fejrész &6 adat
Kiv. fejrész = routing| Kaov. fejrész = TCP
IPvé Routing Fragment. "
TCP fejrész
fejrész fejrész fejrész s adat
Kov. fejrész = routing| Kov. fejrész = fragment,| Kov. fejrész = TCP

pes forgalomszabalyozasra, és amelyeknek nem.
A 0-7-ig terjed§ értékek azon adatkapcsolatokat
jelolik — mint példaul honlapletdltés —, amelyek ké-

pesek torlédas esetén az atviteli sebesség csok-

2. abra Lancolt fejrész kiterjesztések

Az IPv6 elbrelépést jelent biztonsag tekintetében is.
A biztonsagos adatatvitel szerves része az IPv6-nak,
ellentétben az IPv4 esetén hasznalt utélagos kiterjesz-
tésekkel. A biztonsagos adatatvitel magaban foglalja
az IP szinten t6rténd adathitelesitést és adattitkositast.
A hitelesités segitségével az adatcsomag cimzettje
biztos lehet abban, hogy a csomagot valéban a felado-
ja kuldte, és a csomag nem valtozott meg a tovabbitas
soran. A titkositas biztositja, hogy csak az a vevé tud-
ja elolvasni a csomagot, akinek azt valéjaban szantuk.
Azonban még az IPv6 sem kinal megoldast hozzaféré-
si jogosultsagok kezelésére, azaz annak eldéntésére,
hogy a felhasznalénak a sikeres azonositas utan vajon
van-e jogosultsaga az eréforrasok hasznalatahoz. Ez
tovabbra is alkalmazas-szint(i tor6dést igényel. Az em-

kentésére. A 8-15-ig terjed6 értékek az olyan valos ide-
jU kapcsolatokhoz tartoznak, amelyeknek a kildési se-
bessége allandé és kicsi a késleltetés és késleltetés in-
gadozas az egyes csomagok kdzott. Példaul hang és
mozgokép atvitel tartozik ebbe a kategériaba. Ez a
megkllénbdztetés lehet6vé teszi az utvonalvalaszték
szamara, hogy a csomagokat hatékonyabban tudjak
kezelni torl6das esetén.

A folyamcimke (flow label) mez§ (1. dbra) még min-
dig kisérleti stadiumban van, de arra lehet majd hasz-
nalni, hogy a forras- és célallomas létrehozhasson egy
virtudlis 0sszekottetést bizonyos igényekkel és tulaj-
donsagokkal. Az igy létrehozott adatfolyamot elére fel
lehet allitani a halézatban. Minden folyamot egyedileg
lehet azonositani a forras-, célcim és a folyamcimke al-
tal, igy tébb folyam is lehet aktiv egyidejiileg két cso-
mopont kdzott.
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Amikor egy nem nulla folyamcimkéjl csomag jelenik
meg egy Utvonalvalaszténal, az utvonalvalaszté ki tud-
ja keresni a bels6 tablazataibol, hogy a csomag milyen
kilénleges banasmoddot igényel. Azonban a folyam
szintl szolgaltatas minéségre vonatkozé eljarasoknak
kdézismert skalazhatésagi problémai vannak nagy halo-
zatokban, amely gondot okozhat az IPv6 folyamkeze-
lés esetében is.

Es véglil, az IPv6 alapvetd mobilitas tAmogatasa —
azaz annak lehetévé tétele, hogy a mozg6é hosztok
helyvaltoztatasuk ellenére is az Internethez kapcsoldd-

vezetett Ujdonsagok [4,5] valdéban lényegi el6relépést
jelentenek-e?

A gyakorlatilag kimerithetetlen IPv6 cimtartomany egy
Iényeges elbrelépés. De valéban sziikség van erre mar
manapsag illetve a kozeljpvében? Ugy tlinik, nem, mert
a jelenleg hasznalatban 1év6, az IPv4 esetén alkalma-
zott IP cim-kimél§ kiterjesztésekkel, mint példaul a NAT
(Network Address Translation — halézati cimforditas),
és elbrelaté cimfoglalasi stratégiakkal az IPv4 cimtarto-
many még biztosan kitarthat az elkdvetkezendd par év
folyaman.

va maradhassanak — is egy Ujabb, jelentds el6-
relépés. Az IPv6 tamogatja az IP cimek automa-
tikus konfiguraciojat mind allapot-kévetéses, mind
allapotmentes modon.

Az allapot-kdvetéses automatikus konfigura-
ci6 a DHCP (Dynamic Host Configuration Proto-
col — dinamikus hoszt konfiguraciés protokoll)
hasznalatan alapul, akarcsak az IPv4 esetén,
amely megkoveteli DHCP szerverek telepitését
és menedzselését a halézatban. Az allapotmen-
tes automatikus konfiguracioé esetén nincs sziik-
ség ilyen szerverekre. Ebben az esetben a hoszt

sajat maga allitja el6 az IPv6 cimét a MAC (Medi-
um Access Control — kdzeg hozzaférési kontroll)° cimé-
nek és az Ugynevezett alhalézati prefixnek (subnet pre-
fix) a felhasznalasaval. A szomszéd felderitési (neigh-
bor discovery) eljarasok is tovabb lettek fejlesztve az
IPv6-ban.

Az dsszes olyan mechanizmus, amely az azonos
hal6zati szegmenshez csatlakozé hosztok és Utvonal-
valaszték kozotti interakciéval kapcsolatos, az IPv6
esetén egyetlen protokollba, mégpedig az ND (Neigh-
bor Discovery — szomszéd felderités) protokollba lett
6sszevonva. Az ND felvéltja az IPv4 altal hasznalt ARP
(Address Resolution Protocol — cim feloldasi protokoll),
ICMP (Internet Control Message Protocol — Internet kon-
troll Gzenet protokoll), RD (Router Discovery — Utvonal-
valaszt6 felderités) protokollokat, valamint tovabbi fej-
lesztéseket is tartalmaz. Ezen tulajdonsagok elésegitik
a mobil IP? hasznéalatat IPv6 esetén is.

3. Az IPv6 a megoldas?

Most, hogy attekintettiik az IPv6 altal bevezetett Gjdon-
sagokat, feltehetjiik a kérdést: Miért nem terjedt mar el
vilagszerte az IPv6, mikor szamos elénnyel rendelkezik
az IPv4-gyel szemben? Raadéasul az IPv6 Iényegi ré-
szeinek a szabvanyositasa mar befejez6dott és az
IPv6 Forum?® [3] mar évek 6ta tamogatja és propagalja
az IPv6 rendszeresitett hasznalatat.

Nem egyszer( valaszolni erre a kérdésre. Ehhez ko-
zelebbrél meg kell vizsgalnunk, vajon az IPv6 altal be-
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Példaul, a nyilvanos Internet és egy maganhaldzat
hataran elhelyezked6 NAT Utvonalvalaszté haszndalata
estén (3. abra) mindéssze par nyilvanos IP cimre van
szlikség (gyakran csak egyre) ahelyett, hogy minden
egyes hoszt a maganhalézatban egy kilén nyilvanos
IP cimmel rendelkezne. Ebben az esetben a NAT ltvo-
nalvalaszté leforditja, azaz kicseréli, a forras IP cimét
minden olyan csomagnak, amely elhagyja a maganha-
I6zatot egy, az utvonalvalasztd altal hasznalhaté nyil-
vanos IP cimtartomanybdl kivalasztott nyilvanos IP cim-
re. Ezen fellill a NAT Gtvonalvalaszt6 visszacseréli az In-
ternet fel6l érkez6 csomagok cél IP cimét a maganha-
|6zatban Iévé célallomas altal hasznalt magéan IP cim-
re. Ezzel a megoldassal szamos kiilénbdz6 maganha-
I6zat hasznalhatja ugyanazt a magéan IP cimtartomanyt
a halézaton belll — mert ezek a cimek nem érheték el
a maganhalézaton kivilrél, igy nem okoznak cimitkd-
zést —, ami ndveli a kioszthat6 IP cimek szamat.

Azonban a NAT haszndlatanak is vannak korlatai.
Példaul az olyan alkalmazasoknak, melyeknek egy NAT
Utvonalvalaszton kell athaladniuk, a maganhalézatbol
kell kezdeményezniiik a logikai adatkapcsolat Iétreho-
zasat, mivel az Internet fel6l csak bonyolult eljarasokkal
— ugymint alkalmazas szintd DNS (Domain Name Sys-
tem — tartomanynév rendszer) atjaréval — lehetséges
ez, hiszen az Internet fel6l a NAT Gtvonalvalaszté tilol-
dalan lévé halézat nem lathaté. Tovabba, 6sszefliggé
végpont-végpont (end-to-end) szintli csomagtovabbi-
tas és biztonsagos atvitel biztositasa is csak egyéb el-

6 AMAC cim altalaban az egyedi azonositéja az adott gép halézati interfészének
7 Az alhdlézati prefix annak a hdldzati szegmensnek az azonositéja, amelyhez a hoszt csatlakozik és amelyet az ugynevezett
szomszéd felderitési (neighbor discovery) eljaras segitségével kérdez le az adott szegmenshez csatlakozé utvonalvalasztotol
8 A mobil IP egy protokoll szabvany mobilitas kezelésére az Internet halézatban
9 Az IPv6 Férum egy vilagméretl, az Internettel kapcsolatban 1évé cégek és kutatdsi/oktatasi halézatok non-profit konzorciuma, amelynek célja

az IPv6 népszerisitése
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jarasok segitségével lehetséges — mint példaul ugy-
nevezett alagut (tunnel) hasznalataval —, mivel alape-
setben a logikai kapcsolatok végpontjai a NAT Gutvonal-
valasztéval, és nem kdzvetlenill egymassal kommuni-
kalnak.

Az IPv4 cimtartomany kimerllésének tempojat vizs-
galva a kovetkez6ket figyelhetjik meg: 1994 elétt meg-
kdzelitéleg 36%-a volt a rendelkezésre allé IPv4 cim-
tartomanynak kiosztva. Azéta tovabbi 20% lett felhasz-
nalva [4], és ez az id6szak magaba foglalja a teljes In-
ternet robbanas idétartamat is! Amennyiben ez a ten-
dencia folytatédik, akkor gy tiinik, hogy még évekig ki
fog tartani az IPv4 cimtartomany.

A biztonsagos kommunikacio is egyre nagyobb fi-
gyelmet igényel manapsag. Mig az IPv6 esetén a biz-
tonsagos kommunikacio lehet6ségét mar a protokoll
tervezésétdl kezdve figyelembe vették, addig ez az
IPv4 esetén csak kilonb6z6 kiegészitésekkel oldhatd
meg, mint példaul az IPsec haszndalataval, amely egy
protokoll gyljtemény a biztonsagos adatcsere lehets-
vé tételére. De valdjaban mennyire fontos az, hogy a
biztonsagos kommunikaciét a halézat implementalja?
Egy komoly alkalmazas, amely biztonsagos adatatvitelt
igényel, sajat maga implementalja azt, és nem hagyat-
kozik a halézatra, legalabbis manapsag még nem.

A szolgéltatds mindség vagy QoS tamogatas tekin-
tetében még mindig az Ugynevezett tulkinalat (overpro-
visioning) a legegyszeriibb és legolcsébb megoldas az
Internet halézatban. Ez leegyszerisitve azt jelenti, hogy-
ha valahol a halézatban t6bb kapacitasra lenne sziik-
ségiink, akkor egy Ujabb kabel hozzdadasa vagy az
optikai szalak szamanak névelése egy 0sszekottetés
mentén gyors és egyszerl megoldast kinal ellentétben
bonyolult QoS iranyelvek és technikak alkalmazasanal.
Tovabba, a korabban emlitett, IPv6 altal tdmogatott fo-
lyamszintd QoS skalazhatésagi korlatai még gondot je-
lenthetnek a jovében.

Es véglil, a rohamosan névekvs, az Internethez
csatlakoz6 mobil eszkézék szamaval a mobilitast tamo-
gaté megoldasok egyre jobban el6térbe kerilnek. Az
allapotmentes automatikus konfiguracié és a tovabb-
fejlesztett szomszéd felderitési eljarasok jelentfs segit-
séget nyudjthatnak IPv6 haszndlata esetén. Azonban
az IPv6 6nmagaban nem szolgal teljes megoldassal er-
re a problémara, igy néhany tovabbi protokoll haszna-
latara is sziikség van (mint példaul a mobil IP-re, ellen-
ben a mobil IP képes IPv4-gyel is egylttm(kddni).

4. Attérés az IPv6-ra?

Ezutan a révid elemzés utan ugy tlnik, hogy a f6 moti-
vaciét az IPv6 vilagméret(l elterjedésére és hasznalata-
ra az a szituacio fogja jelenteni, amikor majdnem min-
den eszkdz a hiit6géptdl a mikrohullamu siitéig az 6sz-
szes mobil eszkdzunkkel egyetemben az Internethez
fog kapcsolddni, és egyedi IP cimet fog igényelni.
Azonban most még nehéz megjésolni, hogy ez mikor
fog bekdvetkezni. Természetesen ez nem egyik naprol

a masikra fog végbemenni az atéllas hatalmas terhei
(id6, munka, pénz stb.), a sziikséges mikodtetési ta-
pasztalat hianya és azon rizik6 miatt, amelyet egy évti-
zedek éta miikdd6 rendszernek egy olyan rendszerrel
valé felvaltasa jelent, amellyel kapcsolatban vajmi ke-
vés tapasztalattal rendelkezink.

Mindamellett egy id6 6ta j6 néhany kisérleti, s6t mar
kereskedelmi IPv6 halézat is mikédik vilagszerte. Eb-
ben a tekintetben Azsia, kiilénésen Japan és Dél-Ko-
rea viszi a vezetd szerepet, de Eurépaban is jelentfs
szamu, IPv6-tal kapcsolatos kutatasi projekt fut.

Svéjcban példaul a SWITCH, a svajci oktatasi és ku-
tatasi halozat [6] nyujt IPv6 hasznéalata altal valo kap-
csolodasi lehet6séget az Internethez, mar 1996 novem-
bere éta. 2004 juniusatél a SWITCH ,SWITCHlambda”
nevezetl gerinchalézata IPv4 és IPv6 tamogatast nyujt
egyidejlileg ugyanazon hal6zati elemek hasznalataval.
A Swisscom Innovations, amely a kdzponti innovacios
részlege a Swisscom nevezetl svajci telekommunikaci-
0s cégnek, mar jé ideje futtat IPv6 teszt hal6zatot, és
jelenleg bels6 Intranet haldzata is alkalmas IPv6 hasz-
nalatara [7].

Az USA is kezdi komolyan fontoléra venni az IPv6-
ot. Az amerikai védelmi minisztérium 2003-ban irasba is
fektette azon céljat, mely szerint a teljes IP hal6zatan
IPv6-ra kell atallnia 2008-ra [8]. Es végiil, Magyarorsza-
gon is lehet IPv6 cimtartomanyt regisztraltatni az NIIF-
nél (Nemzeti Informacios Infrastruktira Fejlesztési Prog-
ram) [9], illetve m(ikéd6 teszthaldzatok is talalhatok,
példaul a Budapesti M(iszaki és Gazdasagtudomanyi
Egyetemen [10] vagy az NIIF gondozasaban [9].

Figyelembe véve a jelenlegi tendenciakat Ugy tlinik,
hogy az IPv6 vilagméretl elterjedésére 2008-2010-re
lehet szamolni. Meglatjuk...
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