
Bevezetés

A korábbi GSM rendszerek adatátviteli sebessége je-
lentôs mértékben korlátozott volt, ezért a GSM rend-
szert továbbfejlesztették. Ennek eredményei: a HSCSD
(High Speed Circuit Switched Data – nagy sebességû
vonalkapcsolt adatátvitel), GPRS (General Packet Ra-
dio Service – általános csomagkapcsolt rádiószolgálta-
tás), valamint a napjainkban fokozatosan terjedô ED-
GE (Enhanced Data rates for GSM/Global Evolution –
fejlett adattovábbítás a GSM/globális fejlôdésért). 

Röviden tekintsük át ezek jellemzôit:
• A HSCSD [6] segítségével a GSM 14,4 kbit/s-os

átviteli sebessége 28,8 vagy akár 57,6 kbit/s-osra nö-
velhetô, oly módon, hogy a felhasználóhoz egynél több
idôrést rendel (abban az esetben, ha a szolgáltató, a
telefonkészülék, valamint a rendelkezésre álló üres idô-
rések ezt lehetôvé teszik). Hátránya a vonalkapcsolás
tulajdonságából fakad: az adatkapcsolat megléte alatt
sem hívást fogadni, sem kezdeményezni nem tudunk.

• A GPRS – az Internet esetében is alkalmazott tech-
nológiához hasonlóan – csomagkapcsoláson alapul.
Mivel a felhasználó csak a ténylegesen forgalmazott
adatmennyiség után fizet (ellentétben a fentebb emlí-
tett vonalkapcsolás idô alapú számlázásával), állandó-
an kapcsolatban maradhat a hálózattal, így jóval gyor-
sabban férhet hozzá a kívánt adatokhoz, miközben –
a technológiának köszönhetôen – folyamatosan elér-
hetô is marad.

• Az EDGE olyan, a GSM rendszerben alkalmazott
adatátviteli eljárás és technológia, mely a hagyomá-
nyos GSM szerkezet (frekvenciacsatorna, valamint az
azon belüli idôrésosztás) használatán alapul, de a ko-
rábbinál (GMSK – Gaussian Minimum Shift Keying) na-
gyobb sebességû, modulációs 8-PSK-t (8 Phase Shift
Keying – 8 fázisú jelkódolás) alkalmaz. Az EDGE révén
harmadik generációs technológiákra jellemzô sebessé-
gû (384+ kbit/s) és minôségû adatátvitel érhetô el.

Összefoglalásul álljon itt egy táblázat, melynek se-
gítségével áttekinthetôbbé válnak az alkalmazható
modulációs technikák és kapcsolási módok:

1. táblázat  A ma használatos adatátvitel i módok

Mivel a GPRS nemcsak a ma még jóval elterjedtebb
GSM, hanem a közeljövôben egyre inkább teret hódí-
tó EDGE hálózatokon is használható, érdemes erre fo-
kozott figyelmet szentelnünk neki. 

Napjainkban a legelterjedtebb alkalmazások kapcsán
is elérhetô ez a szolgáltatás, hiszen GPRS-t használ-
hatunk WAP és Internet oldalak böngészésekor, vagy
MMS üzenetek küldése során. Éppen ezért a GPRS
mérföldkônek számít a GSM hálózatok fejlôdésében,
útban a 3G hálózatok felé, a ma rendelkezésre álló há-
lózati infrastruktúrán.

Figyelembe véve a Magyarországon fellelhetô GPRS
képességû mobiltelefonok számát, kijelenthetjük, hogy
maga a technológia már elterjedt. Egyes felmérések
alapján a GPRS képességû készülékkel rendelkezôk
igen nagy hányada (több, mint 183 ezer felhasználó;
2003/III. negyedév [3]) használja is a csomagkapcsolt
átvitelt WAP-ozás vagy MMS-ezés közben. Mindezek
ellenére az emberek igen kis hányada van tisztában
magával a szolgáltatás technikai hátterével.

A GPRS rendszer felépítése

A GPRS szolgáltatást nyújtó rendszerek alapjául a már
létezô GSM rendszerek [1] szolgáltak, ez utóbbiak fel-
építése az 1. ábrán látható.
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1. ábra  A GSM rendszer vázlatos felépítése

Az MS (Mobile Station) a GSM telefont jelöli. A tele-
fon a BTS-ekhez (Base Transceiver Station – bázisállo-
más) csatlakozik. Egy adott BTS által lefedett területet
cellának nevezünk, ezt az 1. ábrán a BTS körüli hat-
szög jelzi. A BSC (Base Station Controller – bázisállo-
más-vezérlô) feladata a hatáskörébe tartozó BTS-ek
vezérlése, erôforrás menedzselése. 

Az MSC (Mobile Switching Centre – mobil kapcso-
ló-központ) felelôs azért, hogy az MS által forgalmazott
adatokat az egyik cellából a másikba juttassa. Hogy
mindez megvalósulhasson, az MSC-nek a következô
adatbázisokra van szüksége: HLR (Home Location Re-
gister), VLR (Visitor Location Register) és AUC (AUthen-
tication Center).

A fenti elemekbôl felépített rendszer azonban nem
alkalmas adatcsomagok közvetlen továbbítására. Hogy
a már meglévô rendszerek csomagkapcsolt átvitel meg-
valósítására is képesek legyenek, új elemekkel kellett
kiegészíteni ôket.

Az egyik ilyen csoport a GSN-eké (GPRS Support
Node). Ezek felelôsek az adatcsomagok célba juttatá-
sáért (szállítás, forgalomirányítás) az MS és a külsô cso-
magkapcsolt hálózat között. Az SGSN (Serving GPRS
Support Node) feladata a forgalomirányítás, az adat-
csomagok továbbítása a hatáskörébe tartozó MS-ek-
tôl, illetve MS-ekhez, az MM (Mobility Management
[1,7]), a hitelesítés, a számlázás stb. A GGSN (Gate-
way GPRS Support Node) a GPRS gerinchálózatát és
a külsô csomagkapcsolt hálózatot köti össze. A GGSN
végzi a különbözô hálózatok közti adatcsomagok, to-
vábbá a PDP és GSM címek konvertálását. Mindezek
mellett a GGSN-t is ellátták hitelesítési és számlázási
képességekkel is. Az azonos PLMN-hez (Public Land
Mobile Netwok) tartozó GSN-eket egy IP-alapú GPRS
gerinchálózat köti össze (a 2. ábrán ezt az Intra-PLMN
GPRS backbone jelöli). 

A hálózaton közlekedô PDN (Public Data Network)
csomagok alagút technikával közlekednek a két vég-
pont között, itt alkalmazzák a cikk tárgyát is képezô GTP-
t (azaz GPRS Tunneling Protocolt). Mind a VPN (Virtu-
al Private Network), mind a mobil IP kapcsán alkalma-
zott alagút-technikáktól eltérôen itt nem biztonsági (lát-
hatósági problémák – visibility problems) szempontok,
vagy a saját IP cím megtartása, esetleg az átirányítás
megvalósíthatósága vezetett a technika alkalmazásá-
hoz [8].

A különbözô PLMN-hez tartozó GSN-eket az Inter-
PLMN GPRS backbone, végül pedig a PLMN-t és a
külsô PDN-eket (ilyen az Internet is) a Gi interfész kap-
csolja össze. A fentieknek megfelelôen összeállított
GPRS-képes rendszer [1,4,6] a 2. ábrán látható.

3. A GPRS hálózat használata

A GPRS hálózat használata elôtt a mobilkészüléknek
be kell jelentkeznie (azaz regisztrálnia kell magát) egy
SGSN-nél. A folyamat során – melyet GPRS bejelent-
kezésnek (GPRS attach) hívnak – a hálózat azonosít-
ja a felhasználót (HLR-ben tárolt adatai alapján, melye-
ket át is másol a szóban forgô SGSN-be), majd hozzá-
rendel a felhasználóhoz egy P-TMSI-t (Packet-Tempo-
rary Mobile Subscriber Identity). A fentiekbôl követke-
zik, hogy létezik GPRS kijelentkezés (GPRS detach) is,
mely lehet explicit vagy implicit. Ennek során a felhasz-
náló leválik a GPRS hálózatról. 

A külsô PDN hálózattal folytatott adatforgalmazás-
hoz elengedhetetlen egy sikeres GPRS bejelentkezés,
mely után az MS feladata egy, az adott külsô hálózat-
ban is használatos cím megszerzése (például IP címé,
ha a szóban forgó hálózat IP hálózat). Ezt a címet hív-
juk PDP (Packet Data Protocol) címnek, melyet már fen-
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2. ábra  A GPRS rendszer vázlatos felépítése

3. ábra  Az MS állapotai, és azok kapcsolata



tebb is említettünk. Minden kapcsolat idejére kialakul
tehát egy, az adott kapcsolatra jellemzô, annak karak-
terisztikáját leíró környezet, melyet PDP környezetnek
nevezünk [1].

Az elôzôekhez kapcsolódóan kitérnénk az MS és az
SGSN különbözô állapotaira is (MM), melyekbôl össze-
sen hármat-hármat különbözetünk meg, ezek pedig:

• IDLE állapot: az MS nem kapcsolódik a GPRS háló-
zathoz, ilyenkor sem adatforgalmazás, sem a felhasz-
náló kiértesítése (paging) nem lehetséges, a felhasz-
náló elérhetetlen; a PDP környezet létrehozásához
az MS-nek el kell végeznie a GPRS bejelentkezés
folyamatát.

• STANDBY állapot: az MS már kapcsolódott a GPRS
hálózathoz, így kiértesítése lehetséges, adatforgal-
mazás azonban ilyenkor sem.

• READY állapot: az MS képes PDP PDU-k (Packet
Data Unit) küldésére és fogadására; az SGSN folya-
matosan frissíti az útvonal- és cellaválasztási infor-
mációkat.
Az állapotok közti kapcsolatot [6] a 3. ábra teszi szem-

léletesebbé.
A GPRS specifikáció három különbözô osztályba so-

rolja a GPRS szolgáltatásra képes mobilkészülékeket:
• Class A: az MS egyszerre kapcsolódik GPRS és

GSM szolgáltatásokhoz, és egyszerre (párhuzamo-
san) használja ôket [az ilyen típusú készülékek még
nem készültek el].

• Class B: az MS egyszerre kapcsolódik GPRS és
GSM szolgáltatásokhoz, de felváltva veszi igénybe
ôket (azaz egyszerre csak az egyiket), az egyes mó-
dok közti átkapcsolás automatikus (a fent ismerte-
tett STANDBY/IDLE módok felhasználásával).

• Class C: az MS kizárólag CS vagy GPRS szolgálta-
tásokat használ, a megfelelô mód kiválasztása kéz-
zel történik.

A GPRS protokollkészlet felépítése [6] a 4. ábrán
látható. A rétegekbôl álló felépítésnek köszönhetôen
könnyebbé válik a hibadetektálás, illetve -javítás.

4. A GTP szerepe, feladata 
és mûködési szakaszai

A GTP (GPRS Tunnelling Protocol) használatával lehe-
tôség nyílik a GPRS gerinchálózat két GSN-je között
multiprotokoll csomagok szállítására.

A GTP mûködése két fô szakaszra, a jelzési síkra
(signalling plane), illetve az azt követô átviteli síkra (trans-
mission plane) bontható.

A mûködés elsô szakaszában a GTP feladata az
adatátvitelt lehetôvé tevô csatorna vezérlését és me-
nedzselését végzô protokoll meghatározása, mivel a
késôbbiekben ennek a protokollnak a segítségével nyí-
lik lehetôsége az MS-nek a GPRS hálózat elérésére.
Szintén ebben a szakaszban történik az említett csa-
tornák létrehozása, de ekkor lehetséges módosításuk
vagy törlésük is.

A ’transmission plane’ (átviteli sík) alkalmazásakor a
GTP alagút technika felhasználásával juttatja a fel-
használó adatait célba. Az, hogy ez éppen melyik alag-
úton, vagy mely csatornán történik, csak és kizárólag
attól függ, hogy szükség van-e megbízható kapcsolat-
ra vagy sem stb.

A GPRS adatátviteli technológia és a GTP protokoll
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4. ábra  A GPRS protokollkészlet felépítése

Rövidítések

3G 3rd Generation
8-PSK 8 Phase Shift Keying
AUC AUthentication Centre
BG Border Gateway
BSC Base Station Controller
BSSGP Base Station System GPRS Protocol
BTS Base Transceiver Station
CS(D) Circuit Switched (Data)
EDGE Enhanced Data rates for GSM/Global Evolution
GGSN Gateway GPRS Support Node
GMSK Gaussian Minimum Shift Keying
GSN GPRS Support Node
GTP GPRS Tunnelling Protocol
GTP-U GPRS Tunneling Protocol, User plane messages
HLR Home Location Register
HSCSD High Speed Circuit Switched Data
L1/L2 Layer 1/Layer 2
LLC Logical Link Control
MAC Medium Access Control
MM Mobility Management
MS Mobile Station
MSC Mobile Switching Centre
PDN Public Data Network
PDP Packet Data Protocol
PDU Protocol Data Unit
PLMN Public Land Mobile Network
P-TMSI Packet-Temporary Mobile Subscriber Identity
RF Radio Frequency
RLC Radio Link Control
SDL Specification and Description Language
SGSN Serving GPRS Support Node
SN Sequence Number
SNDCP Sub Network Dependent Convergence Protocol
TCP Transmission Control Protocol
TID Tunnel Identifier
UMTS Universal Mobile Telecommunications System
VLR Visitor Location Register
VPN Virtual Private Network



A GTP protokoll a GPRS szolgáltatást nyújtani ké-
pes hálózat felépítésének ismertetésekor már említett
SGSN-ek és GGSN-ek közt használatos, a hálózat töb-
bi része nem is tud annak jelenlétérôl. A GSN-ek közt
húzódó GTP alagút emiatt több MS multiplexelt adatát
is szállíthatja egyidejûleg anélkül, hogy azok bármit is
tudnának egymásról.

5. A GTP fejléc

A GTP csomagok mindegyike egy fix (20 oktet) hosszú-
ságú fejléccel [4] kezdôdik. A fejlécben található mezôk
hosszai és jelentései a következôk:

– Version (3): ha a PT mezô értéke ’1’, 
a verziószámot jelöli. A jelenlegi verzió a ’0’.

– PT (1): az alkalmazott protokoll típusa, 
GTP esetén ’1’, a ’0’-s típus a GTP’ számára 
fenntartott érték (ennek használata esetén azonban
az egyes mezôk jelentése módosulhat).

– SNN (1): ha a csomag SNDCP N-PDU 
számot tartalmaz, értéke ’1’.

– Message Type (8): az üzenettípust határozza meg,
a ’255’-ös jelöli az adatcsomagokat, 
az ettôl eltérôk pedig a különbözô jelzéseket.

– Length (16): az üzenet (G-PDU) hossza 
a fejléc nélkül

– Sequence Number (16): sorszám; 
a jelzésre szolgáló csomagok esetén az utasítást/
parancsot, míg az adatátvitel során a forgalomban
lévô csomagot (T-PDU) azonosítja.

– Flow Label (16): az adatfolyam egyértelmû 
azonosítására szolgál a GTP csatornán belül.

– SNDCP N-PDULLC Number (8): SGSN-ek közti 
’routing area’ frissítése során használatos 
(ez koordinálja az adatátvitelt az MS és az SGSN
között); a SubNetwork Dependant Convergence
Protocol kezeli az MS mûködési környezetéhez
tartozó ’routing area’-kat.

– TID (64): a GTP csatorna azonosítója, mely 
egyértelmû meghatározója a GTP kapcsolatnak.

A fejléc minden mezôjének kitöltése kötelezô, de
tartalmuk az üzenet típusa szerint (azaz attól függôen,
hogy jelzésrôl, vagy adatok átvitelérôl van-e szó) vál-
tozhat.

6. A jelzési sík 
(Signalling Plane)

Bár a GTP jelzések [4] szorosan kapcsolódnak az
adatátvitelhez (hiszen az ahhoz szükséges csatornák
létrehozásáért, módosításáért és lebontásáért ôk felel-
nek), bizonyos szempontból teljesen függetlenek is tô-
lük, hiszen a jelzéseknek nem kell ugyanazon a csator-
nán közlekedniük, mint az adatoknak.

Egy jelzést tartalmazó üzenet küldésekor – az idô-
zítô elindítása mellett – az üzenet bekerül a küldô GSN
kimeneti sorába is, a megfelelô sorszámmal (SN) ellát-
va, és mindaddig ott marad, míg az üzenet sikeres kéz-
besítésének visszaigazolása meg nem érkezik (termé-
szetesen azonos sorszámmal (SN) ellátva). Ha a meg-
adott idôn belül nem jön válasz, megtörténik az üzenet
újraküldése. Kettôzött üzenetek esetén a másodikként
érkezett üzenetet figyelmen kívül kell hagyni. A GTP
ezzel a módszerrel próbálja meg elérni a jelzést szolgá-
ló csomagok biztonságos célba juttatását, hiszen mint
ismeretes, a GTP az IP-re épül, az pedig nem minden
esetben nyújt hibamentes átviteli szolgáltatást.

A GPRS kapcsolat (mindkét oldali) felépítésének, il-
letve lebontásának vázlatos SDL leírása (processz szin-
ten) a függelékben található. Az ábrázolás nem teljes,
hiszen az általunk vizsgált részek specifikációi nem tér-
tek ki például az elôforduló hibák kezelésének módjá-
ra, csak annak észlelésére. 

A jelzési síkhoz tartozó SDL leírások a cikk végén
található Függelékben találhatóak meg (I-IV. ábrák).
Ezek a kapcsolat felépítést és lebontást mutatják, azon
belül pedig az egyes jelek irányát az SGSN, GGSN szem-
pontjából.

7. Adatátviteli sík 
(Transmission Plane)

Ha egy MS (egy SGSN által) GPRS adatkapcsolatot
(PDP connection) szeretne létesíteni, GTP jelzôüzene-
tek [4] segítségével egy csatornát hoz létre (PDP Con-
text Activation), melyet a már ismertetett egyedi azono-
sítóval (Flow Label) lát el. 

Ezt a csatornát használja a GTP adott GSN párok
közti adattovábbításra, mégpedig oly módon, hogy a be-
érkezô T-PDU-hoz a fentebb vázoltak alapján egy GTP
fejlécet illeszt (G-PDU), majd az egy irányba közlekedô,
és azonos GSN-hez tartozó adatokat multiplexeli. A ve-
vô oldalon ennek természetesen a fordítottja történik,
azaz az adatfolyam demultiplexelése után leválasztás-
ra kerül a GTP fejléc, így visszakapjuk a tényleges ada-
tunkat, a T-PDU-t.

Az adatátvitel során alkalmazott útprotokoll lehet
UDP/IP (ha az MS által forgalmazott adatok csomag-
kapcsoltak) vagy TCP/IP (ha pedig kapcsolatorientál-
tak, például X25 hálózatban).

A Függelékben természetesen megtalálható az adat-
átviteli szakasz (specifikáció [5] alapján) általunk elké-
szített SDL leírása is (V. ábra).
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5. ábra  A GTP fejléc szerkezete



8. Összefoglalás

A fentiekbôl látható tehát, hogy a GPRS használatával
jóval szélesebb körû információszerzési lehetôségek
nyílnak meg elôttünk. Ezzel mobil eszközeinkrôl is elér-

hetjük a különbözô IP alapú hálózatokat, s tehetjük
mindezt a hagyományos GSM rendszer esetén elérhe-
tô sebesség többszörösével. S végül, de nem utolsó
sorban, a GPRS az elsô (de nem utolsó) lépés a har-
madik generációs mobil hálózatok (pl. UMTS) felé.
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A jelzési  sík Adatátvitel i  sík

I.  SGSN 
kapcsolat-felépítése

II. SGSN 
kapcsolat- lebontása

III. GGSN 
kapcsolat-felépítése

IV. GGSN kapcsolat-lebontása

V. Az adatátviteli
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