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Az Ujgenerdcids Internet Gtletének megsziiletése és annak megvaldsitasa kézétt eltelt idé kézel sem volt olyan hosszu, mint
amennyi id6 sziikséges lesz a protokoll elterjedéséhez. A legfontosabb feladat az, hogy az IPv6 megjelenése az Internet vi-
ldgéban ne okozzon térést a vildghdléban. Atjdrhaté legyen mind az IPv4-et és IPv6-ot haszndld felhasznédldék szamdra is. Ez
ugy lehetséges, ha minél hatékonyabb attérési technikak segitik a két protokoll egyideji mikddését. Az IPv6 szamos el6-
nyés tulajdonsdga serkenti az attérés folyamatat. Azonban vannak olyan tényezG6k is, amelyek lassitjiak, és késleltetik az

IPv6 vilagméretl elterjedését.

Az Ujgeneréacioés Internet megsziiletésének elsédleges
és legfontosabb célja az volt, hogy megoldast nyujtson
az egyre fogyatkozé IP cimek problémajara. Ennek t6-
kéletesen eleget tesz az Gj 128 bites cim, és a hierar-
chikus cimzési rendszer. Az Ujabb felhasznaldk révid
idén belul rakényszeriilnek az (j cimek hasznalatara.
Mikor a szolgdltaték mar kifogynak a megszokott IPv4-
es cimekbdl, kénytelenek lesznek nyitni az IPv6 felé.
Vannak azonban olyan elényei az Uj protokollnak, ami
esetleg arra 6szténzi a szolgaltatdkat, felhasznaldkat,
hogy ne varjak meg ezt az idét, és hamarabb hasznal-
jak ki e hasznos tulajdonsagokat.

Egy komoly eurdpai 6sztdénzésnek vehetjik azt a
kdzelmultban megjelend hirt, mely szerint az Eurdpai
Unio6 terlletén 2007-2008-ig az IP 6-
os verzidjara akarnak attérni. Ezzel

1. dbra Attérési tendencidk

Az IPv6-0os protokoll szélesebb kérd bevezetése
azonban nemcsak ezen okok miatt varat még magara.
Szamtalan el6készileti feladatot kell még elvégezni
a vilagméretl elterjedése el6tt. Létezik mar egy IPv6-
os gerinchal6zat melyet 6Bone névre kereszteltek el,
és amelyre a rakapcsolddas lehetésége szamunkra is
adott.

Azonban az IPv6-os attérés nem tud azonnal meg-
valdsulni. Szamos olyan attéréssel kapcsolatos vonat-
kozasa van, melyeknek meg kell feleltetni az Gjonnan
kapcsolodd eszkdzeinket. Az () protokolinak felllrél
kompatibilisnek kell lennie a régivel, valamint az attérés
soran a halézat berendezéseinek egyarant tamogatni-
uk kell mindkét verziéju protokollt.

Nagyobb probléma viszont, hogy

zzzzz

kapcsolatban, mar fellilr6l iranyul6 ész-
ténzés érzékelhetd.

Mindezek ellenére mégis azt ta-
pasztalhatjuk, hogy az attérés az IPv6

galtaték nincsenek felkésziilve az
IPv6-o0s atvitel kezelésére. Masrészt
az alkalmazasoknak is tamogatniuk
kell az IPv6-os forgalom generala-

hasznalatara nem olyan viharos se-
bességl, mint azt kordbban sejthet-
tik. Ennek oka lehet szamos olyan
IPv4-en alkalmazott kényszermegol-

sat. Mivel az attérésnek nincs kit(-
z6tt id6pontja, a fent emlitett ténye-
z6k mind az attérési idészak elnyuj-
tasahoz fognak vezetni.

dés, mely az (j protokoll bevezetését
nagymértékben késlelteti. llyen tech-
nika a rohamosan csdkkend IP cimek
problémajara ideiglenes megoldast
nyujté halézati cimfordit6, ismert ne-
vén a NAT (Network Address Transla-
tor). Ennek segitségével maganha-

Az attérés tendenciai

Az IPv6-ra valo attérés menete ha-
rom nagyobb id8szakra bonthaté (7.
abra), melyekben kiilénb&z6 megol-

I6zati cimeket oszthatunk alhal6zati
eszkdzeinknek, melyek csak kevés
globdlis cimen osztoznak az Interne-
ten. Kivilrél azonban emiatt nem tud-

C)

dasok hasznalata célszer( az IPv4-
es és IPv6-os protokollok egyidejl
miikodtetéséhez.

Az IPv6 elterjedésének kezdeti

juk megcimezni az egyes eszkdzo- o — GeringllPy 6)
ket. A megoldas késlelteti az IP cimek
kimerilését, és ezaltal lassitja az at- SIS

térés folyamatat.

szakaszaban (1/a. abra) jellemz8&en
a mostani technolédgia altal nyudjtott
infrastruktarat kell hasznalni. Ebben
a szakaszban a meglévd gerinchal6-
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zatot kell ugy felhasznalnunk, hogy a kisszamu, IPv6-
alapu halézatot 6ssze tudjuk kapcsolni. Ezen, kilénal-
16 IPv6 képességekkel rendelkez6 halézatokat hivjuk
IPv6-0s szigeteknek. A szigetek dsszekapcsolasanak
megvaldsitasat tlizte ki célul a 6Bone projekt is. Az at-
allas e korai fazisaban jellemz8en az IPv6-ra mar atal-
litott halozati eszk6z6k egymas kozotti kommunikacio-
jat kell megoldani IPv6 képességekkel nem rendelkezé
hozzaférési hal6zatokon.

Az IPv6 terjedésével varhatdan egyre tébben kap-
csolédnak majd be az 0] protokoll hasznalataba (1/b.
abra). Emiatt a kés6bbiekben sziikségessé valik, hogy
a kilénbozd verzioju IP protokollt tamogatd gépek ké-
pesek legyenek egymassal kommunikalni. A végpontok
szamara tovabbi kdvetelmény, hogy ez a kapcsolat-
felépités atlatszdan, a halézat felhasznal6i szamara ész-
revétlenil menjen végbe. Az IPv6 terjedésének utolsé
szakaszaban mar jellemz8en az IPv6 protokoll alapjan
m(ik6dé eszkdzok lesznek tidlsulyban, mikézben a ge-
rinchalézatok is mar az Uj protokollt fogjak hasznalni
(1/c. abra). A gerinchalézatokon a még megmaradt IPv4-
es eszkdzok lzemeltetése szintén valamilyen megol-
dast igényel.

Az IPv6-ra vald attérés hosszu folyamatnak igérke-
zik. Emiatt szlikséges, hogy az atallas kézben a mar
m(ikodé IPv4 feletti alkalmazasok zdkkenémentesen
legyenek képesek illeszkedni az uj protokollhoz. Ezen
igény miatt szilettek az attérési technikak, melyek a két
protokoll egylttm(ikodését hivatottak biztositani.

Attérési technikak alapjai

Az attéresi technikak alapjainak harom nagy csoportjat
kell megemliteniink. Ezek kombinalasaval alakithat6 ki
az adott lehet6ségekhez legjobban illeszkedd megoldas.

Az els6 és legfontosabb technikaja az attérésnek
az IPv6 csomagok atvételének megvaldsitasa egy IPv4-
es eszkdzon. llyenkor a mar meglévé IPv4-es protokoll
verem ,mellé” egy IPv6-ost is létesitiink, igy az eszkdz
kettbs protokoll veremmel [1] fog rendelkezni. A megol-
das lényege, hogy a halozati eszk6zok igy képesek
mind az IPv6-0s, mind pedig a IPv4-es protokoll feldol-
gozasara. Az eszkdz felismeri a bejové IP csomagokat,
és a megfelel6 veremnek tovabbitja. Az alkalmazasok
a ket protokollt egyidejlileg hasznalhatjak (2. abra).

Alkalmazas
b b
| TCP ] UDP |
A A
2. dbra | IPv4 | IPV6 |
tté
protikgls; \/
verem Adatkapcsolati réteg (pl. Ethernet)

Szamitdgépek szamara ez a megoldas csupan szoft-
verfrissitést igényel, egyéb beagyazott rendszereket
futtato halozati eszk6z6k esetében viszont sokszor ko-
molyabb kéltségeket jelenthet. Egy haldzati Gtvalaszto
esetén példaul sziikséges az Utvalaszté protokollok
frissitése is. llyen frissitett protokoll a RIPng, az OSPFv6
vagy a BGP4+.

Figyelembe kell venni azonban a tébbletterhelést is.
Mivel a kett@s protokoll veremmel rendelkez6 eszkdzok-
nek IPv4-es és IPv6-os cimre is szlkségik van, ezért
ezen eszkdzoknek nagyobb tébbletterheléssel mérete-
zenddk a cimek karbantartasa miatt. Egy hal6zati Gtva-
lasztéban példaul meg kell oldanunk, hogy az eddigi
32 bites IP cimekre méretezett Gtvalasztd tablak mellett
képes legyen az eszkdz a 128 bites IP cimekkel ren-
delkez6 IPv6-o0s haldzatok szerkezetét is tarolni.

Ugyan az Uj technolégia funkciéi ezen esetben kis
kéltséggel kihasznalhatéva valnak, de ez a megoldas
semmit sem javit az IPv4-es cimek elfogyasan. Szintén
nem oldja meg a csak IPv6-ra, illetve csak IPv4-re fel-
készitett csomopontok kdzétti kommunikaciot.

A kett6s protokoll verem megvaldsitasa a legtébb
attérési megoldas mikoédéséhez alapkdvetelmény.

A masodik attérési mdédszer az alagut technika [1],
amely nagyobb tavolsagok athidaldsara szlletett arra
az esetre, ha koézottik nem all rendelkezésre IPv6-0s
halézati 6sszekottetés. Alkalmazasaval lehetséges ta-
voli elszigetelt IPv6-os halézatok dsszekapcsolasa va-
lamilyen hordoz6 protokoll felett. A megoldas lényege,
hogy az IPv6-0s csomagokat egy azonos szint( proto-
koll csomagjaiba agyazzuk (3. abra).

A bedgyazas az IPv6 kezelésére alkalmatlan halé-
zatbelépési ponton térténik meg. Ezen halézatban az
Utvalaszték nem tekintenek bele a csomag tartalmaba,
melynek hasznos terhében ,utazik” a teljes IPv6-os cso-
mag (4. abra).

3. abra IPv6-o0s protokoll IPv4-be agyazasa

| Pv6 csomag IPv4 csomag
|Pv4 fejléc
IPvé fejléc i IPv6 fejléc
Széllitasi  |Becsomagolas Saltas
sintd fejléc | ——Pp cllies
szint( fejléc

Adat " Adat

»
N -
.
.
FETTCTTL LI LI l ................

| Pv4 csomag
adatrésze
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alagut
kilépési pont

| Pv6 csomag

alagut

belépésipont | Pv6 csomag

4. dbra Az alagut technika

A kbztes haldzat a sajat Gtvalasztasanak megfelel6-
en (az abran szaggatott vonallal) tovabbitja a csoma-
gokat az alagut végpontja felé, a belsé IPv6-os tarta-
lommal nem foglalkozik.

Az alagut kilépési pontja az IPv6-os csomag célha-
I6zatanak pereme, mely sziikségszerlen egy dupla
protokoll veremmel rendelkez6 halézati eszkdz. A cso-
mopont felismeri a beagyazott IPv6-os csomagot, és el-
végzi a kicsomagolast a hordozé protokoll ,burkabdl”. Ez-
utan a csomagot mar IPv6-os csomagként tovabbitjuk.
A legelsé ilyen megvaldsitas a 6over4 technika volt [2].

Az alagut alapu technikaknak két nagy hatranya
van. Mivel a meglévd protokollokat egy azonos szinti
protokollba kell becsomagolni, ezért ez egy plusz fejlé-
cet jelent minden csomagnak. Ekkor egyrészt néveke-
dik a haldzati terhelés, masrészrél a megnévekedett cso-
magmeéret miatt az alagUtban szlkség lehet a csoma-
gok tordelésére.

Az alagut technikat hasznal6 megoldasok két nagy
csoportja a manudlisan beallitott, és az automatikusan
konfigural6édo alagutak. Az automatikus alagutak al-
kalmazasanal specialis, IPv4 kompatibilis IPv6 cimeket
hasznalunk. lItt az IPv6-os cim megegyezik az IPv4-es
cimmel, megfelel6 szamu nulla bitet eléirva. llyen IPv4
kompatibilis IPv6-o0s cimet hasznalnak a kapcsolattar-
té eszkdzok az alagut belépési pontjanak cimzésére.
Miutan az IPv6-os haldzat eljuttatta a kliildétt csomagot
az alagut belépési pontjanak, az egy IPv4-es csomag-
ba helyezi az IPv6-os csomagot. igy a be-

alagut be- és kilépési pontjat, valamint az Gtvalasztasi
tablakat. Kevés kiils6 szigettel vald 6sszekottetés ese-
tén ez egyszerlien hasznalhaté megoldas.

Az el6z6ekben targyalt moédszerek nem teszik lehe-
téve a csak IPv4-et és a csak IPv6-ot tAmogatd eszko-
zO0k egyuttmikddeset. Az attérési technikak harmadik
tipusa, a protokoll forditdk, e probléma megoldasara
szllettek. MUikodéslikbdl és a két protokoll kézotti sok
kiilénbségbdl adéddan nem alkalmasak hosszi tavon
megoldani a csak IPv4 és a csak IPv6 képességl esz-
kozok egyittmikddéeseét. Sok esetben csak kell§ koril-
tekintéssel alkalmazhatoak, ennek ellenére a legtébb
esetben kielégit6 megoldast nyujtanak.

A protokoll forditas miveletét e technikak a TCP/IP
hivatkozasi modell kiilénb6z6 rétegeiben végezhetik
el. A modell rétegei alapjan kilénbdztetjiik meg az al-
kalmazdas szintd, az atviteli szintl és a haldzati szint(i
protokollforditékat (5. abra).

Legalacsonyabb szinten a haldzati rétegbeli proto-
kollfordité dolgozik. Ezen az absztrakcids szinten a for-
ditéprogram csupan a régi és az Uj protokoll fejléceit
képes egymasba atforditani. Mikédése egyszerd, mi-
vel nem vizsgalja a csomagok tartalmat, csupan a fejlé-
cet. Ebbdl adédban a beagyazott IP cimet tartalmazé
protokollokat (mint példaul az FTP vagy a DNS) nem
képes hibatlanul forditani. Egyszeri konfiguralhatdsa-
ga és a forditas gyorsasaga miatt hasznaljak.

Az atviteli rétegben megvaldsitott forditékat kiszol-
géaldkon lehet alkalmazni. Miikddéslk |ényeges eleme,
hogy két kildn kapcsolatot épitenek fel a forditando
kapcsolat esetében, igy hasonlé koncepciéban mu-
kédnek, mint a proxy tlzfalak. A kezdeményez§ fél a
szerveren keresztll probalja elérni a célt. A szerver ek-
kor felépit egy kapcsolatot a kezdeményezével az egyik
(tegylk fel, IPv6-0s) protokollon. Ezutan kiépit egy kap-
csolatot a cél felé, de ezt mar a masik (IPv4-es) proto-
kollon teszi. Ezek utan a ket fél kdzott tovabbitja a cso-
magokat, és a két protokollt egymasba atforditja.

Mikodésének feltétele egy specialis DNS fordité-
program, mely az IPv4-es cimeket forditja megfelel6en
az IPv6-os eszkdzOk szamara. Emiatt csak olyan IPv6-
os végpont képes kapcsolatot létesiteni az IPv4 felé,
mely a DNS forditdn keresztll keresi az IPv4-es cél ci-

5. abra A forditok tipusai

Iépési pont az IPv4-es protokollon inditja

Utjara a csomagot. Az Gtvalasztas értelem-
szer(ien az IPv4-es topoldgia szerint torté-

alkalmazasszintl
fordito

nik. A megoldas elénye a konfiguracié au-

tomatizalasa, mellyel tébb tavoli halézatot

Joile ledia o ’ aibedin atviteli réteg atviteli réteg atviteli szintdi fordito
is elérhetlink kilén alagut adminisztracié N

nélkll. Hatranya, hogy az IPv6 128 bites | 7 ———=----~-~= BN eeenansnnss I
cimtere az IPv4 kompatibilis cimek miatt halozati réteg halozati réteg halozati szintli

nem hasznéalhaté ki, ezért ebben az eset-

forditod

ben meg kell elégedniink a jelenlegi proto-
koll 32 bites cimeivel.
A manualisan bedllitott alagutaknal ad-

adatkapcsadati +
fizikai réteg

adatkapcsdati +
fizikai réteg

minisztralni kell a tavoli halézat felé mend
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mét. A visszakapott cim egy el6tagbdl és a cél IPv4-es
cimébdl all. A specialis el6tagot a haldzat a forditast
végz6 kiszolgald felé irdnyitja, igy halad azon keresztil
a két fél kdzotti adat. A kiszolgald a megfelel§ cimkon-
verziokat elvégezve valdsitja meg a forditast.

Az alkalmazadsi rétegben megvaldsitott forditok le-
nyege, hogy a fordité a teljes csomagtartalom alapjan
végez forditast. Legtébbsz6r két inkompatibilis hal6zat
kdzotti atjarénak alkalmazzak, emiatt tartalmaznia kell
a teljes csomagtartalom alapjan végez protokollkonver-
zi6t, ezért joval nagyobb a szamitasigénye, mint az ala-
csonyabb rétegben miikédé forditdknak. A hasznalni
kivant alkalmazasok szamara kilén kell a sziikséges
protokollokat a forditoban megvalésitani. Emiatt ez a
technika megoldja a beagyazott IP cimeket tartalmazé
protokollok forditdsanak nehézségét is.

Magan felhasznalok

A kidolgozott attérési technikaknak készdénhetben az
otthoni felhasznalok szamara lesz a legkénnyebben
megvaldsithat6 az attérés. Jelenleg ha egy magan fel-
hasznélé csatlakozni szeretne az IPv6-os hal6zathoz,
akkor erre a legegyszer(bb lehet6sége valamilyen IPv6-
os alagut alapu megoldas segitségével van.

A felhasznalok szempontjabol egyik legkényelme-
sebb megoldas az alagut lgyndk [3] hasznéalata. Eh-
hez egy dedikalt szervernek kell miikddnie azon szol-
galtatonal, mely az IPv6-os hozzaférést szolgaltatja. Az
lgynok feladata, hogy a felhasznalé azonositasa utan
letrehozza az alagutat, sziikség esetén médositsa, hasz-
nalat utan pedig lebontsa azt. Bejelentkezéskor elvég-
zi az alagut szerverekben szlikséges bedllitasokat és
elkésziti a DNS bejegyzéseket is az IPv6-hoz csatlako-
z6 felhasznal6é szamara, tovabba bedllitja a hasznalt ala-
gut végpontjainak cimeit. Mikddéséhez meglévé IPv4-
es infrastruktdra szlkséges, el6nyeit és hatranyait az

rendelkezd cimet prébalna elérni, sziiksége lesz egy
IPv6 feletti IPv4-es alagutra a tavoli végpontig. A kliens-
nek az alagut elkészitéséhez sziiksége van IPv4-es
cimre is, mellyel alapesetben nem rendelkezik. Ekkor
jén a képbe a DSTM szerver, mely a kommunik&cié id6-
tartamara egy IPv4-es cimet szolgaltat az alagut vég-
pontnak és elvégzi annak beallitasait.

Hozzaférési szolgaltatok

Egy halézaton belili elszigetelt IPv6-0s alhalézatok
6sszekotésének leggyorsabb mddszere a kézzel admi-
nisztralt alagutak alkalmazésa. Ezeket egyszeri bealli-
tas utan stabilan lehet hasznalni IPv4-es hal6zat athi-
dalasara. Tobb ilyen elszigetelt hal6zat esetén viszont
a 6to4 [5] alagut megoldas alkalmazasa célszer(, mely
képes automatikus alagutakat épiteni, igy elkerllhet§
a bonyolult alagutmenedzselés. Mikédésekor az IPv6-
os alhalozat egy specialis IP cim el6taggal [6] hirdeti a
halézathoz tartozo, tavoli halézatba vezeté alagutak be-
lepési pontjainak cimeit (6. abra). Ezek sziikségszer(-
en dupla protokoll veremmel rendelkezé alagut végpon-
tok, melyeknek van IPv4-es cime. Ezen IPv4 cimeket
az alagut vegpontok a kdzds IPv4-es halézaton egy-
mas kozott hirdetik. igy az IPv4-es halézathoz kapcso-
l6d6 IPv6-0s alhalézatok hataraihoz eljutnak ezen in-
formaciok.

A meghirdetett cimek alapjan az IPv6-os szigetek
egymas kozott mar képesek alagutakat felépiteni. A
megoldas érdekessége, hogy a cimek hirdetésére ele-
genddek lehetnek a mar régota miikéds 1Pv4 feletti Gt-
valaszt6 protokollok.

Az eddigi alagut alapu megoldasokhoz sziikség volt
globalis IPv4-es cimre, mely az alaglt egyik végpontjat
jelentette. Amennyiben sziikségiink lenne privat cim-
tartomanybdl, példaul halézati cimforditéval (NAT) vé-
dett hal6zatbdl elérni tavoli IPv6-os haldzatokat, a Te-

6. abra A 6to4 mikddése

alagut alapu megoldasoktol érokli.

Hasonl6, am id6ben joval el6-
rébb tekint6 megoldas a kettds pro-
tokoll verem alapu attérési technika
(DSTM) [4]. Erre az attérés késdi
szakaszaban lesz sziikség, amikor
a halézatok jérészt az IPv6-os pro-

6to4 valtd

|Pv6

a.v.

tokollal mik&édnek.
A DSTM egy szerver-kliens ala-

IPv4 cim: 138.14.85.210
6to4 elbtag: 2002:8 aOe:55d2::/4 8

IPv4 cim: 65.114.168. 91
6to4 eltag: 2002:4 172:a 85b: :/48

pu modell, melyben a szervert a
hozzaférési szolgaltatd biztositja.
A kliens ekkor mar féként az IPv6-
os protokollt fogja alkalmazni, de
szikség lesz ra, hogy kettés pro-
tokoll veremmel rendelkezzen.
Amennyiben a kliens IPv6-0s vég-
ponttal szeretne kapcsolatot te-
remteni, azt gond nélkil megteheti.

6to4 1 Pv6 cim:

2002 :8a0e:55d2 :: 8ale :55d2

6to4
Utvalaszté 6to41 Pve cim:
2002 :4172:a85b:: 4172:a85b

Ha viszont csak IPv4 tdmogatassal
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redo [7] megoldast kell szemugyre venniink. Ez az
egyetlen megoldas mely képes NAT mdégil is megfele-
[6en mikoédni.

Az dllapotmentes IP/ICMP fordité [8] (SIIT) a halo-
zati rétegben m(ik6dé protokollforditd. Feladata, hogy
a forditast végz8 eszkdz szamara allapotmentesen, az-
az bels§ allapotok tarolasa nélkiil valésitsa meg a pro-
tokollok fejlécei koz6tti valtast. Megoldja az ICMP cso-
magok forditasat és toérdeli az IPv4-es csomagokat,
hogy az IPv6-0os hal6zat maximalis csomagméretének
megfeleljenek. Kilén IPv6 cimeket hasznal azon IPv4-
es eszkdzOk szamara, melyek értelmezni tudjak az 0j-
abb protokollt. Ezen cimek az IPv4 leforditott cimek. Az
IPv6-ot nem tdmogatd eszkdzdket az IPv4 dszszeren-
delt cimekkel azonositja.

M(ikodése soran a forditdé az IPv4 és IPv6-os fejlé-
ceket alakitja at egymasba. Alkalmazasa azon esetek-
ben lehetséges, ahol a teljes alhal6zat tdmogatja mar
az IPv6-ot, és szlikséges a kiils6 IPv4-es cimek hasz-
nalata. A kapcsolatokhoz az IPv6-os végpontoknak
IPv4 leforditott cimekre van sziikségiik, melyeket egy
specidlis DHCP kiszolgal6 oszt ki szamukra.

Az SIIT forditékat az IPv6-os halézat hataran kell el-
helyezni. Allapotmentes miikddésiik miatt nem sziiksé-
ges, hogy egy kiszemelt kapcsolatnak minden csomag-
ja egy eszkdzén haladjon keresztiil, ezért a hatarolo6
pontokon parhuzamosan tébb SIT eszkdzt is lehet
hasznalni a terhelésmegosztasra.

Szintén hal6zati rétegbeli mechanizmus a haldzati
cimfordité és protokollfordité (NAT-PT), mely a NAT meg-
oldas egy kiterjesztése [9]. M(ikédése a felhasznald
szamara hasonloéan atlatszé protokollforditast tesz le-
hetévé, mint az SIIT megoldas. Fontos kiemelni vi-
szont, hogy a NAT-PT szintén az IPv6 sziget hataran
helyezkedik el, de mivel a NAT-PT allapottart6, ezért
szlikséges, hogy minden a szigetrdl kifele kezdemé-
nyezett haldzati kapcsolat rajta, vagy vele egytttmiko-
dé utvalasztékon keresztll haladjon. A NAT-PT m(iké-
désekor minden, az IPv6-0s szigetet azonos cél felé el-
hagyé csomaghoz, dinamikusan rendel egy IPv4 cimet
az &ltala hasznalt IPv4 cimtérbdl. igy a NAT-PT az
IPv6-0s szigetrél kapcsolatot kezdeményez§ fél sza-
mara atlatszdéan tovabbitja a csomagokat az IPv4-es
cél felé.

A NAT-PT el6nyos tulajdonsaga, hogy az IPv6-0s
szigeten nincs szikség kett6s protokollveremre. A ki-
szolgalo beallitasa egyszer(, az IPv6-os alhal6zat sza-
mara atlatszo.

Az atviteli rétegben miikddd, szervereken megvalo-
sithaté mechanizmus a Transport Relay Translator [10]
(TRT). A TRT feladata, hogy a rajta keresztllhaladé cso-
magokat elfogja, és atforditsa IPv4-rél IPv6-ra és visz-
sza ugyanigy. Egy kapcsolat felépllése utan fontos,
hogy a teljes kapcsolat a TRT kiszolgalén haladjon ke-
resztil. Mikédéséhez szlikséges egy specialis DNS
kiszolgalo, mely az IPv6-0s sziget altal megcimzett ta-
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voli hal6zaton elhelyezked6 IPv4-es cél cimét egy meg-
felel6 el6taggal kiegészitve IPv6-os cimként oldja fel.
Az el6tag feladata, hogy a halézat a TRT kiszolgalé fe-
lé tovabbitsa a tavoli, IPv4-es félnek kiildétt csomagot,
melyet a kiszolgalo lefordit és tovabbkild a cél felé.

A TRT megvalésitasa a SOCKS64[11] technika, mely
az atviteli rétegben mkdédik, ehhez kettds protokoll ve-
remmel rendelkez§ kiszolgald, valamint a kliensek ha-
|6zati programkdnyvtarainak moédositasa szilkséges,
mivel a kliens és a szerver egy specialis SOCKS proto-
kollon kommunikalnak. Az eredeti SOCKS implementa-
ci6 [12] tlzfallal izolalt halézatokon keresztil nyUjtott at-
jarét a belsé halézat IPv4-es és a kiils§ halozat szintén
IPv4-es halézati eszkdzei kdzott. A SOCKS64 megva-
l6sitas mar lehetévé teszi IPv4-es és IPv6-0s csomo-
pontok kommunikacidjat mind homogén (azonos proto-
kollok kdz6tt pl. IPv4-IPv4), mind heterogén (kiilénbo-
z6 protokollok esetén pl. IPv6-IPv4) kapcsolat esetén.

Teljes protokoll konverziét valoésitanak meg az alkal-
mazas szintd atjarok [13] (ALG). Az atjardk két inkom-
patibilis halézat hataran helyezkednek el, és szilikség-
szerlien rendelkeznek mindkét hal6zat protokollvermé-
vel. A két halézat kéz6tti kommunikacio teljes protokoll
konverzidjat elvégzik. Mivel ehhez sziikséges a teljes
csomagtartalom vizsgalata, ezért az alkalmazas szintd
atjarok mikddése jelentésen nagyobb terheléssel jar,
mint az alacsonyabb szinten megvalositott attérési meg-
oldasokeé.

Az IPv4 és IPv6 kozotti kiilonbségek miatt a fordi-
tas soran bizonyos funkcidk elveszhetnek, de ezektdl
eltekintve az ALG megoldja az 6sszes problémat, mely
a tébbi technikanal jelentkezhet.

Osszefoglalas

A szolgaltatoknak a fent emlitett technikak kivalaszta-
sanal figyelembe kell venni a korabban alkalmazott at-
viteli technol6giakat. Munkajukat nagyban megkénnyi-
ti, hogy az Internetes tarsadalom mar eddig is nagy
eréfeszitéseket tett arra, hogy megvizsgalja az IPv6 ATM-
mel és MPLS technol6giaval valé egylttm(ikodését.

Az attérési technikak hivatottak tehat az IPv4 és
IPv6-0s protokollok egylttmiikodését megvalositani. De
mint érzékelhetd, az atterés komplex feladat, melyre
nincs egyértelmd megoldas. Minden esetben az adott
kérnyezethez és infrastruktdrahoz legjobban megfeleld
technikat érdemes alkalmazni.
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20 éves a Cisco Systems. Az 1984-ben alapitott cég neve az elmult két évtizedben egybefonddott az Internet
térténetével. Len Bosack és Sandy Lerner, a Stanford Egyetem kutatoéi két évtizede alapitottak meg a Cisco
Systems céget, amely nevét San Francisco varosarél kapta. Bosack és Lerner a kilénallé hal6zatok 6ssze-
kétésének lehet8ségeit vizsgalta a Stanford Egyetem két épulete k6z6tt. Ahhoz azonban, hogy a hal6zatokat
ténylegesen 0sszekapcsolhassak, egy olyan Uj technolégiara volt sziikség, amely képes kezelni a kiilonbo-
z6 helyi halézati protokollokat. Ez az elképzelés vezetett a tdbbprotokollos Utvalasztdé megsziiletéséhez.

Az alapitéds 6ta eltelt két évtized alatt a Cisco a halézati gazdasag el6futarabdl jelent6s nemzetkdzi nagyval-
lalattd valt. A Cisco Systems IP alapu hal6zati megoldasai biztositjdk mind az Interneten, mind a legtébb nagy-
vallalat, fels6oktatasi és kormanyzati intézmény szamara az adatkommunikaciés kapcsolatot. A vilaghalén
kdzlekedd informacidk dontd részét a cég rendszerei szallitjak.

A Cisco Systems Cisco Carrier Routing System (CRS-1) nevii terméke a vilag legnagyobb kapacitasu inter-
netes Utvalasztojaként bekeriilt a Guinness-rekordok kényvébe.

A 92 terabites 6sszteljesitmény( uUtvalasztérendszer az eddigieknél mintegy kétszer nagyobb adatforgalmat
tesz lehetévé. Az Egyesiilt Allamok kongresszusi kdnyvtaranak teljes gyljteménye 4,6 masodperc alatt le-
télthetévé valik. Ugyanennek az anyagnak a letdltése egy masodpercenként 56 kilobites sebességet bizto-
sité6 behivasos modemmel koérilbelll 82 évig tartana. A szamok magukért beszélnek.

A valés idejl hangatviteli és cseveg@szolgaltatasnak készdnhetéen egyszerre akar egymilliardan is jatsz-
hatjak ugyanazt az online jatékot. Az Egyesiilt Allamok 6sszes hazttartasa (105 480 101 otthon) 872 kbit/s se-
bességli nagy savszélességl kapcsolathoz juthat. A halézaton keresztlli egyéni videolejatszassal egyszer-
re 15 millidan élvezhetik a 6 Mbit/s sebességd, kitliné minéségl videoprogramokat. Egyszerre megkdzelits-
leg 12 415 felhasznal¢ téltheti le ugyanazt a 7,4 GB-os filmet, és ez mindéssze 1 masodpercet vesz igénybe.
A CRS-1 az internetes szolgéaltatasok és multimédias alkalmazasok eddig nem tapasztalt mértékl elterjedése
el6tt nyitja meg az utat.
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